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Monitoring and managing clusters from the
dashboard

The dashboard provides cumulative at-a-glance information about the current health of

your monitored ONTAP systems. The dashboard provides “panels” that enable you to

assess the overall capacity, performance, and security health of the clusters you are

monitoring.

Additionally, there are certain ONTAP issues that you can fix directly from the Unified Manager user interface

instead of having to use ONTAP System Manager or the ONTAP CLI.

At the top of the dashboard you can select whether the panels show information for all monitored clusters or for

an individual cluster. You can start by viewing the status of all clusters and then drill down to individual clusters

when you want to view detailed information.

Some of the panels listed below may not appear on the page based on your configuration.

Panels Description

Management Actions When Unified Manager can diagnose and determine a

single resolution for an issue, those resolutions are

displayed in this panel with a Fix It button.

Capacity Displays the total and used capacity for the local tier

and cloud tier, and the number of days until local

capacity reaches the upper limit.

Performance Capacity Displays the performance capacity value for each

cluster and the number of days until performance

capacity reaches the upper limit.

Workload IOPS Displays the total number workloads that are currently

running in a certain range of IOPS.

Workload Performance Displays the total number of conforming and non-

conforming workloads that are assigned to each

defined Performance Service Level.

Security Displays the number of clusters that are compliant or

not compliant, the number of SVMs that are compliant

or not compliant, and the number of volumes that are

encrypted or not encrypted.

Usage Overview Displays clusters sorted by highest IOPS, highest

throughput (MBps), or highest used physical capacity.
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Fixing ONTAP issues directly from Unified Manager

Starting with Unified Manager 9.7, you can fix certain ONTAP issues directly from the

Unified Manager user interface instead of having to use ONTAP System Manager or the

ONTAP CLI.

A new capability called “Management Actions” provides fixes to a number of ONTAP issues that have triggered

Unified Manager events. Management Actions are available from the Dashboard, from the Event details page,

and from the Workload Analysis selection on the left-navigation menu.

There are certain issues that Unified Manager can diagnose thoroughly and provide a single resolution. When

available, those resolutions are displayed in Management Actions with a Fix It button. Click the Fix It button to

fix the issue.

Unified Manager sends ONTAP commands to the cluster to make the requested fix. When the fix is complete

the event is obsoleted.

What options do I have when I see the Fix It button

The Fix It button enables you to fix an issue that Unified Manager has been notified

about through an event.

We recommend that you click the Fix It button to fix the issue when it is available. However, if you are not sure

that you want to resolve the issue as recommended by Unified Manager, you can perform the following actions:

What do you want to do? Action

Have Unified Manager fix the issue. Click the Fix It button.

Do not fix the issue at this time and hide this

management action.

Click the down arrow and click Dismiss.

Display the details for this event so you can better

understand the issue.

Click the down arrow and click View Event Details to

display the Event details page.

Display the details for this storage object so you can

better understand the issue.

Click the name of the storage object to display details

in either the Performance Explorer or Health Details

page.

Prior to clicking the Fix It button you should make a note of the object name (for example, “cluster fas8040-

206” or “volume phil_DB”) so that you can check the list of events later to verify that the corresponding event is

in the Obsolete state - meaning that the fix was successful.

In some cases the fix is reflected in the next 15 minute configuration poll. In other cases it can take up to 24

hours for the configuration change to be verified and for the event to be obsoleted.

What ONTAP issues can Unified Manager fix

This table describes the ONTAP issues that Unified Manager can resolve directly from the

Unified Manager user interface by clicking the Fix It button.
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Event Name and Description Management Action “Fix It” Operation

Volume Space Full

Indicates that the volume is almost

out of space and it has breached

the capacity full threshold. This

threshold is set by default to 90%

of the volume size.

Enable volume autogrow Unified Manager determines that

volume autogrow is not configured

for this volume, so it enables this

feature so the volume will grow or

shrink in size in response to the

amount of used space.

Option Cf.takeover.on_panic is

Configured OFF

The nodeshell option

“cf.takeover.on_panic” is set to off,

which could cause an issue on HA-

configured systems.

Enable takeover on panic Unified Manager sends the

appropriate command to the cluster

to change this setting to on.

Disable nodeshell option

snapmirror.enable

The old nodeshell option

“snapmirror.enable” is set to on,

which could cause an issue during

boot after upgrading to ONTAP 9.3

or greater.

Set snapmirror.enable option to off Unified Manager sends the

appropriate command to the cluster

to change this setting to off.

Telnet enabled

Indicates a potential security issue

because Telnet is insecure and

passes data in an unencrypted

manner.

Disable Telnet Unified Manager sends the

following command to the cluster to

disable Telnet: security

protocol modify

-application telnet

-enabled false

Dashboard page

The Dashboard page has “panels” that display the high level capacity, performance, and

security health of the clusters you are monitoring. This page also provides a Management

Actions panel that lists fixes that Unified Manager can make to resolve certain events.

Most of the panels also display the number of active events in that category, and the number of new events

added over the previous 24 hours. This information helps you decide which clusters you may need to analyze

further to resolve events. Clicking on the events displays the top events and provides a link to the Event

Management inventory page filtered to show the active events in that category.

At the top of the dashboard you can select whether the panels show information for all monitored clusters or for

an individual cluster. You can start by viewing the status of all clusters and then drill down to individual clusters

when you want to view detailed information.

Some of the panels listed below may not appear on the page based on your configuration.
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• Management Actions panel

There are certain issues that Unified Manager can diagnose thoroughly and provide a single resolution.

When available, those resolutions are displayed in this panel with a Fix It button. You can fix these issues

immediately from Unified Manager instead of having to use ONTAP System Manager or the ONTAP CLI.

See Fixing ONTAP issues directly from Unified Manager for more information.

• Capacity panel

When viewing all clusters, this panel displays the total physical capacity and used logical capacity for each

cluster, the number of days until the disks are projected to be full, and the data reduction ratio based on

configured ONTAP storage efficiency settings. It also lists the used capacity for any configured cloud tiers.

Clicking the bar chart takes you to the Aggregates inventory page for that cluster. Clicking the “Days To

Full” text displays a message that identifies the aggregate with the least number of capacity days

remaining; click the aggregate name to see more details.

When viewing a single cluster, this panel displays the total physical capacity and logical used capacity for

the data aggregates sorted by each individual disk type on the local tier, and for the cloud tier. Clicking the

bar chart for a disk type takes you to the Volumes inventory page for the volumes using that disk type.

• Performance Capacity panel

When viewing all clusters, this panel displays the performance capacity value for each cluster (averaged

over the previous 1 hour) and the number of days until performance capacity reaches the upper limit

(based on daily growth rate). Clicking the bar chart takes you to the Nodes inventory page for that cluster.

Note that the Nodes inventory page displays the performance capacity averaged over the previous 72

hours, so this value may not match the Dashboard value. Clicking the “Days To Full” text displays a

message that identifies the node with the least number of performance capacity days remaining; click the

node name to see more details.

When viewing a single cluster, this panel displays the cluster performance capacity, total IOPS, and total

throughput (MB/s) values, and the number of days until each of these three metrics are anticipated to reach

their upper limit.

• Workload IOPS panel

This panel displays the total number workloads that are currently running in a certain range of IOPS, and

divides the number based on disk types.

• Workload Performance panel

This panel displays the total number of conforming and non-conforming workloads that are assigned to

each defined Performance Service Level. It also displays the number of workloads that are not assigned a

PSL. Clicking a bar chart takes you to the workloads assigned to that policy in the Workloads page.

• Security panel

When viewing all clusters, this panel displays the number of clusters that are compliant or not compliant,

the number of SVMs that are compliant or not compliant, and the number of volumes that are encrypted or

not encrypted. Compliance is based on the NetApp Security Hardening Guide for ONTAP 9. Click the right-

arrow at the top of the panel to view security details for all clusters in the Security page.

When viewing a single cluster, this panel displays whether the cluster is compliant or not compliant, the

number of SVMs that are compliant or not compliant, and the number of volumes that are encrypted or not
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encrypted. Click the right-arrow at the top of the panel to view security details for the cluster in the Security

page.

• Usage Overview panel

When viewing all clusters, you can choose to view clusters sorted by highest IOPS, highest throughput

(MB/s), or highest used physical capacity.

When viewing a single cluster, you can choose to view workloads sorted by highest IOPS, highest

throughput (MB/s), or highest used physical capacity.
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