
Analyzing events from user-defined
performance thresholds
Active IQ Unified Manager 9.8
NetApp
April 05, 2024

This PDF was generated from https://docs.netapp.com/us-en/active-iq-unified-manager-98/online-
help/task-responding-to-user-defined-performance-threshold-events.html on April 05, 2024. Always check
docs.netapp.com for the latest.



Table of Contents

Analyzing events from user-defined performance thresholds . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  1

Responding to user-defined performance threshold events . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  1



Analyzing events from user-defined performance
thresholds

Events generated from user-defined thresholds indicate that a performance counter for a

certain storage object, for example, an aggregate or volume, has crossed the threshold

you defined in the policy. This indicates that the cluster object is experiencing a

performance issue.

You use the Event details page to analyze the performance event and take corrective action, if necessary, to

return performance back to normal.

Responding to user-defined performance threshold events

You can use Unified Manager to investigate performance events caused by a

performance counter crossing a user-defined warning or critical threshold. You can also

use Unified Manager to check the health of the cluster component to see whether recent

health events detected on the component contributed to the performance event.

Before you begin

• You must have the Operator, Application Administrator, or Storage Administrator role.

• There must be new or obsolete performance events.

Steps

1. Display the Event details page to view information about the event.

2. Review the Description, which describes the threshold breach that caused the event.

For example, the message “Latency value of 456 ms/op has triggered a WARNING event based on

threshold setting of 400 ms/op” indicates that a latency warning event occurred for the object.

3. Hover your cursor over the policy name to display details about the threshold policy that triggered the

event.

This includes the policy name, the performance counter being evaluated, the counter value that must be

breached to be considered a critical or warning event, and the duration by which the counter must exceed

the value.

4. Make a note of the Event Trigger Time so you can investigate whether other events might have occurred

at the same time that could have contributed to this event.

5. Follow one of the options below to further investigate the event, to determine whether you need to perform

any actions to resolve the performance problem:
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Option Possible investigation actions

Click the Source object name to display the

Explorer page for that object.

This page enables you to view the object details

and compare this object with other similar storage

objects to see whether other storage objects have a

performance issue around the same time. For

example, to see whether other volumes on the

same aggregate are also having a performance

issue.

Click the cluster name to display the Cluster

Summary page.

This page enables you to view the details for the

cluster on which this object resides to see whether

other performance issues have occurred around the

same time.
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