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Management-Workflows

Bevor Sie beginnen

Diese Workflows kdnnen als Teil der Verwaltung der Applikationen in einem von Astra
gemanagten Cluster verwendet werden.

@ Diese Workflows kénnen jederzeit von NetApp erweitert und erganzt werden, sodass Sie sie in
regelmafRigen Abstanden prifen sollten.

Allgemeine Vorbereitung
Bevor Sie einen Astra-Workflow verwenden, sollten Sie unbedingt lesen "Die Nutzung der Workflows wird

vorbereitet".

Workflow-Kategorien

Die Management-Workflows sind in verschiedene Kategorien unterteilt, um die Suche nach den gewtinschten
zu erleichtern.

Kategorie Beschreibung

Applikationskontrolle Mithilfe dieser Workflows kénnen Sie verwaltete und nicht gemanagte
Applikationen steuern. Sie kdnnen die Apps auflisten sowie eine verwaltete App
erstellen und entfernen.

Applikationssicherung Mithilfe dieser Workflows kénnen gemanagte Applikationen durch Snapshots und
Backups gesichert werden.

Klonen und In diesen Workflows wird beschrieben, wie Sie gemanagte Applikationen klonen

Wiederherstellen von und wiederherstellen.

Applikationen

Unterstlitzung Es stehen mehrere Workflows zur Verfigung, um lhre Applikationen zu debuggen
und zu unterstitzen sowie die allgemeine Kubernetes-Umgebung.

Weitere Uberlegungen

Bei der Verwendung der Management-Workflows missen einige zusatzliche Aspekte berticksichtigt werden.

Klonen einer Applikation

Beim Klonen einer Applikation missen einige Aspekte bertcksichtigt werden. Die unten beschriebenen
Parameter sind Teil des JSON-Eingangs.

Quell-Cluster-ID

Der Wert von sourceClusterID ldentifiziert immer das Cluster, auf dem die urspriingliche App installiert
ist.

Cluster-ID
Der Wert von clusterID ldentifiziert das Cluster, auf dem die neue App installiert werden soll.
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* Beim Klonen innerhalb desselben Clusters clusterID Und sourceClusterID Gleicher Wert.

* Beim Klonen Uber Cluster unterscheiden sich die beiden Werte und clusterID Sollte die ID des Ziel-
Clusters sein.

Namespaces

Der namespace Der Wert muss sich von der urspringlichen Quell-App unterscheiden. AulRerdem kann der
Namespace flir den Klon nicht vorhanden sein und Astra wird ihn erstellen.

Backups und Snapshots

Optional konnen Sie eine Applikation aus einem vorhandenen Backup oder Snapshot mit der klonen
backupID Oder snapshotID Parameter. Wenn Sie keine Backup oder Momentaufnahme zur Verfigung
stellen, wird Astra zuerst eine Sicherung der Anwendung erstellen und dann aus dem Backup klonen.

Wiederherstellen einer Anwendung

Folgende Punkte sind bei der Wiederherstellung einer Applikation zu beachten.

» Das Wiederherstellen einer Applikation ahnelt dem Klonvorgang.

* Beim Wiederherstellen einer Anwendung muissen Sie entweder ein Backup oder einen Snapshot
bereitstellen.

Applikationskontrolle

Listen Sie die Apps auf

Sie kdonnen die Applikationen auflisten, die aktuell vom Astra verwaltet werden. Dies
konnten Sie tun, um die Snapshots oder Backups fur eine bestimmte Anwendung zu
finden.

1. Listen Sie die Anwendungen auf

Fihren Sie den folgenden REST-API-Aufruf aus.

HTTP-Methode Pfad
GET /Account/{Account_id}/k8s/v2/Apps

Zusatzliche Eingabeparameter

Zusatzlich zu den Parametern, die bei allen REST-API-Aufrufen Ublich sind, werden die folgenden Parameter
auch in den Curl-Beispielen fir diesen Schritt verwendet.

Parameter Typ Erforderl Beschreibung
ich
EinschlieRlich Abfrage  Nein Wahlen Sie optional die Werte aus, die in der Antwort

zurickgegeben werden sollen.

Curl Beispiel: Gibt alle Daten fiir alle Apps zuriick



curl --location -i --request GET
'https://astra.netapp.io/accounts/<ACCOUNT ID>/k8s/v2/apps' --header
'"Accept: */*' --header 'Authorization: Bearer <API TOKEN>'

Curl-Beispiel: Gibt den Namen, die id und den Status aller Apps zuriick

curl --location -i --request GET
'https://astra.netapp.io/accounts/<ACCOUNT ID>/k8s/v2/apps?include=name, id
,state' --header 'Accept: */*' --header 'Authorization: Bearer

<API TOKEN>'

Beispiel fiir eine JSON-Ausgabe

"items": [

Hmysql" ’
"4ee2b8fa-3696-4£32-8879-399792£477¢c3",

"ready"

"postgresqgl",
"3b984474-e5¢c9-4b64-97ee-cdeb9bcd212e",
"ready"
1,
I

"metadata": {}

Holen Sie sich eine App

Sie konnen alle Ressourcenvariablen abrufen, die eine einzelne Anwendung
beschreiben.
Bevor Sie beginnen

Sie mussen die ID der App haben, die Sie abrufen méchten. Bei Bedarf kbnnen Sie den Workflow verwenden
"Listen Sie die Apps auf" Zum Auffinden der Anwendung.

1. Holen Sie sich die Anwendung

Flhren Sie den folgenden REST-API-Aufruf aus.



HTTP-Methode Pfad
GET /Accounts/{Account_id}/k8s/v2/Apps/{App_id}

Zusétzliche Eingabeparameter

Zusatzlich zu den Parametern, die bei allen REST-API-Aufrufen Ublich sind, werden die folgenden Parameter
auch in den Curl-Beispielen fur diesen Schritt verwendet.

Parameter Typ Erforderl Beschreibung
ich
App-id Pfad Ja. ID-Wert der abzurufenden Anwendung.

Curl Beispiel: Alle Daten fiir die Anwendung zuriickgeben

curl --location -i --request GET
'https://astra.netapp.io/accounts/<ACCOUNT_ ID>/k8s/v2/apps/<APP ID>'
--header 'Accept: */*' --header 'Authorization: Bearer <API TOKEN>'

Eine App verwalten

Sie kbnnen eine gemanagte Applikation auf Basis einer Applikation erstellen, die Astra in
einem bestimmten Namespace bereits bekannt ist. Wenn eine Applikation mit Astra
verwaltet oder definiert wird, konnen Sie sie durch Backups und Snapshots schutzen.

1. Wahlen Sie den Namespace

Fuhren Sie den Workflow aus "Listen Sie die Namespaces auf" Und wahlen Sie den Namespace aus.

2. Wéhlen Sie den Cluster

Fihren Sie den Workflow aus "Listen Sie die Cluster auf" Und wahlen Sie den Cluster aus.

3. Die Anwendung verwalten

FUhren Sie den folgenden REST-API-Aufruf durch, um die Anwendung zu verwalten.

HTTP-Methode Pfad
POST /Accounts/{Account_id}/k8s/v2/Apps

Zusatzliche Eingabeparameter

Zusatzlich zu den Parametern, die bei allen REST-API-Aufrufen Ublich sind, werden die folgenden Parameter
auch in den Curl-Beispielen fur diesen Schritt verwendet.
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Parameter Typ Erforderl Beschreibung
ich

JSON Text Ja. Stellt die Parameter bereit, die zur Identifizierung der zu
verwaltenden Anwendung erforderlich sind. Siehe das
folgende Beispiel.

JSON-Eingabebeispiel

"clusterID": "7ce83fba-6aal-4e0c-al94-26e714f5eb4d6",
"name": "subtext",

"namespaceScopedResources": [{"namespace": "kube-matrix"}],
"type": "application/astra-app",

"version": "2.0"

Curl Beispiel: Eine App verwalten

curl --location -i --request POST
'https://astra.netapp.io/accounts/<ACCOUNT ID>/k8s/v2/apps' --header
'Content-Type: application/astra-app+json' --header 'Accept: */*' --header
'Authorization: Bearer <API TOKEN>' --data @JSONinput

Verwaltung einer Anwendung aufheben

Sie kdnnen eine verwaltete Anwendung entfernen, wenn sie nicht mehr benétigt wird.
Durch Entfernen einer verwalteten Anwendung werden auch die zugeordneten Zeitplane
geldscht.

Bevor Sie beginnen

Sie mussen Uber die ID der App verflgen, die Sie verwalten mochten. Bei Bedarf kdnnen Sie den Workflow
verwenden "Listen Sie die Apps auf" Zum Auffinden der Anwendung.

Backups und Snapshots der Applikation werden nicht automatisch entfernt, wenn sie geléscht wird. Wenn Sie
die Backups und Snapshots nicht mehr benétigen, sollten Sie sie I6schen, bevor Sie die Anwendung
entfernen.

1. Die App wurde nicht verwaltet

Fihren Sie den folgenden REST-API-Aufruf durch, um die App zu entfernen.

HTTP-Methode Pfad
Léschen /Accounts/{Account_id}/k8s/v2/Apps/{App_id}



Zusatzliche Eingabeparameter

Zusatzlich zu den Parametern, die bei allen REST-API-Aufrufen Ublich sind, werden die folgenden Parameter
auch in den Curl-Beispielen flr diesen Schritt verwendet.

Parameter Typ Erforderl Beschreibung
ich
App-id Pfad Ja. Identifiziert die zu entfernende Anwendung.

Curl Beispiel: Eine verwaltete App entfernen

curl --location -i --request DELETE
'https://astra.netapp.io/accounts/<ACCOUNT ID>/k8s/v2/apps/<APP ID>'
--header 'Accept: */*' --header 'Authorization: Bearer <API TOKEN>'

App-Schutz

Listen Sie die Snapshots auf

Sie kdnnen die Snapshots auflisten, die fur eine bestimmte Anwendung erstellt wurden.

Bevor Sie beginnen

Sie mussen Uber die ID der App verfligen, fiir die Sie die Snapshots auflisten méchten. Bei Bedarf kbnnen Sie
den Workflow verwenden "Listen Sie die Apps auf" Zum Auffinden der Anwendung.

1. Listen Sie die Snapshots auf

FUhren Sie den folgenden REST-API-Aufruf durch, um die Snapshots aufzulisten.

HTTP-Methode Pfad
GET /Accounts/{Account_id}/k8s/v1/Apps/{App_id}/appSnaps

Zusatzliche Eingabeparameter

Zusatzlich zu den Parametern, die bei allen REST-API-Aufrufen Ublich sind, werden die folgenden Parameter
auch in den Curl-Beispielen flr diesen Schritt verwendet.

Parameter Typ Erforderl Beschreibung

ich
App-id Pfad Ja. Identifiziert die Anwendung, die die aufgefihrten Snapshots besitzt.
Zahlen Abfrage  Nein Wenn count=true Die Anzahl der Snapshots wird im

Metadatenabschnitt der Antwort berticksichtigt.

Curl Beispiel: Gibt alle Schnappschiisse fiir die App zuriick



curl --location -i --request GET
'https://astra.netapp.io/accounts/<ACCOUNT ID>/k8s/v1/apps/<APP_ID>/appSna
ps' --header 'Accept: */*' --header 'Authorization: Bearer <API TOKEN>'

Curl Beispiel: Gibt alle Snapshots fiir die App und die Zahlung zuriick

curl --location -i --request GET
'https://astra.netapp.io/accounts/<ACCOUNT ID>/k8s/v1/apps/<APP_ID>/appSna
ps?count=true' --header 'Accept: */*' --header 'Authorization: Bearer

<API TOKEN>'

Beispiel fiir eine JSON-Ausgabe

"items": [

"type": "application/astra-appSnap",

"version": "1.1",

"id": "lce34da4-bb0a-4926-b925-4a5d85dda8c2",

"hookState": "success",

"metadata": {
"createdBy": "ab530e865-23e8-4e2e-8020-e92c419a3867",
"creationTimestamp": "2022-10-30T22:44:202",
"modificationTimestamp": "2022-10-30T22:44:202",
"labels": []

by

"snapshotAppAsset": "Oebfe3f8-40ed-4bdc-88c4-2144fbda85a0",

"snapshotCreationTimestamp": "2022-10-30T22:44:332",

"name": "snapshot-david-1",

"state": "completed",

"stateUnready": []

1,

"metadata": {}

Listen Sie die Backups auf
Sie kdnnen die fur eine bestimmte Anwendung erstellten Backups auflisten.

Bevor Sie beginnen

Sie mussen Uber die ID der App verflgen, fir die Sie die Backups auflisten mochten. Bei Bedarf kdnnen Sie
den Workflow verwenden "Listen Sie die Apps auf" Zum Auffinden der Anwendung.



1. Listen Sie die Backups auf

Fihren Sie den folgenden REST-API-Aufruf aus.

HTTP-Methode Pfad
GET /Accounts/{Account_id}/k8s/v1/Apps/{App_id}/appBackups

Zusatzliche Eingabeparameter

Zusatzlich zu den Parametern, die bei allen REST-API-Aufrufen Ublich sind, werden die folgenden Parameter
auch in den Curl-Beispielen flr diesen Schritt verwendet.

Parameter Typ Erforderl Beschreibung
ich
App-id Pfad Ja. Gibt die verwaltete Anwendung an, die die aufgefuhrten

Backups besitzt.

Curl Beispiel: Alle Backups fiir die App zuriickgeben

curl --location -i --request GET
'https://astra.netapp.io/accounts/<ACCOUNT ID>/k8s/v1/apps/<APP_ID>/appBac
kups' --header 'Accept: */*' --header 'Authorization: Bearer <API TOKEN>'

Beispiel fiir eine JSON-Ausgabe



"items": [

"type": "application/astra-appBackup",
"version": "1.1",

"id": "8edeb4ad-fd8b-4222-a559-1013145b28fc",
"name": "backup-david-oct28-1",

"bucketID": "a443e58f-59bd-4d45-835a-1bc7813£f659%a",
"snapshotID": "dfe237cb-57b7-4576-af4d-00ba3a8£2828",
"state": "completed",
"stateUnready": [],
"hookState": "success",
"totalBytes": 205219132,
"bytesDone": 205219132,
"percentDone": 100,
"metadata": {
"labels": [
{
"name": "astra.netapp.io/labels/read-
only/triggerType",
"value": "backup"

1,
"creationTimestamp": "2022-10-28T21:58:372",

"modificationTimestamp": "2022-10-28T21:58:552",
"createdBy": "ab530e865-23e8-4e2e-8020-e92c419%a3867"

1,

"metadata": {}

Erstellen Sie einen Snapshot fur eine Anwendung
Sie kdnnen einen Snapshot fur eine bestimmte Anwendung erstellen.

Bevor Sie beginnen

Sie mussen Uber die ID der App verfiigen, fiir die Sie einen Snapshot erstellen mdchten. Bei Bedarf kénnen
Sie den Workflow verwenden "Listen Sie die Apps auf" Zum Auffinden der Anwendung.

1. Erstellen Sie einen Snapshot

Fihren Sie den folgenden REST-API-Aufruf aus.



HTTP-Methode Pfad
POST /Accounts/{Account_id}/k8s/v1/Apps/{App_id}/appSnaps

Zusétzliche Eingabeparameter

Zusatzlich zu den Parametern, die bei allen REST-API-Aufrufen Ublich sind, werden die folgenden Parameter
auch in den Curl-Beispielen fur diesen Schritt verwendet.

Parameter Typ Erforderl Beschreibung
ich
App-id Pfad Ja. Gibt die verwaltete Anwendung an, in der der Snapshot

erstellt werden soll.

JSON Text Ja. Stellt die Parameter fir den Snapshot bereit. Siehe das
folgende Beispiel.

JSON-Eingabebeispiel

"type": "application/astra-appSnap",
"version": "1.1",
"name": "snapshot-david-1"

Curl Beispiel: Erstellen Sie einen Snapshot fiir die App

curl --location -i --request POST
'https://astra.netapp.io/accounts/<ACCOUNT ID>/k8s/v1/apps/<APP_ID>/appSna

ps' —--header 'Content-Type: application/astra-appSnap+json' --header
'"Accept: */*' --header 'Authorization: Bearer <API TOKEN>' --data
@JSONinput

Backup fir eine Anwendung erstellen

Sie kdnnen ein Backup fur eine bestimmte Applikation erstellen und dann das Backup
zum Wiederherstellen oder Klonen der App verwenden.

Bevor Sie beginnen

Sie mussen Uber die ID der App verflgen, die Sie sichern méchten. Bei Bedarf kdnnen Sie den Workflow
verwenden "Listen Sie die Apps auf' Zum Auffinden der Anwendung.

1. Erstellen Sie ein Backup

Fihren Sie den folgenden REST-API-Aufruf aus.
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HTTP-Methode Pfad

POST /Accounts/{Account_id}/k8s/v1/Apps/{App_id}/appBackups

Zusétzliche Eingabeparameter

Zusatzlich zu den Parametern, die bei allen REST-API-Aufrufen Ublich sind, werden die folgenden Parameter
auch in den Curl-Beispielen fur diesen Schritt verwendet.

Parameter Typ Erforderl Beschreibung
ich
App-id Pfad Ja. Gibt die Applikation an, in der das Backup erstellt werden
soll.
JSON Text Ja.

Stellt die Parameter flr die Sicherung bereit. Siehe das
folgende Beispiel.

JSON-Eingabebeispiel

"type": "application/astra-appBackup",
"version": "1.1",
"name": "backup-david-1"

Curl Beispiel: Erstellen Sie ein Backup fiir die App

curl --location -i --request POST
'https://astra.netapp.io/accounts/<ACCOUNT ID>/k8s/v1/apps/<APP_ID>/appBac

kups' --header 'Content-Type: application/astra-appBackup+json' --header
'"Accept: */*' --header 'Authorization: Bearer <API TOKEN>' --data
@JSONinput

Loschen Sie einen Snapshot

Sie kdbnnen einen Snapshot I6schen, der einer Anwendung zugeordnet ist.

Bevor Sie beginnen

Sie mussen Folgendes haben:

« ID der Anwendung, die den Snapshot besitzt. Bei Bedarf konnen Sie den Workflow verwenden "Listen Sie
die Apps auf" Zum Auffinden der Anwendung.

* ID des Snapshots, den Sie I6schen mochten. Bei Bedarf konnen Sie den Workflow verwenden "Listen Sie
die Snapshots auf" Um den Snapshot zu finden.
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1. Loschen Sie den Snapshot

Fihren Sie den folgenden REST-API-Aufruf aus.

HTTP-Methode Pfad
Léschen /Accounts/{Account_id}/k8s/v1/Apps/{App_id}/appSnaps/{appSnap_id}

Zusatzliche Eingabeparameter

Zusatzlich zu den Parametern, die bei allen REST-API-Aufrufen Ublich sind, werden die folgenden Parameter
auch in den Curl-Beispielen flr diesen Schritt verwendet.

Parameter Typ Erforderl Beschreibung
ich
App-id Pfad Ja. Identifiziert die verwaltete Anwendung, die den Snapshot
besitzt.
snapshot-id Pfad Ja. Identifiziert den zu I6schenden Snapshot.

Curl Beispiel: Loschen Sie einen einzelnen Snapshot fiir die App

curl --location -i --request DELETE
'https://astra.netapp.io/accounts/<ACCOUNT ID>/k8s/v1/apps/<APP ID>/appSna
ps/<SNAPSHOT ID>' --header 'Accept: */*' --header 'Authorization: Bearer

<API TOKEN>'

Loschen Sie ein Backup

Sie kdnnen ein Backup einer Anwendung Iéschen.

Bevor Sie beginnen

Sie mussen Folgendes haben:

+ ID der Applikation, fur die das Backup zustandig ist. Bei Bedarf kénnen Sie den Workflow verwenden
"Listen Sie die Apps auf" Zum Auffinden der Anwendung.

* ID des zu I6schenden Backups. Bei Bedarf konnen Sie den Workflow verwenden "Listen Sie die Backups
auf" Um den Snapshot zu finden.

1. Loschen Sie die Sicherung

Fihren Sie den folgenden REST-API-Aufruf aus.

@ Sie kdnnen das Léschen einer fehlgeschlagenen Sicherung wie unten beschrieben mit der
optionalen Anforderungs-Kopfzeile erzwingen.

HTTP-Methode Pfad
Loschen /Accounts/{Account_id}/k8s/v1/Apps/{App_id}/appBackups/{appBackup_id}

12



Zusatzliche Eingabeparameter

Zusatzlich zu den Parametern, die bei allen REST-API-Aufrufen Ublich sind, werden die folgenden Parameter
auch in den Curl-Beispielen flr diesen Schritt verwendet.

Parameter Typ Erforderl Beschreibung
ich
App-id Pfad Ja. Gibt die verwaltete Anwendung an, die das Backup besitzt.
Backup-id Pfad Ja. Identifiziert das zu I6schende Backup.
Léschen erzwingen Kopfzeile Nein Wird verwendet, um das L&schen eines fehlgeschlagenen

Backups zu erzwingen.

Curl Beispiel: Loschen Sie ein einzelnes Backup fiir die App

curl --location -i --request DELETE
'https://astra.netapp.io/accounts/<ACCOUNT ID>/k8s/v1/apps/<APP_ID>/appBac
kups/<BACKUP_ID>' --header 'Accept: */*' --header 'Authorization: Bearer
<API_ TOKEN>'

Curl Beispiel: Loschen Sie eine einzelne Sicherung fiir die App mit der Force-Option

curl --location -i --request DELETE
'https://astra.netapp.io/accounts/<ACCOUNT ID>/k8s/v1/apps/<APP_ID>/appBac
kups/<BACKUP_ ID>' --header 'Accept: */*' --header 'Authorization: Bearer
<API TOKEN>' --header 'Force-Delete: true'

Datensicherungsrichtlinie erstellen

Sie kdnnen eine Datensicherungsrichtlinien auf der Grundlage eines oder mehrerer
Zeitplane erstellen.
1. Wahlen Sie die App

Flhren Sie den Workflow aus "Listen Sie die Apps auf' Und wahlen Sie die gewlinschte Anwendung aus.

2. Erstellen Sie den Schutz

Fihren Sie den folgenden REST-API-Aufruf durch, um eine Sicherungsrichtlinie fiir eine bestimmte
Anwendung zu erstellen.

HTTP- Pfad
Methode
POST /Accounts/{Account_id}/k8s/v1/Apps/{App_id}/Schedules
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JSON-Eingabebeispiel

"type": "application/astra-schedule",
"version": "1.3",

"name": "Backup Schedule",

"enabled": "true",

"granularity": "monthly",

"minute”": "0",

"hour": "0",

"dayOfMonth": "1",
"snapshotRetention": "12",

"backupRetention": "12"

Beispiel fir die Wellung

curl --location -i --request POST
'https://astra.netapp.io/accounts/<ACCOUNT ID>/k8s/v1/apps/<APP_ID>/schedu
les' --header 'Accept: */*' --header 'Authorization: Bearer <API TOKEN>'

--data @JSONinput

Klonen und Wiederherstellen einer Applikation

Klonen einer Anwendung

Sie kdnnen eine neue Applikation erstellen, indem Sie eine vorhandene Applikation
klonen.

Bevor Sie beginnen
Beachten Sie Folgendes zu diesem Workflow:
* Ein Anwendungsbackup oder -Snapshot wird nicht verwendet

 Der Klonvorgang wird im selben Cluster durchgefihrt

* Die neue App wird in einem anderen Namespace platziert

(D Zum Klonen einer App auf einem anderen Cluster missen Sie den aktualisieren clusterId
Parameter in den JSON-Input, wie es fir Inre Umgebung geeignet ist.

1. Wahlen Sie die zu klonenden App aus

FUhren Sie den Workflow aus "Listen Sie die Apps auf" Und wahlen Sie die Anwendung aus, die Sie klonen
mochten. Fir DEN REST-Aufruf, der zum Klonen der App verwendet wird, sind mehrere Ressourcenwerte
erforderlich.
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2. Klonen Sie die App

Fihren Sie den folgenden REST-API-Aufruf durch, um die App zu klonen.

HTTP-Methode Pfad
POST /Accounts/{Account_id}/k8s/v2/Apps

Zusatzliche Eingabeparameter

Zusatzlich zu den Parametern, die bei allen REST-API-Aufrufen Ublich sind, werden die folgenden Parameter
auch in den Curl-Beispielen flr diesen Schritt verwendet.

Parameter Typ Erforderl Beschreibung
ich
JSON Text Ja. Stellt die Parameter fir die geklonte App bereit. Siehe das

folgende Beispiel.

JSON-Eingabebeispiel

"type": "application/astra-app",
"version": "2.0",
"name": "mysgl-clone",

"clusterID": "30880586-d579-4d27-930f-a9633e59173b",
"sourceClusterID": "30880586-d579-4d27-930£f-a9633e59173b",
"namespace": "mysgl-ns",

"sourcePAppID": "e591ee59-ea90-4a9f-8e6c-d2b6e8647096"

Curl Beispiel: Klonen einer App

curl --location -i --request POST
'https://astra.netapp.io/accounts/<ACCOUNT ID>/k8s/v2/apps' --header
'Content-Type: application/astra-app+json' --header '*/*' --header
'Authorization: Bearer <API TOKEN>' --data @JSONinput

Eine Anwendung aus einem Snapshot klonen

Sie kdnnen eine neue Applikation erstellen, indem Sie sie aus einem Snapshot klonen.

Bevor Sie beginnen

Beachten Sie Folgendes zu diesem Workflow:

» Ein App-Snapshot wird verwendet

 Der Klonvorgang wird im selben Cluster durchgefiihrt
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@ Zum Klonen einer App auf einem anderen Cluster missen Sie den aktualisieren clusterId
Parameter in den JSON-Input, wie es fur Ihre Umgebung geeignet ist.
1. Wahlen Sie die zu klonenden App aus

Flhren Sie den Workflow aus "Listen Sie die Apps auf' Und wahlen Sie die Anwendung aus, die Sie klonen
mdchten. Fur DEN REST-Aufruf, der zum Klonen der App verwendet wird, sind mehrere Ressourcenwerte
erforderlich.

2. Wahlen Sie den zu verwendenden Snapshot aus

Flhren Sie den Workflow aus "Listen Sie die Snapshots auf" Und wahlen Sie den gewlinschten Snapshot aus.

3. Die App klonen

Flhren Sie den folgenden REST-API-Aufruf aus.

HTTP-Methode Pfad
POST /Accounts/{Account_id}/k8s/v2/Apps

Zusatzliche Eingabeparameter

Zusatzlich zu den Parametern, die bei allen REST-API-Aufrufen Ublich sind, werden die folgenden Parameter
auch in den Curl-Beispielen flr diesen Schritt verwendet.

Parameter Typ Erforderl Beschreibung
ich
JSON Text Ja. Stellt die Parameter fir die geklonte App bereit. Siehe das

folgende Beispiel.

JSON-Eingabebeispiel

"type": "application/astra-app",
"version": "2.0",
"name": "mysgl-clone2",

"clusterID": "30880586-d579-4d27-930f-a9633e59173b",
"sourceClusterID": "30880586-d579-4d27-930f-a9633e59173b",
"namespace": "mysqgl",

"snapshotID": "e24515bd-a28e-4b28-b832-£f3c74dbf32fb"

Curl Beispiel: Klonen einer App aus einem Snapshot
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curl --location -i --request POST

'https://astra.netapp.io/accounts/<ACCOUNT ID>/k8s/v2/apps' --header
'Content-Type: application/astra-app+json' --header '*/*' —--header
'Authorization: Bearer <API TOKEN>' --data @JSONinput

Klonen einer Applikation aus einem Backup

Sie kdnnen eine neue Applikation erstellen, indem Sie sie aus einem Backup klonen.

Bevor Sie beginnen

Beachten Sie Folgendes zu diesem Workflow:

* Es wird ein App-Backup verwendet

* Der Klonvorgang wird im selben Cluster durchgefuhrt

@ Zum Klonen einer App auf einem anderen Cluster missen Sie den aktualisieren clusterId
Parameter in den JSON-Input, wie es fir Ihre Umgebung geeignet ist.

1. Wahlen Sie die zu klonenden App aus

FUhren Sie den Workflow aus "Listen Sie die Apps auf" Und wahlen Sie die Anwendung aus, die Sie klonen
mochten. Fir DEN REST-Aufruf, der zum Klonen der App verwendet wird, sind mehrere Ressourcenwerte
erforderlich.

2. Wahlen Sie das zu verwendende Backup aus

Flhren Sie den Workflow aus "Listen Sie die Backups auf* Und wahlen Sie das gewlnschte Backup aus.

3. Die App klonen

Fihren Sie den folgenden REST-API-Aufruf aus.

HTTP-Methode Pfad
POST /Accounts/{Account_id}/k8s/v2/qpps

Zusatzliche Eingabeparameter

Zusatzlich zu den Parametern, die bei allen REST-API-Aufrufen Ublich sind, werden die folgenden Parameter
auch in den Curl-Beispielen flr diesen Schritt verwendet.

Parameter Typ Erforderl Beschreibung
ich
JSON Text Ja. Stellt die Parameter fUr die geklonte App bereit. Siehe das

folgende Beispiel.
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JSON-Eingabebeispiel

"type": "application/astra-app",
"version": "2.0",
"name": "mysgl-clone3",

"clusterID": "30880586-d579-4d27-930f-a29633e59173b",
"sourceClusterID": "30880586-d579-4d27-930£-a9633e59173b",
"namespace": "mysqgl",

"backupID": "e24515bd-a28e-4b28-b832-f3c74dbf32fb"

Curl Beispiel: Klonen einer Applikation aus einem Backup

curl --location -i --request POST
'https://astra.netapp.io/accounts/<ACCOUNT ID>/k8s/v2/apps' --header
'Content-Type: application/astra-app+json' --header '*/*' —--header
'Authorization: Bearer <API TOKEN>' --data @JSONinput

Wiederherstellung einer Anwendung aus einem Backup

Sie kdnnen eine Applikation wiederherstellen, indem Sie eine neue Applikation aus einem
Backup erstellen.

1. Wahlen Sie die Anwendung, die wiederhergestellt werden soll

Flhren Sie den Workflow aus "Listen Sie die Apps auf' Und wahlen Sie die Anwendung aus, die Sie klonen
mochten. Fir DEN REST-Aufruf, der zur Wiederherstellung der App verwendet wird, sind mehrere
Ressourcenwerte erforderlich.

2. Wahlen Sie das zu verwendende Backup aus

Flhren Sie den Workflow aus "Listen Sie die Backups auf" Und wahlen Sie das gewlinschte Backup aus.

3. Stellen Sie die App wieder her

Fihren Sie den folgenden REST-API-Aufruf aus. Sie mussen die ID flr ein Backup (wie unten gezeigt) oder
einen Snapshot angeben.

HTTP-Methode Pfad

PUT IAccounts/{Account_id}/k8s/v2/Apps/{App_id}

Zusatzliche Eingabeparameter

Zusatzlich zu den Parametern, die bei allen REST-API-Aufrufen Ublich sind, werden die folgenden Parameter
auch in den Curl-Beispielen flr diesen Schritt verwendet.
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Parameter Typ Erforderl Beschreibung

ich
JSON Text Ja. Stellt die Parameter flr die geklonte App bereit. Siehe das
folgende Beispiel.
JSON-Eingabebeispiel
{
"type": "application/astra-app",

"version": "2.0",
"backupID": "e24515bd-a28e-4b28-b832-f3c74dbf32fb"

Curl Beispiel: Wiederherstellen einer vorhandenen Applikation aus einem Backup

curl --location -i --request PUT
'https://astra.netapp.io/accounts/<ACCOUNT ID>/k8s/v2/apps/<APP ID>'
--header 'Content-Type: application/astra-app+json' --header '*/*'
-—header 'ForceUpdate: true' --header 'Authorization: Bearer <API TOKEN>'

--data @JSONinput

Namespaces

Listen Sie die Namespaces auf

Sie kdnnen die verfugbaren Namespaces auflisten.

1. Listen Sie die Namespaces auf

Fihren Sie den folgenden REST-API-Aufruf durch, um die Namespaces aufzulisten.

HTTP- Pfad
Methode
GET /Accounts/{Account_id}/Topology/v1/Namespaces

Curl Beispiel: Gibt alle Daten fiir alle Namespaces zuriick

curl --location -i --request GET
'https://astra.netapp.io/accounts/<ACCOUNT ID>/topology/vl/namespaces'’
--header 'Accept: */*' --header 'Authorization: Bearer <API TOKEN>'
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Curl-Beispiel: Riickgabename, Status und Cluster-ID fiir alle Namespaces

curl --location -i --request GET
'https://astra.netapp.io/accounts/<ACCOUNT ID>/topology/vl/namespaces?incl
ude=name, namespaceState,clusterID' --header 'Accept: */*' --header
'Authorization: Bearer <API TOKEN>'

Beispiel fiir eine JSON-Ausgabe

"items": [

"default",
"discovered",
"022£f924a-ad476-4a79-97f6-472571698154"

"kube-node-lease",
"discovered",
"922f924a-a476-4a79-97£f6-472571698154"

"kube-public",
"discovered",
"922f924a-a476-4a79-97f6-472571698154"

"kube-system",
"discovered",
"922f924a-a476-4a79-97f6-472571698154"

"mysql" ,
"discovered",
"022f924a-a476-4a79-97f6-472571698154"

"mysgl-clonel",
"discovered",
"922£924a-a476-4a79-97£6-472571698154"

"netapp-acc-operator",
"discovered",
"922£924a-a476-4a79-97£6-472571698154"
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"openshift",
"discovered",
"922f924a-a476-4a79-97f6-472571698154"

"trident",
"discovered",
"922f924a-a476-4a79-97f6-472571698154"

1,

"metadata": {}

Unterstutzung

Listen Sie die Benachrichtigungen auf

Sie kdnnen die Benachrichtigungen fur ein bestimmtes Astra-Konto auflisten. Dies
kénnen Sie im Rahmen der Uberwachung der Systemaktivitat oder des Debugging eines
Problems tun.

1. Listen Sie die Benachrichtigungen auf

Flhren Sie den folgenden REST-API-Aufruf aus.

HTTP-Methode Pfad
GET /Accounts/{Account_id}/Core/v1/notifications

Zusatzliche Eingabeparameter

Zusatzlich zu den Parametern, die bei allen REST-API-Aufrufen Ublich sind, werden die folgenden Parameter
auch in den Curl-Beispielen fur diesen Schritt verwendet.

Parameter Typ Erforderl Beschreibung
ich
Filtern Abfrage  Nein Filtern Sie optional die Benachrichtigungen, die in der

Antwort zuriickgegeben werden sollen.
EinschlieRlich Abfrage  Nein Wahlen Sie optional die Werte aus, die in der Antwort
zurickgegeben werden sollen.

Curl Beispiel: Alle Benachrichtigungen zuriickgeben
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curl --location -i --request GET
'https://astra.netapp.io/accounts/<ACCOUNT ID>/core/vl/notifications'’
--header 'Accept: */*' --header 'Authorization: Bearer <API TOKEN>'

Curl Beispiel: Gibt die Beschreibung fiir Benachrichtigungen mit Schweregrad der Warnung zuriick

curl --location -i --request GET
'https://astra.netapp.io/accounts/<ACCOUNT ID>/core/vl/notifications?filte
r=severity%20eg%20'warning'&include=description' --header 'Accept: */*'

-—-header 'Authorization: Bearer <API TOKEN>'

Beispiel fiir eine JSON-Ausgabe

"items": [
[

"Trident on cluster david-ie-00 has failed or timed out;
installation of the Trident operator failed or is not yet complete;
operator failed to reach an installed state within 300.00 seconds;
container trident-operator not found in operator deployment"

1y
[

"Trident on cluster david-ie-00 has failed or timed out;
installation of the Trident operator failed or is not yet complete;
operator failed to reach an installed state within 300.00 seconds;
container trident-operator not found in operator deployment"

]
I

"metadata": {}

Loschen einer fehlgeschlagenen Anwendung

Sie kdnnen eine verwaltete Anwendung moglicherweise nicht entfernen, wenn eine
Sicherung oder ein Snapshot in einem fehlgeschlagenen Zustand vorhanden ist. In
diesem Fall kdnnen Sie die App mithilfe des unten beschriebenen Workflows manuell
entfernen.

1. Wahlen Sie die zu I6schende App

Fihren Sie den Workflow aus "Listen Sie die Apps auf' Und wahlen Sie die Anwendung aus, die Sie entfernen
mochten.
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2. Listen Sie die bestehenden Backups fiir die App auf

Flhren Sie den Workflow aus "Listen Sie die Backups auf".

3. Loschen Sie alle Backups

Loschen Sie alle App-Backups durch Ausfihren des Workflows "Loschen Sie ein Backup" Fur jedes Backup in
der Liste.

4. Listen Sie die vorhandenen Snapshots fiir die App auf

Fihren Sie den Workflow aus "Listen Sie die Snapshots auf".

5. Loschen Sie alle Snapshots

Flhren Sie den Workflow aus "Loschen Sie einen Snapshot" Von jedem Snapshot in der Liste.

6. Entfernen Sie die Anwendung

Fuhren Sie den Workflow aus "Verwaltung einer Anwendung aufheben” Um die Anwendung zu entfernen.
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