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App-Schutz

Listen Sie die Snapshots auf

Sie kdnnen die Snapshots auflisten, die fur eine bestimmte Anwendung erstellt wurden.

Bevor Sie beginnen

Sie mussen Uber die ID der App verfligen, fiir die Sie die Snapshots auflisten méchten. Bei Bedarf kbnnen Sie
den Workflow verwenden "Listen Sie die Apps auf" Zum Auffinden der Anwendung.

Listen Sie die Snapshots auf
Fihren Sie den folgenden REST-API-Aufruf durch, um die Snapshots aufzulisten.

HTTP-Methode und -Endpunkt
Dieser REST-API-Aufruf verwendet die folgende Methode und den folgenden Endpunkt.

HTTP-Methode Pfad
GET /Accounts/{Account_id}/k8s/v1/Apps/{App_id}/appSnaps

Zusatzliche Eingabeparameter

Zusatzlich zu den Parametern, die bei allen REST-API-Aufrufen Ublich sind, werden die folgenden Parameter
auch in den Curl-Beispielen flr diesen Schritt verwendet.

Parameter Typ Erforderl Beschreibung

ich
App-id Pfad Ja. Identifiziert die Anwendung, die die aufgefihrten Snapshots besitzt.
Zahlen Abfrage  Nein Wenn count=true Die Anzahl der Snapshots wird im

Metadatenabschnitt der Antwort bertcksichtigt.
Curl Beispiel: Gibt alle Schnappschiisse fiir die App zuriick

curl --request GET \

--location

"https://astra.netapp.io/accounts/SACCOUNT ID/k8s/v1/apps/$SAPP ID/appSnaps
"\

--include \

—--header "Accept: */*" \

--header "Authorization: Bearer $SAPI TOKEN"
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Curl Beispiel: Gibt alle Snapshots fiir die App und die Zahlung zuriick

curl --request GET \

--location

"https://astra.netapp.io/accounts/$ACCOUNT ID/k8s/v1/apps/$APP ID/appSnaps
?count=true" \

-—include \

--header "Accept: */*" \

--header "Authorization: Bearer $SAPI TOKEN"

Beispiel fiir eine JSON-Ausgabe

"items": [

"type": "application/astra-appSnap",

"version": "1.1",

"id": "lce34da4-bb0a-4926-b925-4a5d85dda8c2",

"hookState": "success",

"metadata": {
"createdBy": "ab530e865-23e8-4e2e-8020-e92c419a3867",
"creationTimestamp": "2022-10-30T22:44:20z2",
"modificationTimestamp": "2022-10-30T22:44:20z2",
"labels": []

by

"snapshotAppAsset": "Oebfe3f8-40ed-4bdc-88c4-2144fbda85a0",

"snapshotCreationTimestamp": "2022-10-30T22:44:332",

"name": "snapshot-david-1",

"state": "completed",

"stateUnready": []

1,
"metadata": {}

Listen Sie die Backups auf
Sie konnen die fur eine bestimmte Anwendung erstellten Backups auflisten.

Bevor Sie beginnen

Sie mussen Uber die ID der App verflgen, fir die Sie die Backups auflisten mochten. Bei Bedarf kénnen Sie
den Workflow verwenden "Listen Sie die Apps auf" Zum Auffinden der Anwendung.
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Listen Sie die Backups auf
Fihren Sie den folgenden REST-API-Aufruf aus.

HTTP-Methode und -Endpunkt
Dieser REST-API-Aufruf verwendet die folgende Methode und den folgenden Endpunkt.

HTTP-Methode Pfad
GET /Accounts/{Account_id}/k8s/v1/Apps/{App_id}/appBackups

Zusatzliche Eingabeparameter

Zusatzlich zu den Parametern, die bei allen REST-API-Aufrufen Ublich sind, werden die folgenden Parameter
auch in den Curl-Beispielen flr diesen Schritt verwendet.

Parameter Typ Erforderl Beschreibung
ich
App-id Pfad Ja. Gibt die verwaltete Anwendung an, die die aufgefuhrten

Backups besitzt.
Curl Beispiel: Alle Backups fiir die App zuriickgeben

curl --request POST \

--location

"https://astra.netapp.io/accounts/SACCOUNT ID/k8s/vl1/apps/S$SAPP ID/appBacku
ps" \

--include \

--header "Accept: */*" \

--header "Authorization: Bearer SAPI TOKEN"



Beispiel fiir eine JSON-Ausgabe

"items": [
{
"type": "application/astra-appBackup",
"version": "1.1",
"id": "8edebd4ad-fd8b-4222-a559-1013145b28fc",
"name": "backup-david-oct28-1",

"bucketID": "a443e58f-59bd-4d45-835a-1bc7813f659%a",
"snapshotID": "dfe237cb-57b7-4576-af4d-00ba3a8£2828",
"state": "completed",

"stateUnready": [],

"hookState": "success",

"totalBytes": 205219132,

"bytesDone": 205219132,

"percentDone": 100,
"metadata": {
"labels": [
{
"name": "astra.netapp.io/labels/read-

only/triggerType",

"value": "backup"
}
I
"creationTimestamp": "2022-10-28T21:58:372",
"modificationTimestamp": "2022-10-28T21:58:552",

"createdBy": "a530e865-23e8-4e2e-8020-e92c419%9a3867"

1,

"metadata": {}

Erstellen Sie einen Snapshot fur eine Anwendung
Sie kdnnen einen Snapshot fur eine bestimmte Anwendung erstellen.

Bevor Sie beginnen

Sie mussen Uber die ID der App verflgen, fir die Sie einen Snapshot erstellen méchten. Bei Bedarf konnen
Sie den Workflow verwenden "Listen Sie die Apps auf' Zum Auffinden der Anwendung.

Erstellen Sie einen Snapshot

Fuhren Sie den folgenden REST-API-Aufruf aus.
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HTTP-Methode und -Endpunkt
Dieser REST-API-Aufruf verwendet die folgende Methode und den folgenden Endpunkt.

HTTP-Methode Pfad
POST /Accounts/{Account_id}/k8s/v1/Apps/{App_id}/appSnaps

Zusatzliche Eingabeparameter

Zusatzlich zu den Parametern, die bei allen REST-API-Aufrufen Ublich sind, werden die folgenden Parameter
auch in den Curl-Beispielen flr diesen Schritt verwendet.

Parameter Typ Erforderl Beschreibung
ich
App-id Pfad Ja. Gibt die verwaltete Anwendung an, in der der Snapshot

erstellt werden soll.

JSON Text Ja. Stellt die Parameter flr den Snapshot bereit. Siehe das
folgende Beispiel.

Curl Beispiel: Erstellen Sie einen Snapshot fiir die App

curl --request POST \

--location

"https://astra.netapp.io/accounts/SACCOUNT ID/k8s/v1/apps/$APP ID/appSnaps
"\

-—include \

--header "Content-Type: application/astra-appSnap+jso" \

--header "Accept: */*" \

--header "Authorization: Bearer $API TOKEN" \

--data @JSONinput

JSON-Eingabebeispiel

"type": "application/astra-appSnap",
"version": "1.1",
"name": "snapshot-david-1"

Backup fur eine Anwendung erstellen

Sie konnen ein Backup fur eine bestimmte Applikation erstellen und dann das Backup
zum Wiederherstellen oder Klonen der App verwenden.

Bevor Sie beginnen

Sie mussen Uber die ID der App verflgen, die Sie sichern mochten. Bei Bedarf kénnen Sie den Workflow
verwenden "Listen Sie die Apps auf" Zum Auffinden der Anwendung.
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Erstellen Sie ein Backup
Fihren Sie den folgenden REST-API-Aufruf aus.

HTTP-Methode und -Endpunkt
Dieser REST-API-Aufruf verwendet die folgende Methode und den folgenden Endpunkt.

HTTP-Methode Pfad
POST /Accounts/{Account_id}/k8s/v1/Apps/{App_id}/appBackups

Zusatzliche Eingabeparameter

Zusatzlich zu den Parametern, die bei allen REST-API-Aufrufen Ublich sind, werden die folgenden Parameter
auch in den Curl-Beispielen flr diesen Schritt verwendet.

Parameter Typ Erforderl Beschreibung
ich
App-id Pfad Ja. Gibt die Applikation an, in der das Backup erstellt werden
soll.
JSON Text Ja. Stellt die Parameter fir die Sicherung bereit. Siehe das

folgende Beispiel.
Curl Beispiel: Erstellen Sie ein Backup fiir die App

curl --request POST \

--location

"https://astra.netapp.io/accounts/SACCOUNT ID/k8s/vl1/apps/$SAPP ID/appBacku
ps" \

--include \

--header "Content-Type: application/astra-appBackup+json" \

—-—header "Accept: */*" \

--header "Authorization: Bearer $SAPI TOKEN" \

--data @JSONinput

JSON-Eingabebeispiel

"type": "application/astra-appBackup",
"version": "1.1",
"name": "backup-david-1"

Loschen Sie einen Snapshot

Sie kdnnen einen Snapshot I6schen, der einer Anwendung zugeordnet ist.



Bevor Sie beginnen
Sie mussen Folgendes haben:

+ ID der Anwendung, die den Snapshot besitzt. Bei Bedarf kdnnen Sie den Workflow verwenden "Listen Sie
die Apps auf" Zum Auffinden der Anwendung.

* ID des Snapshots, den Sie I6schen mochten. Bei Bedarf kdnnen Sie den Workflow verwenden "Listen Sie
die Snapshots auf" Um den Snapshot zu finden.

Loschen Sie den Snapshot
Fihren Sie den folgenden REST-API-Aufruf aus.

HTTP-Methode und -Endpunkt
Dieser REST-API-Aufruf verwendet die folgende Methode und den folgenden Endpunkt.

HTTP-Methode Pfad
Ldschen /Accounts/{Account_id}/k8s/v1/Apps/{App_id}YappSnaps/{appSnap_id}

Zusatzliche Eingabeparameter

Zusatzlich zu den Parametern, die bei allen REST-API-Aufrufen Ublich sind, werden die folgenden Parameter
auch in den Curl-Beispielen flr diesen Schritt verwendet.

Parameter Typ Erforderl Beschreibung
ich
App-id Pfad Ja. Identifiziert die verwaltete Anwendung, die den Snapshot
besitzt.
snapshot-id Pfad Ja. Identifiziert den zu I16schenden Snapshot.

Curl Beispiel: Loschen Sie einen einzelnen Snapshot fiir die App

curl --request DELETE \

--location

"https://astra.netapp.io/accounts/SACCOUNT ID/k8s/v1/apps/$APP ID/appSnaps
/<SNAPSHOT_I D>" \

--include \

--header "Accept: */*" \

--header "Authorization: Bearer $SAPI TOKEN"

Loschen Sie ein Backup

Sie kdnnen ein Backup einer Anwendung Iéschen.

Bevor Sie beginnen

Sie mussen Folgendes haben:
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« ID der Applikation, fur die das Backup zustandig ist. Bei Bedarf kdnnen Sie den Workflow verwenden
"Listen Sie die Apps auf" Zum Auffinden der Anwendung.

* ID des zu I6schenden Backups. Bei Bedarf konnen Sie den Workflow verwenden "Listen Sie die Backups
auf" Um den Snapshot zu finden.

Loschen Sie das Backup

Flhren Sie den folgenden REST-API-Aufruf aus.

@ Sie konnen das Loschen einer fehlgeschlagenen Sicherung wie unten beschrieben mit der
optionalen Anforderungs-Kopfzeile erzwingen.

HTTP-Methode und -Endpunkt
Dieser REST-API-Aufruf verwendet die folgende Methode und den folgenden Endpunkt.

HTTP-Methode Pfad
Léschen /Accounts/{Account_id}/k8s/v1/Apps/{App_id}/appBackups/{appBackup_id}

Zusatzliche Eingabeparameter

Zusatzlich zu den Parametern, die bei allen REST-API-Aufrufen Ublich sind, werden die folgenden Parameter
auch in den Curl-Beispielen flr diesen Schritt verwendet.

Parameter Typ Erforderl Beschreibung
ich
App-id Pfad Ja. Gibt die verwaltete Anwendung an, die das Backup besitzt.
Backup-id Pfad Ja. Identifiziert das zu I6schende Backup.
Ldschen erzwingen Kopfzeile Nein Wird verwendet, um das Ldschen eines fehlgeschlagenen

Backups zu erzwingen.
Curl Beispiel: Loschen Sie ein einzelnes Backup fiir die App

curl --request DELETE \

--location

"https://astra.netapp.io/accounts/SACCOUNT ID/k8s/vl/apps/SAPP ID/appBacku
Ps /<BACKUP_I D>" \

--include \

--header "Accept: */*" \

--header "Authorization: Bearer SAPI TOKEN"
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Curl Beispiel: Loschen Sie eine einzelne Sicherung fiir die App mit der Force-Option

curl --request DELETE \

--location

"https://astra.netapp.io/accounts/$ACCOUNT ID/k8s/v1/apps/$APP ID/appBacku
ps/<BACKUP_ID>" \

-—include \

--header "Force-Delete: true" \

--header "Accept: */*" \

--header "Authorization: Bearer SAPI TOKEN"

Datensicherungsrichtlinie erstellen

Sie kdnnen eine Datensicherungsrichtlinien auf der Grundlage eines oder mehrerer
Zeitplane erstellen.

Schritt 1: Wahlen Sie die App aus

FUhren Sie den Workflow aus "Listen Sie die Apps auf' Und wahlen Sie die gewlnschte Anwendung aus.

Schritt 2: Erstellen Sie den Schutz

Fuhren Sie den folgenden REST-API-Aufruf durch, um eine Sicherungsrichtlinie fur eine bestimmte
Anwendung zu erstellen.

HTTP-Methode und -Endpunkt
Dieser REST-API-Aufruf verwendet die folgende Methode und den folgenden Endpunkt.

HTTP- Pfad
Methode
POST /Accounts/{Account_id}/k8s/v1/Apps/{App_id}/Schedules

Beispiel fiir die Wellung

curl —--request POST \

--location

"https://astra.netapp.io/accounts/SACCOUNT ID/k8s/vl1/apps/SAPP ID/schedule
s" \

--include \

--header "Accept: */*" \

--header "Authorization: Bearer $API TOKEN" \

--data @JSONinput
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JSON-Eingabebeispiel

"type": "application/astra-schedule",
"version": "1.3",

"name": "Backup Schedule",

"enabled": "true",

"granularity": "monthly",

"minute": "0",

"hour": "0O",

"dayOfMonth": "1",
"snapshotRetention": "12",
"backupRetention": "12"
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