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Monitoring des Applikations- und Cluster-
Systemzustands

Zeigen Sie eine Zusammenfassung des Applikations- und
Cluster-Zustands an

Wahlen Sie das Dashboard aus, um eine Ubergeordnete Ansicht Ihrer Apps, Cluster,
Storage-Back-Ends und deren Integritat anzuzeigen.

Dabei handelt es sich nicht nur um statische Zahlen oder Statusangaben, sondern Sie kdnnen von jedem
einzelnen Detail aus darauf aufgehen. Wenn Apps beispielsweise nicht vollstandig geschiitzt sind, kbnnen Sie
mit dem Mauszeiger auf das Symbol zeigen, um zu ermitteln, welche Apps nicht vollstandig geschutzt sind.
Dies gibt einen Grund dafUr.

Auf Applikationen Kachel

Mit der Kachel * Applications* kdnnen Sie Folgendes identifizieren:

» Wie viele Applikationen managen Sie aktuell mit Astra?
* Ob diese verwalteten Apps gesund sind.

* Gibt an, ob die Applikationen vollstandig gesichert sind (sie sind geschitzt, wenn neueste Backups
verfligbar sind).

» Die Anzahl der Anwendungen, die erkannt, aber noch nicht verwaltet wurden.
Idealerweise ware diese Zahl null, da Sie Apps nach dem Entstehen verwalten oder ignorieren wirden.

Anschlie3end sollten Sie die Anzahl der im Dashboard ermittelten Apps Gberwachen, um zu ermitteln,
wann Entwickler neue Apps zu einem Cluster hinzuftigen.

Cluster-Tile

Die Kachel Cluster bietet ahnliche Details Uiber die Integritat der Cluster, die Sie mit dem Astra Control Center
verwalten, und Sie kdnnen detaillierte Informationen abrufen, wie Sie es mit einer App moglich sind.

Storage Back-Ends

Die Kachel Storage Back-Ends enthalt Informationen, die Ihnen bei der Identifizierung des Zustands von
Storage-Back-Ends helfen. Dazu gehéren:

* Wie viele Storage-Back-Ends werden gemanagt

* Gibt an, ob diese gemanagten Backends gesund sind

+ Gibt an, ob die Back-Ends vollstandig geschiitzt sind

* Die Anzahl der Back-Ends, die zwar erkannt, aber noch nicht gemanagt werden.



Zeigen Sie den Cluster-Zustand an und managen Sie
Storage-Klassen

Nachdem Sie Cluster hinzugeflgt haben, die von Astra Control Center gemanagt werden
konnen, konnen Sie Details zum Cluster anzeigen, beispielsweise den Speicherort, die
Worker-Nodes, die persistenten Volumes und die Storage-Klassen. Sie kdnnen auch die
Standard-Storage-Klasse fur verwaltete Cluster andern.

Zeigen Sie den Cluster-Zustand und die Details an

Sie kénnen Details zum Cluster anzeigen, z. B. seinen Standort, die Worker-Nodes, persistente Volumes und
Storage-Klassen.

Schritte
1. Wahlen Sie in der Astra Control Center-Benutzeroberflache Cluster aus.

2. Wabhlen Sie auf der Seite Cluster den Cluster aus, dessen Details Sie anzeigen mochten.

Wenn ein Cluster vorhanden ist removed Der Zustand der Cluster- und Netzwerk-
Konnektivitat erscheint jedoch ordnungsgemal (externe Versuche, mit Kubernetes-APIs
erfolgreich auf das Cluster zuzugreifen, sind dennoch erfolgreich), ist das Kubeconsg, das

@ Sie Astra Control zur Verfligung gestellt haben, mdglicherweise nicht mehr gliltig. Dies kann
an einer Zertifikatrotation oder einem Ablaufdatum im Cluster liegen. Um dieses Problem zu
beheben, aktualisieren Sie die Anmeldeinformationen, die mit dem Cluster in Astra Control
verbunden sind, mithilfe des "Astra Control API".

3. Zeigen Sie die Informationen auf den Registerkarten Ubersicht, Speicher und Aktivitit an, um die
gewlnschten Informationen zu finden.

o Ubersicht: Details zu den Arbeiterknoten, einschlieRlich ihres Status.

o Storage: Die persistenten Volumes, die mit dem Computing verbunden sind, einschlief3lich der
Speicherklasse und des Status.

o Aktivitat: Zeigt die Aktivitaten im Zusammenhang mit dem Cluster an.

Sie kénnen auch Clusterinformationen anzeigen, die Sie Gber das Astra Control Center

@ Dashboard starten. Auf der Registerkarte Cluster unter Resource summary konnen Sie die
verwalteten Cluster auswahlen, die Sie zur Seite Cluster fihren. Nachdem Sie die Seite
Cluster aufgerufen haben, befolgen Sie die oben beschriebenen Schritte.

Andern der Standard-Storage-Klasse

Sie kdnnen die Standard-Storage-Klasse fir ein Cluster andern. Wenn Astra Control einen Cluster verwaltet,
wird die Standard-Storage-Klasse des Clusters Uberwacht.

Andern Sie die Storage-Klasse nicht mit kubectl-Befehlen. Verwenden Sie stattdessen diese
Prozedur. Astra Control setzt die Anderungen zuriick, wenn sie mit kubectl vorgenommen
werden.

Schritte
1. Wahlen Sie in der Web-Ul des Astra Control Center die Option Cluster aus.


https://docs.netapp.com/us-en/astra-automation

Wahlen Sie auf der Seite Cluster den Cluster aus, den Sie andern mochten.

Wahlen Sie die Registerkarte Storage aus.

Wahlen Sie die Kategorie Speicherklassen aus.

Wahlen Sie das Menl Aktionen fiir die Speicherklasse aus, die Sie als Standard festlegen méchten.
Wahlen Sie als Standard.
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Anzeigen des Funktionszustands und der Details einer App

Astra Control bietet nach dem Management einer App Details zu der App, mit der Sie den
Kommunikationsstatus (ob Astra Control mit der App kommunizieren kann), den
Sicherungsstatus (unabhangig davon, ob die App bei Ausfallen vollstandig geschutzt ist),
die Pods, persistenten Storage usw. ermitteln kdnnen.

Schritte
1. Wahlen Sie in der Astra Control Center-Ul Anwendungen und dann den Namen einer App aus.

2. Uberpriifen Sie die Informationen.

Anwendungsstatus
Zeigt einen Status an, der angibt, ob Astra Control mit der Applikation kommunizieren kann.

o App Protection Status: Gibt einen Status, wie gut die App geschiitzt ist:

= Vollstandig geschiitzt: Die App verfiigt Uber einen aktiven Backup-Zeitplan und ein
erfolgreiches Backup, das weniger als eine Woche alt ist

= Teilweise geschiitzt: Die App verflgt Uber einen aktiven Backup-Zeitplan, einen aktiven
Snapshot-Zeitplan oder einen erfolgreichen Backup oder Snapshot

= Ungeschiitzt: Apps, die weder vollstandig geschiitzt noch teilweise geschitzt sind.
_Sie koénnen erst dann vollstandig geschitzt sein, wenn Sie ein kiirzlich gesichertes Backup
haben. Das ist wichtig, da Backups abseits der persistenten Volumes in einem Objektspeicher
gespeichert werden. Wenn ein Ausfall das Cluster herauswischt und es sich um den
persistenten Storage handelt, muss das Backup wiederhergestellt werden. Ein Snapshot wiirde
es lhnen nicht ermdglichen, eine Wiederherstellung durchzufihren.

- Ubersicht: Informationen iiber den Zustand der Pods, die mit der App verbunden sind.

o Datenschutz: Ermdglicht die Konfiguration einer Datenschutzrichtlinie und die Anzeige der
vorhandenen Snapshots und Backups.

o Storage: Zeigt dir die persistenten Volumes auf App-Ebene. Der Zustand eines persistenten
Volumes befindet sich aus der Perspektive des Kubernetes Clusters.

o Ressourcen: Ermoglicht es Ihnen, zu Uberpriifen, welche Ressourcen gesichert und verwaltet
werden.

o Aktivitat: Zeigt die Aktivitaten im Zusammenhang mit der App an.



Sie kénnen auch App-Informationen ab dem Astra Control Center Dashboard
anzeigen. Auf der Registerkarte Anwendungen unter
Ressourcenzusammenfassung kdnnen Sie die verwalteten Apps auswahlen, die
Sie zur Seite Anwendungen fliihren. Nachdem Sie die Seite Applikationen
aufgerufen haben, befolgen Sie die oben beschriebenen Schritte.
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