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Microsoft

Konfigurieren des Azure NetApp Files Datensammlers

Data Infrastructure Insights verwendet den Azure NetApp Files Datensammler, um
Bestands- und Leistungsdaten zu erfassen.

Anforderungen

Zur Konfiguration dieses Datensammlers bendtigen Sie folgende Informationen.
» Portanforderung: 443 HTTPS
* Azure Management Rest-IP (management.azure.com)
» Azure-Dienstprinzipal-Client-ID (Benutzerkonto)

» Azure-Dienstprinzipal-Authentifizierungsschlissel (Benutzerkennwort)
» Sie muissen fir die Data Infrastructure Insights Erkennung ein Azure-Konto einrichten.
Sobald das Konto ordnungsgemalf’ konfiguriert ist und Sie die Anwendung in Azure registrieren, verfligen

Sie Uber die erforderlichen Anmeldeinformationen, um die Azure-Instanz mit Data Infrastructure Insights zu
ermitteln. Unter folgendem Link wird beschrieben, wie Sie das Konto fur die Erkennung einrichten:

https://docs.microsoft.com/en-us/azure/active-directory/develop/howto-create-service-principal-portal

Konfiguration

Geben Sie die Daten in die Felder des Datensammlers gemal der folgenden Tabelle ein:

Feld Beschreibung
Azure-Dienstprinzipal-Client-1D Anmelde-ID fiir Azure
Azure-Mandanten-ID Azure-Mandanten-ID
Azure-Dienstprinzipalauthentifizierungsschlissel Login-Authentifizierungsschlissel

Mir ist bekannt, dass Microsoft mir API-Anfragen in Aktivieren Sie dies, um zu bestatigen, dass Sie

Rechnung stellt. verstanden haben, dass Microsoft lhnen fir API-
Anfragen, die durch Insight-Polling gestellt werden,
eine Rechnung stellt.

Erweiterte Konfiguration

Feld Beschreibung
Inventarabfrageintervall (min) Der Standardwert ist 60
Fehlerbehebung

* Die von lhrem ANF-Datensammler verwendeten Anmeldeinformationen missen Zugriff auf alle Azure-
Abonnements haben, die ANF-Volumes enthalten.


https://docs.microsoft.com/en-us/azure/active-directory/develop/howto-create-service-principal-portal

* Wenn die Leistungserfassung aufgrund des Leserzugriffs fehlschlagt, versuchen Sie, dem Mitwirkenden
Zugriff auf Ressourcengruppenebene zu gewahren.

Weitere Informationen zu diesem Datensammler finden Sie im"Support" Seite oder in der"Datensammler-
Supportmatrix" .

Microsoft Hyper-V-Datensammler

Der Microsoft Hyper-V-Datensammler erfasst Inventar- und Leistungsdaten aus der
virtualisierten Server-Computerumgebung. Dieser Datensammler kann einen
eigenstandigen Hyper-V-Host oder einen ganzen Cluster erkennen — erstellen Sie einen
Sammler pro eigenstandigem Host oder Cluster.

Terminologie

Data Infrastructure Insights erhalt die folgenden Bestandsinformationen von Microsoft Hyper-V (WMI). Fur
jeden von Data Infrastructure Insights erworbenen Asset-Typ wird die am haufigsten verwendete Terminologie
fur dieses Asset angezeigt. Beachten Sie beim Anzeigen oder bei der Fehlerbehebung dieses Datensammlers
die folgende Terminologie:

Anbieter/Modellbegriff Begriff ,,Data Infrastructure Insights*
Virtuelle Festplatte Virtuelle Festplatte

Gastgeber Gastgeber

Virtuelle Maschine Virtuelle Maschine

Cluster Shared Volumes (CSV), Partitionsvolume Datenspeicher

Internet-SCSI-Gerat, Multi-Path-SCSI-LUN LUN

Fiber Channel-Anschluss Hafen

Hinweis: Hierbei handelt es sich lediglich um allgemeine Terminologiezuordnungen, die mdoglicherweise nicht
jeden Fall fir diesen Datensammler darstellen.

Anforderungen

Zur Konfiguration dieses Datensammlers sind folgende Voraussetzungen erforderlich:
» FUr Hyper-V muss Port 5985 fir die Datenerfassung und den Remotezugriff/die Remoteverwaltung
gedffnet sein.

* IP-Adresse oder FQDN des Clusters oder eigenstandigen Hypervisors. Die Verwendung des Floating-
Cluster-Hostnamens oder der IP ist wahrscheinlich der zuverlassigste Ansatz, anstatt den Collector auf nur
einen bestimmten Knoten in einem Cluster zu richten.

* Benutzerkonto auf Administratorebene, das auf allen Hypervisoren im Cluster funktioniert.
* WinRM muss aktiviert sein und auf allen Hypervisoren lauschen

 Portanforderungen: Port 135 Gber WMI und dynamische TCP-Ports zugewiesen 1024-65535 fiir Windows
2003 und alter und 49152-65535 fir Windows 2008.

* Die DNS-Auflésung muss erfolgreich sein, auch wenn der Datensammler nur auf eine IP-Adresse verweist.


concept_requesting_support.html
reference_data_collector_support_matrix.html
reference_data_collector_support_matrix.html

* Bei jedem Hyper-V-Hypervisor muss die ,Ressourcenmessung® fir jede VM auf jedem Host aktiviert sein.
Dadurch stehen jedem Hypervisor auf jedem Gast mehr Daten fir Data Infrastructure Insights zur
Verfigung. Wenn dies nicht festgelegt ist, werden fir jeden Gast weniger Leistungsmetriken erfasst.
Weitere Informationen zur Ressourcenmessung finden Sie in der Microsoft-Dokumentation:

"Ubersicht iber die Hyper-V-Ressourcenmessung"

"Aktivieren Sie VMResourceMetering"

@ Der Hyper-V-Datensammler erfordert eine Windows-Erfassungseinheit.

Konfiguration

Feld
Cluster-IP-Adresse oder Floating-Cluster-FQDN

Benutzername
Passwort

DNS-Domanensuffix

Erweiterte Konfiguration

Feld

Inventarabfrageintervall (min)

Fehlerbehebung

Beschreibung

Die IP-Adresse oder der vollqualifizierte
Domanenname fur den Cluster oder einen
eigenstandigen, nicht geclusterten Hypervisor

Administrator-Benutzername fiir den Hypervisor
Passwort fur den Hypervisor

Das Hostnamensuffix, das mit dem einfachen
Hostnamen kombiniert wird, um den FQDN eines
Hypervisors darzustellen

Beschreibung

Der Standardwert betragt 20 Minuten.

Weitere Informationen zu diesem Datensammler finden Sie im"Support" Seite oder in der"Datensammler-

Supportmatrix" .


https://docs.microsoft.com/en-us/previous-versions/windows/it-pro/windows-server-2012-R2-and-2012/hh831661(v=ws.11)
https://docs.microsoft.com/en-us/powershell/module/hyper-v/enable-vmresourcemetering?view=win10-ps
concept_requesting_support.html
reference_data_collector_support_matrix.html
reference_data_collector_support_matrix.html
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