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Arbeiten mit Abfragen

Abfragen von Assets und Metriken

Fragen Sie die physischen und virtuellen Assets |hrer Infrastruktur ab, um die Leistung zu
uberwachen, Probleme zu beheben und granulare Suchen anhand benutzerdefinierter
Kriterien wie Annotationen durchzufihren. Data Infrastructure Insights ermoglicht
Abfragen Uber verschiedene Asset-Typen hinweg — von Storage-Arrays und Hosts bis hin
zu Anwendungen und virtuellen Maschinen — zusammen mit Integrationsmetriken von
Kubernetes, Docker und ONTAP Advanced Data fur umfassende Sichtbarkeit.

Beachten Sie, dass Annotationsregeln, die automatisch Annotationen Assets zuweisen, eine Abfrage
erfordern, die fir alle freigegeben wurde. Weitere Informationen zum Freigeben von Abfragen finden Sie unten.

Sie kdénnen die physischen oder virtuellen Inventarressourcen (und die zugehdrigen Metriken) Ihres
Mandanten oder die mit der Integration bereitgestellten Metriken wie Kubernetes oder ONTAP Advanced Data
abfragen.

Inventarvermogen

Alle Inventar- (auch Infrastruktur-) Asset-Typen (Storage, Switch, VM, Application usw.) kdnnen in Abfragen,
Dashboard-Widgets und benutzerdefinierten Asset-Landingpages verwendet werden. Die fiir Filter, Ausdriicke
und Anzeige verfligbaren Felder und Zahler variieren je nach Asset-Typ.

Integrationsmetriken

Zusatzlich zur Abfrage von Inventarressourcen und den zugehdrigen Leistungsmetriken kénnen Sie auch
Integrationsdaten-Metriken abfragen, wie sie beispielsweise von Kubernetes oder Docker generiert oder mit
ONTAP Advanced Metrics bereitgestellt werden.
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Abfragen freigeben

Steuern Sie den Zugriff auf Ihre Abfragen, indem Sie festlegen, wer sie anzeigen und bearbeiten darf.
StandardmaRig sind neue Abfragen privat und nur fir Sie sichtbar, und Sie kénnen sie mit bestimmten
Benutzern oder lhrer gesamten Organisation mit flexiblen Berechtigungsstufen (Nur Lesen oder Bearbeiten)
teilen.

Sie kdnnen wahlen, die Abfrage fiir alle oder fir ausgewahlte Benutzer freizugeben, mit entweder
Bearbeitungs- oder Nur-Lese-Berechtigungen.

@ Benutzer mit der Berechtigung ,Account Owner* kdnnen alle Anfragen sehen, unabhangig von
der Datenschutzeinstellung.



Erstellen von Abfragen

Mithilfe von Abfragen kdnnen Sie die Assets Ihres Mandanten auf granularer Ebene
durchsuchen, die gewlnschten Daten filtern und die Ergebnisse nach Ihren Winschen
sortieren.

Sie kdnnen beispielsweise eine Abfrage fir Volumes erstellen, einen Filter hinzufligen, um bestimmte Speicher
zu finden, die mit den ausgewahlten Volumes verknUpft sind, einen weiteren Filter hinzufigen, um eine
bestimmte Annotation wie ,Tier 1 auf den ausgewahlten Speichern zu finden, und schliefl3lich einen weiteren
Filter hinzufiigen, um alle Speicher mit /OPS — Lesen (10/s) groRer als 25 zu finden. Wenn die Ergebnisse
angezeigt werden, kénnen Sie die mit der Abfrage verknipften Informationsspalten in aufsteigender oder
absteigender Reihenfolge sortieren.

Hinweis: Wenn ein neuer Datensammler hinzugefigt wird, der Assets erfasst, oder wenn Anmerkungen oder
Anwendungszuweisungen vorgenommen werden, kdnnen Sie diese neuen Assets, Anmerkungen oder
Anwendungen erst abfragen, nachdem die Abfragen indiziert wurden. Die Indizierung erfolgt in regelmaRigen
Abstanden oder wahrend bestimmter Ereignisse, beispielsweise beim Ausfihren von Anmerkungsregeln.

Das Erstellen einer Abfrage ist ganz einfach:
1. Navigieren Sie zu Abfragen > *+Neue Abfrage.

2. Wahlen Sie aus der Liste ,Auswahlen ...“ den Objekttyp aus, nach dem Sie suchen mdchten. Sie kdnnen
durch die Liste scrollen oder mit der Eingabe beginnen, um schneller zu finden, wonach Sie suchen.

Scrollliste:
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agent.node
agent.node_diskio
agent.node_fs
agent.node_net
Application
DataStore
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Fabric

GenericDevice

Zum Suchen eingeben:
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Sie kdnnen Filter hinzufligen, um Ihre Abfrage weiter einzugrenzen, indem Sie im Feld Filtern nach auf die
Schaltflache + klicken. Gruppieren Sie Zeilen nach Objekt oder Attribut. Wenn Sie mit Integrationsdaten
(Kubernetes, ONTAP Advanced Metrics usw.) arbeiten, kénnen Sie bei Bedarf nach mehreren Attributen
gruppieren.

netapp_ontap.aggregate v
Filter By - cluster_name ci- x
Group aggr_name X -
5 items found [(5)]
aggr_name cp_read_blocks cluster_name |
oci02satl 0.58 oci-phonehome
ocid2satl 0.15 oci-phonehome
oci02sat2 212.64 oci-phonehome
oci01sat0 0.39 oci-phonehome
oci0lsatl 48.88 oci-phonehome

Die Abfrageergebnisliste zeigt je nach gesuchtem Objekttyp eine Reihe von Standardspalten. Um Spalten
hinzuzufligen, zu entfernen oder zu &ndern, klicken Sie auf das Zahnradsymbol rechts neben der Tabelle. Die
verflgbaren Spalten variieren je nach Asset-/Metriktyp.

netapp_ontap.aggregate A
Filter By
Group 2ggr_name X -
aggr_name cp_read_blocks agent_version T =
|| Show Selected Only
aggr0_optimus_02 1.72 Apache-HttpClien e
agent_version
agarl_optimus_02 408.84 Apache-HttpClient
[_] aggr_name
ocinaneqal_04_ager0d 6.19 Apache-HupClient
[] cluster_location
ocinaneqal_03_agerd 8.48 Apache-HttpClien
cluster_name
oci02satd 1.04 Apache-HupClient

[] cluster_serial_number

|| cluster_version



Sehen Sie es in Aktion

"Erkunden und Analysieren mit Abfragen in Data Infrastructure Insights (Video)"

Auswahlen von Aggregation, Einheiten und bedingter Formatierung

Aggregation und Einheiten

Bei ,Wert“-Spalten kdnnen Sie lhre Abfrageergebnisse weiter verfeinern, indem Sie auswahlen, wie die
angezeigten Werte aggregiert werden, und indem Sie die Einheiten auswahlen, in denen diese Werte
angezeigt werden. Diese Optionen finden Sie, indem Sie das MenU mit den drei Punkten in der oberen Ecke
einer Spalte auswahlen.

agent.node_diskio T io_time (ms) n
nvmeldnl 4, i 4
20,604,960.00 v Aggregation

mvmelni 26,184,970.00 Group By Avg -
nvmednl 4,642,684.00 Time Aggregate By Last v
mymednl 31,5918,988.00

* Unit Display
nvmednl 28,258,256.00

Base Unit il [
nvmeOni 18,022,164.00 millisecond {ms|

Displayed In millisecond (ms) v
nvmednl 28,483,300.00
nvmednl 69,835,016.00 ~ Conditional Formatting Reset
nvma0nl 15,852,780.00 ifvalueis > (Greater than) hd
nvme0ni 44,169,696.00 A Warning Optiona ms
nvmeOnl 12,138,928.00 @ Critical Optiona ms
mymelnl 5,234,528.00

? Rename Column
nvmeldnl 34,260,552.00

Einheiten

Sie kénnen die Einheiten auswahlen, in denen die Werte angezeigt werden sollen. Wenn die ausgewahite
Spalte beispielsweise die Rohkapazitat anzeigt und die Werte in GiB angezeigt werden, Sie sie aber lieber als
TiB anzeigen mochten, wahlen Sie einfach TiB aus der Dropdown-Liste ,Einheitenanzeige” aus.

Aggregation

Wenn die angezeigten Werte aus den zugrunde liegenden Daten als ,Durchschnitt“ aggregiert werden, Sie
aber lieber die Summe aller Werte anzeigen mochten, wahlen Sie ,Summe*” entweder aus der Dropdown-Liste
,Gruppieren nach” (wenn Sie mochten, dass alle gruppierten Werte die Summen anzeigen) oder aus der
Dropdown-Liste ,Zeitaggregieren nach“ (wenn Sie méchten, dass die Zeilenwerte Summen der zugrunde
liegenden Daten anzeigen).


https://media.netapp.com/video-detail/d0530e0b-a222-52e7-92b1-dbeeee41b712/explore-and-analyze-with-queries-in-data-infrastructure-insights

Sie kénnen gruppierte Datenpunkte nach Durchschnitt, Maximum, Minimum oder Summe aggregieren.

Sie kdnnen einzelne Zeilendaten nach Durchschnitt, zuletzt erfasstem Datenpunkt, Maximum, Minimum oder
Summe aggregieren.

Bedingte Formatierung

Mit der bedingten Formatierung kénnen Sie Schwellenwerte der Warn- und kritischen Stufen in der Liste der
Abfrageergebnisse hervorheben, sodass Ausreil’er und auRergewohnliche Datenpunkte sofort sichtbar
werden.

143 items found

Metrice & Attributes

agent.node_diskio T io_time (sec) E
nvmednl .
> Aggregation
nvmednl
> Unit Display
nvmeldnl 4,642.68
v Conditional Formatting Reset
Ifvalue is = [Greaterthan) -
nvmednl
A Warning 10000 sec
nvmednl
0 critical 20000 sec

nvmelnl

nvmeinl

nvmednl

Die bedingte Formatierung wird fir jede Spalte separat festgelegt. Sie kdnnen beispielsweise einen
Schwellenwertsatz fiir eine Kapazitatsspalte und einen anderen Satz fiir eine Durchsatzspalte auswahlen.

Spalte umbenennen

Durch das Umbenennen einer Spalte wird der angezeigte Name in der Abfrageergebnisliste geandert. Der
neue Spaltenname wird auch in der resultierenden Datei angezeigt, wenn Sie die Abfrageliste in das CSV-
Format exportieren.

Speichern

Nachdem Sie lhre Abfrage so konfiguriert haben, dass die gewlinschten Ergebnisse angezeigt werden,
kénnen Sie auf die Schaltflache Speichern klicken, um die Abfrage fiir die zuklinftige Verwendung zu
speichern. Geben Sie ihm einen aussagekraftigen und eindeutigen Namen.

Mehr zum Filtern

Platzhalter und Ausdriicke

Wenn Sie in Abfragen oder Dashboard-Widgets nach Text oder Listenwerten filtern, wird lhnen beim Eintippen
die Option angezeigt, einen Platzhalterfilter basierend auf dem aktuellen Text zu erstellen. Wenn Sie diese
Option auswahlen, werden alle Ergebnisse zurtickgegeben, die mit dem Platzhalterausdruck tbereinstimmen.
Sie kénnen Ausdriicke auch mit NOT oder OR erstellen oder die Option ,Keine* auswahlen, um nach
Nullwerten im Feld zu filtern.



kubernetes.pod v

Filter By = pod_name | ingest v (X 9

Group pod_name x Create wildcard containing "ingest”
ci-service-datalake-ingestion-85bsbdfded-2gbwr

service-foundation-ingest-767dfdsbfc-vxdsp

71 items found
MNone

Filter, die auf Platzhaltern oder Ausdriicken basieren (z. B. NICHT, ODER, ,Keine* usw.), werden im Filterfeld
dunkelblau angezeigt. Elemente, die Sie direkt aus der Liste auswahlen, werden hellblau angezeigt.

kubernetes.pod v
Filter By - pod_name ci-service-audit-5f775ddaT5-bride X X ¥ | X (7]
Group pod_name X A

3 items found

pod_name
ci-service-audit-5f775dd575-brfdc
ci-service-datalake-ingestion-85b5bdfded-2gbwr

service-foundation-ingest-767dfd5bfc-vxd5p
Beachten Sie, dass die Platzhalter- und Ausdrucksfilterung mit Text oder Listen funktioniert, jedoch nicht mit
Zahlen, Datumsangaben oder Booleschen Werten.

Filter verfeinern

Sie kénnen Ihren Filter folgendermalfien verfeinern:

Filter Was es bewirkt Beispiel Ergebnis



* (Sternchen)

? (Fragezeichen)

ODER

NICHT

Keiner

Nicht *

ermoglicht Ihnen die vol*rhel

Suche nach allem

ermoglicht die Suche nach BOS-PRD?7?7-S12
einer bestimmten Anzahl
von Zeichen

FAS2240 ODER CX600
ODER FAS3270

ermoglicht Ihnen die
Angabe mehrerer
Entitaten

ermoglicht es lhnen, Text NICHT EMV*
aus den Suchergebnissen
auszuschlief3en

sucht in allen Feldern Keiner
nach NULL-Werten

sucht nach NULL-Werten Nicht *
in Nur-Text-Feldern

gibt alle Ressourcen
zuruck, die mit ,vol*
beginnen und mit ,rhel”
enden

gibt BOS-PRD12-S12,
BOS-PRD23-S12 usw.
zuruick

gibt einen der folgenden
Werte zurtick: FAS2440,
CX600 oder FAS3270

gibt alles zurtick, was
nicht mit "EMC" beginnt

gibt Ergebnisse zurick,
bei denen das Zielfeld leer
ist

gibt Ergebnisse zurick,

bei denen das Zielfeld leer
ist

Wenn Sie eine Filterzeichenfolge in doppelte Anfiihrungszeichen setzen, behandelt Insight alles zwischen dem
ersten und letzten Anflihrungszeichen als exakte Ubereinstimmung. Alle Sonderzeichen oder Operatoren
innerhalb der Anfihrungszeichen werden als Literale behandelt. Wenn Sie beispielsweise nach ,* filtern,
werden Ergebnisse zurlickgegeben, die ein Sternchen sind. Das Sternchen wird in diesem Fall nicht als
Platzhalter behandelt. Die Operatoren OR und NOT werden auch als Literalzeichenfolgen behandelt, wenn sie
in doppelte Anflihrungszeichen eingeschlossen sind.

Filtern nach Booleschen Werten

Beim Filtern nach einem Booleschen Wert werden lhnen moglicherweise die folgenden Filteroptionen

angezeigt:

 Beliebig: Dies gibt alle Ergebnisse zurlick, einschlielich der Ergebnisse, die auf ,Ja“, ,Nein“ oder gar

nicht festgelegt sind.

« Ja: Gibt nur ,Ja“-Ergebnisse zurlck. Beachten Sie, dass DIl in den meisten Tabellen ,Ja“ als Hakchen
anzeigt. Die Werte kénnen auf ,True®, ,On" usw. gesetzt werden; DIl behandelt alle diese Werte als ,Yes".

* Nein: Gibt nur ,Nein“-Ergebnisse zurlick. Beachten Sie, dass DIl in den meisten Tabellen ,Nein“ als , X"
anzeigt. Die Werte kénnen auf ,Falsch®, ,Aus” usw. gesetzt werden; DIl behandelt alle diese Werte als

,Nein®.

+ Keine: Gibt nur Ergebnisse zurlck, bei denen der Wert Gberhaupt nicht festgelegt wurde. Auch als ,Null“-

Werte bezeichnet.

Was mache ich jetzt, da ich Abfrageergebnisse habe?

Durch Abfragen kénnen auf einfache Weise Anmerkungen hinzugefiigt oder Anwendungen Assets zugewiesen
werden. Beachten Sie, dass Sie |hren Inventarressourcen (Festplatte, Speicher usw.) nur Anwendungen oder
Anmerkungen zuweisen kénnen. Integrationsmetriken kdénnen keine Anmerkungen oder
Anwendungszuweisungen Ubernehmen.



Um den aus lhrer Abfrage resultierenden Assets eine Anmerkung oder Anwendung zuzuweisen, wahlen Sie
einfach das/die Asset(s) mithilfe der Kontrollkastchenspalte links in der Ergebnistabelle aus und klicken Sie
dann rechts auf die Schaltflache Massenaktionen. Wahlen Sie die gewlinschte Aktion aus, die auf die
ausgewahlten Assets angewendet werden soll.

Volume v
Filter By Name = Any X
Query Results (5) Bulk Actions ¥
Add Annotation
B Name T Storage Pools Capacity - Raw (GB) Mapped Ports
Remove Annotation
DmoESX_optimus:mc_Dm optimu timu... N/A
Add Application
DmoSAN_optimus:hoffma... optimus-02:aggrl_optimu... N/A
Remove Application
DmoSAN_optimus:mc_D... optimus-02:aggrl_optimu... N/A USIWINGOWS_ZUUS

qqqqqqqqqqqqq

0ci-3070-01:/vol/vfiler_lun... 0ci-3070-01:aggr5 N/A OS:windows

N/A 0S:linux

Anmerkungsregeln erfordern eine Abfrage

Wenn Sie konfigurieren"Anmerkungsregeln” , jeder Regel muss eine zugrunde liegende Abfrage zugrunde
liegen, mit der gearbeitet werden kann. Aber wie Sie oben gesehen haben, kdnnen Abfragen so weit oder so
eng gefasst werden, wie Sie es bendtigen.

Anzeigen von Abfragen

Sie konnen lhre Abfragen anzeigen, um lhre Vermogenswerte zu Uberwachen und die
Anzeige der mit lhren Vermdgenswerten verbundenen Daten in Ihren Abfragen zu
andern.

Schritte
1. Melden Sie sich bei Ihrem Data Infrastructure Insights Mandanten an.

2. Klicken Sie auf Abfragen und wahlen Sie Alle Abfragen anzeigen. Sie kdnnen die Anzeige von Abfragen
wie folgt andern:

3. Sie konnen Text in das Filterfeld eingeben, um nach bestimmten Abfragen zu suchen.

4. Sie kdnnen die Sortierreihenfolge der Spalten in der Abfragetabelle entweder aufsteigend (Pfeil nach oben)
oder absteigend (Pfeil nach unten) andern, indem Sie auf den Pfeil in der Spaltentberschrift klicken.

5. Um die GroR3e einer Spalte zu andern, bewegen Sie die Maus Uber die Spaltentberschrift, bis ein blauer
Balken angezeigt wird. Platzieren Sie die Maus Uber der Leiste und ziehen Sie sie nach rechts oder links.

6. Um eine Spalte zu verschieben, klicken Sie auf die Spaltentberschrift und ziehen Sie sie nach rechts oder
links.

Beachten Sie beim Durchblattern der Abfrageergebnisse, dass sich die Ergebnisse andern kénnen, da Data
Infrastructure Insights Ihre Datensammler automatisch abfragt. Dies kann dazu flhren, dass einige Elemente
fehlen oder einige Elemente je nach Sortierung in der falschen Reihenfolge angezeigt werden.


task_create_annotation_rules.html

Exportieren von Abfrageergebnissen in eine CSV-Datei

Sie kdnnen die Ergebnisse jeder Abfrage in eine CSV-Datei exportieren, sodass Sie die
Daten analysieren oder in eine andere Anwendung importieren kdnnen.

Schritte
1. Melden Sie sich bei Data Infrastructure Insights an.

2. Klicken Sie auf Abfragen und wahlen Sie Alle Abfragen anzeigen.
Die Seite ,Abfragen” wird angezeigt.

3. Klicken Sie auf eine Abfrage.

4. Klicken ! um die Abfrageergebnisse in eine CSV-Datei zu exportieren.

@ Der Export in .CSV ist auch im Men( ,Drei Punkte® in Dashboard-Tabellen-Widgets sowie in den
meisten Landingpage-Tabellen verfiigbar.

Asynchroner Export
Das Exportieren von Daten in das CSV-Format kann je nach der zu exportierenden Datenmenge zwischen
einigen Sekunden und mehreren Stunden dauern. Data Infrastructure Insights exportiert diese Daten

asynchron, sodass Sie weiterarbeiten kdnnen, wahrend die CSV-Datei kompiliert wird.

Zeigen Sie lhre CSV-Exporte an und laden Sie sie herunter, indem Sie in der oberen rechten Symbolleiste das
Glockensymbol auswahlen.

Tenant Name .
Q Standard QA Main ﬁ ‘ (7] 9 Tony Lavoie ¥

4 CSVDownloads (1)

@ query_export_disk_1748360447802.csv is Ready to Download ~

Size: 13.29 KiB
Initiated: 05/27/2025 11:40:47 AM
Ready: 05/27/2025 11:40:48 AM

‘ Download

Just now

Die exportierten Daten spiegeln die aktuelle Filterung, die angezeigten Spalten und Spaltennamen wider.

Kommas in Asset-Namen

Hinweis: Wenn in einem Asset-Namen ein Komma erscheint, wird der Name beim Export in
Anfiihrungszeichen gesetzt, wodurch der Asset-Name und das richtige CSV-Format erhalten bleiben.



Zeitformat oder kein Zeitformat?

Wenn Sie eine exportierte CSV-Datei mit Excel 6ffnen und ein Objektname oder ein anderes Feld im Format
NN:NN (zwei Ziffern gefolgt von einem Doppelpunkt und zwei weiteren Ziffern) vorliegt, interpretiert Excel
diesen Namen manchmal als Zeitformat statt als Textformat. Dies kann dazu fuhren, dass Excel in diesen
Spalten falsche Werte anzeigt. Beispielsweise wirde ein Objekt mit dem Namen ,81:45" in Excel als ,81:45:00"
angezeigt.

Um dieses Problem zu umgehen, importieren Sie die CSV-Datei mit den folgenden Schritten in Excel:

1.

N o gk~ 0 DN

Offnen Sie ein neues Blatt in Excel.

Wahlen Sie auf der Registerkarte ,Daten” die Option ,Aus Text".

Suchen Sie die gewiinschte CSV-Datei und klicken Sie auf ,Importieren®.

Wabhlen Sie im Importassistenten ,Getrennt” und klicken Sie auf ,Weiter®.

Wahlen Sie ,Komma*“ als Trennzeichen und klicken Sie auf ,Weiter".

Wahlen Sie die gewlinschten Spalten aus und wahlen Sie ,Text" als Spaltendatenformat.

Klicken Sie auf Fertig stellen.

Ihre Objekte sollten in Excel im richtigen Format angezeigt werden.

Andern oder Léschen einer Abfrage

Sie konnen die mit einer Abfrage verknupften Kriterien andern, wenn Sie die
Suchkriterien fur die abgefragten Assets andern mdchten.

Andern einer Abfrage

Schritte

1.

2.
3.

Klicken Sie auf Erkunden und wahlen Sie Alle Metrikabfragen aus.
Die Seite ,Abfragen” wird angezeigt.

Klicken Sie auf den Abfragenamen

Um der Abfrage ein Kriterium hinzuzufiigen, klicken Sie auf das Spaltensymbol und wahlen Sie eine Metrik
oder ein Attribut aus der Liste aus.

Wenn Sie alle erforderlichen Anderungen vorgenommen haben, fiihren Sie einen der folgenden Schritte aus:

* Klicken Sie auf die Schaltflaiche Speichern, um die Abfrage unter dem urspriinglich verwendeten Namen

10

Zu speichern.

Klicken Sie auf das Dropdown-Menu neben der Schaltflache Speichern und wahlen Sie Speichern unter,
um die Abfrage unter einem anderen Namen zu speichern. Dadurch wird die urspriingliche Abfrage nicht
Uberschrieben.

Klicken Sie auf das Dropdown-Meni neben der Schaltfliche Speichern und wahlen Sie Umbenennen,
um den urspringlich verwendeten Abfragenamen zu andern. Dadurch wird die urspringliche Abfrage
Uberschrieben.

Klicken Sie auf das Dropdown-Menii neben der Schaltfliche Speichern und wéhlen Sie Anderungen
verwerfen, um die Abfrage auf die zuletzt gespeicherten Anderungen zurlickzusetzen.



Loschen einer Abfrage

Um eine Abfrage zu I8schen, klicken Sie auf Abfragen, wahlen Sie Alle Abfragen anzeigen und fiihren Sie
einen der folgenden Schritte aus:

1. Klicken Sie auf das Drei-Punkte-Menti rechts neben der Abfrage und klicken Sie auf Loschen.

2. Klicken Sie auf den Abfragenamen und wahlen Sie Loschen aus dem Dropdown-MenU Speichern.

Zuweisen mehrerer Anwendungen zu oder Entfernen
mehrerer Anwendungen von Assets

Sie kdnnen mehrere"Anwendungen” Sie kdnnen mehrere Anwendungen mithilfe einer
Abfrage zu Assets hinzufugen oder daraus entfernen, anstatt sie manuell zuweisen oder
entfernen zu mussen.

@ Mit diesen Schritten konnen Sie hinzufiigen oder entfernen"Anmerkungen" auf die gleiche
Weise.

Bevor Sie beginnen
Sie mussen bereits eine Abfrage erstellt haben, die alle Assets findet, die Sie bearbeiten mochten.

Schritte
1. Klicken Sie auf Erkunden und wahlen Sie Metrikabfragen aus.

Die Seite ,Abfragen” wird angezeigt.
2. Klicken Sie auf den Namen der Abfrage, die die Assets findet.
Die Liste der mit der Abfrage verknipften Assets wird angezeigt.

3. Wahlen Sie die gewlinschten Assets in der Liste aus oder klicken Sie auf das obere Kontrollkastchen, um
LAlle“ auszuwahlen.

Das Dropdown-MenU ,Massenaktionen® wird angezeigt.

4. Um den ausgewahlten Assets eine Anwendung hinzuzufliigen, klicken Sie auf Massenaktionen und wahlen
Sie Anwendung hinzufiigen.

5. Wahlen Sie eine oder mehrere Anwendungen aus.
Sie kbnnen mehrere Anwendungen fur Hosts, interne Volumes, Qtrees und virtuelle Maschinen auswahlen.
Fir ein Volume oder eine Freigabe kdnnen Sie jedoch nur eine Anwendung auswahlen.

6. Klicken Sie auf Speichern.

7. Um eine den Assets zugewiesene Anwendung zu entfernen, klicken Sie auf ,Massenaktionen“ und wahlen
Sie ,Anwendung entfernen® aus.

8. Wahlen Sie die Anwendung(en) aus, die Sie entfernen mochten.

9. Klicken Sie auf Loschen.

Alle neuen Anwendungen, die Sie zuweisen, Uberschreiben alle Anwendungen auf dem Asset, die von einem
anderen Asset abgeleitet wurden. Beispielsweise erben Volumes Anwendungen von Hosts, und wenn einem
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Volume neue Anwendungen zugewiesen werden, hat die neue Anwendung Vorrang vor der abgeleiteten
Anwendung.

Nachdem Sie bei einer Massenhinzufligungsaktion auf Speichern oder bei einer Massenldschaktion auf
Entfernen geklickt haben, werden Sie von Data Infrastructure Insights dartber informiert, dass die Aktion
einige Zeit in Anspruch nehmen wird. Sie kénnen diese Meldung ignorieren; die Aktion wird im Hintergrund
fortgesetzt.

In Umgebungen mit einer groRen Menge verwandter Assets kann die Vererbung von

@ Anwendungszuweisungen zu diesen Assets mehrere Minuten dauern. Bitte rechnen Sie mit
einer langeren Vererbungszeit, wenn Sie Uber viele zusammenhangende Vermdgenswerte
verfugen.

Tabellenwerte kopieren

Sie kdnnen Werte in Tabellen in die Zwischenablage kopieren, um sie in Suchfeldern
oder anderen Anwendungen zu verwenden.

Informationen zu diesem Vorgang

Es gibt zwei Methoden, mit denen Sie Werte aus Tabellen oder Abfrageergebnissen in die Zwischenablage
kopieren kénnen.

Schritte

1. Methode 1: Markieren Sie den gewiinschten Text mit der Maus, kopieren Sie ihn und fligen Sie ihn in
Suchfelder oder andere Anwendungen ein.

2. Methode 2: Bewegen Sie bei Einzelwertfeldern den Mauszeiger tber das Feld und klicken Sie auf das
angezeigte Zwischenablagesymbol. Der Wert wird zur Verwendung in Suchfeldern oder anderen
Anwendungen in die Zwischenablage kopiert.

Beachten Sie, dass mit dieser Methode nur Werte kopiert werden kénnen, die Links zu Assets sind. Nur
Felder, die einzelne Werte enthalten (also keine Listen sind), verfligen Uber das Kopiersymbol.

Protokoll-Explorer

Der Data Infrastructure Insights Log Explorer ist ein leistungsstarkes Tool zum Abfragen
von Systemprotokollen. Zusatzlich zur Unterstltzung bei Untersuchungen kénnen Sie
auch eine Protokollabfrage in einem Monitor speichern, um Warnungen bereitzustellen,
wenn diese bestimmten Protokollausloser aktiviert werden.

Um mit der Untersuchung der Protokolle zu beginnen, klicken Sie auf Protokollabfragen > +Neue
Protokollabfrage.

Wahlen Sie ein verfugbares Protokoll aus der Liste aus.
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|select...

logs.kubernetes

logs.kubernetes.events

logs.netapp.ems

logs.ontapems

logs.syslog

@ Die fur die Abfrage verfligbaren Protokolltypen kdnnen je nach Umgebung variieren. Im Laufe
der Zeit kdbnnen weitere Protokolltypen hinzugefligt werden.

Sie kdnnen Filter setzen, um die Ergebnisse der Abfrage weiter zu verfeinern. Um beispielsweise alle
Protokollmeldungen zu finden, die einen Fehler anzeigen, legen Sie einen Filter fiir Meldungen fest, die das
Wort ,fehlgeschlagen® enthalten.

Sie kdnnen mit der Eingabe des gewlinschten Textes in das Filterfeld beginnen. Data
’ Infrastructure Insights fordert Sie wahrend der Eingabe auf, eine Platzhaltersuche mit der
Zeichenfolge zu erstellen.

Die Ergebnisse werden in einem Diagramm angezeigt, das die Anzahl der Protokollinstanzen in jedem
angezeigten Zeitraum zeigt. Unter dem Diagramm befinden sich die Protokolleintrage selbst. Das Diagramm
und die Eintrage werden basierend auf dem ausgewahlten Zeitraum automatisch aktualisiert.

2gebjfo / All Log Queries /

logs.netapp.ems

Filter By + message

Log Entries
timestamp

10/21/2021 10:55:39 AM
10/21/2021 10:55:39 AM

10/21/2021 10:54:40 AM

-

ew Quer (© Last3Hours - 0O m
“faled* % v X (2] Create a Log Monitor
Bucket: 5 minutes
Last updated 10/21/2021 11:04:56 AM L"}
source message

agent:EmsCollector;cluster:add
561f7-7a66-112-9699-
123478563412;n0de:885d3681-
T9d0-11e2-85a3-811faf325091;

agent:EmsCollector;cluster:add
561f7-7a66-112-5695-
123478563412;node:880d3681-
79d0-11e2-85a3-811faf325001;

agent:EmsCollector;cluster:add
561f7-7a66-112-9699-
123478563412;node:9zc4fbd1-
79d0-11e2-b141-
417dR3ecf407:

monitor.chassisPowerSupply.degraded: Chassis power supply 1 1s degraded: PSU1 Power Output has failed

menitor.chassisPowerSupply.degraded: Chassis power supply 11s degraded: PSUL has failed

monitor.chassisPowerSupply.degraded: Chassis power supply 11s degraded: PSU1 Power Output has failed
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Filtern

EinschlieBen / AusschlieBen

Beim Filtern der Protokolle kénnen Sie wahlen, ob Sie die eingegebenen Zeichenfolgen einschlieBen (d. h.
.Filtern nach®) oder ausschlieBen mdéchten. Ausgeschlossene Zeichenfolgen werden im vervollstandigten
Filter als ,NOT <string>“ angezeigt.

logs.netapp.ems v
Filter By - ems.ems_message_type | |All v X
B _ N | DFilterto @ Exclude e
y MR L
app.log.info '
Chart: Group By - All app.log.notice
arw.vserver.state
4k

Filter, die auf Platzhaltern oder Ausdriicken basieren (z. B. NICHT, ODER, ,Keine“ usw.), werden im Filterfeld
dunkelblau angezeigt. Elemente, die Sie direkt aus der Liste auswahlen, werden hellblau angezeigt.

@ Sie kdnnen jederzeit auf ,Protokollmonitor erstellen” klicken, um einen neuen Monitor basierend
auf dem aktuellen Filter zu erstellen.

Erweiterte Filterung

Wenn Sie in Abfragen oder Dashboard-Widgets nach Text oder Listenwerten filtern, wird Ihnen beim Eintippen
die Option angezeigt, einen Platzhalterfilter basierend auf dem aktuellen Text zu erstellen. Wenn Sie diese
Option auswahlen, werden alle Ergebnisse zurlickgegeben, die mit dem Platzhalterausdruck tUbereinstimmen.
Sie kénnen auch Ausdricke mit NOT, AND oder OR erstellen oder die Option ,Keine* auswahlen, um nach
Nullwerten zu filtern.

Denken Sie daran, Ihre Abfrage friihzeitig und haufig zu speichern, wahrend Sie lhre Filterung
@ erstellen. Bei der erweiterten Abfrage handelt es sich um eine Zeichenfolgeneingabe in ,freier
Form®, und beim Erstellen kdnnen Analysefehler auftreten.

Sehen Sie sich dieses Bildschirmbild an, das gefilterte Ergebnisse fiir eine erweiterte Abfrage des
logs.kubernetes.event-Protokolls zeigt. Auf dieser Seite ist eine Menge los, was unter dem Bild erklart wird:
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Customer-System / Observability / All Log Queries /| Advanced Query Example @© ﬁ'j'g?frzozs "‘q‘_‘l"“_gf?flzozs B save | v
logs.kubernetes.event ¥ Create a Log Monitor
sy [

itterBy el @ Need Help?
(reason:™failed™ AND MOT reason:FailedMount} AND [metadata.namespacermonitoring® AND NOT {metadata.namespace:"cm-monitoring” OR X X

metadata.namespace:"eg-monitoring”}) ;.

Chart: Group By SOUMCE X * | | Show Top * | 10 » | B showOthers

@ Reset Zoom | Bucket: 30 minutes
5

3 | | | |
| | | | |
| | | |
4:00 AM  5:00AM  3:00 AM T0:00 12:00PM 2:00PM  4:00PM &00PM  B:0GPM 10:00 PM  Aug 26 2:00 AM  4:00 AM 600 AM  B:00AM  T10:00
AM AM
Legend
Log Entries @ Last updated 08/20/2023 9:54:13 AM (&)
timestamp source message metadata.namespace T reason
08/26/2023 8:40:28 AM kubernetes_clusterieg- Error: context deadline k3s-cm-monitoring Failed =
stream;namespace:33594- excesded
monitoring;pod_name:event-
exporter-5db&7db9%5-bxmki;
08/26/2023 8:40:28 AM kubernetes_clusterieg- Error: context deadline k3s-cm-monitoring Failed
stream;namespace:ph- excesded
monitoring:pod_name:event-
exporter-c4446976c-jxrdc;
NAMARINIZ R-AN-20 AM kihernetes rlistereo- Frenes failad tn recene k3s-rm-mnnitnring Failer

1. Diese erweiterte Abfragezeichenfolge filtert nach Folgendem:

o Filtern Sie nach Protokolleintragen mit einem Grund, der das Wort ,fehigeschlagen® enthalt, aber nicht
nach Eintragen mit dem spezifischen Grund ,FailedMount®.

o Schliel3en Sie alle Eintrage ein, die auch einen metadata.namespace mit dem Wort ,monitoring*
enthalten, schlieRen Sie jedoch die spezifischen Namespaces ,,cm-monitoring“ oder ,eg-monitoring*
aus.

Beachten Sie, dass im obigen Fall sowohl ,cm-monitoring“ als auch ,eg-monitoring“ einen Bindestrich
(,-“) enthalten. Daher missen die Zeichenfolgen in Anflihrungszeichen gesetzt werden, da sonst ein
Analysefehler angezeigt wird. Zeichenfolgen, die keine Bindestriche, Leerzeichen usw. enthalten,
mussen nicht in Anfihrungszeichen gesetzt werden. Versuchen Sie im Zweifelsfall, die Zeichenfolge in
Anflhrungszeichen zu setzen.

2. Die Ergebnisse des aktuellen Filters, einschlieBlich aller ,Filtern nach“-Werte UND des erweiterten
Abfragefilters, werden in der Ergebnisliste angezeigt. Die Liste kann nach allen angezeigten Spalten
sortiert werden. Um zusatzliche Spalten anzuzeigen, wahlen Sie das Zahnradsymbol aus.

3. Das Diagramm wurde vergroRert, um nur Protokollergebnisse anzuzeigen, die innerhalb eines bestimmten
Zeitrahmens aufgetreten sind. Der hier angezeigte Zeitbereich spiegelt die aktuelle Zoomstufe wider.
Wahlen Sie die Schaltflache Zoom zurlicksetzen, um die Zoomstufe wieder auf den aktuellen Data
Infrastructure Insights -Zeitbereich zurlickzusetzen.

4. Die Diagrammergebnisse wurden nach dem Feld Quelle gruppiert. Das Diagramm zeigt die Ergebnisse in
jeder Spalte, gruppiert nach Farben. Wenn Sie mit der Maus Uber eine Spalte im Diagramm fahren, werden
einige Details zu den jeweiligen Eintrdgen angezeigt.
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900 10:00  11:00 12:00 1:00 2:00 3:00 4:00 5
AM AM AM P PM P P P

Friday 08/25/2023 08:51:00 AM

. kubernetes_clustervanillaZs:namespace:dacker- 1 33.33%
monitoring pod_name:event-exporter-
Td468bbfsb-8bzgt;

. kubernetes_cluster:vanillaZs;namespaceieg- 1 33.33%
monitoring: pod_name:event-exporter-
Tedcha66da-xdImb;
kubernetes_clustervanillaZa;namespaceioc-k3s- 1 33.33%
maonitoring: pod_name:event-exporter-
%3d5fcfda-lbgae:
Total E]

Filter verfeinern

Sie kénnen Ihren Filter folgendermalfien verfeinern:

Filter Was es bewirkt

* (Sternchen) ermoglicht Ihnen die Suche nach allem

? (Fragezeichen) erm@glicht die Suche nach einer bestimmten Anzahl
von Zeichen

ODER ermdglicht Ihnen die Angabe mehrerer Entitaten

NICHT ermoglicht es lhnen, Text aus den Suchergebnissen
auszuschlief3en

Keiner sucht in allen Feldern nach NULL-Werten

Nicht * sucht nach NULL-Werten in Nur-Text-Feldern

Wenn Sie eine Filterzeichenfolge in doppelte Anflihrungszeichen setzen, behandelt Insight alles zwischen dem
ersten und letzten Anflhrungszeichen als exakte Ubereinstimmung. Alle Sonderzeichen oder Operatoren
innerhalb der Anfihrungszeichen werden als Literale behandelt. Wenn Sie beispielsweise nach ,** filtern,
werden Ergebnisse zurlickgegeben, die ein Sternchen sind. Das Sternchen wird in diesem Fall nicht als
Platzhalter behandelt. Die Operatoren OR und NOT werden auch als Literalzeichenfolgen behandelt, wenn sie
in doppelte Anfiihrungszeichen eingeschlossen sind.

Sie kdnnen einen einfachen Filter mit einem erweiterten Abfragefilter kombinieren. Der resultierende Filter ist
ein ,UND" der beiden.

Die Chart-Legende

Auch die Legende unter dem Diagramm halt einige Uberraschungen bereit. Fiir jedes in der Legende
angezeigte Ergebnis (basierend auf dem aktuellen Filter) haben Sie die Méglichkeit, nur Ergebnisse fir diese
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Zeile anzuzeigen (Filter hinzufligen) oder alle Ergebnisse anzuzeigen, die NICHT fiir diese Zeile gelten
(Ausschlussfilter hinzufligen). Das Diagramm und die Liste der Protokolleintrage werden aktualisiert, um die

Ergebnisse basierend auf Ihrer Auswahl anzuzeigen. Um diese Filterung zu entfernen, 6ffnen Sie die Legende

erneut und wahlen Sie das [X] aus, um den legendenbasierten Filter zu I6schen.

Legend

27.78% =

()]

B kubemnetes_cluster:vanil = .=
la25;namespace:docker-
monitoring;pod_name:e
vent-exporter-
7d468bbf5b-8bzgt;

27.78%

Ln

B kubemnetes_cluster:vanil = .=
la25;namespace:eg-
monitoring;pod_name:e
vent-exporter-
Tocdcbsgede-xd9mbs;

B kubernetes_clustervanil = = 3 16.67%
la25;namespace:oc-k3s-
monitoring;pod_name:e

e et a et

Protokolldetails

Wenn Sie irgendwo in der Liste auf einen Protokolleintrag klicken, wird ein Detailbereich fir diesen Eintrag
geoffnet. Hier kdnnen Sie weitere Informationen zur Veranstaltung finden.

Klicken Sie auf ,Filter hinzufigen®“, um das ausgewahlte Feld zum aktuellen Filter hinzuzufiigen. Die Liste der

Protokolleintrage wird basierend auf dem neuen Filter aktualisiert.

Beachten Sie, dass einige Felder nicht als Filter hinzugefligt werden kdnnen. In diesen Fallen ist das Symbol
.Filter hinzufligen® nicht verfiigbar.
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Log Details X

timestamp
09/20/2021 2:03:36 PM
message

2021-09-20T15:33:36Z E! [processors.execd] stderr: "Total time to process
mountstats file: /hostfs/proc/1/mountstats, was: 05"

id: 22T814532095936T7T0

node_name: ci-auto-dsacg-insights-1.cloudinsights :
Add Filter
dev.netapp.com

source: telegraf-ds-dfcc5
type: logs.kubernetes

=] Kubernetes

kubernetes.anno  telegraf-hostaccess
tations.openshift
JO_SCC:

kubernetes.cont ci-

ainer_hash: registry.nane.openenglab.netapp.com:
M3 talooraf@chad BR-NNhARaTr TR

Fehlerbehebung

Hier finden Sie Vorschlage zur Behebung von Problemen mit Protokollabfragen.

Problem: Versuchen Sie Folgendes:
Ich sehe keine ,Debug“-Meldungen in meiner Debug-Protokollinachrichten werden nicht erfasst. Um
Protokollabfrage die gewlinschten Nachrichten zu erfassen, andern Sie

den Schweregrad der entsprechenden Nachricht auf
die Ebene ,Information®, ,Fehler, ,Alarm®, ,Notfall
oder ,Hinweis".

Identifizieren inaktiver Gerate

Um die richtige Grdfke zu finden und ungenutzte Infrastruktur freizugeben, ist es
entscheidend, die vorhandenen Ressourcen und deren Nutzer zu identifizieren. Sie
konnen nicht ausgelastete Ressourcen problemlos neu zuweisen oder aulder Betrieb
nehmen und unndtige Kaufe vermeiden.

FUhren Sie die folgenden Schritte aus, um inaktive Assets zu identifizieren.

Schritte
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* Navigieren Sie zu Observability > Explore — +Neue Metrikabfrage.
» Wahlen Sie Speicher aus der Dropdown-Liste.

* Klicken Sie auf das Zahnrad und fligen Sie isActive als Spalte hinzu.

Zeilen mit einem Hakchen sind aktiv. ,X* zeigt inaktive Gerate an.

Um inaktive Gerate zu entfernen, wahlen Sie einfach die zu entfernenden Gerate aus und wahlen Sie im
Dropdown-Menu Massenaktionen die Option Inaktive Geréte I6schen.
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