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Daten analysieren
SAN Analyzer — Ubersicht

SAN spielt eine entscheidende Rolle bei der Bewaltigung wichtiger Arbeitslasten, seine
Komplexitat kann jedoch zu erheblichen Ausfallen und Storungen fur die Kunden fuhren.
Mit dem SAN Analyzer von DIl wird die SAN-Verwaltung einfacher und effizienter. Dieses
leistungsstarke Tool bietet End-to-End-Sichtbarkeit und bildet Abhangigkeiten von
VM/Host uber Netzwerk bis hin zu LUN und Speicher ab. Durch die Bereitstellung einer
interaktiven Topologiekarte ermoglicht Innen SAN Analyzer, Probleme zu lokalisieren,
Anderungen zu verstehen und das Verstandnis des Datenflusses zu verbessern.
Optimieren Sie die SAN-Verwaltung in komplexen IT-Umgebungen mit SAN Analyzer und
erhohen Sie lhre Transparenz bei Block-Workloads.
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Untersuchen Sie die Verbindungen zwischen lhren Assets

Wahlen Sie Beobachtbarkeit > Analysieren > SAN-Analysator, um den SAN-Analysator anzuzeigen. Legen
Sie einen Filter fur Anwendung, Host, Fabric und/oder Speicher fest. Die Karte fiir die Objekte wird angezeigt
und zeigt verbundene Objekte. Bewegen Sie den Mauszeiger Gber ein Objekt, um die Verkehrsmetriken flr
diese Verbindungen anzuzeigen.
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Die meisten SAN Analyzer-Filter (einschlieB3lich derer, die Sie hinzufigen kénnen) sind
kontextbezogen. Wenn Sie in einem dieser Filter ein Objekt auswahlen, werden die in den

anderen Filter-Dropdowns angezeigten Auswahlmaoglichkeiten im Kontext des bzw. der

ausgewahlten Objekte aktualisiert. Die einzigen Ausnahmen hiervon sind Anwendung, Port und
Switch; diese Filter sind nicht kontextbezogen.

Durch Klicken auf ein Objekt oder eine Gruppe wird ein Slideout-Fenster getffnet, das zusatzliche Details zum
Objekt und seinen Verbindungen bietet. Das Slideout-Panel zeigt eine Zusammenfassung mit Details zum
ausgewahlten Objekt (z. B. IP, Hypervisor, Connected Fabrics usw., je nach Objekttyp) und Diagramme mit
Metriken fiir das Objekt wie Latenz oder IOPS sowie gegebenenfalls Anderungen und Warnungen. Sie kénnen
bei Bedarf auch die Anzeige von Metriken fur die am starksten korrelierten Objekte in den Diagrammen

auswahlen.

Zusatzlich zur Registerkarte ,Zusammenfassung“ werden im Slideout-Bereich Registerkarten fiir Dinge wie
Portdetails oder Zoneninformationen angezeigt, je nachdem, was fiir das ausgewahlte Objekt zutrifft.
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Wenn lhre Umgebung tber unterschiedliche Protokolle verfligt, kdnnen Sie nach iSCSI oder FC filtern:



Observability / Analyze / SAN Analyzer
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Wenn lhre Umgebung iSCSI-Gerate umfasst, werden durch Bewegen des Mauszeigers Uber das iSCS/-Objekt
die Verbindungen hervorgehoben, die mit den entsprechenden iSCSI-Geraten in Zusammenhang stehen.
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Tipps zur Fehlerbehebung

Wenn Probleme auftreten, kdnnen Sie Folgendes versuchen:



Problem: Versuchen Sie Folgendes:

Ich sehe <0, =0 oder >0 in der Legende flir Metriken  Dies kann in sehr seltenen Fallen passieren, wenn die

wie trafficUtilization oder trafficRate. Metrikwerte weniger als zwei Dezimalstellen
aufweisen, beispielsweise 0,000123. Eine
Erweiterung des Zeitfensters kann dabei helfen, die
Metrik effektiver zu analysieren.

VM Analyzer — Ubersicht

Mit dem VM Analyzer von DIl wird die Verwaltung lhrer virtuellen Assets einfacher und
effizienter. Dieses leistungsstarke Tool bietet End-to-End-Sichtbarkeit und ordnet
Abhangigkeiten von VMDK/VM Uber Host und Datastore bis hin zu internem
Volume/Volume und Speicher zu.

Durch die Bereitstellung einer interaktiven Topologiekarte ermdglicht Ihnen VM Analyzer, Probleme zu
lokalisieren, Anderungen zu verstehen und das Versténdnis des Datenflusses zu verbessern. Optimieren Sie
die VM-Verwaltung und erhéhen Sie lhre Transparenz bei virtuellen Workloads.
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Untersuchen Sie die Verbindungen zwischen lhren Assets

Wahlen Sie Beobachtbarkeit > Analysieren > VM-Analysator, um den VM-Analysator anzuzeigen. Legen
Sie einen Filter fir Anwendung, virtuelle Maschine, Volume, internes Volume fest oder fligen Sie lhre eigenen
Filter hinzu. Die Karte fur die Objekte wird angezeigt und zeigt verbundene Objekte. Bewegen Sie den
Mauszeiger Uber ein Objekt, um die Verkehrsmetriken fir diese Verbindungen anzuzeigen.
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Die meisten VM Analyzer-Filter (einschlieRlich derer, die Sie hinzufiigen kénnen) sind

@ kontextbezogen. Wenn Sie in einem dieser Filter ein Objekt auswahlen, werden die in den
anderen Filter-Dropdowns angezeigten Auswahlmoglichkeiten im Kontext mit dem bzw. den
ausgewahlten Objekten aktualisiert.

Durch Klicken auf ein Objekt oder eine Gruppe wird ein Slideout-Fenster getffnet, das zusatzliche Details zum
Objekt und seinen Verbindungen bietet. Das Slideout-Panel zeigt eine Zusammenfassung mit Details zum
ausgewahlten Objekt (z. B. Durchsatz oder Auslastung, je nach Objekttyp) sowie Diagramme mit Metriken fir
das Objekt wie Latenz oder IOPS. Uber zusétzliche Registerkarten kdnnen Sie zugehérige zusatzliche
Ressourcen oder Anderungen und Warnungen erkunden. Sie kénnen bei Bedarf auch die Anzeige von
Metriken flr die am starksten korrelierten oder konkurrierenden Objekte in den Diagrammen auswahlen.

Sehen Sie es in Aktion

Vereinfachte Fehlerbehebung mit VM Analyzer (Video), Fenster=Spater lesen

Uberwachen des Infrastrukturzustands

Data Infrastructure Insights bietet eine umfassende Uberwachung der
Infrastrukturintegritat, die Leistung, Kapazitat, Konfiguration und Komponentenstatus
Ihrer Speicherumgebung verfolgt. Die Integritatswerte werden auf Grundlage von
Monitorwarnungen in diesen Kategorien berechnet. So erhalten Sie einen einheitlichen
Uberblick liber die Systemintegritat und kdnnen Probleme proaktiv I6sen.

Das Dashboard ,,Infrastructure Health“
@ Die Uberwachung des Infrastrukturzustands ist ein"Vorschau" Funktion und kann sich andern.

Navigieren Sie zu Beobachtbarkeit > Analysieren und wahlen Sie Infrastrukturzustand aus. Das
Dashboard bietet einen Uberblick Gber den Zustand lhres Systems, basierend auf den unten erluterten
Alarmkategorien und Bewertungen des Monitors. Legen Sie oben Filter fest, um den Fokus lhrer Untersuchung
einzugrenzen.


https://media.netapp.com/video-detail/0e62b784-8456-5ef7-8879-f0352135a0f1/simplified-troubleshooting-with-vm-analyzer
concept_preview_features.html
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StandardmaRig werden Integritdtswerte nach Rechenzentrum gruppiert. Sie kdnnen die Gruppierung
auswabhlen, die fur lhre Sitzung am besten geeignet ist.

Konfigurieren Sie Monitore zur Uberwachung der Infrastrukturintegritit

Die Integritatswerte werden durch Warnungen bestimmt, die fiir die Einbeziehung in die Berechnung der
Systemintegritat konfiguriert sind.

Beim Erstellen eines Monitors flr ein Infrastrukturobjekt kdnnen Sie auswahlen, ob Warnungen vom Monitor in
die Berechnungen einbezogen werden sollen. Erweitern Sie unten auf dem Bildschirm die erweiterte
Konfiguration und wahlen Sie ,In Infrastrukturzustandsberechnung einbeziehen* aus. Wahlen Sie eine
Kategorie aus, auf die die Berechnung fiir den Monitor angewendet werden soll:

+ Komponentenzustand — Lifterausfall, Serviceprozessor offline usw.

 Leistungszustand — hohe Speicherknotenauslastung, anormale Spitze der Knotenlatenz usw.

« Kapazitatszustand — Speicherpoolkapazitat fast voll, nicht gentigend Speicherplatz fir LUN-Snapshot
usw.

» Konfigurationsintegritiat — Cloud-Ebene nicht erreichbar, SnapMirror -Beziehung nicht synchron usw.
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Gesundheitswerte erklart

Die Punktzahlen werden auf einer Skala von 0 bis 100 angegeben, wobei 100 fir volle Gesundheit steht.
Uberwachte Infrastrukturobjekte, bei denen derzeit oder in letzter Zeit Probleme aufgetreten sind, senken
diesen Wert entsprechend den folgenden gewichteten Durchschnittswerten:

+ Komponenten, Leistung oder Kapazitat: jeweils 30 %

» Konfiguration: 10 %
Die Integritatswerte werden durch Warnungen beeinflusst, die von den Monitoren generiert werden, die Sie flr
die Berucksichtigung in der Berechnung der Infrastrukturintegritat konfiguriert haben. Dies geschieht auf
folgende Weise:

* Kritische Warnungen senken den Gesundheitswert um das volle Kategoriegewicht

» Warnmeldungen senken die Punktzahl um die Hélfte des Kategoriegewichts.

Wenn flr bestimmte Kategorien keine Meldungen vorliegen, wird der gewichtete Durchschnitt entsprechend
angepasst.

Beispiel: 1 kritischer Alarm bei Komponenten (-30) und 1 Warnalarm bei Leistung (50 % von 30 = -15) ergeben
einen Integritatswert von 55 (100 minus 45).

Wenn die Warnungen behoben werden, verschwinden diese Gesundheitsbewertungsminderungen allmahlich
und die Bewertung erholt sich innerhalb von zwei Stunden vollstandig.
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