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Aktivieren Sie das Scannen lhrer Datenquellen

Scannen Sie Datenquellen mit NetApp Data Classification

NetApp Data Classification scannt die Daten in den von Ihnen ausgewahlten Repositories
(Volumes, Datenbankschemata oder andere Benutzerdaten), um personliche und
vertrauliche Daten zu identifizieren. Die Datenklassifizierung ordnet dann lhre
Organisationsdaten zu, kategorisiert jede Datei und identifiziert vordefinierte Muster in
den Daten. Das Ergebnis des Scans ist ein Index mit personlichen Informationen,
sensiblen personlichen Informationen, Datenkategorien und Dateitypen.

Nach dem ersten Scan scannt die Datenklassifizierung lhre Daten kontinuierlich im Round-Robin-Verfahren,
um inkrementelle Anderungen zu erkennen. Aus diesem Grund ist es wichtig, die Instanz am Laufen zu halten.

Sie kdnnen Scans auf Volume-Ebene oder auf Datenbankschemaebene aktivieren und deaktivieren.

Was ist der Unterschied zwischen Mapping- und Klassifizierungsscans?

Sie kdnnen in der Datenklassifizierung zwei Arten von Scans durchfiihren:

+ Nur-Mapping-Scans bieten nur einen allgemeinen Uberblick tiber Inre Daten und werden fiir ausgewanhlte
Datenquellen durchgefiihrt. Scans, die nur eine Zuordnung vornehmen, bendétigen weniger Zeit als Scans,
die eine Zuordnung und Klassifizierung vornehmen, da sie nicht auf Dateien zugreifen, um die darin
enthaltenen Daten anzuzeigen. Moglicherweise mdochten Sie dies zunachst tun, um Forschungsbereiche
zu identifizieren und dann einen Map & Classify-Scan fir diese Bereiche durchzuflhren.

* Map & Classify-Scans ermoglichen ein grindliches Scannen |hrer Daten.

Die folgende Tabelle zeigt einige der Unterschiede:

Funktion Scans zuordnen und Nur-Mapping-Scans
klassifizieren

Scangeschwindigkeit Langsam Schnell

Preise Frei Frei

Kapazitat Begrenzt auf 500 TiB* Begrenzt auf 500 TiB*

Liste der Dateitypen und der verwendeten Kapazitat Ja Ja

Anzahl der Dateien und genutzte Kapazitat Ja Ja

Alter und GroéRe der Dateien Ja Ja

Fahigkeit zur Ausfihrung eines"Datenzuordnungsbericht” Ja Ja

Seite ,Datenuntersuchung® zum Anzeigen von Dateidetails Ja Nein

Suchen nach Namen in Dateien Ja Nein

Erstellen"gespeicherte Abfragen" die benutzerdefinierte Ja Nein

Suchergebnisse bereitstellen
Méoglichkeit, andere Berichte auszuflhren Ja Nein

Moglichkeit, Metadaten aus Dateien anzuzeigen** Nein Ja


task-controlling-governance-data.html
task-using-policies.html

* Die Datenklassifizierung setzt keine Begrenzung fir die Datenmenge, die gescannt werden kann. Jeder
Konsolenagent unterstitzt das Scannen und Anzeigen von 500 TiB Daten. Um mehr als 500 TiB Daten zu
scannen,"einen anderen Konsolenagenten installieren" Dann"eine weitere Data Classification-Instanz
bereitstellen" . + Die Konsolen-Benutzeroberflache zeigt Daten von einem einzelnen Connector an. Tipps zum
Anzeigen von Daten von mehreren Konsolenagenten finden Sie unter"Arbeiten mit mehreren
Konsolenagenten" .

** Die folgenden Metadaten werden wahrend Mapping-Scans aus Dateien extrahiert:

» System

» Systemtyp

» Speicherrepository

» Dateityp

* Genutzte Kapazitat

* Anzahl der Dateien

» Dateigrofle

» Dateierstellung

* Letzter Dateizugriff

» Datei zuletzt geandert
* Uhrzeit der Dateierkennung

« Berechtigungsextraktion


https://docs.netapp.com/us-en/console-setup-admin/concept-connectors.html#connector-installation
task-deploy-overview.html
task-deploy-overview.html
https://docs.netapp.com/us-en/console-setup-admin/task-manage-multiple-connectors.html#switch-between-connectors
https://docs.netapp.com/us-en/console-setup-admin/task-manage-multiple-connectors.html#switch-between-connectors

Unterschiede im Governance-Dashboard:

Funktion Kartieren und Karte
klassifizieren

Veraltete Daten Ja Ja
Nicht-geschaftliche Daten Ja Ja
Duplizierte Dateien Ja Ja
Vordefinierte gespeicherte Abfragen Ja Nein
StandardmaRig gespeicherte Abfragen Ja Ja
DDA-Bericht Ja Ja
Mapping-Bericht Ja Ja
Erkennung der Empfindlichkeitsstufe Ja Nein
Sensible Daten mit umfassenden Ja Nein
Berechtigungen

Berechtigungen 6ffnen Ja Ja
Alter der Daten Ja Ja
Datenmenge Ja Ja
Kategorien Ja Nein
Dateitypen Ja Ja

Unterschiede im Compliance-Dashboard:

Funktion Kartieren und Karte
klassifizieren

Personliche Informationen Ja Nein
Sensible personliche Informationen Ja Nein
Bericht zur Bewertung des Ja Nein

Datenschutzrisikos
HIPAA-Bericht Ja Nein
PCI DSS-Bericht Ja Nein



Unterschiede bei den Untersuchungsfiltern:

Funktion Kartieren und Karte
klassifizieren

Gespeicherte Abfragen Ja Ja
Systemtyp Ja Ja
System Ja Ja
Speicherrepository Ja Ja
Dateityp Ja Ja
Dateigroile Ja Ja
Erstellungszeit Ja Ja
Entdeckte Zeit Ja Ja
Zuletzt geandert Ja Ja
Letzter Zugriff Ja Ja
Berechtigungen 6ffnen Ja Ja
Dateiverzeichnispfad Ja Ja
Kategorie Ja Nein
Empfindlichkeitsstufe Ja Nein
Anzahl der Kennungen Ja Nein
personenbezogene Daten Ja Nein
Sensible personenbezogene Daten Ja Nein
Betroffene Person Ja Nein
Duplikate Ja Ja
Klassifizierungsstatus Ja Der Status ist immer
.Eingeschrankte Einblicke®

Scan-Analyseereignis Ja Ja
Datei-Hash Ja Ja
Anzahl der Benutzer mit Zugriff Ja Ja
Benutzer-/Gruppenberechtigungen Ja Ja
Dateieigentimer Ja Ja
Verzeichnistyp Ja Ja

Amazon FSx nach ONTAP -Volumes mit NetApp Data
Classification scannen

Fuhren Sie einige Schritte aus, um Amazon FSx mit NetApp Data Classification nach



ONTAP -Volumes zu scannen.

Bevor Sie beginnen

« Sie bendtigen einen aktiven Konsolenagenten in AWS, um die Datenklassifizierung bereitzustellen und zu
verwalten.

 Die Sicherheitsgruppe, die Sie beim Erstellen des Systems ausgewahlt haben, muss Datenverkehr von der
Data Classification-Instanz zulassen. Sie kdnnen die zugehdrige Sicherheitsgruppe mithilfe der mit dem
FSx for ONTAP Dateisystem verbundenen ENI finden und mithilfe der AWS Management Console
bearbeiten.

"AWS-Sicherheitsgruppen fir Linux-Instanzen"
"AWS-Sicherheitsgruppen fir Windows-Instances"
"Elastische AWS-Netzwerkschnittstellen (ENI)"

« Stellen Sie sicher, dass die folgenden Ports fir die Data Classification-Instanz geéffnet sind:
o Fur NFS — Ports 111 und 2049.
o Fur CIFS — Ports 139 und 445.
Bereitstellen der Datenklassifizierungsinstanz

"Datenklassifizierung bereitstellen"wenn noch keine Instanz bereitgestellt ist.

Sie sollten die Datenklassifizierung im selben AWS-Netzwerk bereitstellen wie den Konsolenagenten fir AWS
und die FSx-Volumes, die Sie scannen mochten.

Hinweis: Die Bereitstellung der Datenklassifizierung an einem lokalen Standort wird beim Scannen von FSx-
Volumes derzeit nicht unterstitzt.

Upgrades der Datenklassifizierungssoftware erfolgen automatisiert, solange die Instanz Uber eine
Internetverbindung verfiigt.

Aktivieren Sie die Datenklassifizierung in lhren Systemen
Sie kénnen die Datenklassifizierung flr FSx fur ONTAP -Volumes aktivieren.

1. In der NetApp Console: Governance > Klassifizierung.

2. Wahlen Sie im Menu ,Datenklassifizierung® die Option ,Konfiguration“ aus.

Filter by: S3 E] Clear filters

mjulia
Amazon FSx for ONTAP

Map all Volumes Map & Classify all Volumes

Or select scanning type per each volume



https://docs.aws.amazon.com/AWSEC2/latest/UserGuide/security-group-rules.html
https://docs.aws.amazon.com/AWSEC2/latest/WindowsGuide/security-group-rules.html
https://docs.aws.amazon.com/AWSEC2/latest/UserGuide/using-eni.html
https://docs.netapp.com/de-de/data-services-data-classification/task-deploy-cloud-compliance.html

3. Wahlen Sie aus, wie Sie die Volumes in jedem System scannen mdéchten. "Erfahren Sie mehr Uber
Mapping- und Klassifizierungsscans":

o Um alle Volumes zuzuordnen, wahlen Sie Alle Volumes zuordnen.

o Um alle Volumes zuzuordnen und zu klassifizieren, wahlen Sie Alle Volumes zuordnen und
klassifizieren.

> Um das Scannen fir jedes Volume anzupassen, wahlen Sie Oder wahlen Sie den Scantyp fiir jedes
Volume aus und wahlen Sie dann die Volumes aus, die Sie zuordnen und/oder klassifizieren mdchten.

4. Wahlen Sie im Bestatigungsdialogfeld Genehmigen aus, damit die Datenklassifizierung mit dem Scannen
Ihrer Datentrager beginnt.

Ergebnis

Die Datenklassifizierung beginnt mit dem Scannen der von lhnen im System ausgewahlten Volumes. Die
Ergebnisse stehen im Compliance-Dashboard zur Verfligung, sobald die Datenklassifizierung die ersten Scans
abgeschlossen hat. Die daflir bendtigte Zeit hangt von der Datenmenge ab und kann einige Minuten oder
Stunden betragen. Sie kdnnen den Fortschritt des ersten Scans verfolgen, indem Sie zum Menu
Konfiguration navigieren und dann die Systemkonfiguration auswahlen. Verfolgen Sie den Fortschritt jedes
Scans in der Fortschrittsleiste. Sie kdnnen mit der Maus Uber die Fortschrittsleiste fahren, um die Anzahl der
gescannten Dateien im Verhaltnis zur Gesamtzahl der Dateien im Volume anzuzeigen.

* Wenn Data Classification keine Schreibberechtigungen fiir Attribute in CIFS oder
Schreibberechtigungen in NFS hat, scannt das System die Dateien in Ihren Volumes
standardmafig nicht, da Data Classification die ,letzte Zugriffszeit” nicht auf den
ursprunglichen Zeitstempel zurtcksetzen kann. Wenn es lhnen egal ist, ob die letzte
Zugriffszeit zurlickgesetzt wird, wahlen Sie Oder wahlen Sie den Scantyp fiir jedes

@ Volume aus. Auf der resultierenden Seite konnen Sie eine Einstellung aktivieren, sodass
die Datenklassifizierung die Volumes unabhangig von den Berechtigungen scannt.

* Die Datenklassifizierung scannt nur eine Dateifreigabe unter einem Volume. Wenn lhre
Volumes mehrere Freigaben enthalten, missen Sie diese anderen Freigaben separat als
Freigabegruppe scannen. "Weitere Einzelheiten zu dieser
Datenklassifizierungsbeschrankung" .

Uberpriifen Sie, ob die Datenklassifizierung Zugriff auf die Volumes hat.

Stellen Sie sicher, dass die Datenklassifizierung auf Volumes zugreifen kann, indem Sie lhre Netzwerk-,
Sicherheitsgruppen- und Exportrichtlinien Gberprifen.

Sie mussen Data Classification CIFS-Anmeldeinformationen bereitstellen, damit es auf CIFS-Volumes
zugreifen kann.

Schritte
1. Wahlen Sie im MenU ,Datenklassifizierung” die Option ,Konfiguration“ aus.

2. Wabhlen Sie auf der Konfigurationsseite Details anzeigen aus, um den Status zu lGberprifen und etwaige
Fehler zu beheben.

Das folgende Bild zeigt beispielsweise ein Volume, das Data Classification aufgrund von
Netzwerkverbindungsproblemen zwischen der Data Classification-Instanz und dem Volume nicht scannen
kann.


https://docs.netapp.com/de-de/data-services-data-classification/concept-classification.html#whats-the-difference-between-mapping-and-classification-scans
https://docs.netapp.com/de-de/data-services-data-classification/concept-classification.html#whats-the-difference-between-mapping-and-classification-scans
https://docs.netapp.com/de-de/data-services-data-classification/reference-limitations.html#data-classification-scans-only-one-share-under-a-volume
https://docs.netapp.com/de-de/data-services-data-classification/reference-limitations.html#data-classification-scans-only-one-share-under-a-volume

s | Storage Repository (Volume) = \ Type + | Status s \ Required Action

Map & Classify jrmclone NFS ® No Access Check network connectivity between the Data Sense ...

3. Stellen Sie sicher, dass zwischen der Data Classification-Instanz und jedem Netzwerk, das Volumes flr
FSx for ONTAP enthalt, eine Netzwerkverbindung besteht.

@ Bei FSx for ONTAP kann die Datenklassifizierung Volumes nur in derselben Region wie die
Konsole scannen.

4. Stellen Sie sicher, dass die NFS-Volume-Exportrichtlinien die IP-Adresse der Data Classification-Instanz
enthalten, damit diese auf die Daten auf jedem Volume zugreifen kann.

5. Wenn Sie CIFS verwenden, stellen Sie der Datenklassifizierung Active Directory-Anmeldeinformationen
zur Verfugung, damit CIFS-Volumes gescannt werden kdnnen.

a. Wahlen Sie im Menu ,Datenklassifizierung® die Option ,Konfiguration“ aus.

b. Wahlen Sie fir jedes System CIFS-Anmeldeinformationen bearbeiten und geben Sie den
Benutzernamen und das Kennwort ein, die Data Classification fur den Zugriff auf CIFS-Volumes auf
dem System bendtigt.

Die Anmeldeinformationen kénnen schreibgeschiitzt sein, durch die Angabe von
Administratoranmeldeinformationen wird jedoch sichergestellt, dass die Datenklassifizierung alle Daten
lesen kann, fur die erweiterte Berechtigungen erforderlich sind. Die Anmeldeinformationen werden auf
der Data Classification-Instanz gespeichert.

Wenn Sie sicherstellen mochten, dass die ,letzten Zugriffszeiten” Ihrer Dateien durch
Datenklassifizierungsscans unverandert bleiben, wird empfohlen, dass der Benutzer Gber
Schreibberechtigungen flr Attribute in CIFS oder Schreibberechtigungen in NFS verfiigt. Konfigurieren
Sie den Active Directory-Benutzer nach Moglichkeit als Teil einer Gbergeordneten Gruppe in der
Organisation, die Uber Berechtigungen fiir alle Dateien verfiigt.

Nachdem Sie die Anmeldeinformationen eingegeben haben, sollte eine Meldung angezeigt werden, dass
alle CIFS-Volumes erfolgreich authentifiziert wurden.

Aktivieren und Deaktivieren von Scans auf Volumes

Sie kénnen Scans auf jedem System jederzeit von der Konfigurationsseite aus starten oder stoppen. Sie
kénnen Scans auch von reinen Mapping-Scans auf Mapping- und Klassifizierungs-Scans umstellen und
umgekehrt. Es wird empfohlen, alle Volumes in einem System zu scannen.

Neue Datentrager, die dem System hinzugefligt werden, werden nur dann automatisch
gescannt, wenn Sie im Uberschriftenbereich die Einstellung Zuordnen oder Zuordnen und

klassifizieren ausgewahlt haben. Wenn Sie im Uberschriftenbereich die Option
Benutzerdefiniert oder Aus einstellen, miissen Sie die Zuordnung und/oder das vollstéandige
Scannen fir jedes neue Volume aktivieren, das Sie dem System hinzufiigen.

Der Schalter oben auf der Seite fiir Scannen bei fehlenden Schreibberechtigungen ist standardmalig
deaktiviert. Dies bedeutet, dass das System die Dateien nicht scannt, wenn Data Classification keine
Schreibberechtigungen fiir Attribute in CIFS oder Schreibberechtigungen in NFS hat, da Data Classification die
Jletzte Zugriffszeit” nicht auf den urspriinglichen Zeitstempel zurticksetzen kann. Wenn es lhnen egal ist, ob die
letzte Zugriffszeit zurtickgesetzt wird, schalten Sie den Schalter auf EIN und alle Dateien werden unabhangig
von den Berechtigungen gescannt. "Mehr erfahren”.


https://docs.netapp.com/de-de/data-services-data-classification/reference-collected-metadata.html#last-access-time-timestamp

Neue Datentrager, die dem System hinzugefligt werden, werden nur dann automatisch
gescannt, wenn Sie im Uberschriftenbereich die Einstellung Zuordnen oder Zuordnen und

@ Klassifizieren festgelegt haben. Wenn die Einstellung fir alle Volumes Benutzerdefiniert oder
Aus ist, mUssen Sie das Scannen fiir jedes neue Volume, das Sie hinzufliigen, manuell
aktivieren.

Volumes selected for Data Classification scan (11/15) Q

Custom

Mapping vs. Classification > Retry All # Edit CIFS Credentials

Scan when missing "write" permissions

Scan = | Storage repository (Volume) = | Type = | Mapping status o= \ Scan progress \ Required Action = \
Paused 2025-07-16 08:51 Mapped 219
Map & Classify bank_statements NFS .
Last full cycle: 2025-07-16 08:50 Classified 219

& ® Finished 2025-10-06 10:29
Map fs_lab: CIFS M d 52K
oy e Last full cycle: 2025-10-06 10:29 APHe

Off cifs_labs_second CIFS

‘ Off cifs_labs_second_insight NFS

Paused 2025-07-15 09:10
datasence NFS Mapped 127K
Last full cycle: 2025-07-15 09:06

Schritte
1. Wahlen Sie im Menu ,Datenklassifizierung® die Option ,Konfiguration“ aus.
2. Wahlen Sie ein System und dann Konfiguration.

3. Um Scans fiir alle Volumes zu aktivieren oder zu deaktivieren, wahlen Sie in der Uberschrift (iber allen
Volumes Zuordnen, Zuordnen und klassifizieren oder Aus.

Um Scans fir einzelne Volumes zu aktivieren oder zu deaktivieren, suchen Sie die Volumes in der Liste
und wahlen Sie dann neben dem Volumenamen Zuordnen, Zuordnen und klassifizieren oder Aus aus.

Ergebnis

Wenn Sie das Scannen aktivieren, beginnt die Datenklassifizierung mit dem Scannen der von Ihnen im System
ausgewahlten Volumes. Die Ergebnisse werden im Compliance-Dashboard angezeigt, sobald die
Datenklassifizierung mit dem Scan beginnt. Die Dauer des Scans hangt von der Datenmenge ab und kann
zwischen Minuten und Stunden liegen.

Scannen von Datenschutzvolumes

StandardmaRig werden Datenschutzvolumes (DP) nicht gescannt, da sie nicht extern verfligbar sind und die
Datenklassifizierung nicht auf sie zugreifen kann. Dies sind die Zielvolumes fir SnapMirror -Vorgange von
einem FSx fir ONTAP Dateisystem.

Zunachst werden diese Volumes in der Volumeliste als Typ DP mit dem Status Nicht scannen und der
Erforderlichen Aktion Zugriff auf DP-Volumes aktivieren identifiziert.



‘Working Environment Name’ Configuration Q,

27 /28 Volumes selected for compliance scan

off m Map & Classify Learn about the differences -

Scan when missing “write attributes” permissions @

Enable Access to DP Violumes & Edit CIFS Credentials

+ | Storage Repositary (Volume) : | Required Action

| off Ma Map & Classify VolumeNamet DP ® ot Scanning Enable access to DF Volumes @

Wil Map & Classify VolumeNamez NFS @ Continuosly Scanning

off Map & Classify | VolumeMame3 CIFS & NotScanning

Schritte
Wenn Sie diese Datenschutzvolumes scannen mochten:

1. Wahlen Sie im Menu ,Datenklassifizierung® die Option ,Konfiguration“ aus.
2. Wahlen Sie oben auf der Seite Zugriff auf DP-Volumes aktivieren aus.
3. Uberpriifen Sie die Bestatigungsnachricht und wéahlen Sie erneut Zugriff auf DP-Volumes aktivieren.

> Volumes, die urspringlich als NFS-Volumes im Quell-FSx fir ONTAP -Dateisystem erstellt wurden,
sind aktiviert.

o FUr Volumes, die urspringlich als CIFS-Volumes im Quelldateisystem FSx for ONTAP erstellt wurden,
mussen Sie CIFS-Anmeldeinformationen eingeben, um diese DP-Volumes zu scannen. Wenn Sie
bereits Active Directory-Anmeldeinformationen eingegeben haben, damit Data Classification CIFS-
Volumes scannen kann, kdnnen Sie diese Anmeldeinformationen verwenden oder einen anderen Satz
von Administratoranmeldeinformationen angeben.

Provide Active Directory Credentials Provide Active Directory Credentials

@ Use existing CIFS Scanning Credentials jusert@domain2) | () Use Custom Credentials (O Use existing CIFS Scanning Credentials (user1 @domain2) | (@ Use Custom Credentials
Active Directory Domain ) DNS P Address () Username ) Password

DP Volumes, created fram a SnapMirror refationship, do not allow external Active Directory Domain @) DNS IP Address @)

access by default. Continuing will create NFS shares from DP Valumes which
have been activated for Data Sense. The shares’ export policies will allow access

anly from the Cloud Data Sense instance, Learn More
DP Volumes; created from a SnapMirror relationship, do not allow external

access by default. Continuing will create NF5 shares from DP Volumes which

Enable Access to DF Volumes Cancel | have been activated for Data Sense. The shares’ export policies will allow access

only from the Cloud Data Senseinstance. Learn More

Enable Access to DP Volumes | Cancel

4. Aktivieren Sie jedes DP-Volume, das Sie scannen mdchten.

Ergebnis

Nach der Aktivierung erstellt die Datenklassifizierung eine NFS-Freigabe aus jedem DP-Volume, das zum
Scannen aktiviert wurde. Die Freigabeexportrichtlinien erlauben nur den Zugriff von der
Datenklassifizierungsinstanz.

Wenn Sie beim ersten Aktivieren des Zugriffs auf DP-Volumes keine CIFS-Datensicherungsvolumes hatten
und spater welche hinzufligen, wird oben auf der Konfigurationsseite die Schaltflache Zugriff auf CIFS DP
aktivieren angezeigt. Wahlen Sie diese Schaltflache und fligen Sie CIFS-Anmeldeinformationen hinzu, um
den Zugriff auf diese CIFS-DP-Volumes zu ermoglichen.



Active Directory-Anmeldeinformationen werden nur in der Speicher-VM des ersten CIFS-DP-

@ Volumes registriert, daher werden alle DP-Volumes auf dieser SVM gescannt. Bei Volumes, die
sich auf anderen SVMs befinden, sind die Active Directory-Anmeldeinformationen nicht
registriert, sodass diese DP-Volumes nicht gescannt werden.

Scannen von Azure NetApp Files Volumes mit NetApp Data
Classification

Fuhren Sie einige Schritte aus, um mit der NetApp Data Classification fur Azure NetApp
Files zu beginnen.

Ermitteln Sie das Azure NetApp Files -System, das Sie scannen mochten.

Wenn das Azure NetApp Files -System, das Sie scannen mdéchten, nicht bereits als System in der NetApp
Console vorhanden ist,"fligen Sie es auf der Seite ,Systeme” hinzu" .

Bereitstellen der Datenklassifizierungsinstanz

"Datenklassifizierung bereitstellen"wenn noch keine Instanz bereitgestellt ist.

Die Datenklassifizierung muss beim Scannen von Azure NetApp Files Volumes in der Cloud bereitgestellt
werden und zwar in derselben Region wie die Volumes, die Sie scannen mochten.

Hinweis: Die Bereitstellung der Datenklassifizierung an einem lokalen Standort wird beim Scannen von Azure
NetApp Files -Volumes derzeit nicht unterstitzt.

Aktivieren Sie die Datenklassifizierung in lhren Systemen

Sie kdnnen die Datenklassifizierung auf Inren Azure NetApp Files Volumes aktivieren.

1. Wahlen Sie im Menu ,Datenklassifizierung® die Option ,Konfiguration“ aus.

View Dashboard *
Configuration

@ Azure Netapp Files

Azure MetApp Files

Map all volumaes Map & Classify all Volumes

Or select scanning type for each volume

2. Wahlen Sie aus, wie Sie die Volumes in jedem System scannen mdéchten. "Erfahren Sie mehr Uber
Mapping- und Klassifizierungsscans":

o Um alle Volumes zuzuordnen, wahlen Sie Alle Volumes zuordnen.

o Um alle Volumes zuzuordnen und zu klassifizieren, wahlen Sie Alle Volumes zuordnen und
klassifizieren.

o Um das Scannen fir jedes Volume anzupassen, wahlen Sie Oder wahlen Sie den Scantyp fiir jedes
Volume aus und wahlen Sie dann die Volumes aus, die Sie zuordnen oder zuordnen und klassifizieren
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mochten.

SehenAktivieren oder Deaktivieren von Scans auf Volumes fiir Details.
3. Wahlen Sie im Bestatigungsdialogfeld Genehmigen aus.

Ergebnis

Die Datenklassifizierung beginnt mit dem Scannen der von lhnen im System ausgewahlten Volumes. Die
Ergebnisse sind im Compliance-Dashboard verfiigbar, sobald die Datenklassifizierung die ersten Scans
abgeschlossen hat. Die daflir bendtigte Zeit hangt von der Datenmenge ab und kann einige Minuten oder
Stunden betragen. Sie kdnnen den Fortschritt des ersten Scans verfolgen, indem Sie zum MenU
Konfiguration navigieren und dann die Systemkonfiguration auswahlen. Die Datenklassifizierung zeigt fur
jeden Scan einen Fortschrittsbalken an. Sie konnen mit der Maus tber den Fortschrittsbalken fahren, um die
Anzahl der gescannten Dateien im Verhaltnis zur Gesamtzahl der Dateien im VVolume anzuzeigen.

* Wenn Data Classification keine Schreibberechtigungen fir Attribute in CIFS oder Schreibberechtigungen in
NFS hat, scannt das System die Dateien in lhren Volumes standardmaf3ig nicht, da Data Classification die
Jletzte Zugriffszeit* nicht auf den urspriinglichen Zeitstempel zurticksetzen kann. Wenn es lhnen egal ist,
ob die letzte Zugriffszeit zurickgesetzt wird, wahlen Sie Oder wéahlen Sie den Scantyp fiir jedes Volume
aus. Auf der resultierenden Seite kdnnen Sie eine Einstellung aktivieren, sodass die Datenklassifizierung
die Volumes unabhangig von den Berechtigungen scannt.

» Die Datenklassifizierung scannt nur eine Dateifreigabe unter einem Volume. Wenn lhre Volumes mehrere
Freigaben enthalten, missen Sie diese anderen Freigaben separat als Freigabegruppe scannen. "Erfahren
Sie mehr Uber diese Einschrankung der Datenklassifizierung" .

Uberpriifen Sie, ob die Datenklassifizierung Zugriff auf die Volumes hat.

Stellen Sie sicher, dass die Datenklassifizierung auf Volumes zugreifen kann, indem Sie Ihre Netzwerk-,
Sicherheitsgruppen- und Exportrichtlinien Gberprifen. Sie missen Data Classification CIFS-
Anmeldeinformationen bereitstellen, damit es auf CIFS-Volumes zugreifen kann.

@ Bei Azure NetApp Files kann die Datenklassifizierung nur Volumes in derselben Region wie die
Konsole scannen.

Checklist

« Stellen Sie sicher, dass zwischen der Data Classification-Instanz und jedem Netzwerk, das Volumes fir
Azure NetApp Files enthalt, eine Netzwerkverbindung besteht.

« Stellen Sie sicher, dass die folgenden Ports fir die Data Classification-Instanz gedéffnet sind:
o Far NFS — Ports 111 und 2049.
o Fur CIFS — Ports 139 und 445.

« Stellen Sie sicher, dass die NFS-Volume-Exportrichtlinien die IP-Adresse der Data Classification-Instanz
enthalten, damit diese auf die Daten auf jedem Volume zugreifen kann.

Schritte
1. Wahlen Sie im MenU ,Datenklassifizierung” die Option ,Konfiguration“ aus.

a. Wenn Sie CIFS (SMB) verwenden, stellen Sie sicher, dass die Active Directory-Anmeldeinformationen
korrekt sind. Wahlen Sie fur jedes System CIFS-Anmeldeinformationen bearbeiten und geben Sie
dann den Benutzernamen und das Kennwort ein, die Data Classification fir den Zugriff auf CIFS-
Volumes auf dem System bendtigt.
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Die Anmeldeinformationen kénnen schreibgeschiitzt sein. Durch die Angabe von
Administratoranmeldeinformationen wird sichergestellt, dass die Datenklassifizierung alle Daten lesen
kann, fUr die erweiterte Berechtigungen erforderlich sind. Die Anmeldeinformationen werden auf der
Data Classification-Instanz gespeichert.

Wenn Sie sicherstellen mochten, dass die ,letzten Zugriffszeiten” Ihrer Dateien durch
Datenklassifizierungsscans unverandert bleiben, wird empfohlen, dass der Benutzer iber
Schreibberechtigungen flr Attribute in CIFS oder Schreibberechtigungen in NFS verfigt. Konfigurieren
Sie den Active Directory-Benutzer nach Mdglichkeit als Teil einer ibergeordneten Gruppe in der
Organisation, die Uber Berechtigungen fiir alle Dateien verfiigt.

Nachdem Sie die Anmeldeinformationen eingegeben haben, sollte eine Meldung angezeigt werden,
dass alle CIFS-Volumes erfolgreich authentifiziert wurden.

Name; Volumes: CIFS Credentials Status:

Newdatastore » 12 Continuously Scanning e 8 Not Scanning

‘ # Edit CIFS Credentials |

2. Wahlen Sie auf der Konfigurationsseite Details anzeigen aus, um den Status fur jedes CIFS- und NFS-
Volume zu Uberprifen. Korrigieren Sie gegebenenfalls alle Fehler, beispielsweise Probleme mit der
Netzwerkverbindung.

Aktivieren oder Deaktivieren von Scans auf Volumes

Sie kénnen Scans auf jedem System jederzeit von der Konfigurationsseite aus starten oder stoppen. Sie
kénnen Scans auch von reinen Mapping-Scans auf Mapping- und Klassifizierungs-Scans umstellen und
umgekehrt. Es wird empfohlen, alle Volumes in einem System zu scannen.

Neue Datentrager, die dem System hinzugefligt werden, werden nur dann automatisch
gescannt, wenn Sie im Uberschriftenbereich die Einstellung Zuordnen oder Zuordnen und
klassifizieren ausgewahlt haben. Wenn Sie im Uberschriftenbereich die Option
Benutzerdefiniert oder Aus einstellen, missen Sie die Zuordnung und/oder das vollstéandige
Scannen fir jedes neue Volume aktivieren, das Sie dem System hinzufiigen.

Der Schalter oben auf der Seite fiir Scannen bei fehlenden Schreibberechtigungen ist standardmalig
deaktiviert. Dies bedeutet, dass das System die Dateien nicht scannt, wenn Data Classification keine
Schreibberechtigungen fiir Attribute in CIFS oder Schreibberechtigungen in NFS hat, da Data Classification die
Jletzte Zugriffszeit” nicht auf den urspriinglichen Zeitstempel zurticksetzen kann. Wenn es Ihnen egal ist, ob die
letzte Zugriffszeit zurlickgesetzt wird, schalten Sie den Schalter auf EIN und alle Dateien werden unabhangig
von den Berechtigungen gescannt. "Mehr erfahren”.

®
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Neue Datentrager, die dem System hinzugefligt werden, werden nur dann automatisch
gescannt, wenn Sie im Uberschriftenbereich die Einstellung Zuordnen oder Zuordnen und
Klassifizieren festgelegt haben. Wenn die Einstellung fir alle Volumes Benutzerdefiniert oder
Aus ist, mUssen Sie das Scannen fir jedes neue Volume, das Sie hinzufiigen, manuell
aktivieren.
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Volumes selected for Data Classification scan (11/15) Q

Custom ‘ Mapping vs. Classification > Retry All # Edit CIFS Credentials

Scan when missing "write" permissions

Scan 2| storage repository (Volume) 2| Type = Mapping status 2| Scan progress | Required Action 2 |
Paused 2025-07-16 08:51 Mapped 219
bank_statements NFS
Last full cycle: 2025-07-16 08:50 Classified 219
® Finished 2025-10-06 10:29
Map fs_lab: CIFS M d 5.2K
¥r cifslabs Last full cycle: 2025-10-06 10:29 pilis
Off cifs_labs_second CIFS
‘ Off cifs_labs_second_insight NFS
Paused 2025-07-15 09:10
datasence NFS Mapped 127K

Last full cycle: 2025-07-15 09:06

Schritte
1. Wahlen Sie im Menu ,Datenklassifizierung® die Option ,Konfiguration“ aus.
2. Wahlen Sie ein System und dann Konfiguration.
3. Um Scans fiir alle Volumes zu aktivieren oder zu deaktivieren, wahlen Sie in der Uberschrift Giber allen
Volumes Zuordnen, Zuordnen und klassifizieren oder Aus.

Um Scans fir einzelne Volumes zu aktivieren oder zu deaktivieren, suchen Sie die Volumes in der Liste
und wahlen Sie dann neben dem Volumenamen Zuordnen, Zuordnen und klassifizieren oder Aus aus.

Ergebnis

Wenn Sie das Scannen aktivieren, beginnt die Datenklassifizierung mit dem Scannen der von Ihnen im System
ausgewahlten Volumes. Die Ergebnisse werden im Compliance-Dashboard angezeigt, sobald die
Datenklassifizierung mit dem Scan beginnt. Die Dauer des Scans hangt von der Datenmenge ab und kann
zwischen Minuten und Stunden liegen.

Scannen Sie Cloud Volumes ONTAP und lokale ONTAP
Volumes mit NetApp Data Classification

FUhren Sie einige Schritte aus, um mit dem Scannen lhrer Cloud Volumes ONTAP und
lokalen ONTAP Volumes mithilfe der NetApp Data Classification zu beginnen.

Voraussetzungen

Stellen Sie vor dem Aktivieren der Datenklassifizierung sicher, dass Sie Uber eine unterstitzte Konfiguration
verfligen.

* Wenn Sie Cloud Volumes ONTAP und lokale ONTAP -Systeme scannen, die Uber das Internet zuganglich
sind, kénnen Sie"Datenklassifizierung in der Cloud bereitstellen" oder"an einem lokalen Standort mit
Internetzugang"” .

* Wenn Sie lokale ONTAP -Systeme scannen, die an einem Dark Site ohne Internetzugang installiert
wurden, mussen Sie"Stellen Sie die Datenklassifizierung am selben lokalen Standort bereit, der keinen
Internetzugang hat" . Dazu muss der Konsolenagent am selben lokalen Standort bereitgestellt werden.
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Uberpriifen Sie, ob die Datenklassifizierung Zugriff auf die Volumes hat.

Stellen Sie sicher, dass die Datenklassifizierung auf Volumes zugreifen kann, indem Sie lhre Netzwerk-,
Sicherheitsgruppen- und Exportrichtlinien Gberprifen. Sie missen Data Classification CIFS-
Anmeldeinformationen bereitstellen, damit es auf CIFS-Volumes zugreifen kann.

Checklist

 Stellen Sie sicher, dass zwischen der Data Classification-Instanz und jedem Netzwerk, das Volumes fur
Cloud Volumes ONTAP oder lokale ONTAP Cluster enthalt, eine Netzwerkverbindung besteht.

« Stellen Sie sicher, dass die Sicherheitsgruppe fiir Cloud Volumes ONTAP eingehenden Datenverkehr von
der Data Classification-Instanz zulasst.

Sie kdnnen die Sicherheitsgruppe entweder fiir den Datenverkehr von der IP-Adresse der Data
Classification-Instanz 6ffnen oder Sie kdnnen die Sicherheitsgruppe fur den gesamten Datenverkehr
innerhalb des virtuellen Netzwerks 6ffnen.

« Stellen Sie sicher, dass die NFS-Volume-Exportrichtlinien die IP-Adresse der Data Classification-Instanz
enthalten, damit diese auf die Daten auf jedem Volume zugreifen kann.

Schritte
1. Wahlen Sie im Menu ,Datenklassifizierung* die Option ,Konfiguration“ aus.

Governance Compliance Investigation Classification settings Policies Configuration

ONTAPCluster Scan Configuration

Volumes selected for Classification scan (9/13) q

Custom ‘ Mapping vs. Classification © Retry All # [Edit CIFS Credentials

Scan when missing "write" permissions

Scan 4| storage Repository (Volume) 2| Type = Mapping status 4| Scan progress | Required Action 2 |
- — - * Error 2025-01-09 18:53 Mapped 210
Map & Classify | bank_statements NFS
Last full cycle: 2025-01-09 18:48 Classified 210
cifs_labs CIFS
cifs_labs_second CIFS
* Error 2025-01-12 06:11 Mapped 127K
Map & Classify | datasence NFS
- Last full cycle: 2025-01-12 06:06 Classified 127k
* Error 2024-10-10 01:35 Mapped 13
Map & Classify | german_data NFS
- Last full cycle: 2024-10-10 01:29 Classified 13
german_data_share CIFS
1-13 of 13

2. Wenn Sie CIFS verwenden, stellen Sie der Datenklassifizierung Active Directory-Anmeldeinformationen
zur Verfigung, damit CIFS-Volumes gescannt werden kénnen. Wahlen Sie fir jedes System CIFS-
Anmeldeinformationen bearbeiten und geben Sie den Benutzernamen und das Kennwort ein, die Data
Classification fur den Zugriff auf CIFS-Volumes auf dem System bendtigt.

Die Anmeldeinformationen kénnen schreibgeschiitzt sein, durch die Angabe von
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Administratoranmeldeinformationen wird jedoch sichergestellt, dass die Datenklassifizierung alle Daten
lesen kann, fur die erweiterte Berechtigungen erforderlich sind. Die Anmeldeinformationen werden auf der
Data Classification-Instanz gespeichert.

Wenn Sie sicherstellen mochten, dass die ,letzten Zugriffszeiten® Ihrer Dateien durch
Datenklassifizierungsscans unverandert bleiben, wird empfohlen, dass der Benutzer Gber
Schreibberechtigungen fir Attribute in CIFS oder Schreibberechtigungen in NFS verfligt. Konfigurieren Sie
den Active Directory-Benutzer nach Mdglichkeit als Teil einer Gbergeordneten Gruppe in der Organisation,
die Uber Berechtigungen flr alle Dateien verflgt.

Wenn Sie die Anmeldeinformationen korrekt eingegeben haben, bestatigt eine Meldung, dass alle CIFS-
Volumes erfolgreich authentifiziert wurden.

3. Wahlen Sie auf der Konfigurationsseite Konfiguration aus, um den Status fir jedes CIFS- und NFS-
Volume zu Uberprifen und etwaige Fehler zu beheben.

Aktivieren oder Deaktivieren von Scans auf Volumes

Sie kdnnen Scans auf jedem System jederzeit von der Konfigurationsseite aus starten oder stoppen. Sie
kénnen Scans auch von reinen Mapping-Scans auf Mapping- und Klassifizierungs-Scans umstellen und
umgekehrt. Es wird empfohlen, alle Volumes in einem System zu scannen.

Neue Datentrager, die dem System hinzugeflgt werden, werden nur dann automatisch
gescannt, wenn Sie im Uberschriftenbereich die Einstellung Zuordnen oder Zuordnen und

klassifizieren ausgewahlt haben. Wenn Sie im Uberschriftenbereich die Option
Benutzerdefiniert oder Aus einstellen, missen Sie die Zuordnung und/oder das vollstandige
Scannen fir jedes neue Volume aktivieren, das Sie dem System hinzufligen.

Der Schalter oben auf der Seite fiir Scannen bei fehlenden Schreibberechtigungen ist standardmafig
deaktiviert. Dies bedeutet, dass das System die Dateien nicht scannt, wenn Data Classification keine
Schreibberechtigungen flr Attribute in CIFS oder Schreibberechtigungen in NFS hat, da Data Classification die
Jletzte Zugriffszeit” nicht auf den urspriinglichen Zeitstempel zurticksetzen kann. Wenn es lhnen egal ist, ob die
letzte Zugriffszeit zurlickgesetzt wird, schalten Sie den Schalter auf EIN und alle Dateien werden unabhangig
von den Berechtigungen gescannt. "Mehr erfahren”.

Neue Datentrager, die dem System hinzugeflgt werden, werden nur dann automatisch
gescannt, wenn Sie im Uberschriftenbereich die Einstellung Zuordnen oder Zuordnen und

@ Klassifizieren festgelegt haben. Wenn die Einstellung fir alle Volumes Benutzerdefiniert oder
Aus ist, missen Sie das Scannen fir jedes neue Volume, das Sie hinzufligen, manuell
aktivieren.
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Volumes selected for Data Classification scan (11/15) Q

Mapping vs. Classification > Retry All # Edit CIFS Credentials

Custom

Scan when missing "write" permissions

Scan 2| storage repository (Volume) 2| Type = Mapping status 2| Scan progress | Required Action 2 |
Paused 2025-07-16 08:51 Mapped 219
Map & Classify bank_statements NFS
Last full cycle: 2025-07-16 08:50 Classified 219
® Finished 2025-10-06 10:29
Map fs_lab: CIFS M d 5.2K
¥r cifslabs Last full cycle: 2025-10-06 10:29 pilis

Off cifs_labs_second CIFS
‘ Off cifs_labs_second_insight NFS

Paused 2025-07-15 09:10
datasence NFS Mapped 127K
Last full cycle: 2025-07-15 09:06

Schritte
1. Wahlen Sie im Menu ,Datenklassifizierung® die Option ,Konfiguration“ aus.
2. Wahlen Sie ein System und dann Konfiguration.
3. Um Scans fiir alle Volumes zu aktivieren oder zu deaktivieren, wahlen Sie in der Uberschrift Giber allen
Volumes Zuordnen, Zuordnen und klassifizieren oder Aus.

Um Scans fir einzelne Volumes zu aktivieren oder zu deaktivieren, suchen Sie die Volumes in der Liste
und wahlen Sie dann neben dem Volumenamen Zuordnen, Zuordnen und klassifizieren oder Aus aus.

Ergebnis

Wenn Sie das Scannen aktivieren, beginnt die Datenklassifizierung mit dem Scannen der von lhnen im System
ausgewahlten Volumes. Die Ergebnisse werden im Compliance-Dashboard angezeigt, sobald die
Datenklassifizierung mit dem Scan beginnt. Die Dauer des Scans hangt von der Datenmenge ab und kann
zwischen Minuten und Stunden liegen.

Die Datenklassifizierung scannt nur eine Dateifreigabe unter einem Volume. Wenn Ihre Volumes
mehrere Freigaben enthalten, missen Sie diese anderen Freigaben separat als Freigabegruppe
scannen. "Weitere Einzelheiten zu dieser Datenklassifizierungsbeschrankung" .

Scannen Sie Datenbankschemata mit NetApp Data
Classification

FUhren Sie einige Schritte aus, um mit dem Scannen lhrer Datenbankschemata mit
NetApp Data Classification zu beginnen.

Uberpriifen der Voraussetzungen

Uberprifen Sie die folgenden Voraussetzungen, um sicherzustellen, dass Sie Uber eine unterstiitzte
Konfiguration verfiigen, bevor Sie die Datenklassifizierung aktivieren.

16


https://docs.netapp.com/de-de/data-services-data-classification/reference-limitations.html#data-classification-scans-only-one-share-under-a-volume

Unterstiitzte Datenbanken

Die Datenklassifizierung kann Schemata aus den folgenden Datenbanken scannen:

+ Amazon Relational Database Service (Amazon RDS)
* MongoDB

* MySQL

* Orakel

* PostgreSQL

+ SAP HANA

SQL Server (MSSQL)

@ Die Funktion zum Sammeln von Statistiken muss in der Datenbank aktiviert sein.

Datenbankanforderungen

Jede Datenbank mit Verbindung zur Datenklassifizierungsinstanz kann gescannt werden, unabhangig davon,
wo sie gehostet wird. Um eine Verbindung zur Datenbank herzustellen, bendétigen Sie lediglich die folgenden
Informationen:

* |P-Adresse oder Hostname
e Hafen
» Dienstname (nur fir den Zugriff auf Oracle-Datenbanken)

* Anmeldeinformationen, die Lesezugriff auf die Schemata ermdglichen
Bei der Auswahl eines Benutzernamens und Kennworts ist es wichtig, dass Sie einen Benutzernamen und
ein Kennwort auswahlen, der Uber vollstandige Leseberechtigungen fir alle Schemata und Tabellen

verflgt, die Sie scannen mdchten. Wir empfehlen lhnen, einen dedizierten Benutzer flr das
Datenklassifizierungssystem mit allen erforderlichen Berechtigungen zu erstellen.

@ Fir MongoDB ist eine schreibgeschuitzte Administratorrolle erforderlich.

Bereitstellen der Datenklassifizierungsinstanz

Stellen Sie die Datenklassifizierung bereit, wenn noch keine Instanz bereitgestellt ist.

Wenn Sie Datenbankschemata scannen, die lber das Internet zuganglich sind, kdnnen
Sie"Datenklassifizierung in der Cloud bereitstellen" oder"Stellen Sie die Datenklassifizierung an einem lokalen
Standort mit Internetzugang bereit" .

Wenn Sie Datenbankschemata scannen, die in einer Dark Site ohne Internetzugang installiert wurden, missen

Sie"Stellen Sie die Datenklassifizierung am selben lokalen Standort bereit, der keinen Internetzugang hat" .
Dies erfordert auch, dass der Konsolenagent am selben lokalen Standort bereitgestellt wird.

Hinzufugen des Datenbankservers
Flgen Sie den Datenbankserver hinzu, auf dem sich die Schemas befinden.

1. Wahlen Sie im MenU ,Datenklassifizierung” die Option ,Konfiguration“ aus.
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2. Wahlen Sie auf der Konfigurationsseite System hinzufiigen > Datenbankserver hinzufiigen.
3. Geben Sie die erforderlichen Informationen zur Identifizierung des Datenbankservers ein.

a. Wahlen Sie den Datenbanktyp aus.

b. Geben Sie den Port und den Hostnamen oder die IP-Adresse ein, um eine Verbindung zur Datenbank
herzustellen.

c. Geben Sie fur Oracle-Datenbanken den Dienstnamen ein.

d. Geben Sie die Anmeldeinformationen ein, damit Data Classification auf den Server zugreifen kann.

e. Wahlen Sie DB-Server hinzufiigen.

Add DB Server

To activate Compliance on Datahases, first add a Database Server, After
this step, you'll be able to select which Database Schemas you would like
to activate Compliance for.

Database

Database Type Haost Mame or P Address
Port Service Mame
Credentials

Username Password

Add DB Server | Cancel

Die Datenbank wird der Liste der Systeme hinzugefigt.

Aktivieren und Deaktivieren von Scans fiur Datenbankschemata

Sie kénnen den vollstandigen Scan lhrer Schemata jederzeit stoppen oder starten.

Es gibt keine Option zum Auswahlen von Nur-Mapping-Scans fir Datenbankschemata.

1. Wahlen Sie auf der Konfigurationsseite die Schaltflache Konfiguration fir die Datenbank aus, die Sie
konfigurieren mochten.
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Configuration

Oracle DB1 41 Schemas :
@l:_, Configuration
Oracle

No Schemas sefected for ? 7
Compliance L ;'f_x ) Not Scanning
View Detalls

2. Wahlen Sie die Schemata aus, die Sie scannen mdchten, indem Sie den Schieberegler nach rechts
bewegen.

'Working Environment Name' Configuration

£ Edit Credentials

28/28 schemas selected for compliance scan

+| Schema Name 4| Status ~ 2| Required Action

L] DB - SchemaMamed ® Not Scanning Add Credentials )
@ DB1 - SchemaMame2 @ Continuosly Scanning
] DB - Schemaiame3 ® Continuosly Scanning
@ DB1 - SchemaMamed ® Continuosly Scanning

Ergebnis

Die Datenklassifizierung beginnt mit dem Scannen der von lhnen aktivierten Datenbankschemata. Sie kénnen
den Fortschritt des ersten Scans verfolgen, indem Sie zum Menl Konfiguration navigieren und dann die
Systemkonfiguration auswahlen. Der Fortschritt jedes Scans wird als Fortschrittsbalken angezeigt. Sie
kdnnen auch mit der Maus Uber den Fortschrittsbalken fahren, um die Anzahl der gescannten Dateien im
Verhaltnis zur Gesamtzahl der Dateien im Volume anzuzeigen. Wenn Fehler vorliegen, werden diese
zusammen mit den erforderlichen MaRnahmen zur Behebung des Fehlers in der Spalte ,Status“ angezeigt.

Die Datenklassifizierung scannt |hre Datenbanken einmal pro Tag; Datenbanken werden nicht kontinuierlich
gescannt wie andere Datenquellen.

Google Cloud NetApp Volumes mit NetApp Data
Classification scannen

NetApp Data Classification unterstitzt Google Cloud NetApp Volumes als System.
Erfahren Sie, wie Sie Ihr Google Cloud NetApp Volumes -System scannen.

Ermitteln Sie das Google Cloud NetApp Volumes -System, das Sie scannen
mochten

Wenn das Google Cloud NetApp Volumes -System, das Sie scannen mdchten, nicht bereits als System in der
NetApp Console vorhanden ist,"fligen Sie es der Seite ,Systeme” hinzu" .
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Bereitstellen der Datenklassifizierungsinstanz

"Datenklassifizierung bereitstellen"wenn noch keine Instanz bereitgestellt ist.

Beim Scannen von Google Cloud NetApp Volumes muss die Datenklassifizierung in der Cloud bereitgestellt
werden, und zwar in derselben Region wie die Volumes, die Sie scannen mochten.

Hinweis: Die Bereitstellung der Datenklassifizierung an einem lokalen Standort wird beim Scannen von
Google Cloud NetApp Volumes derzeit nicht untersttzt.

Aktivieren Sie die Datenklassifizierung in lhren Systemen
Sie kénnen die Datenklassifizierung auf Ihrem Google Cloud NetApp Volumes -System aktivieren.

1. Wahlen Sie im Menu ,Datenklassifizierung® die Option ,Konfiguration“ aus.

2. Wabhlen Sie aus, wie Sie die Volumes in jedem System scannen méchten. "Erfahren Sie mehr tUber
Mapping- und Klassifizierungsscans":

o Um alle Volumes zuzuordnen, wahlen Sie Alle Volumes zuordnen.

o Um alle Volumes zuzuordnen und zu klassifizieren, wahlen Sie Alle Volumes zuordnen und
klassifizieren.

o Um das Scannen fir jedes Volume anzupassen, wahlen Sie Oder wahlen Sie den Scantyp fiir jedes
Volume aus und wahlen Sie dann die Volumes aus, die Sie zuordnen und/oder klassifizieren mochten.

SehenAktivieren und Deaktivieren von Scans auf Volumes fur Details.
3. Wahlen Sie im Bestatigungsdialogfeld Genehmigen aus.

Ergebnis

Die Datenklassifizierung beginnt mit dem Scannen der von lhnen im System ausgewahlten Volumes. Die
Ergebnisse sind im Compliance-Dashboard verfiligbar, sobald die Datenklassifizierung die ersten Scans
abgeschlossen hat. Die daflir bendtigte Zeit hangt von der Datenmenge ab: einige Minuten bis einige Stunden.
Sie kénnen den Fortschritt des ersten Scans im Abschnitt Systemkonfiguration des Menis Konfiguration
verfolgen. Die Datenklassifizierung zeigt fiir jeden Scan einen Fortschrittsbalken an. Sie kénnen auch mit der
Maus Uber den Fortschrittsbalken fahren, um die Anzahl der gescannten Dateien im Verhaltnis zur Gesamtzahl
der Dateien im Volume anzuzeigen.

* Wenn Data Classification keine Schreibberechtigungen fir Attribute in CIFS oder Schreibberechtigungen in
NFS hat, scannt das System die Dateien in Ihren Volumes standardmaRig nicht, da Data Classification die
Jletzte Zugriffszeit® nicht auf den urspriinglichen Zeitstempel zurticksetzen kann. Wenn es lhnen egal ist,
ob die letzte Zugriffszeit zuriickgesetzt wird, wahlen Sie Oder wéhlen Sie den Scantyp fiir jedes Volume
aus. Auf der resultierenden Seite kdnnen Sie eine Einstellung aktivieren, sodass die Datenklassifizierung
die Volumes unabhangig von den Berechtigungen scannt.

» Die Datenklassifizierung scannt nur eine Dateifreigabe unter einem Volume. Wenn |hre Volumes mehrere
Freigaben enthalten, miissen Sie diese anderen Freigaben separat als Freigabegruppe scannen. "Erfahren
Sie mehr Uber diese Einschrankung der Datenklassifizierung".

Uberpriifen Sie, ob die Datenklassifizierung Zugriff auf die Volumes hat.

Stellen Sie sicher, dass die Datenklassifizierung auf Volumes zugreifen kann, indem Sie Ihre Netzwerk-,
Sicherheitsgruppen- und Exportrichtlinien Gberprifen. Fir CIFS-Volumes mussen Sie die Datenklassifizierung
mit CIFS-Anmeldeinformationen bereitstellen.
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@ Bei Google Cloud NetApp Volumes kann die Datenklassifizierung nur Volumes in derselben
Region wie die Konsole scannen.

Checklist

« Stellen Sie sicher, dass zwischen der Data Classification-Instanz und jedem Netzwerk, das Volumes fir
Google Cloud NetApp Volumes enthalt, eine Netzwerkverbindung besteht.

« Stellen Sie sicher, dass die folgenden Ports fiir die Data Classification-Instanz gedéffnet sind:
o Fur NFS — Ports 111 und 2049.
o Fur CIFS — Ports 139 und 445.

« Stellen Sie sicher, dass die NFS-Volume-Exportrichtlinien die IP-Adresse der Data Classification-Instanz
enthalten, damit diese auf die Daten auf jedem Volume zugreifen kann.

Schritte
1. Wahlen Sie im Menu ,Datenklassifizierung® die Option ,Konfiguration“ aus.

a. Wenn Sie CIFS (SMB) verwenden, stellen Sie sicher, dass die Active Directory-Anmeldeinformationen
korrekt sind. Wahlen Sie fir jedes System CIFS-Anmeldeinformationen bearbeiten und geben Sie
dann den Benutzernamen und das Kennwort ein, die Data Classification fir den Zugriff auf CIFS-
Volumes auf dem System benoétigt.

Die Anmeldeinformationen kénnen schreibgeschuitzt sein, durch die Angabe von
Administratoranmeldeinformationen wird jedoch sichergestellt, dass die Datenklassifizierung alle Daten
lesen kann, fir die erweiterte Berechtigungen erforderlich sind. Die Anmeldeinformationen werden auf
der Data Classification-Instanz gespeichert.

Wenn Sie sicherstellen mochten, dass die ,letzten Zugriffszeiten® Ihrer Dateien durch
Datenklassifizierungsscans unverandert bleiben, wird empfohlen, dass der Benutzer Uber
Schreibberechtigungen flr Attribute in CIFS oder Schreibberechtigungen in NFS verfigt. Konfigurieren
Sie den Active Directory-Benutzer nach Mdglichkeit als Teil einer Ubergeordneten Gruppe in der
Organisation, die Uber Berechtigungen fiir alle Dateien verfigt.

Nachdem Sie die Anmeldeinformationen eingegeben haben, sollte eine Meldung angezeigt werden,
dass alle CIFS-Volumes erfolgreich authentifiziert wurden.

Name: Volumes: CIFS Credentials Status:

Newdatastore # 12 Continuously Scanning e 8 Not scanning

& View Details ‘ # Edit CIFS Credentials |

2. Wahlen Sie auf der Konfigurationsseite Details anzeigen aus, um den Status fur jedes CIFS- und NFS-
Volume zu Uberprifen und etwaige Fehler zu beheben.

Aktivieren und Deaktivieren von Scans auf Volumes

Sie kénnen Scans auf jedem System jederzeit von der Konfigurationsseite aus starten oder stoppen. Sie
kénnen Scans auch von reinen Mapping-Scans auf Mapping- und Klassifizierungs-Scans umstellen und
umgekehrt. Es wird empfohlen, alle Volumes in einem System zu scannen.
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Neue Datentrager, die dem System hinzugefligt werden, werden nur dann automatisch
gescannt, wenn Sie im Uberschriftenbereich die Einstellung Zuordnen oder Zuordnen und

klassifizieren ausgewahlt haben. Wenn Sie im Uberschriftenbereich die Option
Benutzerdefiniert oder Aus einstellen, missen Sie die Zuordnung und/oder das vollstandige
Scannen fir jedes neue Volume aktivieren, das Sie dem System hinzufligen.

Der Schalter oben auf der Seite fiir Scannen bei fehlenden Schreibberechtigungen ist standardmalig
deaktiviert. Dies bedeutet, dass das System die Dateien nicht scannt, wenn Data Classification keine
Schreibberechtigungen flr Attribute in CIFS oder Schreibberechtigungen in NFS hat, da Data Classification die
Jletzte Zugriffszeit* nicht auf den urspruinglichen Zeitstempel zurticksetzen kann. Wenn es lhnen egal ist, ob die
letzte Zugriffszeit zurlickgesetzt wird, schalten Sie den Schalter auf EIN und alle Dateien werden unabhangig
von den Berechtigungen gescannt. "Mehr erfahren”.

Neue Datentrager, die dem System hinzugefligt werden, werden nur dann automatisch
gescannt, wenn Sie im Uberschriftenbereich die Einstellung Zuordnen oder Zuordnen und

@ Klassifizieren festgelegt haben. Wenn die Einstellung fir alle Volumes Benutzerdefiniert oder
Aus ist, mUssen Sie das Scannen fiir jedes neue Volume, das Sie hinzufligen, manuell
aktivieren.

Volumes selected for Data Classification scan (11/15) Q

Custom | Mapping vs. Classification ® Retry All /7 Edit CIFS Credentials

Scan when missing "write" permissions

Scan 2| Storage repository (Volume) 2| Type = Mapping status 2| Scan progress | Required Action 2 |
Paused 2025-07-16 08:51 Mapped 219
Map & Classify bank_statements NFS
Last full cycle: 2025-07-16 08:50 Classified 219
® Finished 2025-10-06 10:29
Via cifs_labs CIFs Mapped 5.2€
’Il B = Last full cycle: 2025-10-06 10:29 Pe
Off cifs_labs_second CIFS
‘ Off cifs_labs_second_insight NFS
Paused 2025-07-15 09:10
datasence NFS Mapped 127K

Last full cycle: 2025-07-15 09:06

Schritte
1. Wahlen Sie im Menu ,Datenklassifizierung® die Option ,Konfiguration“ aus.

2. Wahlen Sie ein System und dann Konfiguration.

3. Um Scans fiir alle Volumes zu aktivieren oder zu deaktivieren, wahlen Sie in der Uberschrift Gber allen
Volumes Zuordnen, Zuordnen und klassifizieren oder Aus.

Um Scans fir einzelne Volumes zu aktivieren oder zu deaktivieren, suchen Sie die Volumes in der Liste
und wahlen Sie dann neben dem Volumenamen Zuordnen, Zuordnen und klassifizieren oder Aus aus.

Ergebnis

Wenn Sie das Scannen aktivieren, beginnt die Datenklassifizierung mit dem Scannen der von lhnen im System
ausgewahlten Volumes. Die Ergebnisse werden im Compliance-Dashboard angezeigt, sobald die
Datenklassifizierung mit dem Scan beginnt. Die Dauer des Scans hangt von der Datenmenge ab und kann
zwischen Minuten und Stunden liegen.
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Scannen Sie Dateifreigaben mit NetApp Data Classification

Um Dateifreigaben zu scannen, missen Sie zunachst eine Dateifreigabegruppe in
NetApp Data Classification erstellen. Dateifreigabegruppen sind fur NFS- oder CIFS-
Freigaben (SMB), die vor Ort oder in der Cloud gehostet werden.

@ Das Scannen von Daten aus Nicht- NetApp Dateifreigaben wird in der Kernversion der
Datenklassifizierung nicht untersttitzt.

Voraussetzungen

Uberpriifen Sie die folgenden Voraussetzungen, um sicherzustellen, dass Sie Uber eine unterstiitzte
Konfiguration verfigen, bevor Sie die Datenklassifizierung aktivieren.

* Die Freigaben konnen Uberall gehostet werden, auch in der Cloud oder vor Ort. CIFS-Freigaben von
alteren NetApp 7-Mode-Speichersystemen kdnnen als Dateifreigaben gescannt werden.

o Die Datenklassifizierung kann aus 7-Mode-Systemen weder Berechtigungen noch die ,letzte
Zugriffszeit” extrahieren.

o Aufgrund eines bekannten Problems zwischen einigen Linux-Versionen und CIFS-Freigaben auf 7-
Mode-Systemen mussen Sie die Freigabe so konfigurieren, dass nur SMBv1 mit aktivierter NTLM-
Authentifizierung verwendet wird.

» Zwischen der Data Classification-Instanz und den Freigaben muss eine Netzwerkverbindung bestehen.

+ Sie kdnnen eine DFS-Freigabe (Distributed File System) als normale CIFS-Freigabe hinzufligen. Da die
Datenklassifizierung nicht erkennt, dass die Freigabe auf mehreren Servern/Volumes basiert, die zu einer
einzigen CIFS-Freigabe zusammengefasst sind, erhalten Sie mdglicherweise Berechtigungs- oder
Verbindungsfehler bezlglich der Freigabe, obwohl die Meldung tatsachlich nur fir einen der
Ordner/Freigaben gilt, der sich auf einem anderen Server/Volume befindet.

« Stellen Sie bei CIFS-Freigaben (SMB) sicher, dass Sie Uber Active Directory-Anmeldeinformationen
verflgen, die Lesezugriff auf die Freigaben ermdglichen. Administratoranmeldeinformationen werden
bevorzugt, wenn die Datenklassifizierung Daten scannen muss, fur die erweiterte Berechtigungen
erforderlich sind.

Wenn Sie sicherstellen mochten, dass die ,letzten Zugriffszeiten” Ihrer Dateien durch
Datenklassifizierungsscans unverandert bleiben, wird empfohlen, dass der Benutzer Uber
Schreibberechtigungen fir Attribute in CIFS oder Schreibberechtigungen in NFS verfligt. Konfigurieren Sie
den Active Directory-Benutzer nach Mdglichkeit als Teil einer Gbergeordneten Gruppe in der Organisation,
die Uber Berechtigungen fir alle Dateien verfligt.

* Alle CIFS-Dateifreigaben in einer Gruppe mussen dieselben Active Directory-Anmeldeinformationen
verwenden.

» Sie kdnnen NFS- und CIFS-Freigaben (entweder mit Kerberos oder NTLM) mischen. Sie missen die
Freigaben separat zur Gruppe hinzufiigen. Das heif3t, Sie missen den Vorgang zweimal durchfihren —
einmal pro Protokoll.

o Sie kdnnen keine Dateifreigabegruppe erstellen, die CIFS-Authentifizierungstypen (Kerberos und
NTLM) mischt.

* Wenn Sie CIFS mit Kerberos-Authentifizierung verwenden, stellen Sie sicher, dass die angegebene IP-
Adresse fur die Datenklassifizierung zuganglich ist. Die Dateifreigaben kdnnen nicht hinzugefligt werden,
wenn die IP-Adresse nicht erreichbar ist.
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Erstellen einer Dateifreigabegruppe

Wenn Sie Dateifreigaben zur Gruppe hinzufligen, missen Sie das Format verwenden
<host name>:/<share path>.

Sie kénnen Dateifreigaben einzeln hinzufliigen oder eine zeilengetrennte Liste der Dateifreigaben eingeben,
die Sie scannen mochten. Sie kdnnen bis zu 100 Aktien gleichzeitig hinzufiigen.

Schritte
1. Wahlen Sie im MenU ,Datenklassifizierung” die Option ,Konfiguration“ aus.

2. Wabhlen Sie auf der Konfigurationsseite System hinzufiigen > Dateifreigabegruppe hinzufiigen.

3. Geben Sie im Dialogfeld ,Dateifreigabegruppe hinzufiigen“ den Namen fur die Freigabegruppe ein und
wahlen Sie dann Weiter.

4. Wahlen Sie das Protokoll fur die Dateifreigaben aus, die Sie hinzuflgen.

Add Shares

Directly add any NFS or CIFS (SMB) File Shares, located in the cloud or on-premises,

Select Protocol

You'll be able to add additional shares from the other protocol later.
(@ NFS

i} CIFS {NTLM Authentication)

I CIFS (Kerberos Authentication)

Type or paste below the Shares to add

Provide a list of shares, ling-separated. You can add up to 100 shares at a time (you'll
be able to add more later).

Continue | Cancal

a. Wenn Sie CIFS-Freigaben mit NTLM-Authentifizierung hinzufligen, geben Sie die Active Directory-
Anmeldeinformationen ein, um auf die CIFS-Volumes zuzugreifen. Obwohl schreibgeschuitzte
Anmeldeinformationen unterstiitzt werden, wird empfohlen, den Vollzugriff mit
Administratoranmeldeinformationen zu gewahren. Wahlen Sie Speichern.
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5. Fugen Sie die Dateifreigaben hinzu, die Sie scannen méchten (eine Dateifreigabe pro Zeile). Wahlen Sie
dann Weiter.

6. Ein Bestatigungsdialogfeld zeigt die Anzahl der hinzugefligten Freigaben an.

Wenn im Dialogfeld Freigaben aufgelistet sind, die nicht hinzugefligt werden konnten, erfassen Sie diese
Informationen, damit Sie das Problem beheben kdnnen. Wenn das Problem eine Namenskonvention
betrifft, kbnnen Sie die Freigabe mit einem korrigierten Namen erneut hinzufiigen.

7. Konfigurieren Sie das Scannen auf dem Volume:
o Um Nur-Mapping-Scans auf Dateifreigaben zu aktivieren, wahlen Sie Map.
> Um vollstandige Scans von Dateifreigaben zu aktivieren, wahlen Sie Zuordnen und klassifizieren.

o Um das Scannen von Dateifreigaben zu deaktivieren, wahlen Sie Aus.

Der Schalter oben auf der Seite flir Scannen, wenn Berechtigungen zum Schreiben
von Attributen fehlen ist standardmafig deaktiviert. Dies bedeutet, dass das System
die Dateien nicht scannt, wenn Data Classification keine Schreibberechtigungen fir
Attribute in CIFS oder Schreibberechtigungen in NFS hat, da Data Classification die
@ Jletzte Zugriffszeit” nicht auf den urspriinglichen Zeitstempel zurticksetzen kann. + Wenn
Sie Scannen bei fehlenden Berechtigungen zum Schreiben von Attributen auf Ein
stellen, setzt der Scan die letzte Zugriffszeit zurtick und scannt alle Dateien unabhangig
von den Berechtigungen. + Weitere Informationen zum Zeitstempel des letzten Zugriffs
finden Sie unter"Aus Datenquellen in der Datenklassifizierung gesammelte Metadaten" .

Ergebnis

Die Datenklassifizierung beginnt mit dem Scannen der Dateien in den von Ihnen hinzugefiligten Dateifreigaben.
Du kannstVerfolgen Sie den Scan-Fortschritt und sehen Sie sich die Ergebnisse des Scans im Dashboard an.

@ Wenn der Scan fiur eine CIFS-Konfiguration mit Kerberos-Authentifizierung nicht erfolgreich
abgeschlossen wird, Uberprifen Sie die Registerkarte Konfiguration auf Fehler.

Bearbeiten einer Dateifreigabegruppe

Nachdem Sie eine Dateifreigabegruppe erstellt haben, kdnnen Sie das CIFS-Protokoll bearbeiten oder
Dateifreigaben hinzufiigen und entfernen.

Bearbeiten Sie die CIFS-Protokollkonfiguration
1. Wahlen Sie im Menu ,Datenklassifizierung® die Option ,Konfiguration“ aus.

2. Wahlen Sie auf der Konfigurationsseite die Dateifreigabegruppe aus, die Sie andern mdchten.

3. Wahlen Sie CIFS-Anmeldeinformationen bearbeiten.

25


reference-collected-metadata.html#last-access-time-timestamp

Edit CIFS Authentication

Classification requires Active Directory credentials to access CIFS Volumes
in Micky.
The credentials can be read-only, but providing admin credentials ensures that

Classification can read any data that requires elevated permissions.

Select Authentication Method

@ NTLM

() Kerberos
Username Password

domain\user or user@domain | Password ‘

4. Wahlen Sie die Authentifizierungsmethode: NTLM oder Kerberos.
5. Geben Sie den Benutzernamen und das Passwort von Active Directory ein.

6. Wahlen Sie Speichern, um den Vorgang abzuschliel3en.

Dateifreigaben zu Scans hinzufiigen

1. Wahlen Sie im Menu ,Datenklassifizierung® die Option ,Konfiguration“ aus.
2. Wahlen Sie auf der Konfigurationsseite die Dateifreigabegruppe aus, die Sie andern mdchten.
3. Wahlen Sie + Freigaben hinzufiigen.

4. Wahlen Sie das Protokoll fur die Dateifreigaben aus, die Sie hinzufligen.
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6.

Add Shares

Directly add any MNFS or CIFS [SMB) File Shares, located in the cloud or on-premises,

Select Protocol

You'll be able to add additional shares from the other protecol later.
f! NFS

() CIFS (MTLM Authentication)

I CIFS (Kerberos Authentication)
Type or paste below the Shares to add

Provide a list of shares, line-separated. You can add up to 100 shares at a time (you'll
be able to add more |ater).

Continue | Cancal

Wenn Sie Dateifreigaben zu einem bereits konfigurierten Protokoll hinzufiigen, sind keine Anderungen

erforderlich.

Wenn Sie Dateifreigaben mit einem zweiten Protokoll hinzufiigen, stellen Sie sicher, dass Sie die

Authentifizierung ordnungsgemalf konfiguriert haben, wie im"Voraussetzungen” .

Flgen Sie die Dateifreigaben hinzu, die Sie scannen mdchten (eine Dateifreigabe pro Zeile), und

verwenden Sie dabei das Format <host name>:/<share path>.

Wahlen Sie Weiter, um das Hinzufligen der Dateifreigaben abzuschlieRen.

Entfernen einer Dateifreigabe aus Scans

1.

2
3
4.
5

. Wahlen Sie im MenU ,Aktionen” die Option ,Freigabe entfernen® aus.

Wahlen Sie im MenU ,Datenklassifizierung” die Option ,Konfiguration® aus.

. Wahlen Sie das System aus, von dem Sie Dateifreigaben entfernen méchten.

. Wahlen Sie Konfiguration.

Wahlen Sie auf der Konfigurationsseite die Aktionen ... fur die Dateifreigabe, die Sie entfernen mdchten.
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#prerequisites

Verfolgen Sie den Scan-Fortschritt
Sie kdnnen den Fortschritt des ersten Scans verfolgen.

1. Wahlen Sie das Menu Konfiguration.
2. Wahlen Sie die Systemkonfiguration.

3. Uberpriifen Sie fir das Speicherrepository die Spalte ,Scan-Fortschritt, um den Status anzuzeigen.

Scannen Sie StorageGRID -Daten mit NetApp Data
Classification

Fuhren Sie einige Schritte aus, um mit dem Scannen von Daten in StorageGRID direkt
mit NetApp Data Classification zu beginnen.

Uberpriifen Sie die StorageGRID Anforderungen

Uberpriifen Sie die folgenden Voraussetzungen, um sicherzustellen, dass Sie Uber eine unterstiitzte
Konfiguration verfiigen, bevor Sie die Datenklassifizierung aktivieren.
+ Sie bendtigen die Endpunkt-URL, um eine Verbindung mit dem Objektspeicherdienst herzustellen.

« Sie bendtigen den Zugriffsschllissel und den geheimen Schlissel von StorageGRID , damit die
Datenklassifizierung auf die Buckets zugreifen kann.

Bereitstellen der Datenklassifizierungsinstanz

Stellen Sie die Datenklassifizierung bereit, wenn noch keine Instanz bereitgestellt ist.

Wenn Sie Daten von StorageGRID scannen, die Uber das Internet zuganglich sind, kénnen
Sie"Datenklassifizierung in der Cloud bereitstellen" oder"Stellen Sie die Datenklassifizierung an einem lokalen
Standort mit Internetzugang bereit" .

Wenn Sie Daten von StorageGRID scannen, das in einer Dark Site ohne Internetzugang installiert wurde,
missen Sie"Stellen Sie die Datenklassifizierung am selben lokalen Standort bereit, der keinen Internetzugang
hat" . Dies erfordert auch, dass der Konsolenagent am selben lokalen Standort bereitgestellt wird.

Fugen Sie den StorageGRID -Dienst zur Datenklassifizierung hinzu
Flgen Sie den StorageGRID -Dienst hinzu.

Schritte
1. Wahlen Sie im Menu ,Datenklassifizierung® die Option ,Konfiguration“ aus.

2. Wahlen Sie auf der Konfigurationsseite System hinzufiigen > * StorageGRID hinzufligen*.

3. Geben Sie im Dialogfeld ,StorageGRID -Dienst hinzufiigen® die Details fiir den StorageGRID -Dienst ein
und wahlen Sie Weiter.

a. Geben Sie den Namen ein, den Sie fir das System verwenden méchten. Dieser Name sollte den
Namen des StorageGRID -Dienstes widerspiegeln, mit dem Sie eine Verbindung herstellen.

b. Geben Sie die Endpunkt-URL ein, um auf den Objektspeicherdienst zuzugreifen.

c. Geben Sie den Zugriffsschlissel und den geheimen SchlUssel ein, damit die Datenklassifizierung auf
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Ergebnis
StorageGRID wird zur Liste der Systeme hinzugeflgt.

Aktivieren und Deaktivieren von Scans auf StorageGRID Buckets

Nachdem Sie die Datenklassifizierung auf StorageGRID aktiviert haben, besteht der nachste Schritt darin, die
Buckets zu konfigurieren, die Sie scannen mdchten. Die Datenklassifizierung erkennt diese Buckets und zeigt
sie in dem von Ihnen erstellten System an.

Schritte
1. Suchen Sie auf der Konfigurationsseite das StorageGRID -System.

2. Wahlen Sie auf der StorageGRID -Systemkachel Konfiguration aus.
3. Fuhren Sie einen der folgenden Schritte aus, um das Scannen zu aktivieren oder zu deaktivieren:
o Um Nur-Mapping-Scans fir einen Bucket zu aktivieren, wahlen Sie Map.
o Um vollstandige Scans fiir einen Bucket zu aktivieren, wahlen Sie Zuordnen und klassifizieren.

o Um das Scannen eines Buckets zu deaktivieren, wahlen Sie Aus.

Ergebnis

Die Datenklassifizierung beginnt mit dem Scannen der von Ihnen aktivierten Buckets. Sie kdnnen den
Fortschritt des ersten Scans verfolgen, indem Sie zum Menu Konfiguration navigieren und dann die
Systemkonfiguration auswahlen. Der Fortschritt jedes Scans wird als Fortschrittsbalken angezeigt. Sie
kénnen auch mit der Maus Uber den Fortschrittsbalken fahren, um die Anzahl der gescannten Dateien im
Verhaltnis zur Gesamtzahl der Dateien im Volume anzuzeigen. Wenn Fehler vorliegen, werden diese
zusammen mit der erforderlichen Aktion zur Behebung des Fehlers in der Spalte ,Status® angezeigt.
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NetApp behalt sich das Recht vor, die hierin beschriebenen Produkte jederzeit und ohne Vorankindigung zu
andern. NetApp Ubernimmt keine Verantwortung oder Haftung, die sich aus der Verwendung der hier
beschriebenen Produkte ergibt, es sei denn, NetApp hat dem ausdrticklich in schriftlicher Form zugestimmit.
Die Verwendung oder der Erwerb dieses Produkts stellt keine Lizenzierung im Rahmen eines Patentrechts,
Markenrechts oder eines anderen Rechts an geistigem Eigentum von NetApp dar.

Das in diesem Dokument beschriebene Produkt kann durch ein oder mehrere US-amerikanische Patente,
auslandische Patente oder anhangige Patentanmeldungen geschutzt sein.

ERLAUTERUNG ZU ,RESTRICTED RIGHTS*: Nutzung, Vervielfaltigung oder Offenlegung durch die US-
Regierung unterliegt den Einschrankungen gemaf Unterabschnitt (b)(3) der Klausel ,Rights in Technical Data
— Noncommercial ltems* in DFARS 252.227-7013 (Februar 2014) und FAR 52.227-19 (Dezember 2007).

Die hierin enthaltenen Daten beziehen sich auf ein kommerzielles Produkt und/oder einen kommerziellen
Service (wie in FAR 2.101 definiert) und sind Eigentum von NetApp, Inc. Alle technischen Daten und die
Computersoftware von NetApp, die unter diesem Vertrag bereitgestellt werden, sind gewerblicher Natur und
wurden ausschlie3lich unter Verwendung privater Mittel entwickelt. Die US-Regierung besitzt eine nicht
ausschlieBliche, nicht Gbertragbare, nicht unterlizenzierbare, weltweite, limitierte unwiderrufliche Lizenz zur
Nutzung der Daten nur in Verbindung mit und zur Unterstitzung des Vertrags der US-Regierung, unter dem
die Daten bereitgestellt wurden. Sofern in den vorliegenden Bedingungen nicht anders angegeben, durfen die
Daten ohne vorherige schriftliche Genehmigung von NetApp, Inc. nicht verwendet, offengelegt, vervielfaltigt,
geandert, aufgefiihrt oder angezeigt werden. Die Lizenzrechte der US-Regierung fir das US-
Verteidigungsministerium sind auf die in DFARS-Klausel 252.227-7015(b) (Februar 2014) genannten Rechte
beschrankt.

Markeninformationen

NETAPP, das NETAPP Logo und die unter http://www.netapp.com/TM aufgefihrten Marken sind Marken von
NetApp, Inc. Andere Firmen und Produktnamen kénnen Marken der jeweiligen Eigentiimer sein.
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