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Erste Schritte

Erfahren Sie mehr Guber NetApp Replication

NetApp SnapMirror repliziert Daten mit hoher Geschwindigkeit Uber LAN oder WAN,
sodass Sie sowohl in virtuellen als auch in herkdmmlichen Umgebungen eine hohe
Datenverflugbarkeit und schnelle Datenreplikation erzielen. Wenn Sie Daten mithilfe von
NetApp Replication auf NetApp -Speichersysteme replizieren und die sekundaren Daten
kontinuierlich aktualisieren, bleiben Ihre Daten aktuell und stehen lhnen jederzeit zur
Verflgung. Es sind keine externen Replikationsserver erforderlich.

NetApp Console
Auf NetApp Replication kann Uber die NetApp Console zugegriffen werden.

Die NetApp Console ermdglicht eine zentrale Verwaltung von NetApp -Speicher- und Datendiensten in lokalen
und Cloud-Umgebungen auf Unternehmensebene. Die Konsole ist fir den Zugriff auf und die Nutzung der
NetApp -Datendienste erforderlich. Als Verwaltungsschnittstelle ermdglicht es Ihnen, viele Speicherressourcen
Uber eine Schnittstelle zu verwalten. Konsolenadministratoren kénnen den Zugriff auf Speicher und Dienste fir
alle Systeme innerhalb des Unternehmens steuern.

Sie bendtigen weder eine Lizenz noch ein Abonnement, um die NetApp Console zu verwenden. Es fallen nur
dann Kosten an, wenn Sie Konsolenagenten in lhrer Cloud bereitstellen missen, um die Konnektivitat zu Ihren
Speichersystemen oder NetApp -Datendiensten sicherzustellen. Einige NetApp -Datendienste, auf die Gber die
Konsole zugegriffen werden kann, sind jedoch lizenz- oder abonnementbasiert.

Erfahren Sie mehr lber die "NetApp Console" .

Features

* Replizieren Sie Daten zwischen ONTAP Speichersystemen, um Backup und Disaster Recovery in der
Cloud oder zwischen Clouds zu unterstitzen.

« Stellen Sie die Zuverlassigkeit Inrer DR-Umgebung mit hoher Verfligbarkeit sicher.

* Die effiziente Replikation auf Blockebene zwischen ONTAP -Speicher ist schnell und effizient und bietet
granulare Wiederherstellungspunkte fiir DR und Backup.

Kosten

NetApp berechnet lhnen fir die Nutzung von NetApp Replication keine Geblhren, Sie missen sich jedoch bei
Ihrem Cloud-Anbieter Uber die anfallenden Gebuhren fir den Dateneingang und -ausgang informieren.

Unterstutzte Systeme

NetApp Replication ermdglicht die Datenreplikation zwischen den folgenden Systemtypen.


https://docs.netapp.com/us-en/bluexp-setup-admin/concept-overview.html

Quellsystem Unterstiitzte Zielsysteme
Cloud Volumes ONTAP * Amazon FSx fir ONTAP

* Cloud Volumes ONTAP

* On-Premise ONTAP Cluster

On-Premise ONTAP Cluster * Amazon FSx fir ONTAP
* Cloud Volumes ONTAP
e On-Premise ONTAP Cluster

Amazon FSx fir ONTAP * Amazon FSx fir ONTAP
* Cloud Volumes ONTAP
e On-Premise ONTAP Cluster

So funktioniert die Datenreplikation

NetApp Replication vereinfacht die Datenreplikation zwischen Volumes auf separaten ONTAP Systemen
mithilfe der Technologien SnapMirror und SnapVault . Sie missen lediglich das Quellvolume und das
Zielvolume identifizieren und dann eine Replikationsrichtlinie und einen Zeitplan auswahlen.

Fir Cloud Volumes ONTAP kauft NetApp Replication die erforderlichen Festplatten, konfiguriert Beziehungen,
wendet die Replikationsrichtlinie an und leitet dann die Basistubertragung zwischen den Volumes ein.

@ Die Basisubertragung umfasst eine vollstandige Kopie der Quelldaten. Nachfolgende
Ubertragungen enthalten differenzielle Kopien der Quelldaten.

Unterstitzte Datenschutzkonfigurationen

NetApp Replication unterstitzt einfache, Fanout- und kaskadierte Datenschutzkonfigurationen:

* In einer einfachen Konfiguration erfolgt die Replikation von Volume A nach Volume B.
* In einer Fanout-Konfiguration erfolgt die Replikation von Volume A zu mehreren Zielen.

* In einer Kaskadenkonfiguration erfolgt die Replikation von Volume A zu Volume B und von Volume B zu
Volume C.

Datenreplikation mit NetApp Backup and Recovery

Ab der Version 3.9.31 des NetApp Console Agent kdnnen Sie mit NetApp Backup and Recovery Daten
zwischen Volumes auf separaten ONTAP Systemen mithilfe der Technologien SnapMirror und SnapVault
replizieren. Wenn Sie also Daten auf andere ONTAP Systeme replizieren mochten und auch Backups
derselben Daten auf Objektspeicher erstellen méchten, kdnnen Sie Folgendes verwenden: "NetApp Backup
and Recovery" sodass Sie Ihren Datenschutzbedarf mit einem einzigen Dienst verwalten kénnen.

Derzeit wird die folgende Funktionalitat nur in NetApp Replication unterstiitzt — nicht bei Verwendung der
Replikationsfunktion von NetApp Backup and Recovery.

» Eine Kaskadenkonfiguration, bei der die Replikation von Volume A zu Volume B und dann von Volume B
zu Volume C erfolgt, wird nicht unterstitzt.


https://docs.netapp.com/us-en/bluexp-backup-recovery/concept-ontap-backup-to-cloud.html
https://docs.netapp.com/us-en/bluexp-backup-recovery/concept-ontap-backup-to-cloud.html

 Es gibt keine Unterstitzung fur die Replikation von Daten zu oder von FSx fur ONTAP -Systeme.

» Das Erstellen einer einmaligen Replikation eines Volumes wird nicht unterstitzt.

Wenn Sie also eine dieser Funktionen bendtigen, verwenden Sie NetApp Replication.

Melden Sie sich bei NetApp Replication an
Verwenden Sie die NetApp Console , um sich bei NetApp Replication anzumelden.

Um sich bei der Konsole anzumelden, kénnen Sie lhre Anmeldeinformationen fir die NetApp Support-Site
verwenden oder sich mit hrer E-Mail-Adresse und einem Kennwort fiir eine NetApp Cloud-Anmeldung
anmelden. "Erfahren Sie mehr Gber die Anmeldung" .

Schritte
1. Offnen Sie einen Webbrowser und gehen Sie zu "NetApp Console" .

Die Anmeldeseite der NetApp Console wird angezeigt.

2. Melden Sie sich bei der Konsole an.

3. Wahlen Sie in der linken Navigation der Konsole Schutz > Replikation aus.

Einrichten der Datenreplikation in NetApp Replication

Replizieren Sie mit NetApp Replication Daten zwischen ONTAP -Systemen, indem Sie
eine einmalige Datenreplikation fur die Datenubertragung oder einen wiederkehrenden
Zeitplan fur die Notfallwiederherstellung oder langfristige Aufbewahrung auswahlen. Sie

kénnen beispielsweise die Datenreplikation von einem lokalen ONTAP -System zu Cloud
Volumes ONTAP fur die Notfallwiederherstellung einrichten.

Schritt 1: Uberpriifen der Anforderungen fiir die Datenreplikation

Bevor Sie Daten replizieren kdnnen, sollten Sie bestatigen, dass bestimmte Anforderungen fir Cloud Volumes

ONTAP, lokale ONTAP Cluster oder Amazon FSx flir ONTAP erfullt sind.

Systeme
Falls noch nicht geschehen, missen Sie die Systeme flir die Quelle und das Ziel in der

Datenreplikationsbeziehung erstellen.
» "Erstellen Sie ein Amazon FSx fur ONTAP -System"
» "Erstellen Sie ein Cloud Volumes ONTAP -System"
* "Hinzufiigen vorhandener Cloud Volumes ONTAP -Systeme"

» "Entdecken Sie ONTAP Cluster"

Versionsanforderungen

Sie sollten vor der Replikation von Daten tberprtifen, ob auf den Quell- und Zielvolumes kompatible
ONTAP Versionen ausgefiihrt werden.

"Kompatible ONTAP -Versionen flr SnapMirror -Beziehungen anzeigen"


https://docs.netapp.com/us-en/bluexp-setup-admin/task-logging-in.html
https://console.netapp.com/
https://docs.netapp.com/us-en/bluexp-fsx-ontap/start/task-getting-started-fsx.html
https://docs.netapp.com/us-en/bluexp-cloud-volumes-ontap/concept-overview-cvo.html
https://docs.netapp.com/us-en/bluexp-cloud-volumes-ontap/task-adding-systems.html
https://docs.netapp.com/us-en/bluexp-ontap-onprem/task-discovering-ontap.html
https://docs.netapp.com/us-en/ontap/data-protection/compatible-ontap-versions-snapmirror-concept.html

Spezifische Anforderungen fiir Cloud Volumes ONTAP

* Die Sicherheitsgruppe der Instanz muss die erforderlichen Regeln fir eingehenden und ausgehenden
Datenverkehr enthalten, insbesondere Regeln flr ICMP und die Ports 11104 und 11105.

Diese Regeln sind in der vordefinierten Sicherheitsgruppe enthalten.

* Um Daten zwischen zwei Cloud Volumes ONTAP Systemen in unterschiedlichen Subnetzen zu
replizieren, missen die Subnetze zusammen geroutet werden (dies ist die Standardeinstellung).

* Um Daten zwischen zwei Cloud Volumes ONTAP -Systemen bei verschiedenen Cloud-Anbietern zu

replizieren, bendtigen Sie eine VPN-Verbindung zwischen den virtuellen Netzwerken.

Spezifische Anforderungen fiir ONTAP -Cluster
* Eine aktive SnapMirror -Lizenz muss installiert sein.

* Wenn sich der Cluster bei lhnen vor Ort befindet, sollten Sie Gber eine Verbindung von lhrem
Unternehmensnetzwerk zu Ihrem virtuellen Netzwerk in der Cloud verfiigen. Dies ist normalerweise
eine VPN-Verbindung.

* ONTAP -Cluster missen zusatzliche Subnetz-, Port-, Firewall- und Clusteranforderungen erfiillen.

"Voraussetzungen fiir Cluster-Peering in der ONTAP Dokumentation anzeigen"

Spezifische Anforderungen fiir Amazon FSx fir ONTAP

* Wenn Cloud Volumes ONTAP Teil der Beziehung ist, stellen Sie die Konnektivitat zwischen VPCs
sicher, indem Sie VPC-Peering aktivieren oder ein Transit Gateway verwenden.

* Wenn ein lokaler ONTAP Cluster Teil der Beziehung ist, stellen Sie die Konnektivitat zwischen |hrem
lokalen Netzwerk und der AWS VPC mithilfe einer Direct Connect- oder VPN-Verbindung sicher.

Schritt 2: Daten zwischen Systemen replizieren

Sie kénnen Daten replizieren, indem Sie eine einmalige Datenreplikation wahlen, die Ihnen beim Verschieben

von Daten in die und aus der Cloud helfen kann, oder einen wiederkehrenden Zeitplan, der bei der
Notfallwiederherstellung oder der langfristigen Aufbewahrung hilfreich sein kann.

Schritte
1. Wahlen Sie im Navigationsmeni Speicher > Verwaltung.
2. Wabhlen Sie auf der Seite ,Systeme” das System aus, das das Quellvolume enthalt, ziehen Sie es auf das
System, auf das Sie das Volume replizieren mochten, und wahlen Sie dann Replikation aus.

Die verbleibenden Schritte bieten ein Beispiel fur die Erstellung einer Synchronisierungsbeziehung
zwischen Cloud Volumes ONTAP oder lokalen ONTAP Clustern.

3. Einrichtung des Quell- und Ziel-Peerings: Wenn diese Seite angezeigt wird, wahlen Sie alle Intercluster-

LIFs fir die Cluster-Peer-Beziehung aus.

Das Intercluster-Netzwerk sollte so konfiguriert werden, dass Cluster-Peers Uber eine paarweise Full-

Mesh-Konnektivitét verfigen, was bedeutet, dass jedes Cluster-Paar in einer Cluster-Peer-Beziehung Uber

Konnektivitat zwischen allen ihren Intercluster-LIFs verfugt.
Diese Seiten werden angezeigt, wenn ein ONTAP -Cluster mit mehreren LIFs die Quelle oder das Ziel ist.

4. Auswahl des Quellvolumes: Wahlen Sie das Volume aus, das Sie replizieren mochten.


https://docs.netapp.com/us-en/ontap/peering/prerequisites-cluster-peering-reference.html#connectivity-requirements

5. Zielfestplattentyp und Tiering: Wenn das Ziel ein Cloud Volumes ONTAP -System ist, wahlen Sie den
Zielfestplattentyp aus und legen Sie fest, ob Sie Data Tiering aktivieren mdchten.

6. Ziel-Volume-Name: Geben Sie den Ziel-Volume-Namen an und wahlen Sie das Zielaggregat aus.
Wenn das Ziel ein ONTAP Cluster ist, miissen Sie auch die Ziel-Speicher-VM angeben.

7. Maximale Ubertragungsrate: Geben Sie die maximale Rate (in Megabyte pro Sekunde) an, mit der Daten
Ubertragen werden kdnnen.
Sie sollten die Ubertragungsrate begrenzen. Eine unbegrenzte Rate kann sich negativ auf die Leistung
anderer Anwendungen auswirken und lhre Internetleistung beeintrachtigen.

8. Replikationsrichtlinie: Wahlen Sie eine Standardrichtlinie oder wahlen Sie Zusatzliche Richtlinien und
wahlen Sie dann eine der erweiterten Richtlinien aus.
Fur Hilfe,"Erfahren Sie mehr tber Replikationsrichtlinien" .
Wenn Sie eine benutzerdefinierte Sicherungsrichtlinie (SnapVault) auswahlen, missen die mit der
Richtlinie verkntpften Bezeichnungen mit den Bezeichnungen der Snapshot-Kopien auf dem Quellvolume
Ubereinstimmen. Weitere Informationen erhalten Sie unter"Erfahren Sie, wie Sicherungsrichtlinien
funktionieren" .

9. Zeitplan: Wahlen Sie eine einmalige Kopie oder einen wiederkehrenden Zeitplan.
Es stehen mehrere Standardzeitplane zur Verfigung. Wenn Sie einen anderen Zeitplan wiinschen,
mussen Sie mithilfe des System Managers einen neuen Zeitplan auf dem _Ziel cluster erstellen.

10. Uberpriifen: Uberpriifen Sie Ihre Auswahl und wahlen Sie Los.
Ergebnis

NetApp Replication startet den Datenreplikationsprozess. Sie kdnnen Details zur Volume-Beziehung von
NetApp Replication anzeigen.


concept-replication-policies.html
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