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Sicherheitsschlussel des Speicherarrays validieren —
SANTtricity CLI

Dervalidate storageArray securityKey Befehl Uberprift den
Sicherheitsschlussel fur ein Speicherarray mit sicherheitsfahigen Laufwerken, um
sicherzustellen, dass die Sicherungsschlisseldatei nicht beschadigt ist.

Unterstitzte Arrays

Wenn externes Verschlisselungsmanagement aktiviert ist, gilt dieser Befehl nur fur die Arrays E4000, E2800
und E5700. Wenn das interne Verschlisselungsmanagement aktiviert ist, gilt der Befehl fiir jedes einzelne
Storage-Array, sofern alle SMcli-Pakete installiert sind.

Rollen

Zur Ausfihrung dieses Befehls auf einem E4000, E2800, E5700, EF600 oder EF300 Storage-Array miissen
Sie uber die Rolle ,,Security Admin“ verfligen.

Kontext

Die Uberpriifung des Sicherheitsschliissels verwendet den Passphrase, mit dem die Datei generiert wird, um
den Schlissel zu entschlisseln und mit dem im Controller-Speicher (fur interne Schliissel) oder auf dem
externen Server (fUr externe Schlissel) gewarteten Wert abzugleichen.

(D Dieser Befehl gilt sowohl fur das interne als auch fur das externe
Verschllisselungsmanagement.

Syntax

validate storageArray securityKey file="<em>fileName</em>"
passPhrase="<em>passPhraseString</em>"

Parameter



Parameter

file

passPhrase

Minimale Firmware-Stufe

7.70

Beschreibung

Der Dateipfad und der Dateiname mit dem
Sicherheitsschlissel. Dateipfad und Dateiname in
doppelte Anfihrungszeichen (" ") einschliefl3en.
Beispiel:

file="C:\Program
Files\CLI\sup\drivesecurity.slk"

@ Der Dateiname muss Uber eine
Erweiterung von verfligen . s1k.

Eine Zeichenkette, die den Sicherheitsschlissel
verschlisselt, sodass Sie den Sicherheitsschlissel in
einer externen Datei speichern kénnen. Schlief3en Sie
den Passphrase in doppelte Anflihrungszeichen (" ").
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