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Storage-Arrays durchfuhrt

Ubersicht iiber die Bestandsaufnahme

Zum Managen von Storage-Ressourcen mussen Sie zuerst die Storage-Arrays im
Netzwerk erkennen.

Wie entdecke ich Arrays?

Verwenden Sie die Seite Hinzufligen/Entdecken, um die zu verwaltenden Speicher-Arrays im Netzwerk |hres
Unternehmens zu suchen und hinzuzufiigen. Sie kdnnen mehrere Arrays ermitteln oder ein einziges Array
erkennen. Dazu geben Sie Netzwerk-IP-Adressen ein, und Unified Manager versucht dann individuelle
Verbindungen zu jeder IP-Adresse in diesem Bereich.

Weitere Informationen:

» "Uberlegungen bei der Array-Ermittlung"
* "Erkennung mehrerer Storage-Arrays"

* "Erkennen Sie ein einzelnes Array"

Wie managt ich Arrays?

Nachdem Sie Arrays entdeckt haben, gehen Sie zur Seite Verwalten - Alle. Auf dieser Seite konnen Sie eine
Liste der erkannten Speicher-Arrays in Inrem Netzwerk durchblattern, ihren Status anzeigen und Vorgange auf
einem einzelnen Array oder einer Gruppe von Arrays durchflhren.

Wenn Sie ein einzelnes Array verwalten mdchten, kdnnen Sie es auswahlen und System Manager 6ffnen.
Weitere Informationen:

» "Uberlegungen fiir den Zugriff auf System Manager"
« "Management eines individuellen Storage Arrays"

* "Anzeigen des Status des Speicherarrays"

Konzepte

Uberlegungen bei der Array-Ermittlung

Bevor SANTtricity Unified Manager Storage-Ressourcen anzeigen und verwalten kann,
muss er die Storage-Arrays ermitteln, die Sie im Netzwerk |hres Unternehmens managen
mochten. Sie konnen mehrere Arrays ermitteln oder ein einziges Array erkennen.

Erkennung mehrerer Storage-Arrays

Wenn Sie mehrere Arrays ermitteln méchten, geben Sie einen Netzwerk-IP-Adressbereich ein, und Unified
Manager versucht dann individuelle Verbindungen zu jeder IP-Adresse in diesem Bereich. Jedes erfolgreich
erreichte Speicher-Array wird auf der Seite ,Entdecken” angezeigt und kann lhrer Management-Domane
hinzugefligt werden.



Erkennen eines einzelnen Speicher-Arrays

Wenn Sie ein einzelnes Array ermitteln mdchten, geben Sie fir einen der Controller im Speicher-Array die
einzelne IP-Adresse ein, und das individuelle Speicher-Array wird hinzugeftigt.

Unified Manager erkennt und zeigt nur die einzelne IP-Adresse oder IP-Adresse innerhalb eines
dem Controller zugewiesenen Bereichs an. Wenn diesen Controllern alternative Controller oder

@ IP-Adressen zugewiesen sind, die aul3erhalb dieser einzelnen IP-Adresse oder des IP-
Adressbereichs liegen, werden sie von Unified Manager nicht ermittelt oder angezeigt. Sobald
Sie jedoch das Speicher-Array hinzufligen, werden alle zugehdrigen IP-Adressen ermittelt und
in der Ansicht Verwalten angezeigt.

Benutzeranmeldeinformationen

Im Rahmen des Erkennungsvorgangs mussen Sie fir jedes Speicherarray, das Sie hinzufiigen mdéchten, das
Administratorpasswort angeben.

Zertifikate fiur Webservices

Im Rahmen der Bestandsaufnahme Uberprift Unified Manager, ob die erkannten Speicher-Arrays Zertifikate
von einer vertrauenswurdigen Quelle verwenden. Unified Manager verwendet zwei Arten von zertifikatbasierter
Authentifizierung fur alle Verbindungen, die es mit dem Browser herstellt:

» *Vertrauenswiurdige Zertifikate*

Bei Arrays, die von Unified Manager entdeckt wurden, missen Sie mdglicherweise zusatzliche
vertrauenswurdige Zertifikate installieren, die von der Zertifizierungsstelle bereitgestellt werden.

Verwenden Sie die Schaltflache Import, um diese Zertifikate zu importieren. Wenn Sie zuvor mit diesem
Array verbunden haben, sind ein oder beide Controller-Zertifikate entweder abgelaufen, annulliert oder
fehlen ein Stammzertifikat oder ein Zwischenzertifikat in der Zertifikatkette. Sie miissen das abgelaufene
oder widersetzte Zertifikat ersetzen oder das fehlende Stammzertifikat oder Zwischenzertifikat hinzufligen,
bevor Sie das Speicher-Array verwalten.

+ Selbstsignierte Zertifikate

Es kdnnen auch selbstsignierte Zertifikate verwendet werden. Wenn der Administrator versucht, Arrays zu
ermitteln, ohne signierte Zertifikate zu importieren, zeigt Unified Manager ein Fehlerdialogfeld an, in dem
der Administrator das selbstsignierte Zertifikat akzeptieren kann. Das selbstsignierte Zertifikat des
Speicher-Arrays wird als vertrauenswiirdig gekennzeichnet und das Speicher-Array wird Unified Manager
hinzugefugt.

Wenn Sie den Verbindungen zum Speicher-Array nicht vertrauen, wahlen Sie Abbrechen und validieren
Sie die Sicherheitszertifikatstrategie des Speicher-Arrays, bevor Sie das Speicher-Array zu Unified
Manager hinzufiigen.

Uberlegungen fiir den Zugriff auf SANtricity System Manager

Sie wahlen ein oder mehrere Speicher-Arrays aus und 6ffnen SANtricity System Manager
mit der Option Start, wenn Sie Speicher-Arrays konfigurieren und verwalten mochten.

System Manager ist eine eingebettete Applikation auf den Controllern, die Gber einen Ethernet-Management-
Port mit dem Netzwerk verbunden ist. Es umfasst alle Array-basierten Funktionen.



Um auf System Manager zugreifen zu kdnnen, mussen Sie Folgendes haben:

« Eines der hier aufgefiihrten Array-Modelle: "E-Series Hardware im Uberblick"

» Eine Out-of-Band-Verbindung zu einem Netzwerk-Management-Client mit einem Webbrowser.

EZED0 with embedded
software, Event Monitor,
and AUTOSUDRArt

SANTtricity System Manager
in aweh browser

Arrays erkennen

Erkennung mehrerer Storage-Arrays

Sie erkennen mehrere Arrays, um alle Speicher-Arrays im Subnetz zu erkennen, in dem
sich der Verwaltungsserver befindet, und um automatisch die ermittelten Arrays zu lhrer
Verwaltungsdomane hinzuzufugen.

Bevor Sie beginnen

« Sie missen mit einem Benutzerprofil angemeldet sein, das die Berechtigungen fir den
Sicherheitsadministrator enthait.

» Das Speicher-Array muss ordnungsgemalf eingerichtet und konfiguriert sein.

» Passworter fir das Storage-Array missen mithilfe der Kachel ,System Manager Access Management*
eingerichtet werden.

* Um nicht vertrauenswurdige Zertifikate zu 16sen, missen Sie vertrauenswurdige Zertifikatdateien von einer
Zertifizierungsstelle (CA) haben, und die Zertifikatdateien sind auf Ihrem lokalen System verfugbar.

Das Erkennen von Arrays ist ein mehrstufiges Verfahren.

Schritt 1: Geben Sie die Netzwerkadresse ein

Sie geben einen Netzwerkaddress Range ein, um im lokalen Subnetzwerk zu suchen. Jedes erfolgreich
erreichte Speicher-Array wird auf der Seite Erkennung angezeigt und kann Ihrer Management-Domane
hinzugefligt werden.

Wenn Sie den Ermittlungsvorgang aus irgendeinem Grund beenden mdchten, klicken Sie auf Erkennung
stoppen.

Schritte
1. Wahlen Sie auf der Seite Verwalten die Option Hinzufiigen/Entdecken.

Das Dialogfeld Hinzufiigen/Entdecken wird angezeigt.

2. Wahlen Sie das Optionsfeld Alle Speicher-Arrays in einem Netzwerkbereich aus.

3. Geben Sie die Startnetzwerkadresse und die Endung der Netzwerkadresse ein, um im lokalen
Teilnetzwerk zu suchen, und klicken Sie dann auf Erkennung starten.


https://docs.netapp.com/us-en/e-series/getting-started/learn-hardware-concept.html

Der Erkennungsvorgang wird gestartet. Dieser Erkennungsvorgang kann mehrere Minuten dauern. Die
Tabelle auf der Seite ,Entdecken® wird bei der Erkennung der Speicher-Arrays ausgefulit.

Wenn keine verwaltbaren Arrays erkannt werden, Uberprifen Sie, ob die Speicher-Arrays

@ ordnungsgemaf mit Ihrem Netzwerk verbunden sind und die zugewiesenen Adressen
innerhalb der Reichweite liegen. Klicken Sie auf Neue Ermittlungsparameter, um zur Seite
Hinzuflgen/Entdecken zurtckzukehren.

4. Uberpriifen Sie die Liste der erkannten Speicher-Arrays.
5. Aktivieren Sie das Kontrollkadstchen neben einem beliebigen Speicher-Array, das Sie lhrer Management-
Domaéane hinzufigen méchten, und klicken Sie dann auf Weiter.

Unified Manager fihrt eine Uberpriifung der Anmeldeinformationen fiir jedes Array durch, das Sie der
Management-Domane hinzufligen. Méglicherweise missen Sie alle selbstsignierten Zertifikate und nicht
vertrauenswurdigen Zertifikate, die mit diesem Array verknUpft sind, aufldsen.

6. Klicken Sie auf Weiter, um mit dem nachsten Schritt im Assistenten fortzufahren.

Schritt 2: Losen Sie selbst signierte Zertifikate wahrend der Ermittlung

Wahrend der Bestandsaufnahme Uberprift das System, ob die Speicher-Arrays Zertifikate von einer
vertrauenswurdigen Quelle verwenden.

Schritte
1. FUhren Sie einen der folgenden Schritte aus:

> Wenn Sie den Verbindungen zu den erkannten Speicherarrays vertrauen, fahren Sie mit der nachsten
Karte im Assistenten fort. Die selbstsignierten Zertifikate werden als vertrauenswurdig markiert und die
Speicher-Arrays werden zu Unified Manager hinzugeflgt.

> Wenn Sie den Verbindungen zu den Speicher-Arrays nicht vertrauen, wahlen Sie Abbrechen und
validieren Sie die Sicherheitszertifikatstrategie jedes Speicherarrays, bevor Sie eine dieser
Verbindungen zu Unified Manager hinzuflgen.

2. Klicken Sie auf Weiter, um mit dem nachsten Schritt im Assistenten fortzufahren.

Schritt 3: Losen Sie nicht vertrauenswiirdige Zertifikate wahrend der Erkennung

Nicht vertrauenswiurdige Zertifikate treten auf, wenn ein Speicher-Array versucht, eine sichere Verbindung zu
Unified Manager herzustellen, die Verbindung jedoch nicht als sicher bestatigt werden kann. Wahrend der
Array-Ermittlung kdnnen Sie nicht vertrauenswirdige Zertifikate auflésen, indem Sie ein Zertifikat (CA-
Zertifikat) importieren, das von einem vertrauenswurdigen Dritten ausgestellt wurde.

Méglicherweise missen Sie zusatzliche vertrauenswirdige CA-Zertifikate installieren, wenn eine der folgenden
Optionen zutrifft:

« Sie haben kirzlich ein Speicher-Array hinzugefugt.

 Ein oder beide Zertifikate sind abgelaufen.

» Ein oder beide Zertifikate werden widerrufen.

* Ein oder beide Zertifikate fehlen ein Stammzertifikat oder ein Zwischenzertifikat.

Schritte

1. Aktivieren Sie das Kontrollkastchen neben einem beliebigen Speicherarray, fir das Sie nicht
vertrauenswurdige Zertifikate auflésen mdchten, und wahlen Sie dann die Schaltflache Importieren.



Es wird ein Dialogfeld zum Importieren der vertrauenswirdigen Zertifikatdateien geodffnet.

2. Klicken Sie auf Durchsuchen, um die Zertifikatdateien fir die Speicher-Arrays auszuwahlen.
Die Dateinamen werden im Dialogfeld angezeigt.

3. Klicken Sie Auf Import.

Die Dateien werden hochgeladen und validiert.

@ Jedes Speicherarray mit nicht vertrauenswurdigen Zertifikatproblemen, die nicht geldst
wurden, wird Unified Manager nicht hinzugefugt.

4. Klicken Sie auf Weiter, um mit dem nachsten Schritt im Assistenten fortzufahren.

Schritt 4: Geben Sie Passworter

Sie mussen die Passworter fiir die Speicher-Arrays eingeben, die Sie lhrer Management-Domane hinzufligen
mochten.

Schritte
1. Geben Sie das Passwort flir jedes Speicher-Array ein, das Sie zu Unified Manager hinzufigen mochten.

2. Optional: Speicher-Arrays einer Gruppe zuordnen: Wahlen Sie aus der Dropdown-Liste die gewlinschte
Gruppe aus, die mit den ausgewahlten Speicher-Arrays verknlpft werden soll.

3. Klicken Sie Auf Fertig Stellen.

Nachdem Sie fertig sind

Die Speicher-Arrays werden lhrer Management-Doméane hinzugefiigt und der ausgewahlten Gruppe
zugeordnet (falls angegeben).

@ Es kann mehrere Minuten dauern, bis Unified Manager eine Verbindung zu den angegebenen
Storage-Arrays hergestellt hat.

Erkennen Sie ein einzelnes Array

Verwenden Sie die Option Single Storage Array hinzuflUgen/erkennen, um ein einzelnes
Speicher-Array manuell zu ermitteln und dem Netzwerk lhres Unternehmens
hinzuzufigen.

Bevor Sie beginnen
» Das Speicher-Array muss ordnungsgemaf eingerichtet und konfiguriert sein.

» Passworter fir das Storage-Array missen mithilfe der Kachel ,System Manager Access Management*
eingerichtet werden.

Schritte
1. Wahlen Sie auf der Seite Verwalten die Option Hinzufiigen/Entdecken.

Das Dialogfeld Hinzufiigen/Entdecken wird angezeigt.

2. Wahlen Sie das Optionsfeld Entdecken Sie ein einzelnes Speicherarray.



3. Geben Sie die IP-Adresse flr einen der Controller im Speicher-Array ein, und klicken Sie dann auf
Erkennung starten.

Es kann mehrere Minuten dauern, bis sich Unified Manager mit dem angegebenen Storage-Array
verbindet.

@ Die Meldung Speicher-Array nicht zuganglich wird angezeigt, wenn die Verbindung zur IP-
Adresse des angegebenen Controllers nicht erfolgreich ist.

4. Lésen Sie gegebenenfalls selbstsignierte Zertifikate, wenn Sie dazu aufgefordert werden.

Im Rahmen der Bestandsaufnahme Uberprtift das System, ob die erkannten Speicher-Arrays Zertifikate
von einer vertrauenswirdigen Quelle verwenden. Wenn ein digitales Zertifikat fur ein Speicherarray nicht
gefunden werden kann, werden Sie aufgefordert, das nicht von einer anerkannten Zertifizierungsstelle
(CA) signierte Zertifikat zu I6sen, indem eine Sicherheitsausnahme hinzugefligt wird.

5. Losen Sie ggf. nicht vertrauenswirdige Zertifikate, wenn Sie dazu aufgefordert werden.
Nicht vertrauenswiurdige Zertifikate treten auf, wenn ein Speicher-Array versucht, eine sichere Verbindung
zu Unified Manager herzustellen, die Verbindung jedoch nicht als sicher bestatigt werden kann. Lésen Sie
nicht vertrauenswirdige Zertifikate, indem Sie ein Zertifikat der Zertifizierungsstelle (CA) importieren, das

von einem vertrauenswdurdigen Dritten ausgestellt wurde.

6. Klicken Sie Auf Weiter.

7. Optional: das erkannte Speicher-Array einer Gruppe zuordnen: Wahlen Sie aus der Dropdown-Liste die
gewtinschte Gruppe aus, die mit dem Speicher-Array verknipft werden soll.

Die Gruppe ,Alle“ ist standardmafig ausgewabhit.

8. Geben Sie das Administratorkennwort fir das Speicherarray ein, das Sie lhrer Management-Doméne
hinzufigen mochten, und klicken Sie dann auf OK.

Nachdem Sie fertig sind

Das Speicher-Array wird Unified Manager hinzugefligt und, falls angegeben, wird es auch der ausgewahlten
Gruppe hinzugefugt.

Wenn die automatische Erfassung von Support-Daten aktiviert ist, werden Support-Daten automatisch fiir ein
von Ihnen hinzufigsames Speicher-Array erfasst.

Management von Arrays

Anzeigen des Status des Speicherarrays
SANTtricity Unified Manager zeigt den Status jedes erkannten Speicher-Arrays an.

Gehen Sie zur Seite Verwalten - Alle. Auf dieser Seite kbnnen Sie den Status der Verbindung zwischen dem
Web Services Proxy und diesem Speicher-Array anzeigen.

Die Statusanzeigen sind in der folgenden Tabelle beschrieben.



Status Zeigt An

Optimal Das Storage-Array befindet sich in einem optimalen Zustand. Es gibt keine
Zertifikatprobleme und das Passwort ist gliltig.

Unglltiges Kennwort Es wurde ein unglltiges Kennwort fir das Speicher-Array angegeben.

Nicht Vertrauenswiirdiges Eine oder mehrere Verbindungen mit dem Speicher-Array sind nicht

Zertifikat vertrauenswirdig, da das HTTPS-Zertifikat entweder selbst signiert ist und noch
nicht importiert wurde, oder das Zertifikat eine CA-Signatur hat und die Stamm-
und Intermediate-CA-Zertifikate nicht importiert wurden.

Erfordert Aufmerksamkeit Es liegt ein Problem mit dem Speicher-Array vor, das Ihr Eingreifen erfordert, um
es zu beheben.

Verriegeln Das Storage-Array befindet sich in einem gesperrten Zustand.

Unbekannt Das Speicher-Array wurde noch nie kontaktiert. Dies kann vorkommen, wenn der
Web Services Proxy gestartet wird und noch keine Kontakte zum Speicher-Array
hergestellt wurden oder das Speicher-Array offline ist und seit dem Start des Web
Services Proxy noch nie kontaktiert wurde.

Offline Der Web Services Proxy hatte sich bereits zuvor an das Speicher-Array gewandt,
doch inzwischen sind sédmtliche Verbindungen verloren gegangen.

Management eines individuellen Storage Arrays

Sie kdnnen die Option Start verwenden, um den Browser-basierten SANtricity-System-
Manager fur ein oder mehrere Storage-Arrays zu 6ffnen, wenn Sie Managementvorgange
ausfuhren mochten.

Schritte
1. Wahlen Sie auf der Seite Verwalten ein oder mehrere Storage Arrays aus, die Sie managen mdchten.

2. Klicken Sie Auf Start.
Das System 6ffnet ein neues Fenster und zeigt die Anmeldeseite von System Manager an.

3. Geben Sie |hren Benutzernamen und |hr Passwort ein und klicken Sie dann auf Anmelden.

Andern Sie die Passworter fiir das Speicherarray

Sie konnen die Passworter aktualisieren, die fur die Anzeige und den Zugriff auf
Speicher-Arrays in SANtricity Unified Manager verwendet werden.

Bevor Sie beginnen
» Sie mussen mit einem Benutzerprofil angemeldet sein, das Storage Admin-Berechtigungen enthalt.

» Sie mussen das aktuelle Passwort fir das Speicher-Array kennen, das in System Manager festgelegt ist.



Uber diese Aufgabe

In dieser Aufgabe geben Sie das aktuelle Passwort fiir ein Speicher-Array ein, damit Sie in Unified Manager
darauf zugreifen konnen. Dies kann notwendig sein, wenn das Array-Passwort in System Manager geandert
wurde und jetzt auch in Unified Manager geandert werden muss.

Schritte
1. Wahlen Sie auf der Seite Verwalten ein oder mehrere Speicher-Arrays aus.

2. Menl wahlen:Sonstige Aufgaben[Storage Array-Passworter angeben].

3. Geben Sie fiur jedes Speicherarray das Kennwort oder die Passworter ein, und klicken Sie dann auf
Speichern.

Entfernen Sie die Storage-Arrays von SANtricity Unified Manager

Sie kdnnen ein oder mehrere Storage Arrays entfernen, wenn Sie es nicht mehr Uber
SANTtricity Unified Manager managen mochten.

Uber diese Aufgabe

Sie kdnnen nicht auf die von Ihnen entfernenden Speicher-Arrays zugreifen. Sie kbnnen jedoch eine
Verbindung zu einem der entfernten Speicher-Arrays herstellen, indem Sie einen Browser direkt auf seine IP-
Adresse oder den Host-Namen zeigen.

Das Entfernen eines Speicher-Arrays hat keinerlei Auswirkungen auf das Speicher-Array oder seine Daten.
Wenn ein Speicher-Array versehentlich entfernt wird, kann es erneut hinzugefiugt werden.

Schritte
1. Wéahlen Sie die Seite Verwalten aus.

2. Wabhlen Sie ein oder mehrere Speicherarrays aus, die Sie entfernen mochten.

3. Menl wahlen:Sonstige Aufgaben[Speicher-Array entfernen].

Das Storage Array wird aus allen Ansichten in SANtricity Unified Manager entfernt.
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