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Arrays erkennen

Entdecken Sie mehrere Speicher-Arrays im SANtricity
Unified Manager

Sie erkennen mehrere Arrays, um alle Speicher-Arrays im Subnetz zu erkennen, in dem
sich der Verwaltungsserver befindet, und um automatisch die ermittelten Arrays zu lhrer
Verwaltungsdomane hinzuzufugen.

Bevor Sie beginnen

+ Sie missen mit einem Benutzerprofil angemeldet sein, das die Berechtigungen fir den
Sicherheitsadministrator enthalt.

* Das Speicher-Array muss ordnungsgemalf eingerichtet und konfiguriert sein.

» Passworter fir das Storage-Array missen mithilfe der Kachel ,System Manager Access Management®
eingerichtet werden.

* Um nicht vertrauenswurdige Zertifikate zu 16sen, missen Sie vertrauenswiurdige Zertifikatdateien von einer
Zertifizierungsstelle (CA) haben, und die Zertifikatdateien sind auf lhrem lokalen System verfiigbar.

Das Erkennen von Arrays ist ein mehrstufiges Verfahren.

Schritt 1: Geben Sie die Netzwerkadresse ein

Sie geben einen Netzwerkaddress Range ein, um im lokalen Subnetzwerk zu suchen. Jedes erfolgreich
erreichte Speicher-Array wird auf der Seite Erkennung angezeigt und kann Ihrer Management-Domane
hinzugefligt werden.

Wenn Sie den Ermittlungsvorgang aus irgendeinem Grund beenden mdchten, klicken Sie auf Erkennung
stoppen.

Schritte
1. Wahlen Sie auf der Seite Verwalten die Option Hinzufiigen/Entdecken.

Das Dialogfeld Hinzufigen/Entdecken wird angezeigt.

2. Wahlen Sie das Optionsfeld Alle Speicher-Arrays in einem Netzwerkbereich aus.

3. Geben Sie die Startnetzwerkadresse und die Endung der Netzwerkadresse ein, um im lokalen
Teilnetzwerk zu suchen, und klicken Sie dann auf Erkennung starten.

Der Erkennungsvorgang wird gestartet. Dieser Erkennungsvorgang kann mehrere Minuten dauern. Die
Tabelle auf der Seite ,Entdecken” wird bei der Erkennung der Speicher-Arrays ausgefulit.

Wenn keine verwaltbaren Arrays erkannt werden, Uberprtifen Sie, ob die Speicher-Arrays

@ ordnungsgemalf mit Inrem Netzwerk verbunden sind und die zugewiesenen Adressen
innerhalb der Reichweite liegen. Klicken Sie auf Neue Ermittlungsparameter, um zur Seite
Hinzuflgen/Entdecken zurtickzukehren.

4. Uberpriifen Sie die Liste der erkannten Speicher-Arrays.

5. Aktivieren Sie das Kontrollkastchen neben einem beliebigen Speicher-Array, das Sie Ihrer Management-
Domane hinzufigen méchten, und klicken Sie dann auf Weiter.



Unified Manager fiihrt eine Uberpriifung der Anmeldeinformationen fiir jedes Array durch, das Sie der
Management-Domane hinzufligen. Mdglicherweise missen Sie alle selbstsignierten Zertifikate und nicht
vertrauenswurdigen Zertifikate, die mit diesem Array verknUpft sind, aufldsen.

6. Klicken Sie auf Weiter, um mit dem nachsten Schritt im Assistenten fortzufahren.

Schritt 2: Losen Sie selbst signierte Zertifikate wahrend der Ermittlung

Wahrend der Bestandsaufnahme Uberprift das System, ob die Speicher-Arrays Zertifikate von einer
vertrauenswurdigen Quelle verwenden.

Schritte
1. FUhren Sie einen der folgenden Schritte aus:

o Wenn Sie den Verbindungen zu den erkannten Speicherarrays vertrauen, fahren Sie mit der nachsten
Karte im Assistenten fort. Die selbstsignierten Zertifikate werden als vertrauenswurdig markiert und die
Speicher-Arrays werden zu Unified Manager hinzugeflgt.

> Wenn Sie den Verbindungen zu den Speicher-Arrays nicht vertrauen, wahlen Sie Abbrechen und
validieren Sie die Sicherheitszertifikatstrategie jedes Speicherarrays, bevor Sie eine dieser
Verbindungen zu Unified Manager hinzufiigen.

2. Klicken Sie auf Weiter, um mit dem nachsten Schritt im Assistenten fortzufahren.

Schritt 3: Losen Sie nicht vertrauenswirdige Zertifikate wahrend der Ermittlung

Nicht vertrauenswiirdige Zertifikate treten auf, wenn ein Speicher-Array versucht, eine sichere Verbindung zu
Unified Manager herzustellen, die Verbindung jedoch nicht als sicher bestatigt werden kann. Wahrend der
Array-Ermittlung kdnnen Sie nicht vertrauenswirdige Zertifikate auflésen, indem Sie ein Zertifikat (CA-
Zertifikat) importieren, das von einem vertrauenswurdigen Dritten ausgestellt wurde.

Médglicherweise mussen Sie zusatzliche vertrauenswirdige CA-Zertifikate installieren, wenn eine der folgenden
Optionen zutrifft:

+ Sie haben kurzlich ein Speicher-Array hinzugefiigt.
 Ein oder beide Zertifikate sind abgelaufen.
 Ein oder beide Zertifikate werden widerrufen.

* Ein oder beide Zertifikate fehlen ein Stammzertifikat oder ein Zwischenzertifikat.

Schritte

1. Aktivieren Sie das Kontrollkastchen neben einem beliebigen Speicherarray, flr das Sie nicht
vertrauenswurdige Zertifikate auflésen mdchten, und wahlen Sie dann die Schaltflache Importieren.

Es wird ein Dialogfeld zum Importieren der vertrauenswirdigen Zertifikatdateien gedéffnet.

2. Klicken Sie auf Durchsuchen, um die Zertifikatdateien fir die Speicher-Arrays auszuwahlen.
Die Dateinamen werden im Dialogfeld angezeigt.

3. Klicken Sie Auf Import.

Die Dateien werden hochgeladen und validiert.



@ Jedes Speicherarray mit nicht vertrauenswurdigen Zertifikatproblemen, die nicht geldst
wurden, wird Unified Manager nicht hinzugefugt.

4. Klicken Sie auf Weiter, um mit dem nachsten Schritt im Assistenten fortzufahren.

Schritt 4: Geben Sie Passworter ein

Sie mussen die Passworter fiir die Speicher-Arrays eingeben, die Sie lhrer Management-Domane hinzufligen
maochten.

Schritte
1. Geben Sie das Passwort fUr jedes Speicher-Array ein, das Sie zu Unified Manager hinzufigen mdchten.

2. Optional: Speicher-Arrays einer Gruppe zuordnen: Wahlen Sie aus der Dropdown-Liste die gewlinschte
Gruppe aus, die mit den ausgewahlten Speicher-Arrays verknUlipft werden soll.

3. Klicken Sie Auf Fertig Stellen.

Nachdem Sie fertig sind

Die Speicher-Arrays werden lhrer Management-Domane hinzugefigt und der ausgewahlten Gruppe
zugeordnet (falls angegeben).

@ Es kann mehrere Minuten dauern, bis Unified Manager eine Verbindung zu den angegebenen
Storage-Arrays hergestellt hat.

Entdecken Sie ein einzelnes Array im SANtricity Unified
Manager

Verwenden Sie die Option Single Storage Array hinzufugen/erkennen, um ein einzelnes
Speicher-Array manuell zu ermitteln und dem Netzwerk lhres Unternehmens
hinzuzufugen.

Bevor Sie beginnen
* Das Speicher-Array muss ordnungsgemalf eingerichtet und konfiguriert sein.
« Passworter flr das Storage-Array mussen mithilfe der Kachel ,System Manager Access Management*
eingerichtet werden.

Schritte
1. Wahlen Sie auf der Seite Verwalten die Option Hinzufiigen/Entdecken.

Das Dialogfeld Hinzufigen/Entdecken wird angezeigt.

2. Wahlen Sie das Optionsfeld Entdecken Sie ein einzelnes Speicherarray.
3. Geben Sie die IP-Adresse flr einen der Controller im Speicher-Array ein, und klicken Sie dann auf
Erkennung starten.

Es kann mehrere Minuten dauern, bis sich Unified Manager mit dem angegebenen Storage-Array
verbindet.



@ Die Meldung Speicher-Array nicht zuganglich wird angezeigt, wenn die Verbindung zur IP-
Adresse des angegebenen Controllers nicht erfolgreich ist.

4. Lésen Sie gegebenenfalls selbstsignierte Zertifikate, wenn Sie dazu aufgefordert werden.

Im Rahmen der Bestandsaufnahme tberpriift das System, ob die erkannten Speicher-Arrays Zertifikate
von einer vertrauenswurdigen Quelle verwenden. Wenn ein digitales Zertifikat fur ein Speicherarray nicht
gefunden werden kann, werden Sie aufgefordert, das nicht von einer anerkannten Zertifizierungsstelle
(CA) signierte Zertifikat zu I6sen, indem eine Sicherheitsausnahme hinzugeflgt wird.

5. Losen Sie ggf. nicht vertrauenswirdige Zertifikate, wenn Sie dazu aufgefordert werden.

Nicht vertrauenswiirdige Zertifikate treten auf, wenn ein Speicher-Array versucht, eine sichere Verbindung
zu Unified Manager herzustellen, die Verbindung jedoch nicht als sicher bestatigt werden kann. Lésen Sie
nicht vertrauenswirdige Zertifikate, indem Sie ein Zertifikat der Zertifizierungsstelle (CA) importieren, das
von einem vertrauenswdurdigen Dritten ausgestellt wurde.

6. Klicken Sie Auf Weiter.
7. Optional: das erkannte Speicher-Array einer Gruppe zuordnen: Wahlen Sie aus der Dropdown-Liste die
gewlnschte Gruppe aus, die mit dem Speicher-Array verknlipft werden soll.

Die Gruppe ,Alle“ ist standardmafig ausgewahit.

8. Geben Sie das Administratorkennwort fir das Speicherarray ein, das Sie lhrer Management-Domane
hinzufligen mdchten, und klicken Sie dann auf OK.

Nachdem Sie fertig sind

Das Speicher-Array wird Unified Manager hinzugefiligt und, falls angegeben, wird es auch der ausgewahlten
Gruppe hinzugefugt.

Wenn die automatische Erfassung von Support-Daten aktiviert ist, werden Support-Daten automatisch fiir ein
von Ihnen hinzufigsames Speicher-Array erfasst.
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