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Management von Controllern

Erfahren Sie mehr uber Controllerzustande im SANtricity
System Manager

Ein Controller kann in drei verschiedene Zustande versetzt werden: ,,Online®, ,Offline“ und
,Service®.

Online-Status

Der Status ,Online” lautet der normale Betriebsstatus des Controllers. Dies bedeutet, dass der Controller
ordnungsgemal funktioniert und fur I/O-Vorgange verfugbar ist.

Wenn Sie einen Controller online schalten, wird dessen Status auf ,optimal“ gesetzt.

Offline-Status

Der Offline-Status wird normalerweise verwendet, um einen Controller zum Austausch vorzubereiten, wenn es
im Storage Array zwei Controller gibt. Ein Controller kann auf zwei Arten in den Offline-Status eintreten: Sie
kdénnen einen expliziten Befehl ausgeben oder der Controller kann ausfallen. Ein Controller kann den Offline-
Status nur durch Eingabe eines anderen expliziten Befehls oder durch Ersetzen des ausgefallenen Controllers
beenden. Sie kdnnen einen Controller nur offline schalten, wenn sich zwei Controller im Storage-Array
befinden.

Wenn ein Controller den Status ,Offline” aufweist, gelten die folgenden Bedingungen:

» Der Controller ist fir I/O nicht verfigbar
+ Sie kdnnen das Storage Array nicht tber diesen Controller verwalten.
+ Alle Volumes, die aktuell dem Controller gehéren, werden auf den anderen Controller verschoben.

» Die Cache-Spiegelung ist deaktiviert und alle Volumes werden in den Schreib-Cache-Modus geandert.

Servicemodus

Service Mode wird normalerweise nur vom technischen Support verwendet, um alle Storage Array Volumes zu
einem Controller zu verschieben, sodass die Diagnose des anderen Controllers gestellt werden kann. Ein
Controller muss manuell in den Servicemodus versetzt werden und muss nach Abschluss des
Servicevorgangs manuell wieder online geschaltet werden.

Wenn sich ein Controller im Servicemodus befindet, gelten die folgenden Bedingungen:

 Der Controller ist fir /0 nicht verfliigbar

* Der technische Support kann tber den seriellen Port oder die Netzwerkverbindung auf den Controller
zugreifen, um potenzielle Probleme zu analysieren.

* Alle Volumes, die aktuell dem Controller gehéren, werden auf den anderen Controller verschoben.

* Die Cache-Spiegelung ist deaktiviert und alle Volumes werden in den Schreib-Cache-Modus geandert.



Erfahren Sie mehr uber die IP-Adresszuweisung fur E-Serie-
Controller

Standardmallig werden Controller bei beiden Netzwerk-Ports mit aktiviertem DHCP
ausgeliefert. Sie kdnnen statische IP-Adressen zuweisen, die statischen
Standardadressen verwenden oder DHCP-zugewiesene |IP-Adressen verwenden. Sie
konnen auch eine statusfreie IPv6-Konfiguration verwenden.

IPv6 ist bei neuen Controllern standardmafig deaktiviert, Sie kdnnen jedoch die Management-
Port-IP-Adressen mit einer alternativen Methode konfigurieren und dann IPv6 auf den
Management-Ports mit System Manager aktivieren.

Wenn sich der Netzwerk-Port in einem Status ,Link down* befindet, d. h. von einem LAN getrennt, meldet das
System seine Konfiguration entweder statisch, zeigt eine IP-Adresse von 0.0.0.0 (friihere Freigaben) an oder
DHCP ist aktiviert, ohne dass eine IP-Adresse gemeldet wurde (spatere Freigaben). Wenn sich der
Netzwerkport im Status ,Verbindung nach oben® befindet (d. h., verbunden mit einem LAN), versucht er, eine
IP-Adresse Uber DHCP abzurufen.

Wenn der Controller bei einem bestimmten Netzwerkport keine DHCP-Adresse erhalten kann, wird auf eine
Standard-IP-Adresse zurlickgesetzt, die bis zu 3 Minuten dauert. Folgende Standard-IP-Adressen sind
vorgesehen:

Controller 1 (port 1): IP Address: 192.168.128.101
Controller 1 (port 2): IP Address: 192.168.129.101
Controller 2 (port 1): IP Address: 192.168.128.102

Controller 2 (port 2): IP Address: 192.168.129.102

Beim Zuweisen von IP-Adressen:

+ Reservieren Sie Port 2 auf den Controllern fiir den Kunden-Support. Andern Sie nicht die Standard-
Netzwerkeinstellungen (DHCP ist aktiviert).

* Verwenden Sie SANtricity System Manager, um statische IP-Adressen fur E4000, E2800 und E5700
Controller festzulegen. Verwenden Sie SANtricity Storage Manager, um statische |IP-Adressen fir E2700
und E5600 Controller festzulegen. Nach der Konfiguration einer statischen IP-Adresse bleibt sie durch alle
Verbindungs-Down-/Up-Ereignisse festgelegt.

* Um DHCP zum Zuweisen der IP-Adresse des Controllers zu verwenden, verbinden Sie den Controller mit
einem Netzwerk, das DHCP-Anfragen verarbeiten kann. Verwenden Sie einen permanenten DHCP-
Leasing.



Die Standardadressen werden nicht Gber Ereignisse mit Verbindungsabfallen hinweg
beibehalten. Wenn ein Netzwerk-Port auf einem Controller auf DHCP eingestellt ist,

@ versucht der Controller bei jedem Link-Ereignis eine DHCP-Adresse zu erhalten,
einschliel3lich Einfihrungen von Kabeln, Neustarts und Energiezyklen. Jedes Mal, wenn ein
DHCP-Versuch fehlschlagt, wird die statische Standard-IP-Adresse flr diesen Port
verwendet.

Konfigurieren Sie den Verwaltungsport im SANtricity
System Manager

Der Controller enthalt einen flr das Systemmanagement verwendeten Ethernet-Port. Bei
Bedarf kénnen Sie die Ubertragungsparameter und IP-Adressen dndern.

Uber diese Aufgabe

Wahrend dieses Verfahrens wahlen Sie Port 1 und bestimmen dann die Geschwindigkeit und Port Addressing-
Methode. Port 1 stellt eine Verbindung zum Netzwerk her, in dem der Management-Client auf den Controller
und System Manager zugreifen kann.

@ Verwenden Sie nicht Port 2 auf beiden Controllern. Port 2 ist dem technischen Support
vorbehalten.

Schritte
1. Wahlen Sie Hardware.

2. Wenn die Grafik die Laufwerke anzeigt, klicken Sie auf die Registerkarte Controller & Komponenten.
Die Grafik andert sich, um die Controller anstelle der Laufwerke anzuzeigen.

3. Klicken Sie auf den Controller mit dem Managementport, den Sie konfigurieren mochten.
Das Kontextmenu des Controllers wird angezeigt.

4. Wahlen Sie Management Ports konfigurieren.
Das Dialogfeld Management-Ports konfigurieren wird gedffnet.

5. Stellen Sie sicher, dass Port 1 angezeigt wird, und klicken Sie dann auf Weiter.

6. Wahlen Sie die Einstellungen fur den Konfigurationsanschluss aus, und klicken Sie dann auf Weiter.



Felddetails

Feld Beschreibung

Geschwindigkeit und Behalten Sie die Einstellung fir die automatische Aushandlung bei, wenn

Duplexmodus der System Manager die Ubertragungsparameter zwischen dem Speicher-
Array und dem Netzwerk bestimmen soll. Wenn Sie die Geschwindigkeit
und den Modus lhres Netzwerks kennen, wahlen Sie die Parameter aus
der Dropdown-Liste aus. In der Liste werden nur die gultigen
Geschwindigkeits- und Duplexkombinationen angezeigt.

IPv4 aktivieren/IPv6 Wahlen Sie eine oder beide Optionen aus, um die Unterstutzung fur IPv4-
aktivieren und IPv6-Netzwerke zu aktivieren.

Wenn Sie IPv4 aktivieren wahlen, wird ein Dialogfeld zur Auswahl von IPv4-Einstellungen gedffnet,
nachdem Sie auf Weiter geklickt haben. Wenn Sie IPv6 aktivieren auswahlen, wird ein Dialogfeld zur
Auswabhl von IPv6-Einstellungen gedffnet, nachdem Sie auf Weiter geklickt haben. Wenn Sie beide
Optionen auswahlen, wird zuerst das Dialogfeld fir IPv4-Einstellungen gedffnet, und nach dem Klicken auf
Weiter wird das Dialogfeld fur IPv6-Einstellungen geéffnet.

7. Konfigurieren Sie die IPv4- und/oder IPv6-Einstellungen automatisch oder manuell.

Felddetails
Feld Beschreibung
Konfiguration Wabhlen Sie diese Option aus, um die Konfiguration automatisch
automatisch vom abzurufen.

DHCP-Server beziehen

Statische Konfiguration Wahlen Sie diese Option aus, und geben Sie dann die IP-Adresse des

manuell festlegen Controllers ein. (Bei Bedarf kbnnen Sie Adressen in die Felder
ausschneiden und einfligen.) Geben Sie bei IPv4 die Subnetzmaske und
das Gateway des Netzwerks an. Geben Sie fur IPv6 die routingfahige I1P-
Adresse und die Router-IP-Adresse ein.

Wenn Sie die Konfiguration der IP-Adresse andern, geht der
Verwaltungspfad zum Speicher-Array verloren. Wenn Sie
Arrays in lhrem Netzwerk global mit SANftricity Unified
Manager verwalten, 6ffnen Sie die Benutzeroberflache und

@ gehen Sie zum Menu:Managen[Entdecken]. Wenn Sie
SANTtricity-Speicher-Manager verwenden, missen Sie das
Gerat aus dem Enterprise Management-Fenster (EMW)
entfernen, es wieder zum EMW hinzufligen, indem Sie
Menu:Bearbeiten[Speicher-Array hinzufiigen] auswahlen
und dann die neue IP-Adresse eingeben.

8. Klicken Sie Auf Fertig Stellen.



Ergebnisse

Die Konfiguration des Managementport wird auf der Registerkarte Controller-Einstellungen, Management
Ports, angezeigt.

Konfigurieren Sie NTP-Serveradressen im SANtricity
System Manager

Sie kdnnen eine Verbindung zum NTP-Server (Network Time Protocol) konfigurieren,
sodass der Controller regelmafig den NTP-Server abfragen muss, um seine interne
Uhrzeit zu aktualisieren.

Bevor Sie beginnen
» Ein NTP-Server muss in lhrem Netzwerk installiert und konfiguriert sein.

» Sie miUssen die Adresse des primaren NTP-Servers und einen optionalen Backup-NTP-Server kennen.
Dabei kénnen es sich um vollstandig qualifizierte Domain-Namen, IPv4-Adressen oder IPv6-Adressen
handeln.

Wenn Sie einen oder mehrere Domanennamen fiir die NTP-Server eingeben, missen Sie auch

@ einen DNS-Server konfigurieren, um die NTP-Serveradresse aufzuldésen. Sie missen den DNS-
Server nur auf den Controllern konfigurieren, auf denen Sie NTP konfiguriert und einen Domain-
Namen angegeben haben.

Uber diese Aufgabe

NTP ermdglicht dem Speicher-Array die automatische Synchronisierung der Uhren des Controllers mit einem
externen Host mithilfe des Simple Network Time Protocol (SNTP). Der Controller fragt regelmafig den
konfigurierten NTP-Server ab und aktualisiert dann seine interne Uhrzeit mit den Ergebnissen. Wenn nur ein
Controller NTP aktiviert ist, synchronisiert der alternative Controller regelmaflig seine Uhr mit dem Controller,
auf dem NTP aktiviert ist. Wenn auf keinem der Controller NTP aktiviert ist, synchronisieren die Controller
regelmafig ihre Uhren miteinander.

Sie mussen nicht auf beiden Controllern NTP konfigurieren. Dadurch wird jedoch die Fahigkeit
@ des Storage-Arrays verbessert, wahrend der Hardware- oder Kommunikationsausfalle
synchronisiert zu bleiben.

Schritte
1. Wahlen Sie Hardware.

2. Wenn die Grafik die Laufwerke anzeigt, klicken Sie auf die Registerkarte Controller & Komponenten.
Die Grafik andert sich, um die Controller anstelle der Laufwerke anzuzeigen.

3. Klicken Sie auf den Controller, den Sie konfigurieren méchten.
Das Kontextmenu des Controllers wird angezeigt.

4. Wahlen Sie NTP-Server konfigurieren.
Das Dialogfeld Configure Network Time Protocol (NTP) Server wird geoffnet.

5. Wahlen Sie Ich méchte NTP auf Controller (A oder B) aktivieren.



Im Dialogfeld werden weitere Auswahlmaoglichkeiten angezeigt.

6. Wahlen Sie eine der folgenden Optionen:

o NTP-Serveradressen werden automatisch vom DHCP-Server abgerufen — die erkannten NTP-
Serveradressen werden angezeigt.

@ Wenn das Speicher-Array auf die Verwendung einer statischen NTP-Adresse eingestellt
ist, werden keine NTP-Server angezeigt.

o NTP-Server-Adressen manuell angeben — Geben Sie die primare NTP-Serveradresse und eine
Backup-NTP-Serveradresse ein. Der Backup-Server ist optional. (Diese Adressfelder werden
angezeigt, nachdem Sie das Optionsfeld ausgewahlt haben.) Bei der Serveradresse kann es sich um
einen vollstandig qualifizierten Domanennamen, eine IPv4-Adresse oder eine IPv6-Adresse handeln.

7. Optional: Geben Sie Serverinformationen und Authentifizierungsdaten fir einen Backup-NTP-Server ein.
8. Klicken Sie Auf Speichern.

Ergebnisse

Die NTP-Serverkonfiguration wird auf der Registerkarte Controllereinstellungen DNS/NTP angezeigt.

Konfigurieren Sie DNS-Serveradressen im SANtricity
System Manager

Mit dem Domain Name System (DNS) werden vollstandig qualifizierte Domain-Namen fur
die Controller und ein NTP-Server (Network Time Protocol) aufgeldst. Die Management-
Ports auf dem Speicher-Array kdnnen IPv4- oder IPv6-Protokolle gleichzeitig
unterstutzen.

Bevor Sie beginnen

* Ein DNS-Server muss in Ihrem Netzwerk installiert und konfiguriert sein.

» Sie kennen die Adresse des primaren DNS-Servers und einen optionalen Backup-DNS-Server. Bei diesen
Adressen kénnen es sich um IPv4-Adressen oder IPv6-Adressen handeln.

Uber diese Aufgabe

In diesem Verfahren wird beschrieben, wie Sie eine primare DNS-Serveradresse und eine DNS-Backup-
Adresse angeben. Der Backup-DNS-Server kann optional so konfiguriert werden, dass er verwendet wird,
wenn ein primarer DNS-Server ausfallt.

Wenn Sie bereits die Management-Ports des Storage-Arrays mit DHCP (Dynamic Host
Configuration Protocol) konfiguriert haben und ein oder mehrere DNS- oder NTP-Server mit
@ dem DHCP-Setup verbunden sind, missen Sie DNS oder NTP nicht manuell konfigurieren. In
diesem Fall sollte das Speicher-Array bereits automatisch die DNS/NTP-Serveradressen
erhalten haben. Sie sollten jedoch weiterhin die folgenden Anweisungen befolgen, um das
Dialogfeld zu 6ffnen und sicherzustellen, dass die richtigen Adressen erkannt werden.

Schritte
1. Wahlen Sie Hardware.

2. Wenn die Grafik die Laufwerke anzeigt, klicken Sie auf die Registerkarte Controller & Komponenten.



Die Grafik andert sich, um die Controller anstelle der Laufwerke anzuzeigen.
3. Wahlen Sie den zu konfigurierenden Controller aus.

Das KontextmenuU des Controllers wird angezeigt.
4. Wahlen Sie DNS-Server konfigurieren.

Das Dialogfeld DNS-Server konfigurieren wird gedffnet.

5. Wahlen Sie eine der folgenden Optionen:

o DNS-Serveradressen werden automatisch vom DHCP-Server abgerufen — die erkannten DNS-
Serveradressen werden angezeigt.

@ Wenn das Speicherarray auf eine statische DNS-Adresse eingestellt ist, werden keine
DNS-Server angezeigt.

o DNS-Server-Adressen manuell angeben — Geben Sie eine primare DNS-Server-Adresse und eine
Backup-DNS-Server-Adresse ein. Der Backup-Server ist optional. (Diese Adressfelder werden
angezeigt, nachdem Sie das Optionsfeld ausgewahlt haben.) Bei diesen Adressen kdnnen es sich um
IPv4-Adressen oder IPv6-Adressen handeln.

6. Klicken Sie Auf Speichern.

7. Wiederholen Sie diese Schritte fir den anderen Controller.

Ergebnisse
Die DNS-Konfiguration wird auf der Registerkarte Controllereinstellungen DNS/NTP angezeigt.

Controller-Einstellungen im SANtricity System Manager
anzeigen

Sie kdnnen Informationen zu einem Controller anzeigen, z. B. den Status der Host-
Schnittstellen, Laufwerksschnittstellen und Management-Ports.

Schritte
1. Wahlen Sie Hardware.

2. Wenn die Grafik die Laufwerke anzeigt, klicken Sie auf die Registerkarte Controller & Komponenten.
Die Grafik andert sich, um die Controller anstelle der Laufwerke anzuzeigen.

3. Fuhren Sie eine der folgenden Aktionen durch, um die Controller-Einstellungen anzuzeigen:

o Klicken Sie auf den Controller, um das Kontextmeni anzuzeigen, und wahlen Sie dann Einstellungen
anzeigen.

o Wahlen Sie das Controller-Symbol aus (neben der Dropdown-Liste Shelf). Wahlen Sie bei
Duplexkonfigurationen entweder Controller A oder Controller B aus dem Dialogfeld aus, und klicken
Sie dann auf Weiter.

Das Dialogfeld Controller-Einstellungen wird gedffnet.

4. Wahlen Sie die Registerkarten aus, die zwischen den Eigenschaftseinstellungen verschoben werden
sollen.



Einige Registerkarten haben einen Link fur Weitere Einstellungen anzeigen oben rechts.

Felddetails

Registerkarte

Basis

Cache

Host-Schnittstellen

Festplattenschnittstelle
n

Management-Ports

DNS/NTP

5. Klicken Sie Auf SchlieRen.

Beschreibung

Zeigt den Controller-Status, den Modellnamen, die Ersatzteilnummer des
Ersatzteils, die aktuelle Firmware-Version und die Version des
nichtfliichtigen statischen Random Access Memory (NVSRAM) an.

Zeigt die Cache-Einstellungen des Controllers an, zu denen der Daten-
Cache, der Prozessor-Cache und das Cache-Backup-Gerat gehdren. Das
Cache-Backup-Gerat wird verwendet, um Daten im Cache zu sichern,
wenn Sie den Controller bei einem Stromausfall verlieren. Status kann
optimal, fehlgeschlagen, entfernt, Unbekannt, schreibgeschitzt, Oder nicht
kompatibel.

Zeigt die Informationen zur Host-Schnittstelle und den Linkstatus der
einzelnen Ports an. Die Host-Schnittstelle ist die Verbindung zwischen dem
Controller und dem Host, z. B. Fibre Channel oder iSCSI.

Der Standort der Host Interface Card (HIC) befindet sich
entweder in der Baseboard oder in einem Steckplatz

@ (Schacht). ,Baseboard zeigt, dass die HIC-Ports in den
Controller integriert sind. Die ,Steckplatz“-Ports befinden
sich auf der optionalen HIC.

Zeigt die Informationen zur Laufwerkschnittstelle und den Linkstatus jedes
Ports an. Die Laufwerksschnittstelle ist die Verbindung zwischen dem
Controller und den Laufwerken, z. B. SAS.

Zeigt Details zum Management-Port an, z. B. den Host-Namen, der fir den
Zugriff auf den Controller verwendet wurde, und ob eine Remote-
Anmeldung aktiviert wurde. Der Managementport verbindet den Controller
und den Management-Client. Hier wird ein Browser zum Zugriff auf System
Manager installiert.

Zeigt die Adressmethode und die IP-Adressen fir den DNS-Server und
den NTP-Server an, wenn diese Server in System Manager konfiguriert
wurden.

Domain Name System (DNS) ist ein Benennungssystem fiir Gerate, die
mit dem Internet oder einem privaten Netzwerk verbunden sind. Der DNS-
Server verwaltet ein Verzeichnis von Domain-Namen und Ubersetzt diese
in Internet Protocol (IP)-Adressen.

Network Time Protocol (NTP) ist ein Netzwerkprotokoll fur die
Uhrsynchronisierung zwischen Computersystemen in Datennetzwerken.



Remote-Login (SSH) im SANtricity System Manager
konfigurieren

Durch die Aktivierung der Remote-Anmeldung konnen Benutzer auf3erhalb des lokalen
Netzwerks eine SSH-Sitzung starten und auf den Controller zugreifen.

Bei SANtricity Version 11.74 und héher ist auch die Multi-Faktor-Autorisierung (MFA) moglich, indem Benutzer
einen SSH-Schlissel und/oder SSH-Passwort eingeben mussen. Bei SANTtricity Version 11.73 und friher
enthalt diese Funktion eine Option fur Multi-Faktor-Autorisierung mit SSH-Schlisseln und -Passwortern.

@ Sicherheitsrisiko — aus Sicherheitsgriinden sollten nur Mitarbeiter des technischen Supports
die Remote-Login-Funktion verwenden.

Schritte
1. Wahlen Sie Hardware.

2. Wenn die Grafik die Laufwerke anzeigt, klicken Sie auf die Registerkarte Controller & Komponenten.
Die Grafik andert sich, um die Controller anstelle der Laufwerke anzuzeigen.

3. Klicken Sie auf den Controller, fiir den Sie die Remote-Anmeldung konfigurieren mochten.
Das Kontextmeni des Controllers wird angezeigt.

4. Wahlen Sie Remote-Anmeldung konfigurieren (SSH) aus. (Fir SANtricity Version 11.73 und friher lautet
dieser MenlUpunkt Remote Login andern.)

Das Dialogfeld wird gedffnet, um die Remote-Anmeldung zu aktivieren.
5. Aktivieren Sie das Kontrollkastchen * Remote-Anmeldung aktivieren®.
Diese Einstellung bietet eine Remote-Anmeldung mit drei Optionen fiir die Autorisierung:

o Nur Passwort. Fir diese Option sind Sie fertig und kdnnen auf Speichern klicken. Wenn Sie ber ein
Duplex-System verfligen, kdnnen Sie die Remote-Anmeldung auf dem zweiten Controller aktivieren,
indem Sie die vorherigen Schritte durchflhren.

o * Entweder SSH-Schllssel oder Passwort*. Fiir diese Option fahren Sie mit dem nachsten Schritt fort.

o Passwort und SSH-Schliissel. Aktivieren Sie fir diese Option das Kontrollkdstchen autorisierter
offentlicher Schliissel und Passwort fiir Remote-Anmeldung erforderlich, und fahren Sie mit dem
nachsten Schritt fort.

6. Flllen Sie das Feld * Public Key* aus. Dieses Feld enthalt eine Liste autorisierter offentlicher Schlissel im
Format der OpenSSH Authorized_keys-Datei.
Beachten Sie beim Ausflillen des Feldes autorisierter 6ffentlicher Schliissel die folgenden Richtlinien:
o Das Feld autorisierter 6ffentlicher Schliissel gilt fiir beide Controller und muss nur auf dem ersten
Controller konfiguriert werden.

o Die Datei Authorized_keys darf nur einen Schlissel pro Zeile enthalten. Zeilen, die mit # beginnen
und leere Zeilen werden ignoriert. Weitere Informationen zum Dateiformat finden Sie unter
"Konfigurieren von autorisierten Schlisseln fur OpenSSH".

o Eine authorisierte_keys-Datei sollte ahnlich wie im folgenden Beispiel aussehen:


https://www.ssh.com/academy/ssh/authorized-keys-openssh

ssh-rsa
AAAAB3NzaClyc2EAAAADAQABAAABAQDILIG20rYTk4ok+xFJkPHYp/ROLfJQEYDLXASAJ4
9w3DVAWLrUg+1CpNg76WSamOBmoG9jgbcABSABRGdswdeMQZHi1Jcu291J30KKv6S1CulA
j1ltHymwtbdhPuipd2wIDAQAB

7. Wenn Sie fertig sind, klicken Sie auf Speichern.

8. Bei Duplex-Systemen kénnen Sie die Remote-Anmeldung auf dem zweiten Controller aktivieren, indem
Sie die oben beschriebenen Schritte ausflihren. Wenn Sie die Option sowohl fur ein Passwort als auch fur
einen SSH-Schliissel konfigurieren, aktivieren Sie erneut das Kontrollkastchen autorisierter 6ffentlicher
Schliissel und Passwort fiir die Remote-Anmeldung.

9. Nachdem die Fehlerbehebung fir den technischen Support abgeschlossen ist, kbnnen Sie die Remote-
Anmeldung deaktivieren, indem Sie zum Dialogfeld Remote-Anmeldung konfigurieren zuriickkehren und
das Kontrollkdstchen Remote-Anmeldung aktivieren deaktivieren. Wenn die Remote-Anmeldung auf
einem zweiten Controller aktiviert ist, wird ein Bestatigungsdialogfeld gedffnet, in dem Sie auch die
Remote-Anmeldung auf dem zweiten Controller deaktivieren kénnen.

Wenn Sie die Remote-Anmeldung deaktivieren, werden alle aktuellen SSH-Sitzungen beendet und neue
Anmeldeanfragen werden abgelehnt.

Einen Controller im SANtricity System Manager online
schalten

Wenn ein Controller sich im Offlinezustand oder im Servicemodus befindet, konnen Sie
ihn wieder online schalten.

Schritte
1. Wahlen Sie Hardware.

2. Wenn die Grafik die Laufwerke anzeigt, klicken Sie auf die Registerkarte Controller & Komponenten.
Die Grafik andert sich, um die Controller anstelle der Laufwerke anzuzeigen.

3. Klicken Sie auf einen Controller, der sich im Offline- oder Service-Modus befindet.
Das Kontextmenu des Controllers wird angezeigt.

4. Wahlen Sie * Online platzieren* aus, und bestatigen Sie, dass Sie den Vorgang ausfihren méchten.

Ergebnisse

Die Erkennung eines wiederhergestellten bevorzugten Pfads durch den Multipath-Treiber kann bis zu 10
Minuten dauern.

Alle Volumes, die urspringlich im Besitz dieses Controllers waren, werden automatisch zuriick zum Controller

verschoben, sobald I1/O-Anfragen fir jedes Volume eingegangen sind. In einigen Fallen missen Sie die
Volumes moglicherweise manuell mit dem Befehl umverteilen Volumes neu verteilen.
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Einen Controller im SANtricity System Manager offline
schalten

Wenn Sie dazu aufgefordert werden, kdnnen Sie einen Controller in den Offline-Modus
versetzen.

Bevor Sie beginnen
* |hr Storage-Array muss zwei Controller haben. Der Controller, den Sie nicht in den Offline-Modus
versetzen, muss den Status ,,Online” (im optimalen Status) aufweisen.

 Stellen Sie sicher, dass keine Volumes verwendet werden oder dass auf allen Hosts, die diese Volumes
verwenden, ein Multipath-Treiber installiert ist.

Uber diese Aufgabe

[CAUTION]

Setzen Sie einen Controller nicht offline, es sei denn, Sie werden vom

Recovery Guru oder technischen Support dazu aufgefordert.

.Schritte
Wahlen Sie *Hardware*.
Wenn die Grafik die Laufwerke anzeigt, klicken Sie auf die Registerkarte
*Controller & Komponenten*.
+
Die Grafik dndert sich, um die Controller anstelle der Laufwerke

anzuzeigen.

Klicken Sie auf den Controller, den Sie in den Offline-Modus versetzen
mochten.
+
Das Kontextmenid des Controllers wird angezeigt.

Wahlen Sie *Offline platzieren* aus, und bestdtigen Sie, dass Sie den
Vorgang ausfihren mochten.

.Ergebnisse

Es kann einige Minuten dauern, bis System Manager den Status des
Controllers auf Offline aktualisiert. Beginnen Sie keine anderen Vorgange,
bis der Status aktualisiert wurde.

[[IDa9695703e7b2b04bb04£f57dela36b7cb] ]
= Versetzen Sie einen Controller im SANtricity System Manager in den

Servicemodus
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Wenn Sie dazu aufgefordert werden, kdénnen Sie einen Controller in den

Servicemodus versetzen.

.Bevor Sie beginnen

* Das Speicher-Array muss zwei Controller haben. Der Controller, den Sie
nicht im Servicemodus platzieren, muss online sein (im optimalen Status).
* Stellen Sie sicher, dass keine Volumes verwendet werden oder dass auf
allen Hosts, die diese Volumes verwenden, ein Multipath-Treiber
installiert ist.

[NOTE]

Wenn Sie einen Controller in den Servicemodus schalten, kann dies die
Performance erheblich beeintrdchtigen. Setzen Sie einen Controller nicht
in den Servicemodus ein, es sei denn, Sie werden vom technischen Support

dazu aufgefordert.

.Schritte
Wahlen Sie *Hardware*.
Wenn die Grafik die Laufwerke anzeigt, klicken Sie auf die Registerkarte
*Controller & Komponenten*.
+
Die Grafik &andert sich, um die Controller anstelle der Laufwerke

anzuzeigen.

Klicken Sie auf den Controller, den Sie in den Servicemodus platzieren
mochten.
+
Das Kontextmeni des Controllers wird angezeigt.

Wahlen Sie * im Servicemodus*, und bestdtigen Sie, dass Sie den Vorgang

ausfihren méchten.

[[IDb2fee2cb79f9e1630eel10903fe27£f75]]
= Zurlcksetzen (Neustart) eines Controllers im SANtricity System Manager
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Einige Probleme erfordern ein Zurilicksetzen des Controllers (Neubooten).
Sie koénnen den Controller zuricksetzen, selbst wenn Sie keinen physischen
Zugriff darauf haben.

.Bevor Sie beginnen

* Das Speicher-Array muss zwei Controller haben. Der Controller, den Sie
nicht zurilicksetzen, muss online sein (im optimalen Zustand) .

* Stellen Sie sicher, dass keine Volumes verwendet werden oder dass auf
allen Hosts, die diese Volumes verwenden, ein Multipath-Treiber
installiert ist.

.Schritte
Wahlen Sie *Hardware*.
Wenn die Grafik die Laufwerke anzeigt, klicken Sie auf die Registerkarte
*Controller & Komponenten*.
+
Die Grafik dndert sich, um die Controller anstelle der Laufwerke

anzuzeigen.
Klicken Sie auf den Controller, den Sie zurlicksetzen modchten.
+

Das Kontextmenli des Controllers wird angezeigt.

Wahlen Sie *Zurlicksetzen*, und bestdtigen Sie, dass Sie den Vorgang
ausfihren méchten.

:leveloffset: -1

:leveloffset: -1
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