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Protokollkonvertierung für Host-Ports

Anforderungen für das Ändern des Host-Port-Protokolls –
E2800

Überprüfen Sie vor der Konvertierung des Host-Protokolls für ein E2800 Array die
Anforderungen.

Host-Ports, die Sie ändern können

Es können nur 16-GB-FC-/10-GB-iSCSI-HICs und optische Basis-Ports auf einem E2800
Controller konvertiert werden.

Die folgende Abbildung zeigt die Rückseite eines E2800 Controllers mit zwei SFP+ (optisch) Baseboard-Host-
Ports (1) und vier SFP+ (optisch) HIC-Ports (2).

Eine HIC mit zwei Ports ist ebenfalls erhältlich.

Der E2800 Controller oder Controller in Ihrem Storage-Array können verschiedene Arten von Baseboard-Host-
Ports und verschiedene Arten von HIC-Ports haben. Die Tabelle zeigt, welche Host-Ports mit einem
Funktionspaket geändert werden können.

Wenn Sie diese Baseboard Host
Ports haben…

Und Sie haben diese HIC-Ports… Sie können…

Zwei SFP+-Ports (optisch) Keine Nur die Baseboard-Host-Ports

Zwei SFP+-Ports (optisch) Vier SFP+-Ports (optisch) Alle Ports

Zwei SFP+-Ports (optisch) Zwei SFP+-Ports (optisch) Alle Ports

Zwei SFP+-Ports (optisch) Zwei oder vier SAS-Ports Nur die Baseboard-Host-Ports

Zwei SFP+-Ports (optisch) Zwei RJ-45-Anschlüsse (Base-T) Nur die Baseboard-Host-Ports

Zwei RJ-45-Anschlüsse (Base-T) Keine Keine der Ports
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Wenn Sie diese Baseboard Host
Ports haben…

Und Sie haben diese HIC-Ports… Sie können…

Zwei RJ-45-Anschlüsse (Base-T) Zwei RJ-45-Anschlüsse (Base-T) Keine der Ports

Die Baseboard-Host-Ports und die HIC-Ports können das gleiche Host-Protokoll oder verschiedene Host-
Protokolle verwenden.

Anforderungen für die Änderung des Host-Protokolls

• Sie müssen für dieses Verfahren ein Wartungsfenster zur Ausfallzeit planen.

• Sie müssen Host-I/O-Vorgänge stoppen, wenn Sie die Konvertierung durchführen, und Sie können nicht
auf Daten auf dem Speicher-Array zugreifen, bis Sie die Konvertierung erfolgreich abgeschlossen haben.

• Sie müssen Out-of-Band-Management verwenden. (Sie können dieses Verfahren nicht mit der
bandinternen Verwaltung abschließen.)

• Sie haben die erforderliche Hardware für die Konvertierung erhalten. Ihr NetApp Vertriebsmitarbeiter hilft
Ihnen dabei, die benötigte Hardware zu ermitteln und die richtigen Teile zu bestellen.

• Wenn Sie versuchen, die Baseboard Host Ports Ihres Storage Arrays zu ändern und derzeit Dual-
Protokoll-Transceiver (auch als Unified bezeichnet) SFP Transceiver zu verwenden, die Sie von NetApp
gekauft haben, müssen Sie Ihre SFP-Transceiver nicht ändern.

• Stellen Sie sicher, dass die Dual-Protokoll-SFP-Transceiver sowohl FC (mit 4 Gbit/s, 16 Gbit/s) als auch
iSCSI (mit 10 Gbit/s) unterstützen, jedoch keine 1 Gbit/s iSCSI. Siehe "Schritt: Bestimmen Sie, ob Sie
SFPs mit zwei Protokollen haben" Um zu bestimmen, welche Art von SFP-Transceivern installiert ist.

Überlegungen beim Ändern des Host-Protokolls

Die Überlegungen zum Ändern des Host-Protokolls hängen von den Start- und Endprotokollen der Baseboard-
Host-Ports und den HIC-Ports ab.

Wenn Sie eine Funktion zur Spiegelung oder die Funktion Data Assurance (da) verwenden, müssen Sie
wissen, was mit diesen Funktionen geschieht, wenn Sie das Host-Port-Protokoll wie unten beschrieben
ändern.

Die folgenden Überlegungen gelten nur, wenn Sie ein bereits in Gebrauch getes Speicher-Array
konvertieren. Diese Überlegungen gelten nicht, wenn Sie ein neues Speicher-Array
konvertieren, das noch keine Hosts und Volumes definiert hat.

Konvertierung von FC zu iSCSI

• Wenn Ihre Konfiguration SAN-Boot-Hosts enthält, die mit den FC-Baseboard-Ports verbunden sind,
überprüfen Sie den "NetApp Interoperabilitätsmatrix" Tool, um sicherzustellen, dass die Konfiguration auf
iSCSI unterstützt wird. Wenn dies nicht der Fall ist, können Sie das Host-Protokoll nicht in iSCSI
konvertieren.

• Die da-Funktion wird für iSCSI nicht unterstützt.

◦ Wenn Sie derzeit DA verwenden und FC-Host-Ports in iSCSI konvertieren möchten, müssen Sie da auf
allen Volumes deaktivieren.

◦ Wenn Sie vor der Konvertierung in iSCSI nicht DA deaktivieren, ist das Speicher-Array nach der
Konvertierung nicht mehr konform.
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• Die Funktion Synchronous Mirroring wird für iSCSI nicht unterstützt.

◦ Wenn Sie derzeit synchrone Spiegelung-Beziehungen verwenden und FC-Host-Ports in iSCSI
konvertieren möchten, müssen Sie die synchrone Spiegelung deaktivieren.

◦ In der Online-Hilfe von SANtricity System Manager können Sie alle synchronen gespiegelten Paare
entfernen, die Spiegelbeziehungen auf dem lokalen Storage Array und auf dem Remote Storage Array
entfernen. Befolgen Sie darüber hinaus die Anweisungen in der Online-Hilfe, um Synchronous
Mirroring zu deaktivieren.

Wenn Sie die Synchronous Mirroring-Beziehungen vor der Konvertierung in iSCSI nicht
deaktivieren, kann es zu Datenverlusten und Datenverlust kommen.

• Für die asynchrone Spiegelung muss sowohl das lokale Storage-Array als auch das Remote-Storage-
Array dasselbe Protokoll verwenden.

◦ Wenn Sie derzeit asynchrone Spiegelung verwenden und alle Host-Ports von FC zu iSCSI
konvertieren möchten, müssen Sie die asynchrone Spiegelung deaktivieren, bevor Sie das
Funktionspaket anwenden.

◦ Löschen Sie alle gespiegelten Konsistenzgruppen in der Online-Hilfe von SANtricity System Manager
und entfernen Sie alle gespiegelten Paare aus dem lokalen und Remote Storage Arrays. Befolgen Sie
außerdem die Anweisungen in der Online-Hilfe, um Asynchronous Mirroring zu deaktivieren.

Konvertierung von iSCSI zu FC

• Für die asynchrone Spiegelung muss sowohl das lokale Storage-Array als auch das Remote-Storage-
Array dasselbe Protokoll verwenden. Wenn Sie derzeit asynchrone Spiegelung mit den Baseboard-Ports
verwenden, müssen Sie das asynchrone Spiegeln deaktivieren, bevor Sie das Protokoll ändern.

• Löschen Sie alle gespiegelten Konsistenzgruppen in der Online-Hilfe von SANtricity System Manager und
entfernen Sie alle gespiegelten Paare aus dem lokalen und Remote Storage Arrays. Befolgen Sie
außerdem die Anweisungen in der Online-Hilfe, um Asynchronous Mirroring zu deaktivieren.

Konvertierung von FC zu FC/iSCSI

Überlegungen zur Spiegelung:

• Synchrones Spiegeln wird für iSCSI nicht unterstützt.

• Wenn ein Speicher-Array, das für die Spiegelung verwendet wird, derzeit nur FC-Ports hat und Sie einige
von ihnen in iSCSI konvertieren möchten, müssen Sie bestimmen, welche Ports für die Spiegelung
verwendet werden.

• Sie müssen die Ports im lokalen Speicher-Array und im Remote-Speicher-Array nicht in dasselbe Protokoll
konvertieren, solange beide Speicher-Arrays nach der Konvertierung mindestens einen aktiven FC-Port
aufweisen.

• Wenn Sie die Ports, die für gespiegelte Beziehungen verwendet werden, konvertieren möchten, müssen
Sie alle synchronen oder asynchronen Spiegelbeziehungen deaktivieren, bevor Sie das Funktionspaket
anwenden.

• Wenn Sie die Ports, die zur Spiegelung verwendet werden, konvertieren möchten, werden asynchrone
Spiegelungsvorgänge nicht beeinträchtigt.

• Bevor Sie das Feature Pack anwenden, sollten Sie bestätigen, dass alle Spiegelkonsistency Groups
synchronisiert werden. Nach dem Anwenden des Feature Packs sollten Sie die Kommunikation zwischen
dem lokalen Speicher-Array und dem Remote-Speicher-Array testen.
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Überlegungen zu Datensicherheit:

• Die Data Assurance (da)-Funktion wird für iSCSI nicht unterstützt.

Um sicherzustellen, dass der Datenzugriff nicht unterbrochen wird, müssen Sie vor dem Anwenden des
Feature Packs unter Umständen da-Volumes aus Host-Clustern neu zuordnen oder entfernen.

Data Assurance Funktion für iSCSI wird von SANtricity Version 11.40 und neuer unterstützt.

Ihr habt… Sie müssen…

DA Volumes im Standard-Cluster Ordnen Sie alle da-Volumes im Standardcluster neu
zu.

• Wenn Sie da-Volumes nicht zwischen Hosts
freigeben möchten, führen Sie die folgenden
Schritte aus:

i. Erstellen Sie für jeden Satz von FC-Host-
Ports eine Host-Partition (sofern dies nicht
bereits geschehen ist).

ii. Weisen Sie die da-Volumes den
entsprechenden Host-Ports erneut zu.

• Wenn Sie da-Volumes zwischen Hosts
freigeben möchten, führen Sie die folgenden
Schritte aus:

i. Erstellen Sie für jeden Satz von FC-Host-
Ports eine Host-Partition (sofern dies nicht
bereits geschehen ist).

ii. Erstellen Sie ein Host-Cluster, das die
entsprechenden Host-Ports enthält.

iii. Weisen Sie die da-Volumes dem neuen
Hostcluster erneut zu.

Durch diesen Ansatz wird der
Volume-Zugriff auf alle
Volumes verhindert, die im
Standard-Cluster verbleiben.
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Ihr habt… Sie müssen…

DA Sie Volumes in einem Host-Cluster
ABSCHAFFEN, der ausschließlich FC-Hosts
enthält, und Sie möchten reine iSCSI-Hosts
hinzufügen

Entfernen Sie mit einer dieser Optionen alle dem
Cluster gehörenden da-Volumes.

DA-Volumes können in diesem
Szenario nicht gemeinsam genutzt
werden.

• Wenn Sie da-Volumes nicht zwischen Hosts
teilen möchten, weisen Sie alle da-Volumes
einzelnen FC-Hosts innerhalb des Clusters neu
zu.

• Trennen Sie die reinen iSCSI-Hosts in ihrem
eigenen Host-Cluster und behalten Sie den FC-
Host-Cluster wie er ist (mit gemeinsamen da-
Volumes).

• Fügen Sie einen FC-HBA zu den nur-iSCSI-
Hosts hinzu, um die gemeinsame Nutzung von
da- und nicht-DA-Volumes zu ermöglichen.

DA Volumes in einem Host-Cluster, der reine FC-
Hosts enthält, oder da-Volumes, die einer einzelnen
FC-Host-Partition zugeordnet sind

Vor dem Anwenden des Feature Packs ist keine
Aktion erforderlich. DA-Volumes bleiben ihrem
jeweiligen FC-Host zugeordnet.

Keine Partitionen definiert Vor dem Anwenden des Feature Packs ist keine
Aktion erforderlich, da derzeit keine Volumes
zugeordnet sind. Befolgen Sie nach dem
Konvertieren des Host-Protokolls das richtige
Verfahren, um Host-Partitionen und, falls
gewünscht, Host-Cluster zu erstellen.

Konvertierung von iSCSI zu FC/iSCSI

• Wenn Sie einen Port konvertieren möchten, der für die Spiegelung verwendet wird, müssen Sie die
Spiegelungsbeziehungen zu einem Port verschieben, der nach der Konvertierung iSCSI bleibt.

Andernfalls kann die Kommunikationsverbindung nach der Konvertierung ausgefallen sein, weil ein
Protokoll nicht stimmt zwischen dem neuen FC-Port auf dem lokalen Array und dem bestehenden iSCSI-
Port auf dem Remote-Array.

• Wenn Sie die Ports, die nicht für die Spiegelung verwendet werden, konvertieren möchten, werden
asynchrone Spiegelungsvorgänge nicht beeinträchtigt.

Bevor Sie das Feature Pack anwenden, sollten Sie bestätigen, dass alle Spiegelkonsistency Groups
synchronisiert werden. Nach dem Anwenden des Feature Packs sollten Sie die Kommunikation zwischen
dem lokalen Speicher-Array und dem Remote-Speicher-Array testen.
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Konvertierung von FC/iSCSI zu FC

• Wenn alle Host-Ports zu FC konvertiert werden, beachten Sie, dass asynchrone Spiegelung über FC auf
dem FC-Port mit der höchsten Nummer erfolgen muss.

• Wenn Sie planen, die für gespiegelte Beziehungen verwendeten Ports zu konvertieren, müssen Sie diese
Beziehungen deaktivieren, bevor Sie das Feature Pack anwenden.

Möglicher Datenverlust — Wenn Sie die asynchronen Spiegelungsbeziehungen, die über
iSCSI vor der Umwandlung der Ports in FC aufgetreten sind nicht löschen, können die
Controller gesperrt werden, und Sie können Daten verlieren.

• Wenn das Storage-Array derzeit iSCSI-Baseboard-Ports und FC-HIC-Ports besitzt, werden asynchrone
Spiegelungsvorgänge nicht beeinträchtigt.

Vor und nach der Konvertierung erfolgt die Spiegelung auf dem FC-Port mit der höchsten Nummer, der
weiterhin den HIC-Port mit der Bezeichnung 2 in der Abbildung erhält. Bevor Sie das Feature Pack
anwenden, sollten Sie bestätigen, dass alle Spiegelkonsistency Groups synchronisiert werden. Nach dem
Anwenden des Feature Packs sollten Sie die Kommunikation zwischen dem lokalen Speicher-Array und
dem Remote-Speicher-Array testen.

• Wenn das Storage-Array derzeit FC-Baseboard-Ports und iSCSI-HIC-Ports besitzt, müssen Sie alle über
FC auftretenden Spiegelungsbeziehungen löschen, bevor Sie das Funktionspaket anwenden.

Wenn Sie das Feature Pack anwenden, wird die Spiegelungsunterstützung vom Host-Port mit der
höchsten Nummer (in der Abbildung mit 1 beschriftet) zum HIC-Port mit der höchsten Nummer (in der
Abbildung * 2*) verschoben.

Vor der Konvertierung Nach der Konvertierung Erforderliche
Schritte

Baseboard-
Ports

HIC-Ports Für die
Spiegelung
verwendeter
Port

Baseboard-
Ports

HIC-Ports Für die
Spiegelung
verwendeter
Port
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Vor der Konvertierung Nach der Konvertierung Erforderliche
Schritte

ISCSI FC (2) FC FC (2) Synchronisier
en Sie die
Spiegelkonsis
tency Groups
vor und
testen Sie
danach die
Kommunikati
on

FC ISCSI (1) FC FC (2) Löschen Sie
Spiegelungsb
eziehungen
vor und
stellen Sie
die
Spiegelung
danach
wieder her

Konvertierung von FC/iSCSI zu iSCSI

• Synchrones Spiegeln wird für iSCSI nicht unterstützt.

• Wenn Sie die Ports, die für gespiegelte Beziehungen verwendet werden, konvertieren möchten, müssen
Sie Spiegelungsbeziehungen deaktivieren, bevor Sie das Funktionspaket anwenden.

Möglicher Datenverlust — Wenn Sie nicht löschen die Spiegelungsbeziehungen, die über
FC vor der Konvertierung der Ports in iSCSI auftraten, können die Controller gesperrt
werden, und Sie könnten Daten verlieren.

• Wenn Sie die Ports, die zur Spiegelung verwendet werden, nicht konvertieren möchten, werden
Spiegelungsvorgänge nicht beeinträchtigt.

• Bevor Sie das Feature Pack anwenden, sollten Sie bestätigen, dass alle Spiegelkonsistency Groups
synchronisiert werden.

• Nach dem Anwenden des Feature Packs sollten Sie die Kommunikation zwischen dem lokalen Speicher-
Array und dem Remote-Speicher-Array testen.

Dasselbe Host-Protokoll und dieselben Spiegelungsvorgänge

Spiegelungsvorgänge werden nicht beeinträchtigt, wenn die Host-Ports, die für die Spiegelung genutzt werden,
dasselbe Protokoll beibehalten, nachdem Sie das Funktionspaket angewendet haben. Selbst vor dem
Anwenden des Feature Packs sollten Sie vor dem Anwenden bestätigen, dass alle Konsistenzgruppen der
Spiegelung synchronisiert werden.

Nach dem Anwenden des Feature Packs sollten Sie die Kommunikation zwischen dem lokalen Speicher-Array
und dem Remote-Speicher-Array testen. Lesen Sie die Online-Hilfe für den SANtricity System Manager, wenn
Sie Fragen dazu haben.
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Ändern Sie das Host-Protokoll - E2800

Wenn Sie über ein E2800 Storage-Array mit SFP+ (optischen) Host-Ports verfügen,
können Sie das Host-Port-Protokoll von Fibre Channel (FC) zu iSCSI oder von iSCSI zu
FC ändern.

Sie können das Protokoll ändern, das von den im Controller integrierten Host Ports (Baseboard Host Ports),
das von den Host-Ports auf der Host-Schnittstellenkarte (HIC Ports) verwendete Protokoll oder das Protokoll
aller Host-Ports verwendet wird.

Schritt: Bestimmen Sie, ob Sie SFPs mit zwei Protokollen haben

Mit dem SANtricity System Manager können Sie ermitteln, welche Art von SFP-Transceivern Sie haben. Da
diese SFPs sowohl mit FC- als auch mit iSCSI-Protokollen verwendet werden können, werden sie als Dual-

Protocol oder Unified SFPs bezeichnet.

Schritte

1. Wählen Sie im SANtricity System Manager Support aus.

2. Wählen Sie die Kachel Support Center aus.

3. Wählen Sie auf der Registerkarte Support Resources den Link Storage Array Profile aus.

4. Geben Sie in das Textfeld * SFP* ein, und klicken Sie auf Suchen.

5. Suchen Sie für jeden SFP, der im Speicher-Array-Profil aufgelistet ist, den Eintrag für unterstützte
Datenrate(en).

6. Die folgende Tabelle gibt an, ob Sie die SFPs wiederverwenden können:

Unterstützte Datenrate(en) SFP-Typ Unterstützte Protokolle

16 Gbit/S, 10 Gbit/S, 4 Gbit/S Dual-Protokoll • * FC:* 16 Gbit/s, 4 Gbit/s

• ISCSI:10 Gbit/s

25 Gbit/S, 10 Gbit/S 25 Gbit/S 10 Gbit/S Nur iSCSI
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Unterstützte Datenrate(en) SFP-Typ Unterstützte Protokolle

32 Gbit/S, 16 Gbit/S, 8 Gbit/S, 4
Gbit/S

32 Gbit/S, 16 Gbit/S Nur FC

◦ Selbst wenn Sie SFPs mit zwei Protokollen haben, können Sie sie nach der Konvertierung des
Protokolls weiter nutzen.

Die Dual-Protokoll-SFPs unterstützen keine 1 Gbit iSCSI. Wenn Sie Hostports in iSCSI
konvertieren, beachten Sie, dass die SFPs mit zwei Protokollen nur einen 10-GB-Link
zum verbundenen Port unterstützen.

◦ Wenn Sie SFPs mit 16 Gbit/s haben und Host-Ports in iSCSI konvertieren, müssen Sie nach der
Konvertierung des Protokolls die SFPs entfernen und durch SFPs mit zwei Protokollen oder 10 Gbit/s
ersetzen. Nach Bedarf können Sie auch 10 Gbit/s iSCSI Kupfer verwenden, indem Sie ein spezielles
Twin-Ax Kabel mit SFPs verwenden.

8 Gbit/s FC-SFPs werden NICHT in den Controllern E28xx und E57xx unterstützt. Es
werden NUR 16 Gbit/s und 32 Gbit/s FC SFPs unterstützt.

◦ Wenn Sie SFPs mit 10 Gbit/s haben und Host-Ports zu FC konvertieren, müssen Sie die SFPs von
diesen Ports entfernen und nach dem Konvertieren des Protokolls durch SFPs mit zwei Protokollen
oder 16 Gbit/s ersetzen.

Schritt 2: Holen Sie sich das Funktionspaket

Um das Feature Pack zu erhalten, benötigen Sie die Seriennummer vom Controller-Shelf, einen Feature
Activation Code und die Feature Enable Identifier für das Speicher-Array.

Schritte

1. Suchen Sie die Seriennummer.

a. Wählen Sie im SANtricity System Manager Menü:Support[Support Center].

b. Wenn die Registerkarte Support Resources ausgewählt ist, scrollen Sie zum Abschnitt Top Storage
Array Properties.

c. Suchen Sie die Chassis Serial Number, und kopieren Sie diesen Wert in eine Textdatei.
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2. Suchen Sie die Untermodell-ID des Feature Packs.

a. Wählen Sie auf der Registerkarte Support Resources den Link Storage Array Profile aus.

b. Geben Sie in das Textfeld * Feature Pack Submodel ID* ein, und klicken Sie auf Suchen.

„Submodel“ kann auch als „Submodel“ geschrieben werden.

c. Suchen Sie die Submodel-ID für das Feature Pack für die Starting-Konfiguration.

3. Suchen Sie mithilfe der Submodel-ID des Feature Packs die entsprechende Controller-Untermodell-ID für
die Starting-Konfiguration, und suchen Sie in der nachstehenden Tabelle den Aktivierungscode für die
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gewünschte Endung. Kopieren Sie dann diesen Aktivierungscode in eine Textdatei.

Konfiguration wird gestartet Konfiguration wird beendet Aktivierungs
code Für Die
Funktion

Untermodell-
ID des
Controllers

Baseboard-
Ports

HIC-Ports Untermodell-
ID des
Controllers

Baseboard-
Ports

HIC-Ports

318 FC FC 319 FC ISCSI ZGW-4L2-
Z36IJ

320 ISCSI FC 4GZ-NL2-
Z4NRP

321 ISCSI ISCSI

TG2-7L2-
Z5485

Keine HIC

oder keine

optische HIC

321 ISCSI TG2-7L2-
Z5485

319 FC

ISCSI 318 FC FC 1G5-QL2-
Z7LFC

320 ISCSI

FC FG7-AL2-
Z82RW

321 ISCSI ISCSI 5G7-0K2-
Z0G8X

320

ISCSI FC 318 FC FC 4GP-HL2-
ZYRKP

319

FC ISCSI PGU-KL2-
Z1P7I

321 ISCSI ISCSI BGA-8K2-
ZQWM5

321 ISCSI ISCSI 318 FC FC SGH-UK2-
ZUCJG

319 FC ISCSI 1GK-EK2-
ZVSW1

320 ISCSI FC

Konfiguration wird gestartet Konfiguration wird beendet Aktivierungs
code Für Die
Funktion

Untermodell-
ID des
Controllers

Baseboard-
Ports

HIC-Ports Untermodell-
ID des
Controllers

Baseboard-
Ports

HIC-Ports

338 FC FC 339 FC ISCSI PGC-RK2-
ZREUT
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Konfiguration wird gestartet Konfiguration wird beendet Aktivierungs
code Für Die
Funktion

340 ISCSI FC MGF-BK2-
ZSU3Z

341 ISCSI ISCSI

NGR-1L2-
ZZ8QC

Keine HIC

oder keine

optische HIC

341 ISCSI NGR-1L2-
ZZ8QC

339 FC

ISCSI 338 FC FC DGT-7M2-
ZKBMD

340 ISCSI

FC GGA-TL2-
Z9J50

341 ISCSI ISCSI WGC-DL2-
ZBZIB

340

ISCSI FC 338 FC FC 4GM-KM2-
ZGWS1

339

FC ISCSI PG0-4M2-
ZHDZ6

341 ISCSI ISCSI XGR-NM2-
ZJUGR

341 ISCSI ISCSI 338 FC FC 3GE-WL2-
ZCHNY

339 FC ISCSI FGH-HL2-
ZDY3R

340 ISCSI FC

Wenn Ihre Controller-Untermodell-ID nicht aufgeführt ist, wenden Sie sich an "NetApp
Support".

4. Suchen Sie in System Manager nach der Feature Enable Identifier.

a. Wechseln Sie zum Menü:Einstellungen[System].

b. Scrollen Sie nach unten zu Add-ons.

c. Suchen Sie unter Feature Pack ändern den Feature Enable Identifier.

d. Kopieren Sie diese 32-stellige Zahl in eine Textdatei.
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5. Gehen Sie zu "Aktivierung der NetApp Lizenz: Aktivierung der Premium-Funktionen von Storage
Array"Und geben Sie die Informationen ein, die erforderlich sind, um das Feature Pack zu erhalten.

◦ Seriennummer des Chassis

◦ Aktivierungscode Für Die Funktion

◦ Kennzeichner Für Feature-Aktivierung

Die Website zur Aktivierung von Premium-Funktionen enthält einen Link zu
„Anweisungen zur Aktivierung von Premium-Funktionen“. Versuchen Sie
nicht, diese Anweisungen für dieses Verfahren zu verwenden.

6. Wählen Sie aus, ob Sie die Schlüsseldatei für das Feature Pack in einer E-Mail erhalten oder direkt von
der Website herunterladen möchten.

Schritt 3: Stoppen Sie die Host I/O

Sie müssen alle I/O-Vorgänge vom Host beenden, bevor Sie das Protokoll der Host-Ports konvertieren. Sie
können erst dann auf Daten im Speicher-Array zugreifen, wenn Sie die Konvertierung erfolgreich
abgeschlossen haben.

Schritte

1. Vergewissern Sie sich, dass zwischen dem Storage-Array und allen verbundenen Hosts keine I/O-
Vorgänge stattfinden. Sie können beispielsweise die folgenden Schritte durchführen:

◦ Beenden Sie alle Prozesse, die die LUNs umfassen, die den Hosts vom Storage zugeordnet sind.

◦ Stellen Sie sicher, dass keine Applikationen Daten auf LUNs schreiben, die vom Storage den Hosts
zugeordnet sind.

◦ Heben Sie die Bereitstellung aller Dateisysteme auf, die mit den Volumes im Array verbunden sind, auf.
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Die genauen Schritte zur Stoerung von Host-I/O-Vorgängen hängen vom Host-
Betriebssystem und der Konfiguration ab, die den Umfang dieser Anweisungen
übersteigen. Wenn Sie nicht sicher sind, wie Sie I/O-Vorgänge für Hosts in Ihrer
Umgebung anhalten, sollten Sie das Herunterfahren des Hosts in Betracht ziehen.

Möglicher Datenverlust — Wenn Sie diesen Vorgang während der I/O-Vorgänge
fortsetzen, kann die Host-Anwendung den Zugriff auf die Daten verlieren, da der Speicher
nicht zugänglich ist.

2. Wenn das Speicher-Array an einer Spiegelungsbeziehung beteiligt ist, beenden Sie alle Host-I/O-Vorgänge
auf dem sekundären Storage Array.

3. Warten Sie, bis alle Daten im Cache-Speicher auf die Laufwerke geschrieben werden.

Die grüne LED „Cache aktiv“ auf der Rückseite jedes Controllers leuchtet, wenn die Daten im Cache auf
die Laufwerke geschrieben werden müssen. Sie müssen warten, bis diese LED
erlischt.

Legende Typ der Host-Ports

(1) LED „Cache aktiv“

4. Wählen Sie auf der Startseite des SANtricity System Managers die Option Vorgänge in Bearbeitung
anzeigen.

5. Warten Sie, bis alle Vorgänge abgeschlossen sind, bevor Sie mit dem nächsten Schritt fortfahren.

Schritt 4: Ändern Sie das Funktionspaket

Ändern Sie das Feature Pack, um das Host-Protokoll der Baseboard-Host-Ports, die IB-HIC-Ports oder beide
Arten von Ports zu konvertieren.

Schritte

1. Wählen Sie im SANtricity System Manager Menü:Einstellungen[System].

2. Wählen Sie unter Add-ons die Option Feature Pack ändern.
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3. Klicken Sie auf Durchsuchen und wählen Sie dann das Feature Pack aus, das Sie anwenden möchten.

4. Typ CHANGE Vor Ort.

5. Klicken Sie Auf Ändern.

Die Migration des Feature Packs beginnt. Beide Controller starten automatisch zweimal neu, damit das
neue Funktionspaket wirksam wird. Das Speicher-Array kehrt nach Abschluss des Neubootens in einen
reaktionsfähigen Zustand zurück.

6. Überprüfen Sie, ob die Host-Ports das erwartete Protokoll haben.

a. Wählen Sie im SANtricity System Manager die Option Hardware aus.

b. Klicken Sie auf Zurück von Regal anzeigen.

c. Wählen Sie die Grafik für Controller A oder Controller B aus

d. Wählen Sie im Kontextmenü die Option Einstellungen anzeigen aus.

e. Wählen Sie die Registerkarte Host Interfaces aus.

f. Klicken Sie auf Weitere Einstellungen anzeigen.

g. Überprüfen Sie die Details für die Baseboard-Ports und die HIC-Ports (gekennzeichnet mit „slot 1“),
und vergewissern Sie sich, dass jeder Port-Typ das erwartete Protokoll hat.

Was kommt als Nächstes?

Gehen Sie zu "Vollständige Konvertierung des Host-Protokolls".

Schließen Sie die Host-Protokoll-Konvertierung an - E2800

Nach dem Konvertieren des Protokolls der Host-Ports müssen Sie zusätzliche Schritte
durchführen, bevor Sie das neue Protokoll verwenden können.

Die Schritte hängen von dem Start- und Endprotokoll der Baseboard-Host-Ports und den HIC-Ports ab.

Vollständige FC-zu-iSCSI-Konvertierung

Wenn Sie alle Host Ports von FC zu iSCSI konvertiert haben, müssen Sie iSCSI-Netzwerk konfigurieren.

Schritte

1. Konfigurieren Sie die Switches.
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Die Switches für den iSCSI-Datenverkehr sollten entsprechend den Empfehlungen des Anbieters für iSCSI
konfiguriert werden. Diese Empfehlungen können sowohl Konfigurationsrichtlinien als auch Code-Updates
enthalten.

2. Wählen Sie im SANtricity System Manager Menü:Hardware[iSCSI-Ports konfigurieren].

3. Wählen Sie die Porteinstellungen aus.

Sie können Ihr iSCSI-Netzwerk auf unterschiedliche Weise einrichten. Wenden Sie sich an Ihren
Netzwerkadministrator, wenn Sie Tipps zur Auswahl der für Ihre Umgebung am besten geeigneten
Konfiguration benötigen.

4. Aktualisieren Sie die Host-Definitionen in SANtricity System Manager.

Falls Sie Anweisungen zum Hinzufügen von Hosts oder Host-Clustern benötigen, finden Sie
in der Online-Hilfe von SANtricity System Manager.

a. Wählen Sie Menü:Storage[Hosts].

b. Wählen Sie den Host aus, dem der Port zugeordnet werden soll, und klicken Sie auf Einstellungen
anzeigen/bearbeiten.

Das Dialogfeld Hosteinstellungen wird angezeigt.

c. Klicken Sie auf die Registerkarte Host Ports.

d. Klicken Sie auf Hinzufügen, und verwenden Sie das Dialogfeld Host-Port hinzufügen, um dem Host
eine neue Host-Port-ID zuzuordnen.

Die Länge des Namens der Host-Port-Kennung wird durch die Host-Schnittstellentechnologie
bestimmt. Die Namen der FC-Host-Port-ID müssen 16 Zeichen lang sein. Die Namen der iSCSI-Host-
Port-ID dürfen maximal 223 Zeichen lang sein. Der Port muss eindeutig sein. Eine bereits konfigurierte
Portnummer ist nicht zulässig.

e. Klicken Sie auf Löschen, und entfernen Sie mit dem Dialogfeld Host-Port löschen eine Host-Port-ID
(Zuordnung aufheben).
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Mit der Option Löschen wird der Host-Port nicht physisch entfernt. Mit dieser Option wird die
Zuordnung zwischen dem Host-Port und dem Host entfernt. Sofern Sie den Host Bus Adapter oder den
iSCSI-Initiator nicht entfernen, wird der Host-Port noch vom Controller erkannt.

f. Klicken Sie auf Speichern, um Ihre Änderungen auf die Einstellungen der Host-Port-ID anzuwenden.

g. Wiederholen Sie diese Schritte, um zusätzliche Host-Port-IDs hinzuzufügen und zu entfernen.

5. Booten Sie den Host neu, oder führen Sie einen erneuten Scan durch, damit der Host die LUNs
ordnungsgemäß erkennt.

6. Volumes neu mounten oder mit Block-Volume beginnen

Vollständige Konvertierung von iSCSI zu FC

Wenn Sie alle Host-Ports von iSCSI zu FC konvertiert haben, müssen Sie FC-Netzwerk konfigurieren.

Schritte

1. Installieren Sie das HBA Utility, und bestimmen Sie Initiator-WWPNs.

2. Die Schalter einteilen.

Durch das Zoning der Switches werden die Hosts eine Verbindung zum Storage herstellen und die Anzahl
der Pfade begrenzt. Sie Zonen der Switches mithilfe der Managementoberfläche der Switches.

3. Aktualisieren Sie die Host-Definitionen in SANtricity System Manager.

a. Wählen Sie Menü:Storage[Hosts].

b. Wählen Sie den Host aus, dem der Port zugeordnet werden soll, und klicken Sie auf Einstellungen
anzeigen/bearbeiten.

Das Dialogfeld Hosteinstellungen wird angezeigt.

c. Klicken Sie auf die Registerkarte Host Ports.

d. Klicken Sie auf Hinzufügen, und verwenden Sie das Dialogfeld Host-Port hinzufügen, um dem Host
eine neue Host-Port-ID zuzuordnen.
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Die Länge des Namens der Host-Port-Kennung wird durch die Host-Schnittstellentechnologie
bestimmt. Die Namen der FC-Host-Port-ID müssen 16 Zeichen lang sein. Die Namen der iSCSI-Host-
Port-ID dürfen maximal 223 Zeichen lang sein. Der Port muss eindeutig sein. Eine bereits konfigurierte
Portnummer ist nicht zulässig.

e. Klicken Sie auf Löschen, und entfernen Sie mit dem Dialogfeld Host-Port löschen eine Host-Port-ID
(Zuordnung aufheben).

Mit der Option Löschen wird der Host-Port nicht physisch entfernt. Mit dieser Option wird die
Zuordnung zwischen dem Host-Port und dem Host entfernt. Sofern Sie den Host Bus Adapter oder den
iSCSI-Initiator nicht entfernen, wird der Host-Port noch vom Controller erkannt.

f. Klicken Sie auf Speichern, um Ihre Änderungen auf die Einstellungen der Host-Port-ID anzuwenden.

g. Wiederholen Sie diese Schritte, um zusätzliche Host-Port-IDs hinzuzufügen und zu entfernen.

4. Starten Sie den Host neu, oder führen Sie einen erneuten Scan durch, um so den zugeordneten Storage
richtig zu erkennen.

5. Volumes neu mounten oder mit Block-Volume beginnen

Vollständige Konvertierung von FC zu FC/iSCSI

Wenn Sie zuvor alle FC-Host-Ports hatten und einige davon in iSCSI konvertiert haben, müssen Sie
möglicherweise Ihre vorhandene Konfiguration zur Unterstützung von iSCSI ändern.

Sie können eine der folgenden Optionen verwenden, um die neuen iSCSI-Ports zu verwenden. Die genauen
Schritte hängen von Ihren aktuellen und geplanten Netzwerktopologien ab. Bei Option 1 wird davon
ausgegangen, dass neue iSCSI-Hosts an das Array angeschlossen werden sollen. Bei Option 2 wird
angenommen, dass Sie die an die umgewandelten Ports angeschlossenen Hosts von FC zu iSCSI
konvertieren möchten.

Option 1: Verschieben Sie FC-Hosts und fügen Sie neue iSCSI-Hosts hinzu

1. Verschieben Sie alle FC-Hosts von den neuen iSCSI-Ports zu den Ports, die weiterhin FC.

2. Entfernen Sie FC-SFPs, wenn Sie noch keine Dual-Protokoll-SFPs verwenden.

3. Verbinden Sie neue iSCSI-Hosts mit diesen Ports entweder direkt oder über einen Switch.

4. Konfigurieren Sie das iSCSI-Netzwerk für die neuen Hosts und Ports. Anweisungen hierzu finden Sie im
"Linux Express-Konfiguration", "Windows Express-Konfiguration", Oder "VMware Express-Konfiguration".

Option 2: Konvertieren von FC-Hosts nach iSCSI

1. Fahren Sie die FC-Hosts herunter, die mit den konvertierten Ports verbunden sind.

2. Stellen Sie eine iSCSI-Topologie für die umgewandelten Ports bereit. Konvertieren Sie beispielsweise alle
Switches von FC nach iSCSI.

3. Wenn Sie noch keine SFPs mit zwei Protokollen einsetzen, entfernen Sie die FC-SFPs von den
umgewandelten Ports und ersetzen Sie sie durch iSCSI SFPs oder SFPs mit zwei Protokollen.

4. Verbinden Sie die Kabel mit den SFP-Modulen der umgewandelten Ports, und vergewissern Sie sich, dass
sie mit dem richtigen iSCSI-Switch oder Host verbunden sind.

5. Schalten Sie die Hosts ein.

6. Verwenden Sie die "NetApp Interoperabilitätsmatrix" Tool zum Konfigurieren der iSCSI-Hosts.

7. Bearbeiten Sie die Host-Partition, um die iSCSI-Host-Port-IDs hinzuzufügen und die FC-Host-Port-IDs zu
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entfernen.

8. Nach dem Neustart der iSCSI-Hosts können Sie die Volumes mithilfe der entsprechenden Verfahren auf
den Hosts registrieren und sie Ihrem Betriebssystem zur Verfügung stellen.

◦ Sie können den SMcli-Befehl verwenden -identifyDevices Um die entsprechenden Gerätenamen
für die Volumes anzuzeigen. Die SMcli ist im SANtricity Betriebssystem enthalten und kann über den
SANtricity System Manager heruntergeladen werden. Weitere Informationen zum Herunterladen des
SMcli über den SANtricity-System-Manager finden Sie im "Laden Sie das Thema
Befehlszeilenschnittstelle (CLI) in der Online-Hilfe des SANtricity Systemmanagers herunter".

◦ Unter Umständen müssen Sie bestimmte Tools und Optionen verwenden, die mit Ihrem
Betriebssystem zur Verfügung gestellt werden, um die Volumes verfügbar zu machen (also
Laufwerksbuchstaben zuzuweisen, Mount-Punkte zu erstellen usw.). Weitere Informationen finden Sie
in der Dokumentation Ihres Host-Betriebssystems.

Vollständige Konvertierung von iSCSI zu FC/iSCSI

Wenn Sie zuvor alle iSCSI-Host-Ports hatten und einige davon in FC konvertiert haben, müssen Sie
möglicherweise Ihre vorhandene Konfiguration zur Unterstützung von FC ändern.

Sie können eine der folgenden Optionen verwenden, um die neuen FC-Ports zu verwenden. Die genauen
Schritte hängen von Ihren aktuellen und geplanten Netzwerktopologien ab. Bei Option 1 wird angenommen,
dass Sie neue FC-Hosts an das Array anschließen möchten. Option 2 setzt voraus, dass Sie die Hosts, die an
die umgewandelten Ports von iSCSI zu FC angeschlossen sind, konvertieren möchten.

Option 1: Verschieben Sie iSCSI-Hosts und fügen Sie neue FC-Hosts hinzu

1. Verschieben Sie alle iSCSI-Hosts von den neuen FC-Ports zu den Ports, die iSCSI bleiben.

2. Entfernen Sie FC-SFPs, wenn Sie noch keine Dual-Protokoll-SFPs verwenden.

3. Verbinden Sie neue FC-Hosts mit diesen Ports – entweder direkt oder über einen Switch.

4. Konfigurieren Sie das FC-Netzwerk für die neuen Hosts und Ports. Anweisungen hierzu finden Sie im
"Linux Express-Konfiguration", "Windows Express-Konfiguration", Oder "VMware Express-Konfiguration".

Option 2: Konvertieren von iSCSI-Hosts zu FC

1. Fahren Sie die iSCSI-Hosts herunter, die mit den konvertierten Ports verbunden sind.

2. Stellen Sie eine FC-Topologie für die umgewandelten Ports bereit. Konvertieren Sie beispielsweise alle
Switches von iSCSI nach FC.

3. Wenn Sie noch keine SFPs mit zwei Protokollen einsetzen, entfernen Sie die iSCSI-SFPs von den
umgewandelten Ports und ersetzen Sie sie durch FC SFPs oder SFPs mit zwei Protokollen.

4. Verbinden Sie die Kabel mit den SFP-Modulen der umgewandelten Ports, und vergewissern Sie sich, dass
sie mit dem richtigen FC-Switch oder Host verbunden sind.

5. Schalten Sie die Hosts ein.

6. Verwenden Sie die "NetApp Interoperabilitätsmatrix" Tool zum Konfigurieren der FC-Hosts.

7. Bearbeiten Sie die Host-Partition, um die FC-Host-Port-IDs hinzuzufügen und die iSCSI-Host-Port-IDs zu
entfernen.

8. Verwenden Sie nach dem Neustart der neuen FC-Hosts die entsprechenden Verfahren auf den Hosts, um
die Volumes zu registrieren und sie Ihrem Betriebssystem zur Verfügung zu stellen.

◦ Sie können den SMcli-Befehl verwenden -identifyDevices Um die entsprechenden Gerätenamen
für die Volumes anzuzeigen. Die SMcli ist im SANtricity Betriebssystem enthalten und kann über den
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SANtricity System Manager heruntergeladen werden. Weitere Informationen zum Herunterladen des
SMcli über den SANtricity-System-Manager finden Sie im "Laden Sie das Thema
Befehlszeilenschnittstelle (CLI) in der Online-Hilfe des SANtricity Systemmanagers herunter".

◦ Unter Umständen müssen Sie bestimmte Tools und Optionen verwenden, die mit Ihrem
Betriebssystem zur Verfügung gestellt werden, um die Volumes verfügbar zu machen (also
Laufwerksbuchstaben zuzuweisen, Mount-Punkte zu erstellen usw.). Weitere Informationen finden Sie
in der Dokumentation Ihres Host-Betriebssystems.

Vollständige FC-/iSCSI-Konvertierung

Wenn Sie zuvor eine Kombination aus FC Host-Ports und iSCSI Host-Ports hatten und alle Ports in FC
konvertiert wurden, müssen Sie möglicherweise Ihre vorhandene Konfiguration ändern, um die neuen FC-
Ports zu verwenden.

Sie können eine der folgenden Optionen verwenden, um die neuen FC-Ports zu verwenden. Die genauen
Schritte hängen von Ihren aktuellen und geplanten Netzwerktopologien ab. Bei Option 1 wird angenommen,
dass Sie neue FC-Hosts an das Array anschließen möchten. Bei Option 2 wird angenommen, dass Sie die
angeschlossenen Hosts in die Ports 1 und 2 von iSCSI zu FC konvertieren möchten.

Option 1: Entfernen Sie iSCSI-Hosts und fügen Sie FC-Hosts hinzu

1. Wenn Sie noch keine SFPs mit zwei Protokollen einsetzen, entfernen Sie iSCSI-SFPs und ersetzen Sie
diese durch FC SFPs oder SFPs mit zwei Protokollen.

2. Entfernen Sie FC-SFPs, wenn Sie noch keine Dual-Protokoll-SFPs verwenden.

3. Verbinden Sie neue FC-Hosts mit diesen Ports – entweder direkt oder über einen Switch

4. Konfigurieren Sie das FC-Netzwerk für die neuen Hosts und Ports. Anweisungen hierzu finden Sie im
"Linux Express-Konfiguration", "Windows Express-Konfiguration", Oder "VMware Express-Konfiguration".

Option 2: Konvertieren von iSCSI-Hosts zu FC

1. Fahren Sie die iSCSI-Hosts herunter, die mit den Ports verbunden sind, die Sie konvertiert haben.

2. Für diese Ports wird eine FC-Topologie bereitgestellt. Konvertieren Sie beispielsweise alle Switches, die
mit diesen Hosts verbunden sind, von iSCSI nach FC.

3. Wenn Sie noch keine SFPs mit zwei Protokollen einsetzen, entfernen Sie die iSCSI-SFPs von den Ports
und ersetzen Sie diese durch FC SFPs oder SFPs mit zwei Protokollen.

4. Verbinden Sie die Kabel mit den SFPs und vergewissern Sie sich, dass sie mit dem korrekten FC-Switch
oder Host verbunden sind.

5. Schalten Sie die Hosts ein.

6. Verwenden Sie die "NetApp Interoperabilitätsmatrix" Tool zum Konfigurieren der FC-Hosts.

7. Bearbeiten Sie die Host-Partition, um die FC-Host-Port-IDs hinzuzufügen und die iSCSI-Host-Port-IDs zu
entfernen.

8. Verwenden Sie nach dem Neustart der neuen FC-Hosts die entsprechenden Verfahren auf den Hosts, um
die Volumes zu registrieren und sie Ihrem Betriebssystem zur Verfügung zu stellen.

◦ Sie können den SMcli-Befehl verwenden -identifyDevices Um die entsprechenden Gerätenamen
für die Volumes anzuzeigen. Die SMcli ist im SANtricity Betriebssystem enthalten und kann über den
SANtricity System Manager heruntergeladen werden. Weitere Informationen zum Herunterladen des
SMcli über den SANtricity-System-Manager finden Sie im "Laden Sie das Thema
Befehlszeilenschnittstelle (CLI) in der Online-Hilfe des SANtricity Systemmanagers herunter".
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◦ Unter Umständen müssen Sie bestimmte Tools und Optionen verwenden, die mit Ihrem
Betriebssystem zur Verfügung gestellt werden, um die Volumes verfügbar zu machen (also
Laufwerksbuchstaben zuzuweisen, Mount-Punkte zu erstellen usw.). Weitere Informationen finden Sie
in der Dokumentation Ihres Host-Betriebssystems.

Vollständige FC/iSCSI-Konvertierung

Wenn Sie zuvor eine Kombination aus FC-Host-Ports und iSCSI-Host-Ports hatten und alle Ports in iSCSI
konvertiert wurden, müssen Sie möglicherweise Ihre vorhandene Konfiguration ändern, um die neuen iSCSI-
Ports zu verwenden.

Sie können eine der folgenden Optionen verwenden, um die neuen iSCSI-Ports zu verwenden. Die genauen
Schritte hängen von Ihren aktuellen und geplanten Netzwerktopologien ab. Bei Option 1 wird davon
ausgegangen, dass neue iSCSI-Hosts an das Array angeschlossen werden sollen. Bei Option 2 wird
angenommen, dass Sie Hosts von FC in iSCSI konvertieren möchten.

Option 1: Entfernen Sie FC-Hosts und fügen Sie iSCSI-Hosts hinzu

1. Wenn Sie noch keine SFPs mit zwei Protokollen einsetzen, entfernen Sie FC-SFPs und ersetzen Sie diese
durch iSCSI SFPs oder SFPs mit zwei Protokollen.

2. Verbinden Sie neue iSCSI-Hosts mit diesen Ports entweder direkt oder über einen Switch.

3. Konfigurieren Sie das iSCSI-Netzwerk für die neuen Hosts und Ports. Anweisungen hierzu finden Sie im
"Linux Express-Konfiguration", "Windows Express-Konfiguration", Oder "VMware Express-Konfiguration".

Option 2: Konvertieren von FC-Hosts nach iSCSI

1. Fahren Sie die FC-Hosts herunter, die mit den Ports verbunden sind, die Sie konvertiert haben.

2. Für diese Ports wird eine iSCSI-Topologie bereitgestellt. Konvertieren Sie beispielsweise alle Switches, die
mit diesen Hosts verbunden sind, von FC nach iSCSI.

3. Wenn Sie bereits SFPs mit zwei Protokollen einsetzen, entfernen Sie die FC-SFPs von den Ports und
ersetzen sie durch iSCSI SFPs oder SFPs mit zwei Protokollen.

4. Verbinden Sie die Kabel mit den SFPs und vergewissern Sie sich, dass sie mit dem korrekten iSCSI-
Switch oder Host verbunden sind.

5. Schalten Sie die Hosts ein.

6. Verwenden Sie die "NetApp Interoperabilitätsmatrix" Tool zum Konfigurieren DER ISCSI-Hosts.

7. Bearbeiten Sie die Host-Partition, um die iSCSI-Host-Port-IDs hinzuzufügen und die FC-Host-Port-IDs zu
entfernen.

8. Nach dem Neustart der neuen iSCSI-Hosts können Sie die Volumes mithilfe der entsprechenden Verfahren
auf den Hosts registrieren und sie Ihrem Betriebssystem zur Verfügung stellen.

◦ Sie können den SMcli-Befehl verwenden -identifyDevices Um die entsprechenden Gerätenamen
für die Volumes anzuzeigen. Die SMcli ist im SANtricity Betriebssystem enthalten und kann über den
SANtricity System Manager heruntergeladen werden. Weitere Informationen zum Herunterladen des
SMcli über den SANtricity-System-Manager finden Sie im "Laden Sie das Thema
Befehlszeilenschnittstelle (CLI) in der Online-Hilfe des SANtricity Systemmanagers herunter".

◦ Unter Umständen müssen Sie bestimmte Tools und Optionen verwenden, die mit Ihrem
Betriebssystem zur Verfügung gestellt werden, um die Volumes verfügbar zu machen (also
Laufwerksbuchstaben zuzuweisen, Mount-Punkte zu erstellen usw.). Weitere Informationen finden Sie
in der Dokumentation Ihres Host-Betriebssystems.
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