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Los geht’s

Installations- und Upgrade-Anforderungen fur das
SANTtricity Storage Plug-in fur vCenter

Prufen Sie vor der Installation oder dem Upgrade des SANTtricity Storage Plug-ins fur
vCenter die Installationsanforderungen und die Upgrade-Uberlegungen.

Installationsvoraussetzungen

Sie kdnnen das Storage Plug-in fur vCenter auf einem Windows Host-System installieren und konfigurieren.
Die Plugin-Installation umfasst die folgenden Anforderungen.

Anforderungen Beschreibung

Unterstltzte Versionen * Von der VMware vCenter Server Appliance unterstitzte Versionen:
6.7U3J, 7.0U1, 7.0U2, 7.0U3 und 8.0.

» NetApp SANTtricity OS Version: 11.60.2 oder hoher
» Unterstutzte Applikations-Host-Versionen: Windows 2016,
Windows 2019, Windows 2022.

Weitere Informationen zur Kompatibilitat finden Sie im "NetApp
Interoperabilitats-Matrix-Tool".

Mehrere Instanzen Sie kénnen nur eine Instanz des Speicher-Plug-ins fir vCenter auf
einem Windows-Host installieren und kénnen es nur bei einem vCSA
registrieren.

Kapazitatsplanung Das Storage Plug-in fur vCenter benétigt ausreichend Platz fiir die
Ausfihrung und Protokollierung. Stellen Sie sicher, dass lhr System
die folgenden Anforderungen an den verfugbaren Speicherplatz erfullt:

« Erforderlicher Installationsspeicherplatz: 275 MB
» Speicherplatz — 275 MB + 200 MB (Protokollierung)

» Systemspeicher — 1.5 GB

Lizenz Das Storage Plug-in fur vCenter ist ein kostenloses eigenstandiges
Produkt, fur das kein Lizenzschlissel erforderlich ist. Es gelten jedoch
geltende Urheberrechte und Nutzungsbedingungen.

Upgrade-Uberlegungen

Wenn Sie ein Upgrade von einer friiheren Version durchflihren, beachten Sie, dass das Plugin vor dem
Upgrade von der vCSA nicht registriert werden muss.

« Wahrend des Upgrades werden die meisten friilheren Konfigurationseinstellungen des Plug-ins
beibehalten. Diese Einstellungen umfassen Benutzerpassworter, alle erkannten Speichersysteme,
Serverzertifikate, vertrauenswirdige Zertifikate und die Konfiguration der Serverlaufzeit.


http://mysupport.netapp.com/matrix
http://mysupport.netapp.com/matrix

* Der Upgrade-Prozess nicht erhalten die vcenter.properties-Dateien, so missen Sie das Plugin vor dem
Upgrade zu registrieren. Sobald das Upgrade erfolgreich abgeschlossen wurde, kdnnen Sie das Plugin
wieder bei der vCSA registrieren.

« Alle zuvor im Repository geladenen SANTtricity-OS-Dateien werden wahrend des Upgrades entfernt.

Installieren oder aktualisieren Sie das SANtricity Storage
Plug-in fur vCenter

Fuhren Sie diese Schritte aus, um das Storage Plug-in fur vCenter zu installieren und die
Plugin-Registrierung zu Uberprufen. Sie kdnnen das Plugin auch mit diesen Anweisungen
aktualisieren.

Installationsvoraussetzungen prufen

Stellen Sie sicher, dass lhre Systeme die Anforderungen in erflllen "Installations- und Upgrade-Anforderungen
prufen”.

Die vcenter.properties-Dateien werden durch den Aktualisierungsprozess nicht beibehalten.

@ Wenn Sie ein Upgrade durchfiihren, missen Sie die Registrierung des Plugins vor dem
Upgrade aufheben. Sobald das Upgrade erfolgreich abgeschlossen wurde, kdnnen Sie das
Plugin wieder bei der vCSA registrieren.

Installieren Sie die Plug-in-Software
So installieren Sie die Plugin-Software:

1. Kopieren Sie die Installer-Datei auf den Host, der als Anwendungsserver verwendet wird, und greifen Sie
dann auf den Ordner zu, in dem Sie das Installationsprogramm heruntergeladen haben.

2. Doppelklicken Sie auf die Installationsdatei:
santricity storage vcenterplugin-windows x64-- nn.nn.nn.nnnn.exe
Im obigen Dateinamen, nn.nn.nn.nnnn Stellt die Versionsnummer dar.

3. Wenn die Installation beginnt, befolgen Sie die Anweisungen auf dem Bildschirm, um mehrere Funktionen
zu aktivieren und einige Konfigurationsparameter einzugeben. Bei Bedarf kdnnen Sie eine dieser Optionen
spater in den Konfigurationsdateien andern.

@ Wahrend eines Upgrades werden keine Konfigurationsparameter angezeigt.

Wahrend der Installation werden Sie zur Zertifikatvalidierung aufgefordert. Aktivieren Sie
das Kontrollkastchen, wenn Sie die Zertifikatvalidierung zwischen dem Plug-in und den
Speicher-Arrays durchsetzen mochten. Bei dieser Durchsetzung werden die
Speicherarrayzertifikate auf Vertrauen in das Plug-in geprift. Wenn die Zertifikate nicht

@ vertrauenswirdig sind, dirfen sie dem Plugin nicht hinzugefiigt werden. Wenn Sie die
Zertifikatvalidierung Uberschreiben méchten, deaktivieren Sie das Kontrollkastchen, damit
alle Speicher-Arrays mit selbstsignierten Zertifikaten zum Plugin hinzugefugt werden
kénnen. Weitere Informationen zu Zertifikaten finden Sie in der Online-Hilfe, die Gber die
Plug-in-Schnittstelle verfiigbar ist.



4. Wenn die Meldung Webserver gestartet angezeigt wird, klicken Sie auf OK, um die Installation
abzuschlieRen, und klicken Sie dann auf Fertig.

5. Uberpriifen Sie, ob der Anwendungsserver erfolgreich installiert wurde, indem Sie den Befehl
Services.msc ausfiihren.

6. Uberpriifen Sie, ob der Application Server (VCP)-Service NetApp SANtricity Storage Plug-in fiir vCenter
installiert war und der Service gestartet wurde.

Bei Bedarf kdnnen Sie die Einstellungen fiir Zertifikatvalidierung und Webservice-Port nach
der Installation andern. Offnen Sie im Installationsverzeichnis die Datei wsconfig.xml. Um
die Zertifikatvalidierung auf Speicherarrays zu entfernen, andern Sie das env Schlissel,
trust.all.arrays, An true. Andern Sie den Web Services-Port, wenn Sie den &ndern

@ mochten ss1port Wert bis zum gewiinschten Portwert im Bereich von 0-65535. Stellen Sie
sicher, dass die verwendete Portnummer keine Bindung an einen anderen Prozess hat.
Wenn Sie fertig sind, speichern Sie die Anderungen und starten Sie den Plugin Webserver
neu. Wenn der Portwert des Plugin-Webservers nach der Registrierung des Plugins in
einem VCSA geandert wird, missen Sie das Plugin unregistrieren und neu registrieren,
damit der vCSA auf dem geanderten Port an den Plugin-Webserver kommuniziert.

Registrieren Sie das Plug-in mit einer vCenter Server Appliance

Nachdem die Plugin-Software installiert ist, registrieren Sie das Plugin mit einem vCSA.

Das Plugin kann nur jeweils auf einer vCSA registriert werden. Um sich bei einem anderen

@ VCSA zu registrieren, missen Sie das Plugin von der aktuellen vCSA deinstallieren und es vom
Anwendungs-Host deinstallieren. Sie kdnnen dann das Plugin neu installieren und es auf dem
anderen vVCSA registrieren.

1. Offnen Sie eine Eingabeaufforderung iiber die Befehlszeile, und navigieren Sie zum folgenden Verzeichnis:
<install directory>\vcenter-register\bin

2. Fihren Sie die Datei vcenter-Register.bat aus:
vcenter-register.bat *

AN

—action registerPlugin
-vcenterHostname <vCenter FQDN> ©
-username <Administrator username> *

3. Uberpriifen Sie, ob das Skript erfolgreich war.

Die Protokolle werden in gespeichert $install dir%/working/logs/vc-registration.log.

Uberpriifen Sie die Plugin-Registrierung

Nachdem das Plugin installiert und das Registrierungsskript ausgefihrt wurde, Uberprifen Sie, ob das Plugin
bei der vCenter Server Appliance erfolgreich registriert wurde.

1. Offnen Sie vSphere Client auf der vCenter Server Appliance.
2. Wabhlen Sie in der Menlleiste Meni:Administrator[Client Plugins].

3. Stellen Sie sicher, dass das Storage Plugin flr vCenter als aktiviert aufgefihrt ist.

Wenn das Plug-in als deaktiviert aufgefiihrt wird und eine Fehlermeldung anzeigt, dass es nicht mit dem



Anwendungsserver kommunizieren kann, Uberprifen Sie, ob die flir den Anwendungsserver definierte
Portnummer aktiviert ist, um alle Firewalls zu durchlaufen, die verwendet werden kdnnten. Die
standardmafige Portnummer des Anwendungsservers Transmission Control Protocol (TCP) ist 8445.

Konfigurieren Sie das SANtricity-Speicher-Plugin fur
vCenter-Zugriffsberechtigungen

Sie kdnnen Zugriffsberechtigungen fur das Storage Plugin fur vCenter konfigurieren, das
Benutzer, Rollen und Berechtigungen umfasst.

Erforderliche vSphere-Berechtigungen priifen

Um auf das Plug-in im vSphere Client zuzugreifen, mussen Sie einer Rolle zugewiesen werden, die Uber die
entsprechenden vSphere-Berechtigungen verfligt. Benutzer mit der Berechtigung ,Datastore konfigurieren®
vSphere haben Lese-Schreib-Zugriff auf das Plugin, wahrend Benutzer mit der Berechtigung ,Datastore
durchsuchen® nur Lesezugriff haben. Wenn ein Benutzer keine dieser Berechtigungen hat, zeigt das Plugin
eine Meldung ,unzureichende Berechtigungen® an.

Plugin-Zugriffstyp VSphere-Berechtigung erforderlich
Lesen/Schreiben (Konfigurieren) Datastore.Configure
Schreibgeschutzt (Anzeigen) Datastore.Durchsuchen

Storage Administrator-Rollen konfigurieren

Um Lese-/Schreibberechtigungen flr Plugin-Benutzer bereitzustellen, kénnen Sie eine Rolle erstellen, klonen
oder bearbeiten. Weitere Informationen zum Konfigurieren von Rollen im vSphere-Client finden Sie im VMware
Doc Center unter folgendem Thema:

» "Erstellen Sie eine benutzerdefinierte Rolle"

Auf Rollenaktionen zugreifen

1. Wahlen Sie auf der Startseite des vSphere Clients im Bereich Access Control die Option Administrator
aus.

2. Klicken Sie im Bereich Zugriffskontrolle auf Rollen.
3. Fuhren Sie eine der folgenden Aktionen aus:
> Neue Rolle erstellen: Klicken Sie auf das Aktionssymbol Rolle erstellen.

> Clone Role: Wahlen Sie eine vorhandene Rolle aus und klicken Sie auf das Aktionssymbol Clone
Role.

o Vorhandene Rolle bearbeiten: Wahlen Sie eine vorhandene Rolle aus und klicken Sie auf das
Aktionssymbol Rolle bearbeiten.

@ Die Administratorrolle kann nicht bearbeitet werden.

Abhangig von der oben genannten Auswahl wird der entsprechende Assistent angezeigt.


https://docs.vmware.com/en/VMware-vSphere/7.0/com.vmware.vsphere.security.doc/GUID-41E5E52E-A95B-4E81-9724-6AD6800BEF78.html

Erstellen Sie eine neue Rolle

1. Wahlen Sie in der Liste Berechtigungen die Zugriffsberechtigungen aus, die dieser Rolle zugewiesen
werden sollen.

Um schreibgeschutzten Zugriff auf das Plugin zu ermoglichen, wahlen Sie Meni:Datastore[Browse
Datastore]. Um Lese-/Schreibzugriff zu erméglichen, wahlen Sie Menu:Datastore[Configure Datastore].
2. Weisen Sie bei Bedarf andere Berechtigungen fir die Liste zu und klicken Sie dann auf Weiter.
3. Benennen Sie die Rolle und geben Sie eine Beschreibung ein.
4. Klicken Sie Auf Fertig Stellen.

Rolle klonen

1. Benennen Sie die Rolle und geben Sie eine Beschreibung ein.

2. Klicken Sie auf OK, um den Assistenten zu beenden.

3. Wahlen Sie die geklonte Rolle aus der Liste aus und klicken Sie dann auf Rolle bearbeiten.

4. Wahlen Sie in der Liste Berechtigungen die Zugriffsberechtigungen aus, die dieser Rolle zugewiesen
werden sollen.

Um schreibgeschitzten Zugriff auf das Plugin zu ermdglichen, wahlen Sie Menu:Datastore[Browse
Datastore]. Um Lese-/Schreibzugriff zu erméglichen, wahlen Sie Menul:Datastore[Configure Datastore].
5. Klicken Sie Auf Weiter.
6. Aktualisieren Sie ggf. den Namen und die Beschreibung.
7. Klicken Sie Auf Fertig Stellen.

Bearbeiten Sie eine vorhandene Rolle

1. Wahlen Sie in der Liste Berechtigungen die Zugriffsberechtigungen aus, die dieser Rolle zugewiesen
werden sollen.

Um schreibgeschitzten Zugriff auf das Plugin zu erméglichen, wahlen Sie Meni:Datastore[Browse
Datastore]. Um Lese-/Schreibzugriff zu erméglichen, wahlen Sie Menul:Datastore[Configure Datastore].
2. Klicken Sie Auf Weiter.
3. Aktualisieren Sie ggf. den Namen oder die Beschreibung.
4. Klicken Sie Auf Fertig Stellen.

Legen Sie Berechtigungen fiir vCenter Server Appliance fest

Nachdem Sie Berechtigungen fir eine Rolle festgelegt haben, missen Sie der vCenter Server Appliance eine
Berechtigung hinzufligen. Mit dieser Berechtigung kann ein Benutzer oder eine Gruppe auf das Plugin
zugreifen.

1. Wahlen Sie aus der Dropdown-Liste Menu die Option Hosts und Cluster aus.

2. Wahlen Sie die vCenter Server Appliance aus dem Bereich Access Control aus.

3. Klicken Sie auf die Registerkarte Berechtigungen.

4. Klicken Sie auf das Aktionssymbol Berechtigung hinzufiigen.



5. Wahlen Sie die entsprechende Domane und den entsprechenden Benutzer/die entsprechende Gruppe
aus.

6. Wahlen Sie die erstellte Rolle aus, die die Berechtigung zum Lese-/Schreib-Plugin ermdglicht.
7. Aktivieren Sie bei Bedarf die Option auf Kinder tibertragen.
8. Klicken Sie auf OK.

Sie konnen eine vorhandene Berechtigung auswahlen und andern, um die erstellte Rolle zu

@ verwenden. Beachten Sie jedoch, dass die Rolle zusammen mit Lese-/Schreib-Plugin-
Berechtigungen die gleichen Rechte haben muss, um eine Regress in Berechtigungen zu
vermeiden.

Um auf das Plugin zuzugreifen, missen Sie sich unter dem Benutzerkonto, das Uber die Lese-
/Schreibberechtigungen fiir das Plugin verfligt, beim vSphere Client anmelden.

Weitere Informationen zum Verwalten von Berechtigungen finden Sie in den folgenden Themen im VMware
Doc Center:
+ "Verwalten von Berechtigungen fur vCenter-Komponenten"

+ "Best Practices fiir Rollen und Berechtigungen"

Melden Sie sich an und navigieren Sie zum SANTtricity
Storage Plug-in fur vCenter

Sie kdnnen sich beim Storage Plugin fir vCenter anmelden, um die Benutzeroberflache
Zu navigieren.

1. Bevor Sie sich beim Plugin anmelden, stellen Sie sicher, dass Sie einen der folgenden Browser
verwenden:
o Google Chrome 89 oder héher
> Mozilla Firefox 80 oder héher
o Microsoft Edge 90 oder hoher

2. Melden Sie sich beim vSphere Client unter dem Benutzerkonto an, das lber Lese-/Schreibberechtigungen
fur das Plugin verflgt.

3. Klicken Sie auf der Startseite des vSphere Clients auf SANtricity Storage Plug-in fiir vCenter.

Das Plugin wird in einem vSphere Client-Fenster gedffnet. Die Hauptseite des Plugins 6ffnet sich zu
Manage-All.

4. Greifen Sie uber die Navigationsleiste links in der Navigationsleiste auf Storage Management-Aufgaben
zu:

o Verwalten — Entdecken Sie Speicher-Arrays in Ihrem Netzwerk, 6ffnen Sie System Manager fir ein
Array, importieren Sie Einstellungen von einem Array auf mehrere Arrays, managen Sie Array-
Gruppen, aktualisieren Sie die Betriebssystemsoftware und stellen Sie Speicher bereit.

o Zertifikatverwaltung — Verwalten von Zertifikaten zur Authentifizierung zwischen Browsern und
Clients.

o Operationen — Anzeigen des Fortschritts von Batch-Operationen, wie z.B. das Importieren von
Einstellungen von einem Array in ein anderes.


https://docs.vmware.com/en/VMware-vSphere/7.0/com.vmware.vsphere.security.doc/GUID-3B78EEB3-23E2-4CEB-9FBD-E432B606011A.html
https://docs.vmware.com/en/VMware-vSphere/7.0/com.vmware.vsphere.security.doc/GUID-FAA074CC-E8C9-4F13-ABCF-6CF7F15F04EE.html

o Support — Anzeigen von Optionen, Ressourcen und Kontakten zum technischen Support.

@ Einige Vorgange sind nicht verfigbar, wenn ein Speicherarray einen nicht optimalen Status hat.

Ermitteln Sie Speicher-Arrays im SANtricity Speicher-Plug-
in fur vCenter

Um Speicherressourcen anzuzeigen und zu verwalten, mussen Sie die IP-Adressen von
Arrays in lhnrem Netzwerk Uber die Schnittstelle Storage Plug-in fur vCenter ermitteln.

Bevor Sie beginnen
» Sie missen die Netzwerk-IP-Adressen (oder den Adressbereich) der Array-Controller kennen.

* Die Speicher-Arrays missen ordnungsgemaf eingerichtet und konfiguriert sein, und Sie missen die
Anmeldedaten des Speicher-Arrays (Benutzername und Passwort) kennen.

Schritt 1: Geben Sie Netzwerkadressen fiir die Ermittlung ein

Schritte
1. Wahlen Sie auf der Seite Verwalten die Option Hinzufiigen/Entdecken.

Das Dialogfeld Netzwerkadressbereich eingeben wird angezeigt.

2. Flihren Sie einen der folgenden Schritte aus:

o Um ein Array zu ermitteln, wahlen Sie die Optionsschaltfliche Entdecken eines einzelnen
Speicherarrays aus und geben dann die IP-Adresse flr einen der Controller im Speicher-Array ein.

o Um mehrere Speicher-Arrays zu entdecken, wahlen Sie die Optionsschaltflache Alle Speicher-Arrays
in einem Netzwerkbereich aus. Geben Sie dann die Startnetzwerkadresse und die Netzwerkadresse
ein, um das lokale Subnetzwerk zu durchsuchen.

3. Klicken Sie Auf Erkennung Starten.

Beim Beginn des Erkennungsvorgangs werden die Speicher-Arrays im Dialogfeld angezeigt, wenn sie
erkannt werden. Der Erkennungsvorgang kann mehrere Minuten dauern.

Wenn keine verwaltbaren Arrays erkannt werden, Uberprifen Sie, ob die Speicher-Arrays ordnungsgemafn
mit Ihrem Netzwerk verbunden sind und die zugewiesenen Adressen innerhalb der Reichweite liegen.
Klicken Sie auf Neue Ermittlungsparameter, um zur Seite Hinzufliigen/Entdecken zurtickzukehren.

4. Aktivieren Sie das Kontrollkastchen neben einem beliebigen Speicher-Array, das Sie Ihrer Management-
Domaéane hinzufigen mochten.

Das System fuihrt fir jedes Array, das Sie der Management-Domane hinzufligen, eine
Anmeldeinformationsprifung durch. Méglicherweise missen Sie Probleme mit nicht vertrauenswdrdigen
Zertifikaten beheben, bevor Sie fortfahren.

5. Klicken Sie auf Weiter, um mit dem nachsten Schritt im Assistenten fortzufahren.

Wenn die Speicher-Arrays Uber gultige Zertifikate verfiigen, gehen Sie zu Schritt 3: Geben Sie Passworter
ein.

Wenn keine Speicherarrays Uber gliltige Zertifikate verfligen, wird das Dialogfeld Selbstsignierte Zertifikate



auflésen angezeigt. Gehen Sie zu Schritt 2: Lsen Sie nicht vertrauenswurdige Zertifikate wahrend der
Ermittlung.

Wenn Sie CA-signierte Zertifikate importieren mdchten, I6schen Sie den Ermittlungsassistenten und
klicken Sie im linken Bereich auf Zertifikatverwaltung. Weitere Anweisungen finden Sie in der Online-
Hilfe.

Schritt 2: Losen Sie nicht vertrauenswiirdige Zertifikate wahrend der Ermittlung

Sie mussen Probleme mit dem Zertifikat I6sen, bevor Sie mit der Ermittlung fortfahren.

1. Wenn das Dialogfeld selbst signierte Zertifikate auflésen gedffnet wird, Gberprifen Sie die Informationen,
die fir die nicht vertrauenswurdigen Zertifikate angezeigt werden. Fir weitere Informationen kdnnen Sie
auch auf die Ellipsen am aufRersten Ende der Tabelle klicken und im Kontextmenl Ansicht wahlen.

2. Fihren Sie einen der folgenden Schritte aus:

> Wenn Sie den Verbindungen zu den erkannten Speicherarrays vertrauen, klicken Sie auf Weiter und
klicken Sie dann auf Ja, um den nachsten Dialog im Assistenten zu bestatigen. Die selbstsignierten
Zertifikate werden als vertrauenswurdig gekennzeichnet und die Speicher-Arrays werden dem Plugin
hinzugefugt.

o Wenn Sie den Verbindungen zu den Speicher-Arrays nicht vertrauen, wahlen Sie Abbrechen und
validieren Sie die Sicherheitszertifikatstrategie jedes Speicherarrays, bevor Sie einen dieser
Verbindungen hinzufliigen.

3. Klicken Sie auf Weiter, um mit dem nachsten Schritt im Assistenten fortzufahren.

Schritt 3: Geben Sie Passworter ein

Als letzter Schritt zur Ermittlung miissen Sie die Passworter fiir die Speicherarrays eingeben, die Sie lhrer
Management-Domane hinzufigen méchten.
1. Geben Sie flr jedes erkannte Array sein Administratorkennwort in die Felder ein.
2. Klicken Sie Auf Fertig Stellen.
Es kann mehrere Minuten dauern, bis das System eine Verbindung zu den angegebenen Speicherarrays

herstellt. Nach Abschluss des Prozesses werden die Speicherarrays Ihrer Verwaltungsdomane hinzugefigt
und der ausgewahlten Gruppe zugeordnet (falls angegeben).

Stellen Sie Speicher im SANtricity Speicher-Plug-in fur
vCenter bereit

Zur Bereitstellung von Storage erstellen Sie Volumes, weisen Hosts Volumes zu und
weisen Datastores Volumes zu.

Schritt: Volumes erstellen

Volumes sind Daten-Container, die den Speicherplatz auf lnrem Storage-Array managen und organisieren. Sie
erstellen Volumes aus der Speicherkapazitat, die auf Inrem Speicher-Array verflgbar ist, was lhnen hilft, die
Ressourcen lhres Systems zu organisieren. Das Konzept der "Volumes" ist ahnlich wie die Verwendung von
Ordnern/Verzeichnissen auf einem Computer, um Dateien fur schnellen Zugriff zu organisieren.



Volumes sind die einzige Datenebene, die Hosts sichtbar ist. In einer SAN-Umgebung werden Volumes den
Logical Unit Numbers (LUNs) zugeordnet. Diese LUNs enthalten die Benutzerdaten, auf die tber ein oder
mehrere der vom Storage-Array unterstitzten Host-Zugriffsprotokolle zugegriffen werden kann.

Schritte
1. Wahlen Sie auf der Seite Verwalten das Speicher-Array aus.

2. Wahlen Sie MENU:Provisioning[Volumes verwalten].

3. Wahlen Sie Menu:Erstellen[Volumes].
Das Dialogfeld Host auswahlen wird angezeigt.

4. Wahlen Sie aus der Dropdown-Liste einen bestimmten Host oder Host-Cluster aus, dem Sie Volumes
zuweisen mochten, oder wahlen Sie aus, zu einem spateren Zeitpunkt den Host oder Host-Cluster
zuzuweisen.

5. Um die Volume-Erstellungsreihenfolge flir den ausgewahlten Host oder Host-Cluster fortzusetzen, klicken
Sie auf Weiter.

Das Dialogfeld ,Workload auswahlen® wird angezeigt. Ein Workload enthalt Volumes mit ahnlichen
Eigenschaften, die auf Grundlage des von dem Workload unterstitzten Applikationstyps optimiert sind. Sie
kénnen einen Workload definieren oder vorhandene Workloads auswahlen.

6. FUhren Sie einen der folgenden Schritte aus:

o Wahlen Sie die Option Volumes fiir einen vorhandenen Workload erstellen aus, und wahlen Sie
den Workload aus der Dropdown-Liste aus.

o Wahlen Sie die Option Einen neuen Workload erstellen aus, um einen neuen Workload fiir eine
unterstltzte Anwendung oder fir ,andere” Anwendungen zu definieren, und fiihren Sie anschlielend
die folgenden Schritte aus:

i. Wahlen Sie in der Dropdown-Liste den Namen der Anwendung aus, fir die Sie den neuen
Workload erstellen moéchten. Wahlen Sie einen der ,anderen® Eintrdge aus, wenn die Anwendung,
die Sie flr dieses Speicher-Array verwenden mochten, nicht aufgefiihrt ist.

ii. Geben Sie einen Namen flr den zu erstellenden Workload ein.

7. Klicken Sie Auf Weiter. Wenn lhr Workload einem unterstitzten Applikationstyp zugewiesen ist, geben Sie
die angeforderten Informationen ein. Andernfalls fahren Sie mit dem nachsten Schritt fort.

Das Dialogfeld Volumes hinzufligen/bearbeiten wird angezeigt. In diesem Dialogfeld erstellen Sie Volumes
aus geeigneten Pools oder Volume-Gruppen. Fir jeden infrage kommenden Pool und jede Volume-Gruppe
wird die Anzahl der verfligbaren Laufwerke und die gesamte freie Kapazitat angezeigt. Fir einige
applikationsspezifische Workloads zeigt jede qualifizierte Pool- oder Volume-Gruppe die vorgeschlagene
Kapazitat basierend auf der vorgeschlagenen Volume-Konfiguration und zeigt die verbleibende freie
Kapazitat in gib an. Fir andere Workloads wird die vorgeschlagene Kapazitat angezeigt, wenn Sie
Volumes zu einem Pool oder einer Volume-Gruppe hinzufiigen und die gemeldete Kapazitat angeben.

8. Bevor Sie mit dem Hinzufligen von Volumes beginnen, lesen Sie die Richtlinien in der folgenden Tabelle.

Feld Beschreibung

Freie Kapazitat Da Volumes aus Pools oder Volume-Gruppen erstellt werden, muss der
ausgewahlte Pool oder die ausgewahlte Volume-Gruppe Uber ausreichende
freie Kapazitat verflgen.



Feld

Data Assurance (da)

Laufwerkssicherheit

Ressourcen-
Provisionierung

Beschreibung

Um ein Volume mit einem da-fahigen Volumen zu erstellen, muss die Host-
Verbindung, die Sie verwenden méchten, da unterstiitzen.

* Wenn Sie ein DA-fahiges Volume erstellen mochten, wahlen Sie einen
Pool oder eine Volume-Gruppe aus, die flr da geeignet ist (suchen Sie in
der Tabelle mit den Kandidaten fir Pool- und Volume-Gruppen nach Ja
neben ,da").

* DA-Funktionen werden auf Pool- und Volume-Gruppenebene prasentiert.
DA der Schutz auf Fehler Uberprift und korrigiert, die auftreten kénnen,
wenn Daten durch die Controller an die Laufwerke Ubertragen werden.
Durch die Auswahl eines da-fahigen Pools oder einer Volume-Gruppe fiir
das neue Volume wird sichergestellt, dass Fehler erkannt und behoben
werden.

* Wenn eine der Host-Verbindungen auf den Controllern im Speicher-Array
keine Unterstltzung fir da bietet, kbnnen die zugeordneten Hosts auf da-
fahige Volumes keinen Zugriff auf Daten haben.

Um ein sicheres Volume zu erstellen, muss fur das Storage Array ein
Sicherheitsschlissel erstellt werden.

* Wenn Sie ein sicheres Volume erstellen méchten, wahlen Sie einen Pool
oder eine Volume-Gruppe aus, die sicher ist (suchen Sie in der Tabelle mit
den Kandidaten fir Pool- und Volume-Gruppen nach Ja neben ,Secure-
fahig®).

* Die Sicherheitsfunktionen fir die Laufwerksicherheit werden auf Pool- und
Volume-Gruppenebene prasentiert. Sichere Laufwerke verhindern
unbefugten Zugriff auf die Daten auf einem Laufwerk, das physisch vom
Storage-Array entfernt wird. Ein sicheres Laufwerk verschlisselt Daten
wahrend des Schreibvorgangs und entschlisselt Daten beim Lesen
mithilfe eines eindeutigen Verschlisselungsschlissels.

* Ein Pool oder eine Volume-Gruppe kann sowohl sichere als auch nicht
sichere Laufwerke enthalten. Zur Nutzung der Verschlisselungsfunktionen
mussen jedoch alle Laufwerke sicher sein.

Um ein Volume mit Ressourcenbereitstellung zu erstellen, missen alle
Laufwerke NVMe-Laufwerke mit der dezugewiesenen oder nicht
geschriebenen Option Logical Block Error (DULBE) sein.

9. Wahlen Sie eine dieser Aktionen aus, basierend darauf, ob Sie im vorherigen Schritt ,Sonstige® oder einen
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applikationsspezifischen Workload ausgewahlt haben:

o Other — Klicken Sie Neues Volume hinzufiigen in jedem Pool oder Volume-Gruppe, die Sie
verwenden mochten, um ein oder mehrere Volumes zu erstellen.

o Anwendungsspezifischer Workload — Klicken Sie entweder auf Weiter, um die vom System
empfohlenen Volumes und Merkmale fiir den ausgewahlten Workload zu akzeptieren, oder klicken Sie
auf Volumes bearbeiten, um die vom System empfohlenen Volumes und Merkmale fiir den
ausgewahlten Workload zu andern, hinzuzufiigen oder zu I6schen.

Die folgenden Felder werden angezeigt.



Feld

Volume-Name

Gemeldete Kapazitat

Volume-Typ

Volume-Block-GroRe
(nur EF300 und EF600)

Beschreibung

Einem Volume wird wahrend der Volume-Erstellungsreihenfolge ein
Standardname zugewiesen. Sie kdnnen entweder den Standardnamen
akzeptieren oder einen aussagekraftigeren Namen angeben, der die Art der im
Volume gespeicherten Daten angibt.

Definieren Sie die Kapazitat des neuen Volume und der zu verwendenden
Kapazitatseinheiten (MiB, gib oder tib). Bei dicken Volumes betragt die
Mindestkapazitat 1 MiB, und die maximale Kapazitat wird durch die Anzahl und
Kapazitat der Laufwerke im Pool oder der Volume-Gruppe bestimmt. Die
Kapazitat in einem Pool wird in Schritten von 4 gib zugewiesen. Kapazitaten,
die nicht ein Vielfaches von 4 gib betragt, werden zugewiesen, aber nicht
nutzbar. Um sicherzustellen, dass die gesamte Kapazitat nutzbar ist, geben
Sie die Kapazitat in Schritten von 4 gib an. Wenn eine nicht nutzbare Kapazitat
vorhanden ist, besteht die einzige Mdglichkeit zur Wiederherstellung darin, die
Kapazitat des Volume zu erhdhen.

Wenn Sie ,applikationsspezifische Workloads" ausgewahlt haben, wird das
Feld Volume-Typ angezeigt. Dies gibt den Volume-Typ an, der fur einen
applikationsspezifischen Workload erstellt wurde.

Zeigt die Block-Grofen, die fir das Volume erstellt werden kénnen:

* 512-512 Byte
* 4 KB — 4,096 Byte
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Feld Beschreibung

Segmentgrofie Zeigt die Einstellung fur die Segmentgrofien, die nur fiir Volumes in einer
Volume-Gruppe angezeigt wird. Sie kdnnen die Segmentgrofie andern, um die
Leistung zu optimieren.

Zulassige SegmentgroBen-Uberginge — das System bestimmt die
zulassigen SegmentgroRen-Ubergange. SegmentgréRen, bei denen es sich
um unangemessene Ubergange aus der aktuellen SegmentgréRe handelt,
sind in der Dropdown-Liste nicht verfiigbar. Zulassige Ubergénge sind in der
Regel doppelt oder halb so grol wie das aktuelle Segment. Wenn die aktuelle
Volume-SegmentgrofRe beispielsweise 32 KiB betragt, ist eine neue Volume-
SegmentgrolRe von entweder 16 KiB oder 64 KiB zuldssig.

SSD Cache-fahige Volumes — Sie kdnnen eine 4-KiB-SegmentgroRe fir SSD
Cache-fahige Volumes angeben. Vergewissern Sie sich, dass Sie die 4-KiB-
SegmentgroRe nur fliir SSD-Cache-fahige Volumes auswahlen, die I/O-
Vorgange mit kleinen Blocken bearbeiten (beispielsweise 16 KiB-1/O-
BlockgréRRen oder kleiner). Die Performance kdnnte beeintrachtigt werden,
wenn Sie 4 als SegmentgréRe fur SSD Cache-fahige Volumes auswahlen, die
sequenzielle Operationen von groRen Blécken bearbeiten.

Zeit zum Andern der SegmentgroRe — die Zeit, die zur Anderung der
Segmentgrole eines Volumes bendtigt wird, hangt von diesen Variablen ab:

* Die I/0O-Last vom Host

+ Die Anderungsprioritat des Volumes

* Die Anzahl der Laufwerke in der Volume-Gruppe
* Die Anzahl der Laufwerkskanéle

 Die Verarbeitungsleistung der Speicher-Array-Controller

Wenn Sie die Segmentgrof3e fur ein Volume andern, wirkt sich die I/O-
Performance auf die I1/0O-Performance aus, doch die Daten bleiben verfiigbar.

Sicher Ja erscheint neben "Secure-fahig" nur dann, wenn die Laufwerke im Pool oder
in der Volume-Gruppe verschliisselungsfahig sind. Die Laufwerkssicherheit
verhindert, dass nicht autorisierter Zugriff auf die Daten auf einem Laufwerk
erfolgt, das physisch vom Speicher-Array entfernt wird. Diese Option ist nur
verfugbar, wenn die Laufwerksicherheit aktiviert wurde und fir das Speicher-
Array ein Sicherheitsschlissel eingerichtet wurde. Ein Pool oder eine Volume-
Gruppe kann sowohl sichere als auch nicht sichere Laufwerke enthalten. Zur
Nutzung der Verschlisselungsfunktionen missen jedoch alle Laufwerke sicher
sein.

DA Ja erscheint neben ,da“ nur dann, wenn die Laufwerke im Pool oder in der
Volume-Gruppe Data Assurance (da) unterstiitzen. DA erhoht die
Datenintegritat im gesamten Storage-System. DA ermdglicht es dem Storage-
Array, Fehler zu Uberprifen, die auftreten kénnen, wenn Daten durch die
Controller an die Laufwerke Gbertragen werden. Die Verwendung von da fir
das neue Volume stellt sicher, dass alle Fehler erkannt werden.

10. Klicken Sie auf Weiter, um mit der Volumenerzeugung fir die ausgewahlte Anwendung fortzufahren.
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11. Lesen Sie im letzten Schritt eine Zusammenfassung der Volumes, die Sie erstellen méchten, und nehmen
Sie die erforderlichen Anderungen vor. Um Anderungen vorzunehmen, klicken Sie auf Zuriick. Wenn Sie
mit Ihrer Volumenkonfiguration zufrieden sind, klicken Sie auf Fertig stellen.

Schritt: Hostzugriff erstellen und Volumes zuweisen

Ein Host kann manuell erstellt werden:

* Manuell — bei der manuellen Hosterstellung verknipfen Sie Host-Port-IDs, indem Sie sie aus einer Liste
auswahlen oder manuell eingeben. Nachdem Sie einen Host erstellt haben, kdnnen Sie ihm Volumes
zuweisen oder einem Host Cluster hinzufligen, wenn Sie den Zugriff auf Volumes freigeben mdchten.

Manuelles Erstellen des Hosts

Bevor Sie beginnen
Lesen Sie folgende Richtlinien:

» Sie mussen bereits Storage Arrays in lhrer Umgebung hinzugefligt oder erkannt haben.

+ Sie missen die dem Host zugeordneten Host-Identifier-Ports definieren.

« Stellen Sie sicher, dass Sie denselben Namen wie den zugewiesenen Systemnamen des Hosts angeben.
 Dieser Vorgang ist nicht erfolgreich, wenn der gewahlte Name bereits verwendet wird.

* Die Lange des Namens darf nicht mehr als 30 Zeichen umfassen.

Schritte
1. Wahlen Sie auf der Seite Verwalten das Speicher-Array mit der Hostverbindung aus.

2. Wahlen Sie MenU:Bereitstellung [Hosts konfigurieren].
Die Seite Hosts konfigurieren wird gedffnet.

3. Klicken Sie auf Menu:Create[Host].
Das Dialogfeld Host erstellen wird angezeigt.

4. Wahlen Sie die entsprechenden Einstellungen fir den Host aus.

Feld Beschreibung

Name Geben Sie einen Namen flir den neuen Host ein.

Host-Betriebssystem-Typ Wahlen Sie aus der Dropdown-Liste das auf dem neuen Host ausgefihrte
Betriebssystem aus.

Host-Schnittstellentyp (Optional) Wenn auf Ihrem Speicherarray mehr als eine Host-Schnittstelle
unterstitzt wird, wahlen Sie den Host-Schnittstellentyp aus, den Sie
verwenden mdchten.
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Feld Beschreibung

Host-Ports Fihren Sie einen der folgenden Schritte aus:

* 1/0-Schnittstelle auswahlen — generell sollten sich die Host-Ports
angemeldet haben und Uber die Dropdown-Liste verfligbar sein. Sie
kénnen die Host-Port-IDs aus der Liste auswahlen.

* Manuelles Hinzufiigen — Wenn eine Host-Port-ID nicht in der Liste
angezeigt wird, bedeutet dies, dass der Host-Port nicht angemeldet ist.
Mithilfe eines HBA-Dienstprogramms oder des iSCSI-Initiator-
Dienstprogramms kénnen die Host-Port-IDs ermittelt und mit dem Host
verknupft werden.

Sie kdnnen die Host-Port-IDs manuell eingeben oder sie aus dem
Dienstprogramm (nacheinander) in das Feld Host-Ports kopieren/einfiigen.

Sie mussen eine Host-Port-ID gleichzeitig auswahlen, um sie dem Host
zuzuordnen. Sie kénnen jedoch weiterhin so viele Kennungen auswahlen, die
dem Host zugeordnet sind. Jede Kennung wird im Feld Host-Ports angezeigt.
Bei Bedarf kdnnen Sie auch einen Bezeichner entfernen, indem Sie neben ihm
die X-Option auswahlen.

Legen Sie den CHAP- (Optional) Wenn Sie einen Host-Port mit einem iSCSI-IQN ausgewahlt oder

Initiatorschlissel fest manuell eingegeben haben und wenn Sie einen Host benétigen méchten, der
versucht, auf das Speicher-Array zuzugreifen, um sich mit dem Challenge
Handshake Authentication Protocol (CHAP) zu authentifizieren, aktivieren Sie
das Kontrollkdstchen CHAP Initiator Secret setzen. Gehen Sie fir jeden
ausgewahlten oder manuell eingegebenen iSCSI-Host-Port wie folgt vor:

* Geben Sie denselben CHAP-SchlUssel ein, der auf jedem iSCSI-
Hostinitiator fir die CHAP-Authentifizierung festgelegt wurde. Wenn Sie die
gegenseitige CHAP-Authentifizierung verwenden (zwei-Wege-
Authentifizierung, die es einem Host ermoglicht, sich am Speicher-Array zu
validieren, und damit sich ein Speicher-Array am Host validieren kann),
mussen Sie auch den CHAP-Schlissel fiir das Speicher-Array bei der
Ersteinrichtung oder durch Andern von Einstellungen festlegen.

* Wenn Sie keine Host-Authentifizierung benétigen, lassen Sie das Feld leer.

Derzeit wird nur CHAP verwendet.

5. Klicken Sie Auf Erstellen.
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Wenn Sie die Hostinformationen aktualisieren muissen, wahlen Sie den Host aus der Tabelle aus und
klicken Sie auf Einstellungen anzeigen/bearbeiten.

Nachdem der Host erfolgreich erstellt wurde, erstellt das System fir jeden Host-Port, der fir den Host
konfiguriert wurde (Benutzungsbezeichnung) einen Standardnamen. Der Standard-Alias ist

<Hostname Port Number>. Der Standard-Alias fir den ersten Port, der fir das Host-IPT erstellt wurde,
ist beispielsweise IPT 1.

. Als Nachstes missen Sie ein Volume einem Host oder Host-Cluster zuweisen, damit es fir I/O-Vorgange

verwendet werden kann. Wahlen Sie Menu:Bereitstellung [Hosts konfigurieren].



10.

Die Seite Hosts konfigurieren wird geoffnet.

Wahlen Sie den Host oder Host-Cluster aus, dem Sie Volumes zuweisen mochten, und klicken Sie dann
auf Volumes zuweisen.

Es wird ein Dialogfeld angezeigt, in dem alle Volumes aufgelistet werden, die zugewiesen werden kénnen.
Sie kénnen jede der Spalten sortieren oder etwas in das Filter-Feld eingeben, um bestimmte Volumes
einfacher zu finden.

Aktivieren Sie das Kontrollkastchen neben jedem Volume, das Sie zuweisen mdchten, oder aktivieren Sie
das Kontrollkastchen in der Tabellentberschrift, um alle Volumes auszuwahlen.

Klicken Sie auf Zuweisen, um den Vorgang abzuschlie3en.
Das System flhrt die folgenden Aktionen durch:
o Das zugewiesene Volume erhalt die nachste verfigbare LUN-Nummer. Der Host verwendet die LUN-

Nummer flr den Zugriff auf das Volume.

o Der vom Benutzer bereitgestellte Volume-Name wird in den Volume-Listen angezeigt, die dem Host
zugeordnet sind. Falls zutreffend, wird das werkseitig konfigurierte Zugriffsvolume auch in den Volume-
Listen angezeigt, die dem Host zugeordnet sind.

Schritt 3: Erstellen Sie einen Datastore in vSphere Client

Informationen zum Erstellen eines Datastore im vSphere-Client finden Sie unter "Erstellen Sie einen VMFS-
Datenspeicher im vSphere-Client" Thema im VMware Doc Center.

Erh6hung der Kapazitat vorhandener Datastores durch Erh6hung der Volume-Kapazitat

Sie kénnen die gemeldete Kapazitat (die gemeldete Kapazitat an Hosts) eines Volumes erhéhen, indem Sie
die freie Kapazitat nutzen, die in dem Pool bzw. der Volume-Gruppe verfiigbar ist.

Bevor Sie beginnen

Stellen Sie sicher, dass:

* Im zugewiesenen Pool bzw. der Volume-Gruppe des Volumes steht gentigend freie Kapazitat zur

Verfigung.

+ Das Volume ist optimal und nicht in einem Zustand der Anderung.

* Im Volume werden keine Hot-Spare-Laufwerke verwendet. (Gilt nur fir Volumes in Volume-Gruppen.)

Eine Erhdhung der Kapazitat eines Volumens wird nur auf bestimmten Betriebssystemen

@ unterstitzt. Wenn Sie die Volume-Kapazitat auf einem Host-Betriebssystem erhéhen, das die
LUN-Erweiterung nicht unterstitzt, kann die erweiterte Kapazitat nicht verwendet werden. Sie
koénnen die urspringliche Volume-Kapazitat nicht wiederherstellen.

Schritte

1.
2.
3.

. Wahlen Sie das Volumen aus, fiir das Sie die Kapazitat erhhen méchten, und wahlen Sie dann Kapazitat

Navigieren Sie zum Plug-in in vSphere Client.
Wahlen Sie im Plug-in das gewlinschte Speicher-Array aus.

Klicken Sie auf Provisioning und wahlen Sie Volumes verwalten.

erhohen.
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https://docs.vmware.com/en/VMware-vSphere/7.0/com.vmware.vsphere.storage.doc/GUID-5AC611E0-7CEB-4604-A03C-F600B1BA2D23.html
https://docs.vmware.com/en/VMware-vSphere/7.0/com.vmware.vsphere.storage.doc/GUID-5AC611E0-7CEB-4604-A03C-F600B1BA2D23.html

Das Dialogfeld Kapazitat erhdhen bestatigen wird angezeigt.
Wahlen Sie Ja, um fortzufahren.
Das Dialogfeld gemeldete Kapazitat erhéhen wird angezeigt.

In diesem Dialogfeld wird die aktuell gemeldete Kapazitat des Volumes und die freie Kapazitat angezeigt,
die im zugeordneten Pool oder der Volume-Gruppe verflgbar ist.

Verwenden Sie das Feld * gemeldete Kapazitat erhdhen, indem Sie...* hinzufligen, um die Kapazitat der
aktuell verfigbaren gemeldeten Kapazitat hinzuzufiigen. Sie kénnen den Kapazitatswert andern, um
entweder in Mebibyte (MiB), Gibibyte (gib) oder Tebibyte (tib) anzuzeigen.

. Klicken Sie Auf Erhéhen.

. Zeigen Sie den Fensterbereich Letzte Aufgaben an, um den Fortschritt des Vorgangs Kapazitatssteigerung

anzuzeigen, der derzeit flr das ausgewahlte Volume ausgefihrt wird. Dieser Vorgang kann langwierig sein
und die System-Performance beeintrachtigen.

. Nachdem die Volume-Kapazitat abgeschlossen ist, miissen Sie die VMFS-Gréle manuell erhéhen, um sie

wie in beschrieben anzupassen "Erhohen Sie die VMFS-Datenspeicherkapazitat im vSphere-Client”
Thema im VMware Doc Center.

Erhohen Sie die Kapazitat vorhandener Datastores durch Hinzufiigen von Volumes

1.

2.

Sie kdnnen die Kapazitat eines Datastores durch Hinzufligen von Volumes erhdhen. Befolgen Sie die
Schritte unter Schritt: Volumes erstellen.

Weisen Sie dann die Volumes dem gewiinschten Host zu, um die Kapazitat des Datenspeichers zu
erhohen.

Siehe "Erhdhen Sie die VMFS-Datenspeicherkapazitat im vSphere-Client" Weitere Informationen finden
Sie unter dem VMware Doc Center.

Zeigen Sie den Status lhres Speichersystems im SANtricity
Speicher-Plug-in fur vCenter an

Sie kdnnen den Systemstatus Uber das Storage Plug-in fur vCenter oder Uber den
vSphere Client anzeigen.

1.
2.
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Offnen Sie das Plug-in aus dem vSphere Client.
Status aus den folgenden Bereichen anzeigen:

o Storage Array Status — Gehen Sie zum Fenster Manage-All. Fir jedes erkannte Array wird in der
Zeile eine Spalte Status angezeigt.

o Operationen in Bearbeitung — Klicken Sie auf Operationen auf der Seitenleiste, um alle lang
laufenden Aufgaben, wie das Importieren von Einstellungen, anzuzeigen. Uber das Dropdown-Menii
Provisioning kdnnen Sie auch langlebige Vorgdnge anzeigen. Fur jeden Vorgang, der im Dialogfeld
Jlaufende Vorgange® aufgeflihrt wird, werden ein Prozentsatz des Fertigstellungsvorgangs und die
geschatzte verbleibende Zeit bis zum Abschluss des Vorgangs angezeigt. In einigen Fallen kdnnen Sie
einen Vorgang anhalten oder eine hdhere oder niedrigere Prioritdt zuweisen. Verwenden Sie die Links
in der Spalte Aktionen, um die Prioritat fur einen Vorgang zu beenden oder zu andern.


https://docs.vmware.com/en/VMware-vSphere/7.0/com.vmware.vsphere.storage.doc/GUID-D57FEF5D-75F1-433D-B337-E760732282FC.html
https://docs.vmware.com/en/VMware-vSphere/6.0/com.vmware.vsphere.hostclient.doc/GUID-B0D89816-02E5-4C42-AAFC-19751800A284.html

@ Lesen Sie alle in den Dialogfeldern angegebenen Vorsichtstexte, insbesondere wenn Sie einen
Vorgang unterbrechen.

Operationen, die fur das Plugin angezeigt werden kdnnen, sind in der folgenden Tabelle aufgelistet.
Moglicherweise werden auch weitere Vorgange in der Benutzeroberflache von System Manager angezeigt.

Betrieb Moglicher Status des Vorgangs MaBnahmen, die Sie ergreifen
konnen

Volume-Erstellung (nur Thick Pool In Bearbeitung Keine

Volumes Uber 64 tib)

Volume-L&éschen (nur Thick Pool In Bearbeitung Keine

Volumes Uber 64 tib)

Hinzufligen von Kapazitaten fir den In Bearbeitung Keine

Pool oder die Volume-Gruppe

Andern Sie einen RAID-Level fiir In Bearbeitung Keine

ein Volume

Reduktion der Kapazitat fir einen  In Bearbeitung Keine

Pool

Prufen Sie die verbleibende Zeit fir In Bearbeitung Keine

einen IAF-Betrieb (Instant
Availability Format) fir Pool

Volumes

Prifen Sie die Datenredundanz In Bearbeitung Keine
einer Volume-Gruppe

Initialisieren Sie ein Volume In Bearbeitung Keine
Hohere Kapazitat fur ein Volume In Bearbeitung Keine
Andern Sie die SegmentgroRe fiir  In Bearbeitung Keine

ein Volume
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