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Management von Arrays

Erfahren Sie mehr uber das Management von Speicher-
Arrays im SANtricity Speicher-Plug-in fiuir vCenter

Verwenden Sie die Funktion Add/Discover, um die zu managenden Storage-Arrays im
Storage Plug-in fur vCenter zu finden und hinzuzufliigen. Auf der Seite Verwalten knnen
Sie auch neue Passworter fur diese ermittelten Arrays umbenennen, entfernen und
bereitstellen.

Uberlegungen bei der Array-Ermittlung

Damit das Plug-in Storage-Ressourcen anzeigen und verwalten kann, missen Sie die Storage-Arrays
ermitteln, die Sie im Netzwerk Ihres Unternehmens managen mdchten. Sie kdnnen entweder ein oder mehrere
Arrays ermitteln und dann hinzufiigen.

Mehrere Storage-Arrays

Wenn Sie mehrere Arrays ermitteln méchten, geben Sie einen Netzwerk-IP-Adressbereich ein, und das
System versucht dann individuelle Verbindungen zu jeder IP-Adresse in diesem Bereich. Jedes erfolgreich
erreichte Storage Array wird im Plug-in angezeigt und Sie kdnnen sie dann Ihrer Management-Doméane
hinzufligen.

Einzelnes Storage Array

Wenn Sie ein einzelnes Array ermitteln mdchten, geben Sie die einzelne IP-Adresse fiir einen der Controller im
Storage Array ein und fligen Sie anschlieRend dieses Array zur Management-Domane hinzu.

Das Plugin erkennt und zeigt nur die einzige IP-Adresse oder IP-Adresse innerhalb eines
Bereichs an, der einem Controller zugewiesen ist. Wenn diesen Controllern alternative

@ Controller oder IP-Adressen zugewiesen sind, die aulRerhalb dieser einzelnen IP-Adresse oder
des IP-Adressbereichs liegen, werden sie durch das Plugin nicht ermittelt oder angezeigt.
Sobald Sie jedoch das Speicher-Array hinzufiigen, werden alle zugehorigen IP-Adressen
ermittelt und in der Ansicht Verwalten angezeigt.

Benutzeranmeldeinformationen

Sie mussen flr jedes Speicherarray, das Sie hinzufligen mdéchten, das Administratorkennwort angeben.

Zertifikate

Im Rahmen der Bestandsaufnahme Uberpriift das System, ob die erkannten Speicher-Arrays Zertifikate von
einer vertrauenswurdigen Quelle verwenden. Das System verwendet zwei Arten von zertifikatbasierter
Authentifizierung fur alle Verbindungen, die es mit dem mit dem Browser herstellt:

 Vertrauenswiirdige Zertifikate — moglicherweise missen Sie zusatzliche vertrauenswurdige Zertifikate
installieren, die von der Zertifizierungsstelle bereitgestellt werden, wenn ein oder beide Controller-
Zertifikate abgelaufen, widerrufen oder ein Zertifikat in der Kette fehlt.

+ Selbstsignierte Zertifikate — Arrays kénnen auch selbstsignierte Zertifikate verwenden. Wenn Sie
versuchen, Arrays zu entdecken, ohne signierte Zertifikate zu importieren, bietet das Plugin einen



zusatzlichen Schritt, mit dem Sie das selbstsignierte Zertifikat akzeptieren kdnnen. Das selbstsignierte
Zertifikat des Speicherarrays wird als vertrauenswurdig markiert und das Speicherarray wird dem Plugin
hinzugeflgt. Wenn Sie den Verbindungen zum Speicher-Array nicht vertrauen, wahlen Sie Abbrechen und
validieren Sie die Sicherheitszertifikatstrategie des Speicherarrays, bevor Sie das Speicher-Array zum
Plugin hinzufligen.

Status des Storage-Arrays

Wenn Sie das Storage Plug-in fir vCenter 6ffnen, wird die Kommunikation mit jedem Speicher-Array
hergestellt und der Status jedes Speicher-Arrays wird angezeigt.

Auf der Seite Verwalten - Alle kdnnen Sie den Status des Speicherarrays und den Status der Speicherarray-
Verbindung anzeigen.

Status Zeigt An

Optimal Das Storage-Array befindet sich in einem optimalen
Zustand. Es gibt keine Zertifikatprobleme und das
Passwort ist glltig.

Ungultiges Kennwort Es wurde ein ungultiges Kennwort flr das Speicher-
Array angegeben.

Nicht Vertrauenswiirdiges Zertifikat Eine oder mehrere Verbindungen mit dem Speicher-
Array sind nicht vertrauenswiurdig, da das HTTPS-
Zertifikat entweder selbst signiert ist und noch nicht
importiert wurde, oder das Zertifikat eine CA-Signatur
hat und die Stamm- und Intermediate-CA-Zertifikate
nicht importiert wurden.

Erfordert Aufmerksamkeit Es liegt ein Problem mit dem Speicher-Array vor, das
Ihr Eingreifen erfordert, um es zu beheben.

Verriegeln Das Storage-Array befindet sich in einem gesperrten
Zustand.

Unbekannt Das Speicher-Array wurde noch nie kontaktiert. Dies

kann passieren, wenn das Plugin gestartet wird und
noch keinen Kontakt zum Speicher-Array hergestellt
hat oder das Speicher-Array offline ist und seit dem

Start des Plugins nie kontaktiert wurde.

Offline Das Plug-in hatte bereits zuvor Kontakt mit dem
Storage-Array hergestellt, doch jetzt gingen samtliche
Verbindungen verloren.

Plug-in-Schnittstelle verglichen mit System Manager

Sie kénnen Storage Plug-in fiir vCenter fur grundlegende Betriebsaufgaben in Threm Speicher-Array
verwenden. Es kann jedoch zu Zeiten kommen, in denen Sie System Manager starten missen, um Aufgaben
auszuflihren, die im Plug-in nicht verfligbar sind.

System Manager ist eine eingebettete Anwendung auf dem Controller des Storage-Arrays, die Uber einen
Ethernet-Management-Port mit dem Netzwerk verbunden ist. System Manager enthéalt alle Array-basierten
Funktionen.

Die folgende Tabelle hilft Ihnen bei der Entscheidung, ob Sie die Plug-in-Schnittstelle oder die System



Manager-Schnittstelle fir eine bestimmte Aufgabe des Speicherarrays verwenden kénnen.

Funktion

Batch-Operationen in Gruppen von
mehreren Storage-Arrays

Upgrades flr die SANtricity OS
Firmware

Einstellungen von einem Array in
mehrere Arrays importieren

Host- und Host-Cluster-
Management (Erstellung,
Zuweisung von Volumes,
Aktualisierung und Léschen)

Pools und Volume-Gruppen-
Management (Erstellung,
Aktualisierung, Aktivierung und
Léschen)

Volume-Management (Erstellen,
Skalieren, Aktualisieren und
Léschen)

SSD Cache-Management
(Erstellen, Aktualisieren und
Léschen)

Spiegelung und Snapshot
Management

Hardware-Management (Controller-
Status anzeigen, Port-
Verbindungen konfigurieren,
Controller offline schalten, Hot
Spares aktivieren, Laufwerke
I6schen, Usw.)

Management von Warnmeldungen
(E-Mail, SNMP und Syslog)

Sicherheitsschlisselmanagement

Zertifikatsmanagement fur
Controller

Zugriffsmanagement fur Controller
(LDAP, SAML usw.)

AutoSupport Management

Plug-in-Schnittstelle

Ja.

Ja. Ein oder mehrere Arrays im
Batch-Betrieb
Ja.

Ja.

Ja.

Ja.

Ja.

Nein

Nein

Nein

Nein

Nein

Nein

Nein

Benutzeroberfliche von System
Manager

Nein Operationen werden auf
einem einzelnen Array
durchgefihrt.

Ja. Nur Single Array.

Nein

Ja.

Ja.

Ja.

Ja.

Ja.

Ja.

Ja.

Ja.
Ja.

Ja.

Ja.



Ermitteln Sie Speicher-Arrays im SANtricity Speicher-Plug-
in fur vCenter

Um Speicherressourcen im Storage Plug-in fur vCenter anzuzeigen und zu verwalten,
mussen Sie die IP-Adressen von Arrays in Ihrem Netzwerk ermitteln.

Bevor Sie beginnen
« Sie missen die Netzwerk-IP-Adressen (oder den Adressbereich) der Array-Controller kennen.
» Die Speicher-Arrays missen ordnungsgemalf eingerichtet und konfiguriert sein.
» Passworter fir das Storage-Array missen mithilfe der Kachel ,System Manager Access Management*
eingerichtet werden.

Uber diese Aufgabe
Die Array-Erkennung ist ein mehrstufiges Verfahren:

+ Schritt 1: Geben Sie Netzwerkadressen flur die Ermittlung ein
« Schritt 2: Losen Sie nicht vertrauenswurdige Zertifikate wahrend der Ermittlung

» Schritt 3: Geben Sie Passworter ein

Schritt 1: Geben Sie Netzwerkadressen flir die Ermittlung ein

Als erster Schritt zur Ermittlung von Speicherarrays geben Sie eine einzelne IP-Adresse oder eine Reihe von
IP-Adressen ein, um im lokalen Teilnetzwerk zu suchen. Die Funktion Hinzufligen/Entdecken 6ffnet einen
Assistenten, der Sie durch den Erkennungsprozess fuhrt.

Schritte
1. Wahlen Sie auf der Seite Verwalten die Option Hinzufiigen/Entdecken.

Das Dialogfeld Netzwerkadressbereich eingeben wird angezeigt.

2. FUhren Sie einen der folgenden Schritte aus:

o Um ein Array zu ermitteln, wahlen Sie die Optionsschaltflaiche Entdecken eines einzelnen
Speicherarrays aus und geben dann die IP-Adresse flir einen der Controller im Speicher-Array ein.

o Um mehrere Speicher-Arrays zu entdecken, wahlen Sie die Optionsschaltflache Alle Speicher-Arrays
in einem Netzwerkbereich aus. Geben Sie dann die Startnetzwerkadresse und die Netzwerkadresse
ein, um das lokale Subnetzwerk zu durchsuchen.

3. Klicken Sie Auf Erkennung Starten.

Beim Beginn des Erkennungsvorgangs werden die Speicher-Arrays im Dialogfeld angezeigt, wenn sie
erkannt werden. Der Erkennungsvorgang kann mehrere Minuten dauern.

Wenn keine verwaltbaren Arrays erkannt werden, Uberprifen Sie, ob die Speicher-Arrays

@ ordnungsgemalf mit Inrem Netzwerk verbunden sind und die zugewiesenen Adressen
innerhalb der Reichweite liegen. Klicken Sie auf Neue Ermittlungsparameter, um zur Seite
Hinzufligen/Entdecken zurtickzukehren.

4. Aktivieren Sie das Kontrollkdstchen neben einem beliebigen Speicher-Array, das Sie lhrer Management-
Domane hinzufigen méchten.



Das System fiihrt eine Anmeldeinformationen fiir jedes Array aus, das Sie der Management-Domane
hinzufligen. Mdglicherweise mussen Sie Probleme mit nicht vertrauenswirdigen Zertifikaten beheben,
bevor Sie fortfahren.

5. Klicken Sie auf Weiter, um mit dem nachsten Schritt im Assistenten fortzufahren.

6. Wenn die Speicher-Arrays Uber glltige Zertifikate verfiigen, gehen Sie zu Schritt 3: Geben Sie Passworter
ein. Wenn keine Speicherarrays uber glltige Zertifikate verfligen, wird das Dialogfeld Selbstsignierte
Zertifikate auflédsen angezeigt. Gehen Sie zu Schritt 2: Losen Sie nicht vertrauenswurdige Zertifikate
wahrend der Ermittlung. Wenn Sie CA-signierte Zertifikate importieren méchten, 16schen Sie die
Ermittlungsdialoge und gehen Sie zu "Importieren Sie Zertifikate fur Arrays".

Schritt 2: Losen Sie nicht vertrauenswiurdige Zertifikate wahrend der Ermittlung
Falls erforderlich, missen Sie Zertifikatprobleme beheben, bevor Sie mit dem Erkennungsvorgang fortfahren.

Wenn wahrend der Erkennung Speicherarrays den Status ,nicht vertrauenswirdige Zertifikate“ aufweisen, wird
das Dialogfeld Selbstsignierte Zertifikate auflésen angezeigt. In diesem Dialogfeld kénnen Sie nicht
vertrauenswurdige Zertifikate auflésen oder CA-Zertifikate importieren (siehe "Importieren Sie Zertifikate fur
Arrays").

Schritte

1. Wenn das Dialogfeld selbst signierte Zertifikate auflésen gedffnet wird, Gberprifen Sie die Informationen,
die fur die nicht vertrauenswurdigen Zertifikate angezeigt werden. Fir weitere Informationen kdnnen Sie
auch auf die Ellipsen am aulRersten Ende der Tabelle klicken und im Kontextmenu Ansicht wahlen.

2. Fihren Sie einen der folgenden Schritte aus:

> Wenn Sie den Verbindungen zu den erkannten Speicherarrays vertrauen, klicken Sie auf Weiter und
klicken Sie dann auf Ja, um die nachste Karte im Assistenten zu bestatigen. Die selbstsignierten
Zertifikate werden als vertrauenswurdig gekennzeichnet und die Speicher-Arrays werden dem Plugin
hinzugeflugt.

o Wenn Sie den Verbindungen zu den Speicher-Arrays nicht vertrauen, wahlen Sie Abbrechen und
validieren Sie die Sicherheitszertifikatstrategie jedes Speicherarrays, bevor Sie eine dieser
Verbindungen zum Plugin hinzufligen.

Schritt 3: Geben Sie Passworter ein

Als letzter Schritt zur Ermittlung missen Sie die Passworter fir die Speicherarrays eingeben, die Sie lhrer
Management-Domane hinzufiigen mdchten.

Schritte

1. Wenn Sie bereits Gruppen fur die Arrays konfiguriert haben, kénnen Sie mit dem Dropdown-Menu eine
Gruppe fir die ermittelten Arrays auswahlen.

2. Geben Sie flr jedes erkannte Array sein Administratorkennwort in die Felder ein.

3. Klicken Sie Auf Fertig Stellen.

@ Es kann mehrere Minuten dauern, bis das System eine Verbindung zu den angegebenen
Speicherarrays herstellt.

Ergebnis
Die Speicher-Arrays werden lhrer Management-Domane hinzugefigt und der ausgewahlten Gruppe
zugeordnet (falls angegeben).
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@ Sie konnen die Option Start verwenden, um den Browser-basierten System Manager fir ein
oder mehrere Speicher-Arrays zu 6ffnen, wenn Sie Managementvorgange ausfiihren mdchten.

Benennen Sie ein Speicher-Array im SANtricity Speicher-
Plug-in fur vCenter um

Sie kdnnen den Namen des Speicher-Arrays andern, der auf der Seite Verwalten des
Speicher-Plug-ins fur vCenter angezeigt wird.

Schritte
1. Aktivieren Sie auf der Seite Verwalten das Kontrollkdstchen links neben dem Namen des Speicherarrays.

2. Wahlen Sie die Ellipsen ganz rechts in der Zeile aus, und wahlen Sie dann im Popup-Men die Option
Speicher-Array umbenennen aus.

3. Geben Sie den neuen Namen ein und klicken Sie auf Speichern.

Andern Sie die Passworter fiir Speicher-Arrays im
SANTtricity Speicher-Plug-in fur vCenter

Sie kdnnen die Passworter aktualisieren, die fur die Anzeige und den Zugriff auf
Speicher-Arrays im Storage Plug-in fur vCenter verwendet werden.

Bevor Sie beginnen
Sie mussen das aktuelle Passwort flr das Speicher-Array kennen, das in System Manager festgelegt ist.

Uber diese Aufgabe

In dieser Aufgabe geben Sie das aktuelle Passwort fur ein Speicher-Array ein, damit Sie im Plugin darauf
zugreifen kénnen. Dies kann erforderlich sein, wenn das Array-Passwort in System Manager geandert wurde.

Schritte
1. Wahlen Sie auf der Seite Verwalten ein oder mehrere Speicher-Arrays aus.

2. MenU wahlen:Sonstige Aufgaben[Passworter fir Speicherarrays angeben].

3. Geben Sie fur jedes Speicherarray das Kennwort oder die Passworter ein, und klicken Sie dann auf
Speichern.

Entfernen Sie Speicher-Arrays im SANtricity Speicher-Plug-
in fur vCenter

Sie kdnnen ein oder mehrere Storage Arrays entfernen, wenn Sie es nicht mehr aus dem
Storage Plugin fur vCenter managen mochten.

Uber diese Aufgabe

Sie kdnnen nicht auf die von Ihnen entfernenden Speicher-Arrays zugreifen. Sie kdnnen jedoch eine
Verbindung zu einem der entfernten Speicher-Arrays herstellen, indem Sie einen Browser direkt auf seine IP-
Adresse oder den Host-Namen zeigen.

Das Entfernen eines Speicher-Arrays hat keinerlei Auswirkungen auf das Speicher-Array oder seine Daten.



Wenn ein Speicher-Array versehentlich entfernt wird, kann es erneut hinzugefiigt werden.

Schritte
1. Wahlen Sie auf der Seite Verwalten ein oder mehrere Speicher-Arrays aus, die Sie entfernen mdchten.

2. Menl wahlen:Sonstige Aufgaben[Speicher-Arrays entfernen].

Das Speicher-Array wird aus allen Ansichten in der Plugin-Schnittstelle entfernt.

Starten Sie System Manager uber das SANtricity Storage
Plug-in fur vCenter

Verwenden Sie zum Verwalten eines einzelnen Arrays die Option Starten, um SANTtricity
System Manager in einem neuen Browser-Fenster zu 6ffnen.

System Manager ist eine eingebettete Anwendung auf dem Controller des Storage-Arrays, die Uber einen
Ethernet-Management-Port mit dem Netzwerk verbunden ist. System Manager enthalt alle Array-basierten
Funktionen. Um auf System Manager zugreifen zu kénnen, missen Sie Uber eine Out-of-Band-Verbindung mit
einem Netzwerkverwaltungs-Client mit einem Webbrowser verfigen.

Schritte
1. Wahlen Sie auf der Seite Verwalten ein oder mehrere Speicherarrays aus, die Sie verwalten mochten.

2. Klicken Sie Auf Start.

Das System 6ffnet im Browser eine neue Registerkarte und zeigt dann die Anmeldeseite von System
Manager an.

3. Geben Sie Ihren Benutzernamen und |Ihr Passwort ein und klicken Sie dann auf Anmelden.
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