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Upgrades von Systemen

Controller

Erfahren Sie mehr Gber Upgrades von E-Series Controllern

Sie kdnnen ein Upgrade lhres Storage-Arrays durch den Austausch vorhandener
Controller durchfuhren.
Controller-Komponenten

Ein Controller besteht aus einer Hauptplatine, Firmware und Software. Sie steuert die Laufwerke und
implementiert auch die Management Software-Funktionen.

Wann wird dieses Verfahren durchgefiihrt

In der Regel verwenden Sie diese Vorgehensweise, wenn Sie alle Controller auf ein anderes Modell oder eine
andere Plattform aktualisieren mochten. Bei diesem Verfahren werden alle Controller in einem Controller-
Laufwerksfach ausgetauscht

Sie kdnnen dieses Verfahren auch in folgenden Situationen verwenden:

* Wenn bei allen Controllern in einem Controller-Laufwerksfach ein Hardwarefehler auftreten und nicht mehr
funktionsfahig ist.

* Um die zwei Inline-Speichermodule (DIMMSs) in der Controller-Laufwerksfach zu aktualisieren, indem beide
Controller durch dasselbe Controller-Modell ersetzt werden, jedoch durch unterschiedliche DIMMs.

Die HIC-Upgrade-Szenarien werden in diesem Verfahren nicht behandelt. Weitere
Informationen finden Sie im HIC Verfahren zum Hinzufligen, Aktualisieren und Austauschen
Ihres E-Series Systems.

Uberlegungen zu Upgrades der E-Series

Lesen Sie vor dem Controller-Upgrade die folgenden Uberlegungen durch.

@ In finden Sie "E-Series Hardware im Uberblick" spezifische Informationen zu unterstitzten
Konfigurationen fiir jeden E-Series Controller.

Hardware- und Firmware-Anforderungen erfiillen

* Duplex- und Simplex-Controller-Upgrades
Bei Duplex-Controller-Laufwerkseinschiben ersetzen Sie beide Controller. Bei simplex-Controller-
Laufwerkseinschiiben ersetzen Sie den einen Controller. In beiden Fallen missen Sie das Controller-
Laufwerksfach ausschalten Daher konnen Sie erst nach erfolgreichem Abschluss des Austauschs auf
Daten auf dem Speicher-Array zugreifen.

* Facher und Regale

Storage-Arrays mit einem E-Series Controller Shelf werden in der Regel Uber die Benutzeroberflache von


https://docs.netapp.com/us-en/e-series/getting-started/learn-hardware-concept.html#e2800-models

SANftricity System Manager gemanagt.
» Controller-Batterien

Ein neuer Controller wird ohne installierte Batterie geliefert. Wenn mdglich, sollten Sie den Akku aus dem
alten Controller entfernen und dann den Akku in den neuen Controller einsetzen. Bei einigen Controller-
Upgrades ist der Akku des alten Controllers jedoch nicht mit dem neuen Controller kompatibel. In diesen
Fallen missen Sie einen Akku zusammen mit Ihrem neuen Controller bestellen und den Akku vor Beginn
dieser Aufgaben zur Verfligung haben.

* Synchronous Mirroring und Asynchronous Mirroring

Wenn |hr Storage-Array an synchroner Spiegelung teilnimmt, werden nur iSCSI- oder Fibre Channel-
Verbindungen zwischen dem primaren Standort und dem Remote-Standort unterstiitzt. Wenn die
Konfiguration der Host Interface Card (HIC) in lhren neuen Controllern keine iSCSI- oder Fibre Channel-
Verbindungen umfasst, wird Synchronous Mirroring nicht untersttzt.

Fir das asynchrone Spiegeln kénnen auf dem lokalen Storage-Array und dem Remote-Storage-Array

unterschiedliche Firmware-Versionen ausgefuihrt werden. Die unterstiitzte minimale Firmware-Version ist
die SANtricity-Firmware-Version 7.84.

@ Bei E4000-Controllern wird Spiegelung nur tber Fibre-Channel-Verbindungen unterstitzt.

» Speicherobjektgrenzen

Wenn Sie Ihre Controller von Midrange- auf Einstiegsmodelle andern (z. B. 5x00-Modelle in 2x00-Modelle),
unterstitzt lhre neue Storage-Array-Konfiguration in der Speicherverwaltungssoftware eine geringere
Anzahl von Speicherobjekten (z. B. Volumes) als Ihre alte Konfiguration. Sie mussen sicherstellen, dass
Ihre alte Konfiguration die Storage-Objektgrenzen nicht tberschreitet.

Weitere Informationen finden Sie unter "Hardware Universe" .

* Upgrade auf neuere Modelle
Wenn Sie die Controller austauschen, um ein Upgrade auf ein neues Modell durchzufihren, sollten Sie
beachten, dass Ihr aktuelles Storage Array moglicherweise Uber Premiumfunktionen verfigt, die das neue

Modell nicht unterstitzen kann.

Beim Upgrade des E-Series Controllers sollten Sie alle Premium-Funktionen des Storage-Arrays
deaktivieren, die auf den neuen Controllern nicht unterstiitzt werden.

* Bandinterne Verwaltung mit dem Access Volume

o Der E4000 unterstutzt keine bandinterne Verwaltung mit dem Access Volume.

Heben Sie vor dem Upgrade auf E4000-Controller die Zuordnung des Access Volumes zu allen
definierten Hosts und Host-Clustern auf.

Upgrade-Kompatibilitat

Unterstitzte Upgrade-Pfade fir jedes Storage-Array-Modell priifen.


http://hwu.netapp.com/home.aspx

E4000-Controller-Upgrade-Kompatibilitat

Upgrade-Pfad Batterie Funktionsunterstiitzun SAS-3 Shelfs
g
Von E2800 bis E4000 Bestellen Sie eine neue e E4000 unterstitzt E4000 Controller
Batterie. kein ARVM iSCSI mussen SAS-3-Shelfs

- E4000 Baseboard-  Yerwenden.

Port funktioniert nur
iSCSI und kann nicht
zu FC geandert
werden

* E4000 kann nur 300
Laufwerke
unterstitzen

* E4000 kann nur 512
Volumes
unterstitzen

* E4000 unterstitzt
keine SAS-
Konfigurationen

e E4000 unterstitzt
keine Remote
Storage Volumes

» Der E4000
unterstitzt keine
bandinterne
Verwaltung mit dem
Access Volume.



Upgrade-Pfad

Von E5700 bis E4000

Upgrade-Kompatibilitat fir EF600 und EF300 Controller

Batterie

Bestellen Sie eine neue
Batterie.

Funktionsunterstiitzun SAS-3 Shelfs

9

E4000 unterstutzt
kein ARVM iSCSI

E4000 Baseboard-
Port funktioniert nur
iSCSI und kann nicht
zu FC geandert
werden

E4000 kann nur 300
Laufwerke
unterstitzen

o E5700
unterstitzt bis zu
480 Laufwerke

E4000 kann nur 512
Volumes
unterstitzen

o E5700
unterstitzt bis zu
2048 Volumes

Die Unterstitzung
von InfiniBand-Host-
Schnittstellenkarten
ist nicht verfigbar

E4000 unterstitzt
keine SAS-
Konfigurationen

E4000 unterstitzt
keine Remote
Storage Volumes

Der E4000
unterstitzt keine
bandinterne
Verwaltung mit dem
Access Volume.

E4000 Controller
mussen SAS-3-Shelfs
verwenden.



Upgrade-Pfad Batterie

Von EF600 bis EF600 Verwenden Sie die alte
mit einer anderen Host- Batterie wieder.
Schnittstellenkarte

Von EF300 bis EF600 Verwenden Sie die alte
Batterie wieder.

Funktionsunterstiitzun
g

* Keine Unterstutzung
von Thin
Provisioning
Volumes

» Keine Unterstitzung
fur synchrones
Spiegeln

» Keine Unterstlitzung
von Thin
Provisioning
Volumes

» Keine Unterstitzung
fur synchrones

Spiegeln
Kompatibilitat bei alteren Controller-Upgrades
Upgrade-Pfad Batterie Lieferanten-ID
tzung
Von E2x00 bis Verwenden Sie die Weitere Schritte
E2x00 alte Batterie wieder. erforderlich. werden auf der
E2700 nicht
unterstitzt.

SAS-3 Shelfs

Fir EF600 Controller
mussen SAS-3-Shelfs
verwendet werden.

Fir EF600 Controller
mussen SAS-3-Shelfs
verwendet werden.

Funktionsunterstii SAS-3 Shelfs

Altere Snapshots ~ E2800 Controller

dirfen nicht in
SAS-2 Shelfs
integriert werden.



Upgrade-Pfad

Von E2x00 bis
E5X00

Von E5X00 bis
E2x00

Batterie

Bestellen Sie eine
neue Batterie.

Bestellen Sie eine
neue Batterie.

Lieferanten-ID

Beim Upgrade der
E2600 auf E5500
oder E5600 oder
beim Upgrade der
E2700 auf E5400
sind weitere
Schritte
erforderlich.

Beim Upgrade des
E5500 oder der
E5600 auf das
E2600 oder beim
Upgrade des
E5400 auf das
E2700 System sind
weitere Schritte
erforderlich.

Funktionsuntersti
tzung

« Altere
Snapshots
werden auf der
E5500 oder der
E5600 nicht
unterstitzt.

« Altere Remote
Volume-
Spiegelung
(RVM) wird auf
dem E5500
oder E5600
nicht mit iSCSI-
HICs
unterstitzt.

* Data
Assurance wird
von E5500 oder
E5600 mit
iSCSI-HICs
nicht
unterstitzt.

* E5700
Controller
durfen nicht in
SAS-2 Shelfs
platziert
werden.

Altere Snapshots
werden auf der
E2700 nicht
unterstitzt.

SAS-3 Shelfs

Die Controller
E5400, E5500 und
E5600 dirfen nicht
in SAS-3-Shelfs
platziert werden.

5400-, E5500- und
E5600-Controller
dirfen nicht in
SAS-3-Shelfs
platziert werden.



Upgrade-Pfad

Von E5X00 bis

E5X00

Von EF5x0 bis
EF540

SAS-Gehause

Batterie

Lieferanten-ID

Verwenden Sie die Weitere Schritte

alte Batterie wieder. erforderlich beim

Upgrade von
E5400 auf E5500
oder E5600.

Verwenden Sie die Weitere Schritte

alte Batterie wieder. sind beim Upgrade

von der EF540 auf
die EF550 oder
EF560 erforderlich.

Funktionsuntersti
tzung

« Altere
Snapshots
werden auf der
E5500 oder der
E5600 nicht
unterstitzt.

« Altere Remote
Volume-
Spiegelung
(RVM) wird auf
der E5400 oder
E5500 mit
iSCSI-HICs
nicht
unterstitzt.

* Data
Assurance wird
auf der E5400
oder E5500 mit
iSCSI-HICs
nicht
unterstitzt.

* E5700
Controller
durfen nicht in
SAS-2 Shelfs
platziert
werden.

» Keine alten
Snapshots fur
EF550/EF560.

» Keine Data
Assurance fur
EF550/EF560
mit iISCSI

 EF570
Controller
dirfen nicht in
SAS-3 Shelfs
integriert
werden.

SAS-3 Shelfs

Die Controller
E5400, E5500 und
E5600 dirfen nicht
in SAS-3-Shelfs
platziert werden.

Die Controller
EF540, EF550 und
EF560 durfen nicht
in SAS-3-Shelfs
platziert werden.

Die E5700 unterstiitzt DE5600 und DE6600 SAS-2 Gehause Uber ein Head Upgrade. Wenn ein E5700
Controller in SAS-2-Gehausen installiert ist, werden die Unterstlitzung der Basis-Host-Ports deaktiviert.



SAS-2-Shelfs SAS-3 Shelfs

SAS-2-Shelves umfassen die folgenden Modelle: SAS-3-Shelves umfassen die folgenden Modelle:

 DE1600, DE5600 und DE6600 Laufwerksfachern « E4000 Controller-Shelfs
« E5400, E5500 und E5600 Controller- EF600 Controller-Shelfs '

Laufwerksfacher EF300 Controller-Shelfs
» EF540, EF550 und EF560 Flash-Arrays E2800 Controller-Shelfs

« E2600 und E2700 Controller-Laufwerksfacher E5700 Controller-Shelfs

DE212C, DE224C, DE460C Festplatten-Shelfs

Hinweise:

1. EF600 und EF300 Controller kbnnen nur SAS-3-Shelfs als Erweiterung verwenden.

Investitionsschutz durch SAS-2 zu SAS-3

Sie kénnen Ihr SAS-2-System neu konfigurieren, damit Sie es hinter einem neuen SAS-3 Controller-Shelf
(ES57XX/EF570/E28XX) verwenden kdnnen.

@ Fir diese Vorgehensweise ist eine FPVR (Feature Product Variance Request) erforderlich.
Wenn Sie eine FPVR-Datei einreichen mdchten, wenden Sie sich an |hr Vertriebsteam.

Vorbereitung fiir das Upgrade der E-Series Controller

Bereiten Sie das Upgrade von Controllern vor, indem Sie den
LaufwerkssicherheitsschlUssel (falls verwendet) speichern, die Seriennummer
aufzeichnen, Supportdaten sammeln, bestimmte Funktionen deaktivieren (falls
verwendet) und den Controller offline schalten.

@ Das Sammeln von Support-Daten kann voriibergehend Auswirkungen auf die Performance
Ihres Storage Arrays haben.

Schritte

1. Stellen Sie sicher, dass das vorhandene Speicherarray auf die neueste Version des Betriebssystems
(Controller-Firmware) aktualisiert wird, die fiir lhre aktuellen Controller verfiigbar ist. Wahlen Sie im
SANTtricity System Manager im MenU(:Support[Upgrade Center], um lhren Software- und Firmware-Bestand
anzuzeigen.

Wenn Sie ein Upgrade auf Controller durchfiihren, die SANtricity OS Version 8.50
unterstiitzen, missen Sie nach der Installation die neuesten Versionen von SANtricity OS

@ und den neuesten NVSRAM installieren und die neuen Controller einschalten. Wenn Sie
dieses Upgrade nicht durchflihren, kdnnen Sie das Speicher-Array mdglicherweise nicht fur
den automatischen Lastausgleich (ALB) konfigurieren.

2. Wenn Sie uber sichere Laufwerke verfiigen und einen vollstandigen Austausch des Controllers planen,
fuhren Sie die entsprechenden Schritte fir lhren Sicherheitstyp (intern oder extern) und den
Laufwerksstatus in der folgenden Tabelle durch. Wenn Sie nicht * mit sicheren Laufwerken installiert



haben, kdnnen Sie diesen Schritt Gberspringen und mit Schritt 3 unter der Tabelle fortfahren.

Fur einige Schritte in der Tabelle sind Befehle der Befehlszeilenschnittstelle (CLI)
@ erforderlich. Informationen Uber die Verwendung dieser Befehle finden Sie im "Referenz flr

Befehlszeilenschnittstelle".

Sicherheitstyp und Kontext

Internes Verschlisselungsmanagement, ein oder
mehrere Laufwerke sind gesperrt

Schritte

Exportieren Sie die interne
Sicherheitsschlisseldatei an einen bekannten
Speicherort auf dem Management-Client (das
System mit einem Browser, der flr den Zugriff auf
System Manager verwendet wird). Verwenden Sie
die export storageArray securityKey CLI-
Befehl. Sie missen den Passphrase angeben, der
mit dem Sicherheitsschlissel verknlpft ist, und den
Speicherort angeben, an dem der Schlissel
gespeichert werden soll.


https://docs.netapp.com/us-en/e-series-cli/index.html
https://docs.netapp.com/us-en/e-series-cli/index.html
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Sicherheitstyp und Kontext Schritte

Externes Verschlisselungsmanagement, alle Fuhren Sie die folgenden Schritte in der

Laufwerke gesperrt. Sie kdnnen voribergehend auf Reihenfolge aus:

das interne Verschlisselungsmanagement fir den

Austausch des Controllers (empfohlen) umsteigen.  a. Notieren Sie die Adresse und die Portnummer
des externen KMS-Servers. Wahlen Sie in
System Manager Meni:Einstellungen[System >
Sicherheitsschlisselverwaltung > Einstellungen
fur Key Management Server
anzeigen/bearbeiten].

b. Stellen Sie sicher, dass die Client- und Server-
Zertifikate auf Ihrem lokalen Host verfigbar
sind, damit sich das Speicherarray und der
Schllsselverwaltungsserver nach Abschluss
des Controller-Austauschs gegenseitig
authentifizieren kdnnen. Verwenden Sie die
save storageArray
keyManagementCertificate CLI-Befehl
zum Speichern der Zertifikate. Stellen Sie
sicher, dass Sie den Befehl zweimal, einmal mit
dem ausflihren certificateType Parameter
auf gesetzt client, Und der andere mit dem
Parameter auf gesetzt server.

c. Wechseln Sie zu internem
Verschllisselungsmanagement, indem Sie den
ausfihren disable storageArray
externalKeyManagement CLI-Befehl.

d. Exportieren Sie die interne
Sicherheitsschliisseldatei an einen bekannten
Speicherort auf dem Management-Client (das
System mit einem Browser, der fir den Zugriff
auf System Manager verwendet wird).
Verwenden Sie die export storageArray
securityKey CLI-Befehl. Sie missen den
Passphrase angeben, der mit dem
Sicherheitsschlissel verknlpft ist, und den
Speicherort angeben, an dem der Schlissel
gespeichert werden soll.

Externes Verschlisselungsmanagement, alle Wenden Sie Sich An Den Kundendienst.
Laufwerke gesperrt, Sie kdnnen voribergehend

nicht auf ein internes Verschlisselungsmanagement

fur den Austausch des Controllers umsteigen.

Externes Verschlisselungsmanagement, teilweise  Es sind keine weiteren Schritte erforderlich.
Laufwerke gesperrt



Ihr Speicher-Array muss sich im optimalen Zustand befinden, um Client- und

@ Serverzertifikate abzurufen. Wenn die Zertifikate nicht abgerufen werden kénnen, missen
Sie eine neue CSR erstellen, die CSR signieren lassen und das Serverzertifikat vom
externen Schlisselverwaltungsserver (EKMS) herunterladen.

3. Notieren Sie die Seriennummer fir Ihr Speicher-Array:
a. Wahlen Sie in System Manager Menu:Support[Support Center > Registerkarte Support Resources].
b. Scrollen Sie nach unten zu Detaillierte Speicher-Array-Informationen und wahlen Sie dann Storage-
Array-Profil.

Der Bericht wird auf Ihrem Bildschirm angezeigt.

c. Um die Seriennummer des Gehauses unter dem Profil des Speicherarrays zu finden, geben Sie
Seriennummer in das Textfeld Suchen ein, und klicken Sie dann auf Suchen.

Alle Ubereinstimmenden Begriffe werden hervorgehoben. Um alle Ergebnisse nacheinander
durchzublattern, klicken Sie mit * Suchen®.

d. Erstellen Sie einen Eintrag des Chassis Serial Number.

Sie bendtigen diese Seriennummer, um die Schritte in auszufihren "Fihren Sie das Controller-
Upgrade durch".

4. Sie kdnnen Support-Daten UGber Ihr Storage Array Uber die grafische Benutzeroberflache oder die CLI
erfassen:

> Verwenden Sie System Manager, um ein Supportpaket Ihres Speicherarrays zu sammeln und zu
speichern.

= Wahlen Sie in System Manager im Menu:Support[Support Center > Registerkarte Diagnose].
Wahlen Sie dann Support-Daten sammeln und klicken Sie auf Collect.

Die Datei wird im Ordner Downloads fir Ihren Browser mit dem Namen gespeichert support-
data.7z.

Wenn lhr Regal Schubladen enthalt, werden die Diagnosedaten fiir dieses Shelf in einer separaten Datei
mit dem Namen gezippt archiviert tray-component-state-capture.7z.

° Verwenden Sie die CLI, um die auszuflihren save storageArray supportData Befehl zum
Sammeln umfassender Support-Daten zum Storage Array.

5. Vergewissern Sie sich, dass keine 1/0O-Vorgange zwischen dem Storage-Array und allen verbundenen
Hosts auftreten:
a. Beenden Sie alle Prozesse, die die LUNs umfassen, die den Hosts vom Storage zugeordnet sind.

b. Stellen Sie sicher, dass keine Applikationen Daten auf LUNs schreiben, die vom Storage den Hosts
zugeordnet sind.

c. Heben Sie die Bereitstellung aller Dateisysteme auf, die mit den Volumes im Array verbunden sind, auf.

Die genauen Schritte zur Stoerung von Host-I/O-Vorgangen hangen vom Host-
@ Betriebssystem und der Konfiguration ab, die den Umfang dieser Anweisungen

Ubersteigen. Wenn Sie nicht sicher sind, wie Sie I/O-Vorgange fiir Hosts in Ihrer

Umgebung anhalten, sollten Sie das Herunterfahren des Hosts in Betracht ziehen.
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10.

1.

12.

@ Moglicher Datenverlust — Wenn Sie diesen Vorgang wahrend der I/O-Vorgange
fortsetzen, kdnnen Sie Daten verlieren.

. Wenn das Speicher-Array an einer Spiegelungsbeziehung beteiligt ist, beenden Sie alle Host-1/0-Vorgange

auf dem sekundaren Storage Array.

. Wenn Sie eine asynchrone oder synchrone Spiegelung verwenden, I6schen Sie alle gespiegelten Paare

und deaktivieren Sie irgendwelche Spiegelbeziehungen lGber den System Manager oder das Array
Management-Fenster.

. Wenn ein Thin Provisioning-Volume auf dem Host als Thin Volume gemeldet wird und auf dem alten Array

Firmware (ab Version 8.25 Firmware) ausgefihrt wird, die die UNMAP-Funktion unterstutzt, deaktivieren
Sie Write Back Caching fur alle Thin Volumes:

a. Wahlen Sie im System Manager Menu:Storage[Volumes] aus.
b. Wahlen Sie ein beliebiges Volume aus, und wahlen Sie dann Menul:Mehr[Cache-Einstellungen andern].

Das Dialogfeld Cache-Einstellung andern wird angezeigt. In diesem Dialogfeld werden alle Volumes im
Speicher-Array angezeigt.

c. Wahlen Sie die Registerkarte Basic und deaktivieren Sie die Einstellungen fir Lese-Cache und
Schreib-Cache.
d. Klicken Sie Auf Speichern.

e. Warten Sie finf Minuten, bis alle Daten im Cache-Speicher auf die Festplatte gespeichert werden.

. Wenn die Security Assertion Markup Language (SAML) auf dem Controller aktiviert ist, wenden Sie sich an

den technischen Support, um die SAML-Authentifizierung zu deaktivieren.

Nachdem SAML aktiviert ist, kdnnen Sie sie nicht tiber die SANTtricity System Manager-
@ Schnittstelle deaktivieren. Wenden Sie sich an den technischen Support, um Hilfe zu
erhalten, wenn Sie die SAML-Konfiguration deaktivieren méchten.

Warten Sie, bis alle laufenden Vorgange abgeschlossen sind, bevor Sie mit dem nachsten Schritt
fortfahren.
a. Wahlen Sie auf der Seite Home des System Managers die Option laufenden Betrieb anzeigen.

b. Vergewissern Sie sich, dass alle im Fenster laufenden Betrieb angezeigten Vorgange abgeschlossen
sind, bevor Sie fortfahren.

Schalten Sie das Controller-Laufwerksfach aus
Warten Sie, bis alle LEDs am Controller-Laufwerksfach dunkel werden.

Schalten Sie die Stromversorgung fir jedes Laufwerksfach aus, das mit dem Controller-Laufwerksfach
verbunden ist

Warten Sie zwei Minuten, bis alle Laufwerke heruntergefahren sind.

Was kommt als Nachstes?

Gehen Sie zu "Controller entfernen”.

Entfernen Sie die E-Series Controller

Nach der Vorbereitung der Aktualisierung konnen Sie die Controller entfernen und

12



gegebenenfalls die Batterie entfernen.

Schritt 1: Controller entfernen

Entfernen Sie den Controller-Behalter, damit Sie ihn mit einem neuen aktualisieren konnen. Sie missen alle
Kabel trennen und alle SFP-Transceiver entfernen. Anschlieffend konnen Sie den Controller-Behalter aus dem
Controller-Regal schieben.

Bevor Sie beginnen
Stellen Sie sicher, dass Sie Folgendes haben:

* Ein ESD-Armband oder andere antistatische VorsichtsmalRnahmen treffen.

« Etiketten, um jedes Kabel zu identifizieren, das mit dem Controller-Behalter verbunden ist.

Uber diese Aufgabe
Flihren Sie flr jeden Controller im Fach flir das Controller-Laufwerk die folgenden Schritte aus

Wenn Sie Controller in einem Duplex-Controller-Laufwerksfach aktualisieren, wiederholen Sie alle Schritte, um
den zweiten Controller-Behalter zu entfernen.

Schritte
1. Setzen Sie ein ESD-Armband an oder ergreifen Sie andere antistatische VorsichtsmaRnahmen.

2. Beschriften Sie jedes Kabel, das am alten Controller-Behalter befestigt ist. Je nach HIC-Konfiguration
kdnnen Sie mdglicherweise einige Kabel wieder anschlieen, nachdem Sie den Controller-Behalter ersetzt
haben.

3. Trennen Sie alle Schnittstellen- und Ethernet-Kabel vom alten Controller-Behalter.
Wenn Glasfaserkabel vorhanden sind, kdnnen Sie den Controller-Behalter mit den beiden Freigabehebeln

teilweise ausbauen. Durch das Offnen dieser Freigabehebel I4sst sich die Freigabelasche des
Glasfaserkabels leichter herunterdriicken.

@ Um eine verminderte Leistung zu vermeiden, dirfen die Kabel nicht verdreht, gefaltet,
gequetscht oder treten.

4. Wenn der alte Controller-Behalter eine Fibre-Channel-HIC oder eine InfiniBand-HIC enthalt, entfernen Sie
die SFP+-Transceiver (fur Fibre Channel) oder Quad SFP (QSFP+) von der HIC und speichern Sie sie zur
moglichen Wiederverwendung.

5. Controller A. entfernen

a. Entriegeln und drehen Sie die Entriegelungsgriffe heraus, um den Controller-Behalter zu 16sen.
b. Ziehen Sie den Controller-Behalter mithilfe der Freigabegriffe und der Hande aus dem Controller-
Laufwerksfach heraus

Die folgende Abbildung zeigt ein Beispiel fir den allgemeinen Speicherort der Release-Griffe flr
Controller-Modelle. Controller Shelfs und Controller-Laufwerksfacher verfligen tiber eine ahnliche
Konfiguration fir die Release-Griffe.
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(1) Controller-Behélter
(2) Cam Griff

6. Stellen Sie den alten Controller-Behalter mit den Freigabehebeln auf eine flache, statische Oberflache in
der Nahe des Controller-Laufwerkfachs ein. Positionieren Sie den Controller-Behalter so, dass Sie auf die
obere Abdeckung zugreifen kénnen.

7. (Bedingt) Wenn Sie Controller in einem Duplex-Controller-Laufwerksfach aktualisieren, wiederholen Sie
alle Schritte, um den zweiten Controller-Behalter zu entfernen.

Wenn Sie den Akku des alten Reglers in der neuen Steuerung verwenden mochten, gehen Sie zum nachsten
Teil des Abschnitts; andernfalls gehen Sie zu "Installieren Sie neue Controller".

Schritt 2: Entfernen Sie den Akku

Entfernen Sie den Akku nur, wenn Sie beabsichtigen, den Akku aus dem alten Controller-Behalter im neuen
Controller-Behalter zu verwenden.

Schritte

1. Dricken Sie die beiden Verriegelungskndpfe der oberen Abdeckung am alten Controller-Behalter nach
unten, und schieben Sie die obere Abdeckung nach hinten am Behalter.

2. Losen Sie bei lnrem Modell des Controller-Laufwerksfachs die Lasche, mit der der Akku am Controller-
Aktivkohlebehalter befestigt ist, um den alten Akku freizugeben.

3. Entfernen Sie die Batterie, indem Sie sie zur Rlckseite des alten Reglerkanisters schieben.

Was kommt als Nachstes?
Gehen Sie zu "Installieren Sie neue Controller".
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Installation neuer E-Series Controller

Nachdem Sie die alten Controller entfernt haben, konnen Sie neue Controller in das
Controller-Laufwerksfach installieren

Uber diese Aufgabe

Fuhren Sie fur jeden Controller im Fach fur das Controller-Laufwerk die folgenden Schritte aus Wenn Sie
Controller in einem Duplex-Controller-Laufwerksfach aktualisieren, wiederholen Sie alle Schritte, um den
zweiten Controller-Behalter zu installieren.

Bevor Sie beginnen
Stellen Sie sicher, dass Sie Folgendes haben:

« Ein ESD-Armband oder andere antistatische VorsichtsmalRnahmen treffen.
 Eine Batterie aus dem Original-Controller-Behalter oder ein neuer Akku, den Sie bestellt haben.

* Der neue Reglerbehalter.

Schritt 1: Batterie einbauen

Setzen Sie den Akku ein, den Sie aus dem urspriinglichen Controller-Behalter entfernt haben, oder einen
neuen Akku, den Sie bestellt haben.

Schritte

1. Packen Sie den neuen Controller-Behalter aus, und stellen Sie ihn auf eine flache, statische Oberflache, so
dass die abnehmbare Abdeckung nach oben zeigt.

2. Drucken Sie die Abdeckungstaste nach unten, und schieben Sie die Abdeckung ab.
3. Richten Sie den Controller-Behalter so aus, dass der Steckplatz fir die Batterie zu lhnen zeigt.
4. Setzen Sie den Akku in den neuen Controller-Behalter ein.

Schieben Sie die Batterie in den Behalter, und achten Sie darauf, dass sie unterhalb der Nieten an der
Wand des neuen Kanisters bleibt.

a. Halten Sie den Verriegelungsgriff in einem 45-Grad-Winkel, richten Sie die Stecker an der Unterseite
der Batterie an den Anschllissen am Behalter aus.

b. Dricken Sie den Akku nach unten, bis er horbar einrastet. Bewegen Sie den Verriegelungsgriff nach
oben, um den Controller-Akku am Controller-Behalter zu befestigen.

Um sicherzustellen, dass der Controller-Akku korrekt in einem E5XX-Laufwerksfach

eingesetzt wird, missen Sie ihn moglicherweise herausschieben und erneut einsetzen.
Es ist sicher, wenn Sie horen, dass es einrasten und wenn der Verriegelungsgriff sich
nicht aus seiner aufrechten Position bewegt, wenn Sie ihn wackeln.

c. Setzen Sie die obere Abdeckung des neuen Reglerkanisters wieder ein, indem Sie sie nach vorn
schieben, bis die oberen Verriegelungsdeckel einrasten.

Wenn die Verriegelung einrastet, Haken unten an der Verriegelung in einen Metallschlitz am Gehause.

5. Drehen Sie den Controller-Behalter um, um zu bestatigen, dass der Akku ordnungsgemaf installiert ist.
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Schritt 2: Installieren Sie den neuen Controller-Behélter
Setzen Sie den neuen Controller-Behalter in das Reglerregal ein.

Schritte

1. Schieben Sie den neuen Controller-Behalter vollstandig in das Fach fir das Controller-Laufwerk Drehen
Sie die Entriegelungsgriffe zur Mitte des Reglerbehalters, um ihn zu verriegeln.

2. Wenn |hr neuer Controller-Behalter tiber eine Fibre-Channel-HIC oder eine InfiniBand-HIC verflgt,
installieren Sie die SFP+-Transceiver (Fibre Channel) oder QSFP+-Transceiver (InfiniBand) in den
Controller-Behalter und schlieRen Sie die Hostkabel wieder an.

Je nach den an Ihrem Upgrade beteiligten HICs kdnnen Sie SFP+ Transceiver oder QSFP+ Transceiver,
die Sie aus |hrem alten Controller-Behalter entfernt haben, wiederverwenden.

3. SchlieRen Sie alle Kabel wieder an das Controller-Laufwerksfach und die Laufwerksfacher an.

Wenn die Laufwerksverkabelung mit den alten Controllern identisch ist, kdnnen Sie die Etiketten, die Sie
an den Kabeln angeschlossen haben, verwenden, um die Kabel ordnungsgemaf wiederherzustellen.

Was kommt als Nachstes?

Wenn die Laufwerksicherheit aktiviert ist, fahren Sie mit "Entsperren von Laufwerken"fort. Andernfalls gehen
Sie zu "Fihren Sie das Controller-Upgrade durch".

E-Series Laufwerke freischalten

Die Laufwerkssicherheitsfunktion fur diese Controller sperrt die Laufwerke teilweise,
extern oder intern. Wenn die Laufwerkssicherheitsfunktion aktiviert ist, missen Sie diese
Laufwerke manuell entsperren.

Befolgen Sie das entsprechende Verfahren fir:

* Internes Verschlisselungsmanagement

» Externes Verschlisselungskeymanagement

Internes Verschliisselungsmanagement

Flhren Sie diese Schritte fir das interne Verschlisselungsmanagement aus, wenn alle Laufwerke gesperrt
sind.

Uber diese Aufgabe

Die neu getauschten Controller werden mit einem siebensegmentreichen Anzeigefeld von L5 gesperrt. Diese
Sperre tritt auf, wenn keine Laufwerke die Autocodierung (ACS) durchfihren kénnen. Nach dem Import des
Sicherheitsschlissels wird ACS die neuen Controller wieder aufgenommen und aktualisiert.

Wenn Sie Management-Port 1 nicht verwenden, versuchen Sie es mit anderen Standard-IP-
@ Adressen: + Strg A Port 1: 169.254.128.101 + Strg A Port 2: 169.254.128.102 + Strg B Port 1:
169.254.128.101 + Strg B Port 2: 169.254.128.102

Schritte

1. Stellen Sie eine direkte, private ethernet-Verbindung zwischen dem Speicher-Array und dem Laptop oder
PC des SANTricity-Clients her. Dazu:
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a. Verwenden Sie ein RJ45-ethernet-Kabel, um den Laptop mit dem Verwaltungsport 1 an Controller A zu
verbinden

b. Um die Verbindung abzuschlieRen, missen Sie den Laptop moglicherweise einer IP-Adresse im
selben Subnetz zuweisen wie Controller A. wahrend der Controller-Sperrung wird Controller A
standardmafig auf die Managementadresse 169.254.128.101 gesetzt. Sie kdnnen den Laptop also
einem Subnetz wie ,169.254.128.201“ zuweisen.

2. Importieren Sie unter Verwendung der IP-Adresse 169.254.128.101 mit dem Benutzernamen admin und
dem Passwort leer den internen Schlissel mit dem import storageArray securityKey file CLI-
Befehl, wobei der Sicherheitsschllissel aus gespeichert "Controller-Upgrades vorbereiten"ist. Informationen
zur Verwendung dieses Befehls finden Sie im "Referenz fur Befehlszeilenschnittstelle".

Beispiel: sMc1i 169.254.128.101 -k -u admin -p "" -c "import storageArray
securityKey file=\"Directory&FileName\" passPhrase=\"passPhraseString\";"

Alternativ kdnnen Sie den internen Schllissel Uber die Rest-API tber den folgenden Aufruf importieren:
/storage-systems/{system-id}/security-key/import

Die Controller werden mit der Synchronisierung von Autocodes von den Laufwerken fortgesetzt und neu
gestartet. Nach dem Neustart kdnnen die Controller Gber die urspriingliche IP-Konfiguration aufgerufen
werden.

Externes Verschliisselungskeymanagement

Flhren Sie diese Schritte fir externes Verschlisselungsmanagement aus, wenn alle Laufwerke gesperrt sind.

Uber diese Aufgabe

Die neu getauschten Controller werden mit einem siebensegmentreichen Anzeigefeld von L5 gesperrt. Diese
Sperre tritt auf, wenn keine Laufwerke die Autocodierung (ACS) durchfihren kdnnen. Nach dem Import des
Sicherheitsschlissels wird ACS die neuen Controller wieder aufgenommen und aktualisiert.

Schritte

1. Stellen Sie eine direkte, private ethernet-Verbindung zwischen dem Speicher-Array und dem Laptop oder
PC des SANTricity-Clients her. Dazu:

a. Verwenden Sie ein RJ45-ethernet-Kabel, um den Laptop mit dem Verwaltungsport 1 an Controller A zu
verbinden

b. Um die Verbindung abzuschlieRen, missen Sie den Laptop moglicherweise einer IP-Adresse im
selben Subnetz zuweisen wie Controller A. wahrend der Controller-Sperrung wird Controller A
standardmafig auf die Managementadresse 169.254.128.101 gesetzt. Sie kdnnen den Laptop also
einem Subnetz wie ,169.254.128.201“ zuweisen.

2. "Controller-Upgrades vorbereiten"Importieren Sie den externen Schllissel mit dem von gespeicherten
Sicherheitsschlissel in die IP-Adresse 169.254.128.101, wobei der Benutzername admin und das
Passwort leer bleiben.

Beispiel: sMc1i 169.254.128.101 -k -u admin -p "" -c "import storageArray
securityKey file=\"Directory&FileName\" passPhrase=\"passPhraseString\";"

Alternativ kdnnen Sie den externen Schlissel Giber die Rest-API tber den folgenden Aufruf importieren:
/storage-systems/{system-id}/security-key/import

Die Controller werden mit der Synchronisierung von Autocodes von den Laufwerken fortgesetzt und neu
gestartet. Nach dem Neustart kénnen die Controller Gber die urspriingliche IP-Konfiguration aufgerufen
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werden.

3. (Optional) bei Bedarf konnen die Laufwerke mit einem Rekeying neu coden, indem Sie die folgenden
Schritte ausfuhren:

Beispiel: SMc1li <original controller ip> -u admin -p "<original array password>"
-c "create storageArray securityKey" passPhrase=\"passPhraseString\"
file=\"filename\";"”

AbschlieBen des E-Series Controller-Upgrades

Fuhren Sie das Controller-Upgrade durch, indem Sie das Controller Shelf einschalten
und die Controller-Softwareversion validieren. AnschlielRend kdnnen Sie Supportdaten
erfassen und den Betrieb fortsetzen.

Wenn Sie Controller in einem Duplex-Controller-Laufwerksfach aktualisieren, wiederholen Sie alle Schritte, um
das Upgrade fiir den zweiten Controller abzuschlief3en.

Schritt 1: Controller einschalten
Sie mussen das Controller-Shelf einschalten, um sicherzustellen, dass es ordnungsgemaf funktioniert.

Schritte

1. Schalten Sie den Netzschalter auf der Rlckseite jedes Laufwerksfachs ein, das mit dem Controller-
Laufwerksfach verbunden ist

Warten Sie zwei Minuten, bis die Laufwerke hochfahren.
Schalten Sie den Netzschalter auf der Rickseite des Controller-Laufwerksfachs ein

Warten Sie drei Minuten, bis der Einschalvorgang abgeschlossen ist.

o~ N

Wenn Sie einen vollstandigen Controller-Austausch fir E2800 oder E5700 Controller durchfihren, fahren
Sie je nach Sicherheitsszenario mit einem der folgenden Verfahren fort:

Den Austausch des Controllers abschlieRen Verfahren und Voraussetzungen

Alle ungesicherten Laufwerke, weder externe noch  Fahren Sie mit dem nachsten Schritt fort.
interne Schlisselverwaltung
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Den Austausch des Controllers abschlieRen

Mischung aus gesicherten und ungesicherten
Laufwerken, internes Schliisselmanagement

Alle gesicherten Laufwerke, internes
Schlisselmanagement

Mischung aus gesicherten und ungesicherten
Laufwerken, External Key Management

Verfahren und Voraussetzungen

Sie miissen zunachst einen internen
Sicherheitsschlissel erstellen und dann den
Sicherheitsschliissel manuell importieren, um die
gesicherten Laufwerke zu entsperren. Nachdem die
Laufwerke entsperrt sind, kdnnen Sie auf die
Laufwerke zugreifen.

a. Interner Sicherheitsschlissel erstellen

b. Der Controller kann durch internes
Verschllisselungsmanagement und ein oder
mehrere gesicherte Laufwerke ausgetauscht
werden

C. Fihren Sie den SMClient-Befehl aus, set
allDrives nativeState.

d. Warten Sie, bis beide Controller neu gebootet
werden.

Der Controller kann durch internes
Verschllisselungsmanagement und ein oder
mehrere gesicherte Laufwerke ausgetauscht
werden

Fahren Sie mit dem nachsten Schritt fort.

Nach dem Austausch des Controllers werden die
Controller automatisch mit dem External Key
Management Server resynchronisiert, sodass die
Laufwerke entsperrt werden und auf sie zugegriffen
werden kann.

Wenn Sie einen Sperrcode flr sieben
Segmente erhalten 1.5 Nachdem Sie
einen Controller-Austausch von

@ gemischten gesicherten Laufwerken
mit internem
Verschllsselungsmanagement
durchgefuhrt haben, wenden Sie sich
an den technischen Support.
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Den Austausch des Controllers abschlieRen

Alle gesicherten Laufwerke, External Key
Management, haben Sie vortibergehend zum
internen Schlisselmanagement fur das Controller-
Ersatzverfahren zurlickgekehrt

Alle gesicherten Laufwerke, External Key
Management, haben Sie nicht voriibergehend zur
internen Schlisselverwaltung fiir das Controller-
Ersatzverfahren gewechselt

Verfahren und Voraussetzungen

Sie mussen die gesicherten Laufwerke zuerst
mithilfe des Verfahrens zur internen
Schlusselverwaltung entsperren. Nachdem die
Laufwerke entsperrt sind, wechseln Sie zurlick zur
externen Schlisselverwaltung, indem Sie einen
neuen externen Sicherheitsschliissel fiir das
Speicherarray erstellen.

a. Der Controller kann durch internes
Verschllisselungsmanagement und ein oder
mehrere gesicherte Laufwerke ausgetauscht
werden

b. Externen Sicherheitsschlissel erstellen

C. Fihren Sie den SMClient-Befehl aus, set
allDrives nativeState.

d. Warten Sie, bis beide Controller neu gebootet
werden.

Controller-Swap mit externem
Verschlisselungsmanagement und allen
gesicherten Laufwerken. Detaillierte Anweisungen
finden Sie unter "Externes
Verschlisselungskeymanagement".

Schritt 2: Uberpriifen Sie den Status der Controller und Fiacher

Sie kénnen die LEDs und die Speicherverwaltungssoftware verwenden, um den Status Ihrer Controller und
Facher zu Uberprifen.

Schritte

1.

Schauen Sie sich die LEDs an Controller A an, um sicherzustellen, dass sie ordnungsgemaf gebootet

werden.

Wahrend des Neubootens werden die erforderlichen LEDs fiir den Host Link Service griin angezeigt.

Nachdem der Controller den Neustart erfolgreich abgeschlossen hat, kénnen Sie den neuen Controller-
Behalter mithilfe der Speicherverwaltungssoftware ermitteln.

Wenn eine der Service Action required LEDs des Controller-Laufwerksfachs on leuchtet oder wenn die
LED flr die Service-Aktion des Controllers ON leuchtet:

a. Prufen Sie, ob der Controller-Behalter richtig eingesetzt wurde und alle Kabel richtig eingesetzt sind.
Setzen Sie ggf. den Controller-Behalter wieder ein.

b. Uberpriifen Sie die Action Action required LEDs des Controller-Laufwerksfachs und die Action-LED fiir
den Controller-Service erneut. Wenn das Problem nicht behoben wird, wenden Sie sich an den

technischen Support.

3. Wiederholen Sie fiir eine Duplexkonfiguration Schritt 1 bis Schritt 2 flir Controller B
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Speicher-Array. Wenn eine Komponente einen Aufmerksamkeitsstatus benétigt, verwenden Sie den
Recovery Guru, um Probleme zu beheben. Wenn das Problem nicht behoben wird, wenden Sie sich an
den technischen Support.

Schritt 3: Validieren der Controller-Softwareversion

Sie mussen sicherstellen, dass lhre neuen Controller mit dem richtigen Betriebssystem (Controller-Firmware)
und NVSRAM ausgefiihrt werden.

Schritte
1. Wenn bei Ihrem Controller-Upgrade eine Protokollanderung (z. B. Fibre Channel zu iSCSI) vorgenommen

wird und bereits Hosts fir Ihr Storage Array definiert sind, verkntipfen Sie die neuen Host-Ports mit lhren
Hosts:
a. Wahlen Sie im System Manager Menu:Storage[Hosts] aus.
b. Wahlen Sie den Host aus, dem die Ports zugeordnet werden sollen, und klicken Sie dann auf
Einstellungen anzeigen/bearbeiten.
Es wird ein Dialogfeld angezeigt, in dem die aktuellen Hosteinstellungen angezeigt werden.
c. Klicken Sie auf die Registerkarte Host Ports.

Im Dialogfeld werden die aktuellen Host-Port-IDs angezeigt.

d. Um die Informationen zur Host-Port-Kennung zu aktualisieren, die jedem Host zugeordnet sind,
ersetzen Sie die Host-Port-IDs der alten Hostadapter durch die neuen Host-Port-IDs fiir den neuen
Hostadapter.

e. Wiederholen Sie Schritt d fir jeden Host.

f. Klicken Sie Auf Speichern.
Informationen Uber kompatible Hardware finden Sie im "NetApp Interoperabilitatsmatrix" Und das "NetApp
Hardware Universe".

2. Wenn die Write Back-Cache-Speicherung flr alle Thin-Volumes deaktiviert wurde, die sich auf den

Headswap vorbereiten, aktivieren Sie das Write Back-Caching erneut.

a. Wahlen Sie im System Manager Menu:Storage[Volumes] aus.

b. Wahlen Sie ein beliebiges Volume aus, und wahlen Sie dann Menui:Mehr[Cache-Einstellungen andern].

Das Dialogfeld Cache-Einstellung andern wird angezeigt. In diesem Dialogfeld werden alle Volumes im
Speicher-Array angezeigt.

c. Wahlen Sie die Registerkarte Basic und aktivieren Sie die Einstellungen fiir Lese-Caching und
Schreib-Caching.
d. Klicken Sie Auf Speichern.
3. Wenn SAML bei der Vorbereitung auf das Kopftausch deaktiviert wurde, aktivieren Sie SAML neu.
a. Wahlen Sie im System Manager Menu:Einstellungen[Zugriffsverwaltung].
b. Wahlen Sie die Registerkarte SAML aus, und befolgen Sie die Anweisungen auf der Seite.
4. Sie kdnnen Support-Daten Gber |hr Storage Array Uber die grafische Benutzeroberflache oder die CLI

erfassen:

> Verwenden Sie System Manager, um ein Supportpaket Ihres Speicherarrays zu sammeln und zu
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speichern.
= Wahlen Sie in System Manager im Menu:Support[Support Center > Registerkarte Diagnose].
Wahlen Sie dann Support-Daten sammeln und klicken Sie auf Collect.

Die Datei wird im Ordner Downloads fur Ihren Browser mit dem Namen gespeichert support-
data.7z.

Wenn Ihr Regal Schubladen enthalt, werden die Diagnosedaten fur dieses Shelf in einer separaten Datei
mit dem Namen gezippt archiviert tray-component-state-capture.7z

° Verwenden Sie die CLI, um die auszuflihren save storageArray supportData Befehl zum
Sammeln umfassender Support-Daten zum Storage Array.

@ Das Sammeln von Support-Daten kann voribergehend Auswirkungen auf die
Performance lhres Storage Arrays haben.

5. Benachrichtigen Sie den technischen Support von NetApp lber die Anderungen, die Sie an der
Konfiguration lhres Storage-Arrays vorgenommen haben.

a. Holen Sie sich die Seriennummer des in notierten Controller-Laufwerksfachs Controller-Upgrades
vorbereiten.

b. Loggen Sie sich auf der NetApp Support Site unter ein "mysupport.netapp.com/eservice/assistant".
c. Wahlen Sie in der Dropdown-Liste unter Kategorie 1 die Option Produktregistrierung aus.

d. Geben Sie den folgenden Text in das Textfeld Kommentare ein und ersetzen Sie die Seriennummer
Ihres Controller-Laufwerksfachs fir die Seriennummer:

Please create alert against Serial Number: serial number. The alert name
should be “E-Series Upgrade”. The alert text should read as follows:

“Attention: The controllers in this system have been upgraded from the
original configuration. Verify the controller configuration before ordering
replacement controllers and notify dispatch that the system has been
upgraded.”

a. Klicken Sie unten im Formular auf die Schaltflache Senden.

Was kommt als Nachstes?

Das Controller Upgrade ist abgeschlossen und Sie kdnnen den normalen Betrieb wieder aufnehmen.

SANTtricity OS

Informationen zum Upgrade der SANtricity Software

Sie kénnen lhr Betriebssystem und Ihre Systemkomponenten auf die neueste Version der
SANtricity Software und Firmware aktualisieren.

Diese Upgrade-Verfahren beinhalten separate Anweisungen fir die folgenden Punkte:

+ Single Controller — umfasst Verfahren fiir das Upgrade der Software des Speicherarrays und optional die
IOM-Firmware und den nichtflliichtigen statischen Random Access Memory (NVSRAM).
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* Mehrere Controller — umfasst Verfahren zum Aktualisieren der SANtricity OS Software auf mehreren
Storage Arrays desselben Typs.

» Laufwerk — enthalt Anweisungen zum Aktualisieren der Firmware des Laufwerks.

Bevor Sie mit dem Upgrade beginnen, sollten Sie sich die ansehen "Upgrade-Uberlegungen”.

Uberlegungen zum Upgrade der SANtricity Software

Uberprifen Sie die folgenden Upgrade-Punkte, um ein erfolgreiches Upgrade
sicherzustellen.

Controller-Upgrades (Single oder mehrere)

Lesen Sie vor dem Controller-Upgrade diese wichtigen Uberlegungen durch.

Aktuelle Versionen

Sie kénnen die aktuellen Versionen lhrer Software und Firmware wie folgt anzeigen:

* Verwenden Sie fiir einen Single Controller die Schnittstelle des SANtricity System Managers. Gehen Sie zu

Support > Upgrade Center und klicken Sie dann auf den Link fiir Software- und Firmware-
Bestandsaufnahme.

» Verwenden Sie fur mehrere Controller die SANTtricity Unified Manager Schnittstelle. Gehen Sie zur Seite
Verwalten fir erkannte Speicher-Arrays. Die Versionen werden in der Spalte SANtricity OS Software
angezeigt. Die Informationen zu Controller-Firmware und NVSRAM finden Sie in einem Popup-Dialogfeld,
wenn Sie in den einzelnen Zeilen auf die SANtricity OS-Version klicken.

Im Upgrade enthaltene Komponenten

Die folgenden Komponenten sind beim Upgrade-Prozess von SANtricity OS enthalten:

+ System Manager — System Manager ist die Software, die das Speicher-Array verwaltet.
» Controller-Firmware — Controller-Firmware verwaltet den 1/O zwischen Hosts und Volumes.

* IOM-Firmware —die |/O-Modul-Firmware (IOM) verwaltet die Verbindung zwischen einem Controller und
einem Festplatten-Shelf. Es tGberwacht auch den Status der Komponenten.

» Supervisor Software — Supervisor Software ist die virtuelle Maschine auf einem Controller, in dem die
Software ausgeflhrt wird.

Komponenten fiir ein separates Upgrade

Die folgenden Komponenten missen separat aktualisiert werden:

« Controller NVSRAM — Controller NVSRAM ist eine Controller-Datei, die die Standardeinstellungen fir die
Controller angibt. Anweisungen zum Upgrade des NVSRAM finden Sie in den Anweisungen zum Upgrade
der Controller.

» Laufwerk-Firmware — siehe "Aktualisieren Sie die Laufwerk-Firmware" Flr separate Anweisungen.

* Multipath/Failover-Treiber — im Rahmen des Upgrade-Prozesses muss moglicherweise auch der
Multipath-/Failover-Treiber des Hosts aktualisiert werden, damit der Host mit den Controllern korrekt
interagieren kann. Wenn Hosts, auf denen andere Betriebssysteme als Microsoft Windows ausgefihrt
werden, I/O-Verbindungen zu lhrem Storage-System herstellen, aktualisieren Sie die Multipath-Treiber fiir
diese Hosts. Informationen zur Kompatibilitat finden Sie im "NetApp Interoperabilitatsmatrix". Anweisungen
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zum Upgrade finden Sie im "Linux Express-Konfiguration", "Windows Express-Konfiguration", Oder
"VMware Express-Konfiguration".

« SANtricity Unified Manager — Unified Manager ist die Software, die diverse Storage-Systeme verwaltet,
einschlief3lich der Modelle E4000, E2800, E5700, EF300 und EF600. Unified Manager ist Teil des
SANTtricity Web Services Proxy. Dabei handelt es sich um einen RESTful API-Server, der separat auf
einem Host-System installiert wird und so Hunderte neuer und alterer NetApp E-Series Storage-Systeme
managen. Weitere Informationen finden Sie unter "SANtricity Web Services Proxy: Uberblick".

* Dienstprogramme — andere Verwaltungsdienstprogramme erfordern separate Upgrades, wie das
SANtricity Windows Host Utility, das SANTtricity Linux Host Utility und SANtricity Windows DSM. Weitere
Informationen zu diesen Dienstprogrammen finden Sie im "Linux Express-Konfiguration", "Windows
Express-Konfiguration”, Oder "VMware Express-Konfiguration”.

* Legacy-Systeme — Wenn lhr Speichersystem Teil eines Speichernetzwerks ist, das altere
Speichersysteme enthalt, missen Sie mdglicherweise das alte SANtricity Storage Manager Enterprise
Management-Fenster (EMW) verwenden, um einen unternehmensweiten Uberblick tiber alle Ihre
Speichersysteme zu erhalten. In diesem Fall sollten Sie priifen, ob eine neuere Wartungs-Version des
SANTtricity Storage Managers verfiigbar ist.

Dual Controller und 1/0-Verarbeitung

Wenn ein Storage-Array zwei Controller enthalt und ein Multipath-Treiber installiert ist, kann das Storage-Array
die 1/0O-Verarbeitung wahrend des Upgrades fortsetzen. Wahrend des Upgrades erfolgt der folgende Vorgang:
1. Controller A Failover aller LUNs zu Controller B
2. Das Upgrade erfolgt bei Controller A
3. Controller A nimmt seine LUNs und alle Controller B LUNs wieder auf.
4. Upgrade erfolgt auf Controller B.

Nach Abschluss des Upgrades missen Sie Volumes mdglicherweise manuell zwischen den Controllern neu
verteilen, um sicherzustellen, dass die Volumes wieder zum korrekten Controller zurlickkehren.

Zustandspriifung

Im Rahmen des Upgrades wird eine Zustandsprifung ausgefihrt. Bei dieser Integritatspriifung werden alle
Storage Array-Komponenten bewertet, um sicherzustellen, dass das Upgrade fortgesetzt werden kann. Die
folgenden Bedingungen kénnen das Upgrade verhindern:

» Ausgefallene zugewiesene Laufwerke

* Hot Spares werden verwendet

* Unvollstandige Volume-Gruppen

* Exklusive Vorgange ausgefuhrt

Fehlende Volumes

» Controller im nicht optimalen Status

+ UbermaRige Anzahl von Ereignisprotokollereignissen

* Fehler bei der Validierung der Konfigurationsdatenbank
» Laufwerke mit alten Versionen von DACstore

Sie kdnnen die Integritatsprifung vor dem Upgrade auch separat durchfiihren, ohne ein Upgrade durchfihren
Zzu mussen.
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Sofortiges oder stufenweise Upgrade

Sie kénnen das Upgrade sofort aktivieren oder es fiir einen spateren Zeitpunkt aktivieren. Aus folgenden
Griinden kénnen Sie sich spater aktivieren:

» Tageszeit — die Aktivierung der Software kann eine lange Zeit dauern, so dass Sie mdglicherweise warten
mdchten, bis I/O-Lasten leichter sind. Je nach 1/0-Last und Cache-Groe kann ein Controller-Upgrade in
der Regel zwischen 15 und 25 Minuten dauern. Die Controller starten neu und fiihren einen Failover
wahrend der Aktivierung durch. Dadurch kann die Performance bis zum Abschluss des Upgrades unter
Umstanden niedriger sein als tblich.

» Paketyp — moglicherweise mochten Sie die neue Software und Firmware auf einem Speicher-Array
testen, bevor Sie die Dateien auf anderen Speicher-Arrays aktualisieren.

Upgrade der Laufwerk-Firmware

Lesen Sie die folgenden wichtigen Uberlegungen durch, bevor Sie Ihre Laufwerk-Firmware aktualisieren.

Laufwerkskompatibilitat

Jede Laufwerk-Firmware-Datei enthalt Informationen Uber den Laufwerkstyp, auf dem die Firmware ausgefihrt
wird. Sie kdnnen die angegebene Firmware-Datei nur auf ein kompatibles Laufwerk herunterladen. System
Manager Uberpruft wahrend des Upgrades die Kompatibilitat automatisch.

Laufwerks-Upgrade-Methoden

Es gibt zwei Arten von Upgrade-Methoden fir die Festplatten-Firmware: Online und offline.
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Online-Upgrade Offline-Upgrade

Wahrend eines Online-Upgrades werden Festplatten  Bei einem Offline-Upgrade werden alle Laufwerke

nacheinander aktualisiert. Das Storage-Array desselben Laufwerktyps gleichzeitig aktualisiert.
verarbeitet die 1/0-Verarbeitung wahrend des Diese Methode erfordert das Stoppen der I/O-Aktivitat
Upgrades weiter. Sie mussen keine I/O-Vorgange zu den Volumes, die mit den ausgewahlten
beenden Wenn ein Laufwerk eine Online- Laufwerken verknUpft sind. Da mehrere Laufwerke
Aktualisierung durchfiihren kann, wird die Online- gleichzeitig aktualisiert werden kénnen (parallel), wird
Methode automatisch verwendet. die Ausfallzeit insgesamt deutlich reduziert. Wenn ein
Laufwerk nur eine Offline-Aktualisierung durchfiihren

Laufwerke, die ein Online-Upgrade durchfiihren kann, wird die Offline-Methode automatisch
kénnen, umfassen Folgendes: verwendet.

* Laufwerke in einem optimalen Pool Die folgenden Laufwerke MUSSEN die Offline-

» Laufwerke in einer optimalen redundanten Methode verwenden:

Volume-Gruppe (RAID 1, RAID 5 und RAID 6) » Laufwerke in einer nicht redundanten Volume-

* Nicht zugewiesene Laufwerke Gruppe (RAID 0)

+ Standby-Hot-Spare-Laufwerke » Laufwerke in einem nicht optimalen Pool oder
einer Volume-Gruppe

Ein Online-U de der Laufwerk-Fi k
in Online-Upgrade der Laufwerk-Firmware kann . Laufwerke im SSD-Cache

mehrere Stunden in Anspruch nehmen, sodass dem
Storage Array potenzielle Volume-Ausfalle zur
Verfligung stehen. In folgenden Féllen kann es zu
einem Volumenausfall kommen:

* In einer RAID 1- oder RAID 5-Volume-Gruppe fallt
ein Laufwerk aus, wahrend ein anderes Laufwerk
in der Volume-Gruppe aktualisiert wird.

* In einem RAID 6 Pool oder einer Volume-Gruppe
fallen zwei Laufwerke aus, wahrend ein anderes
Laufwerk im Pool oder in der Volume-Gruppe
aktualisiert wird.

Aktualisieren Sie Software und Firmware fiir einen einzigen Controller

Sie kdnnen ein einzelnes Controller-Upgrade durchfuhren, wodurch sichergestellt wird,
dass Sie uber alle neuesten Funktionen und Fixes verfugen.

Im Rahmen dieses Prozesses wird die Software des Storage-Arrays und, optional, die IOM-Firmware und der
nichtfliichtigen, statischen Random-Access-Speicher (NVSRAM) aktualisiert.
Bevor Sie beginnen
« Priifen "Upgrade-Uberlegungen".
» Bestimmen Sie, ob Sie die NVSRAM-Datei des Controllers gleichzeitig mit der Betriebssystem-Firmware
aktualisieren mochten.

In der Regel sollten Sie alle Komponenten gleichzeitig aktualisieren. Sie entscheiden sich jedoch
mdglicherweise nicht, die NVSRAM-Controller-Datei zu aktualisieren, wenn Ihre Datei entweder gepatcht
wurde oder eine benutzerdefinierte Version ist und Sie sie nicht Gberschreiben mdchten.
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* Bestimmen Sie, ob Sie lhre IOM-Firmware aktualisieren mochten.

In der Regel sollten Sie alle Komponenten gleichzeitig aktualisieren. Sie kénnen jedoch entscheiden, die
IOM-Firmware nicht zu aktualisieren, wenn Sie sie nicht als Teil des Upgrades der SANtricity OS Software
aktualisieren mochten oder wenn Sie vom technischen Support aufgefordert wurden, lhre IOM-Firmware
herunterzustufen (Sie kdnnen nur die Firmware Uber die Befehlszeilenschnittstelle herunterstufen).

* Entscheiden Sie, ob Sie |hr Betriebssystem-Upgrade jetzt oder spater aktivieren mdchten.
Grunde flr eine spatere Aktivierung sind u. a.:

o Tageszeit — die Aktivierung von Software und Firmware kann lange dauern, sodass Sie warten
mochten, bis die E/A-Last leichter ist. Der Controller-Failover wahrend der Aktivierung, sodass die
Performance mdglicherweise niedriger ist als Ublich, bis das Upgrade abgeschlossen ist.

o Paketyp — moglicherweise mochten Sie die neue Software und Firmware auf einem Speicher-Array
testen, bevor Sie die Dateien auf anderen Speicher-Arrays aktualisieren.

Schritt 1: Laden Sie Software-Dateien von der Support-Website

In diesem Schritt speichern Sie auf der NetApp Support Site die neuen DLP-Dateien (Download Package) in
Ihrem Management-Host-System.

Wie lange das Upgrade erforderlich ist, hangt von der Konfiguration des Storage-Arrays und den Upgrade-
Komponenten ab.

Schritte

1. Wenn |hr Storage-Array nur einen Controller enthalt oder kein Multipath-Treiber installiert ist, beenden Sie
die I/O-Aktivitat des Storage-Arrays, um Applikationsfehler zu vermeiden. Wenn lhr Storage Array tber
zwei Controller verfugt und Sie einen Multipath-Treiber installiert haben, missen Sie die I/O-Aktivitat nicht
stoppen.

Bei einem Upgrade von SANTtricity OS auf einer StorageGRID Appliance (z. B. SG5612 oder
SG5760) mussen I/O-Aktivitaten angehalten werden, indem die Appliance in den

@ Wartungsmodus versetzt wird, bevor Sie mit diesem Verfahren fortfahren. Andernfalls
koénnten die Daten verloren gehen. Ausfiihrliche Schritte finden Sie in der Installations- und
Wartungsanleitung fur Ihre StorageGRID-Appliance.

2. Wahlen Sie in der System Manager-Benutzeroberfliche Menii:Support[Upgrade Center].

3. Klicken Sie im Bereich ,SANTtricity OS Software Upgrade“ auf NetApp SANtricity OS Downloads, um die
NetApp Support Site zu 6ffnen.

4. Wahlen Sie auf der Seite Downloads die Option E-Series SANtricity OS Controller Software aus.

In Version 8.42 und hoéher ist digital signierte Firmware erforderlich. Wenn Sie versuchen,
nicht signierte Firmware herunterzuladen, wird ein Fehler angezeigt und der Download wird
abgebrochen.

5. Folgen Sie den Anweisungen auf dem Bildschirm, um die neueste OS-Software fiir Ihr Controller-Modell
herunterzuladen. Wenn Sie auch die NVSRAM aktualisieren mochten, laden Sie die NVSRAM-Datei flir
einen einzelnen Controller herunter.
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Schritt 2: Ubertragen Sie Software-Dateien auf die Controller

In diesem Schritt Ubertragen Sie die Software-Dateien auf Ihren Controller, damit Sie mit dem Upgrade-
Prozess beginnen kénnen. Die Komponenten werden vom Management-Client auf die Controller kopiert und in
einen Staging-Bereich im Flash-Speicher platziert.

Risiko eines Datenverlustes oder eines Schadensrisikos am Speicher-Array — nehmen

@ Sie wahrend des Upgrades keine Anderungen am Speicher-Array vor. Halten Sie den Strom fiir

das Speicher-Array aufrecht.

Schritte

1.
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(Optional). Wenn Sie wahrend eines bestimmten Wartungsfensters ein Upgrade durchfiihren méchten,
sollten Sie moglicherweise eine Integritatsprifung vor dem Upgrade durchfiihren, um festzustellen, ob im
Voraus gréRere Probleme mit dem Storage-Array auftreten. Wenn dies der Fall ist, wahlen Sie im Upgrade
Center in System Manager im System Manager die Option Integritatspriifung vor dem Upgrade aus
(MenU:Support[Upgrade Center]) und befolgen Sie die Anweisungen auf dem Bildschirm. Andernfalls
kénnen Sie diesen Schritt Uberspringen, da eine Integritatsprifung Teil des Upgrade-Prozesses ist.

. Wenn Sie die IOM-Firmware derzeit NICHT aktualisieren mochten, klicken Sie auf EAM-Auto-

Synchronisierung unterbrechen und befolgen Sie die Anweisungen im Dialogfeld.

Wenn Sie Uber ein Speicher-Array mit einem einzelnen Controller verfigen, wird die IOM-Firmware nicht
aktualisiert.

. Klicken Sie im Upgrade Center im System Manager auf Upgrade starten unter ,SANtricity OS Software

Upgrade®.

Das Dialogfeld SANtricity OS-Software aktualisieren wird angezeigt.

. Wahlen Sie eine oder mehrere Dateien aus, um den Upgrade-Prozess zu starten:

a. Wahlen Sie die SANTtricity OS-Softwaredatei aus, indem Sie auf Durchsuchen klicken und zur
Betriebssystemsoftware navigieren, die Sie von der Support-Website heruntergeladen haben.

b. Wahlen Sie die NVSRAM-Controller-Datei aus, indem Sie auf Durchsuchen klicken und zur NVSRAM-
Datei navigieren, die Sie von der Support-Website heruntergeladen haben. Controller-NVSRAM-
Dateien haben einen ahnlichen Dateinamen wie N2800-830000-000.d1p.

Diese Aktionen treten auf:

= Standardmafig werden nur die Dateien angezeigt, die mit der aktuellen Speicherarray-
Konfiguration kompatibel sind.

= Wenn Sie eine Datei fUr die Aktualisierung auswahlen, werden Name und Gréle der Datei
angezeigt.

. (Optional) Wenn Sie eine SANtricity OS-Softwaredatei zum Upgrade ausgewahlt haben, kdnnen Sie die

Dateien auf den Controller Gbertragen, ohne sie zu aktivieren, indem Sie das Kontrollkadstchen Dateien
tibertragen auswahlen, aber nicht aktualisieren (spater aktualisieren) aktivieren.

. Klicken Sie auf Start und bestatigen Sie, dass Sie den Vorgang ausfliihren méchten.

Sie kdnnen den Vorgang wahrend der Integritatsprifung vor dem Upgrade abbrechen, jedoch nicht
wahrend der Ubertragung oder Aktivierung.

. (Optional) um eine Liste der aktualisierten Versionen anzuzeigen, klicken Sie auf Protokoll speichern.

Die Datei wird im Ordner Downloads fir Ihren Browser mit dem Namen gespeichert.



drive upgrade log-timestamp.txt.

Wenn Sie Ihre Softwaredateien bereits aktiviert haben, gehen Sie zu Schritt 4: Software- und Firmware-
Upgrade abschlief3en; Sonst, gehen Sie zu Schritt 3: Aktivieren Sie Software-Dateien.

Schritt 3: Aktivieren Sie Software-Dateien

Flhren Sie diesen Schritt nur aus, wenn Sie Uiber Software oder Firmware verfligen, die zwar tbertragen, aber
nicht aktiviert wurde. Um diesen Status zu Uberprifen, suchen Sie im Bereich Benachrichtigungen auf der
System Manager-Startseite oder auf der Seite Upgrade Center nach einer Benachrichtigung.

Wenn Sie den Aktivierungsvorgang durchfiihren, wird die aktuelle Software und Firmware durch die neue
Software und Firmware ersetzt. Sie kdnnen den Aktivierungsvorgang nach dem Start nicht beenden.

Schritte

1.
2.

Wahlen Sie in der System Manager-Benutzeroberflache Meni:Support[Upgrade Center].

Klicken Sie im Bereich ,SANTtricity OS Software Upgrade” auf Aktivieren und bestatigen Sie, dass Sie den
Vorgang ausflihren mdchten.

. (Optional) um eine Liste der aktualisierten Versionen anzuzeigen, klicken Sie auf Protokoll speichern.

Die Datei wird im Ordner Downloads fiir Inren Browser mit dem Namen gespeichert.
drive upgrade log-timestamp.txt.

Schritt 4: Software- und Firmware-Upgrade abschlieBen

Flhren Sie das Software- und Firmware-Upgrade durch, indem Sie die Versionen im Dialogfeld Software- und
Firmware-Bestandsaufnahme Gberprifen.

Bevor Sie beginnen

» Sie mussen lhre Software oder Firmware aktiviert haben.

Schritte

1.
2.

Stellen Sie in System Manager sicher, dass alle Komponenten auf der Seite Hardware angezeigt werden.

Uberpriifen Sie die neuen Software- und Firmware-Versionen, indem Sie das Dialogfeld Software- und
Firmware-Bestandsaufnahme aktivieren (gehen Sie zu Meni:Support[Upgrade Center] und klicken Sie
dann auf den Link fir Software- und Firmware-Bestandsaufnahme).

Wenn Sie den Controller NVSRAM aktualisiert haben, gehen wahrend der Aktivierung alle
benutzerdefinierten Einstellungen, die Sie auf den vorhandenen NVSRAM angewendet haben, verloren.
Sie mussen die benutzerdefinierten Einstellungen erneut auf den NVSRAM anwenden, nachdem der
Aktivierungsvorgang abgeschlossen ist.

Wenn wahrend des Aktualisierungsvorgangs eines der folgenden Fehler auftritt, ergreifen Sie die
entsprechende empfohlene Malinahme.
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Wenn dieser Fehler beim Herunterladen der
Firmware auftritt...

Ausgefallene zugewiesene Laufwerke

Prufen Sie das Speicher-Array

Integrierte Hot-Spare-Laufwerke

Unvollstandige Volume-Gruppen

Exklusive Vorgange (nicht fir Medien-/Paritats-Scan
im Hintergrund), die derzeit auf Volume-Gruppen
ausgefihrt werden

Fehlende Volumes

Fihren Sie dann folgende Schritte aus...

Ein Grund fiir den Fehler kdnnte sein, dass das
Laufwerk nicht Gber die entsprechende Signatur
verflgt. Stellen Sie sicher, dass es sich bei dem
betroffenen Laufwerk um ein autorisiertes Laufwerk
handelt. Weitere Informationen erhalten Sie vom
technischen Support.

Stellen Sie beim Austausch eines Laufwerks sicher,
dass das Ersatzlaufwerk eine Kapazitat hat, die der
des ausgefallenen Laufwerks entspricht oder grof3er
ist als das ausgefallene Laufwerk, das Sie ersetzen.

Sie kdnnen das ausgefallene Laufwerk ersetzen,
wahrend das Speicher-Array I/O-Vorgange erhalt

« Stellen Sie sicher, dass jedem Controller eine
IP-Adresse zugewiesen wurde.

» Stellen Sie sicher, dass alle an den Controller
angeschlossenen Kabel nicht beschadigt sind.

 Stellen Sie sicher, dass alle Kabel fest
angeschlossen sind.

Diese Fehlerbedingung muss korrigiert werden,
bevor Sie die Firmware aktualisieren kénnen.
Starten Sie System Manager und beheben Sie das
Problem mit dem Recovery Guru.

Wenn eine oder mehrere Volume-Gruppen oder
Disk Pools unvollstandig sind, miissen Sie diese
Fehlerbedingung korrigieren, bevor Sie die
Firmware aktualisieren kdnnen. Starten Sie System
Manager und beheben Sie das Problem mit dem
Recovery Guru.

Wenn ein oder mehrere exklusive Vorgange
ausgefuhrt werden, mussen die Vorgange
abgeschlossen sein, bevor die Firmware aktualisiert
werden kann. Uberwachen Sie den Fortschritt des
Betriebs mit System Manager.

Sie mussen den fehlenden Datentragerzustand
korrigieren, bevor die Firmware aktualisiert werden
kann. Starten Sie System Manager und beheben
Sie das Problem mit dem Recovery Guru.



Wenn dieser Fehler beim Herunterladen der
Firmware auftritt...

Beide Controller befinden sich in einem anderen
Zustand als optimal

Falsche Informationen zur Speicherpartition
zwischen Controller-Objektgrafiken

Die SPM-Uberpriifung des Datenbank-Controllers
schlagt fehl

Uberpriifung der Konfigurationsdatenbank (sofern
von der Controller-Version des Speicherarrays
unterstitzt)

MEL-bezogene Prifungen

In den letzten 7 Tagen wurden mehr als 10 DDE-
Informations- oder kritische MEL-Ereignisse
gemeldet

In den letzten 7 Tagen wurden mehr als 2 Seiten 2C

kritische MEL-Ereignisse gemeldet

In den letzten 7 Tagen wurden mehr als 2
heruntergestuften Drive Channel-kritische MEL-
Ereignisse gemeldet

Mehr als 4 kritische MEL-Eintrage in den letzten 7
Tagen

Fihren Sie dann folgende Schritte aus...

Einer der Controller des Storage Arrays muss
Aufmerksamkeit schenken. Diese Bedingung muss
korrigiert werden, bevor die Firmware aktualisiert
werden kann. Starten Sie System Manager und
beheben Sie das Problem mit dem Recovery Guru.

Beim Validieren der Daten auf den Controllern ist
ein Fehler aufgetreten. Wenden Sie sich an den
technischen Support, um dieses Problem zu I&sen.

Auf einem Controller ist ein Fehler bei der
Zuordnung von Speicherpartitionen zur Datenbank
aufgetreten. Wenden Sie sich an den technischen
Support, um dieses Problem zu l6sen.

Auf einem Controller ist ein Fehler in der
Konfigurationsdatenbank aufgetreten. Wenden Sie
sich an den technischen Support, um dieses
Problem zu Iésen.

Wenden Sie sich an den technischen Support, um
dieses Problem zu losen.

Wenden Sie sich an den technischen Support, um
dieses Problem zu l6sen.

Wenden Sie sich an den technischen Support, um
dieses Problem zu losen.

Wenden Sie sich an den technischen Support, um
dieses Problem zu l6sen.

Wenden Sie sich an den technischen Support, um
dieses Problem zu losen.

Was kommt als Nachstes?
Das Upgrade der Controller-Software ist abgeschlossen. Sie kénnen den normalen Betrieb fortsetzen.

Aktualisieren von Software und Firmware fiir mehrere Controller

Sie kdnnen mehrere Controller des gleichen Typs mit SANtricity Unified Manager
aktualisieren.

Bevor Sie beginnen
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» Priifen "Upgrade-Uberlegungen".

« Stellen Sie fest, ob Sie lhr Software-Upgrade jetzt oder spater aktivieren méchten. Aus folgenden Griinden
kdnnen Sie sich spater aktivieren:

o Tageszeit — die Aktivierung der Software kann eine lange Zeit dauern, so dass Sie moglicherweise
warten mochten, bis I/O-Lasten leichter sind. Der Failover der Controller wahrend der Aktivierung ist
mdglich, sodass die Performance bis zum Abschluss des Upgrades unter Umstanden niedriger ist als
ublich.

o Art des Pakets — mdoglicherweise mdchten Sie die neue Betriebssystemsoftware auf einem Speicher-
Array testen, bevor Sie die Dateien auf anderen Speicher-Arrays aktualisieren.

» Beachten Sie folgende Vorsichtsmaflinahmen:

Risiko eines Datenverlusts oder einer Beschadigung des Storage Arrays: Nehmen Sie wahrend
@ des Upgrades keine Anderungen am Storage Array vor. Halten Sie den Strom fiir das Speicher-
Array aufrecht.

Bei einem Upgrade von SANtricity OS auf einer StorageGRID Appliance (z. B. SG5612 oder
SG5760) mussen I/O-Aktivitaten angehalten werden, indem die Appliance in den

@ Wartungsmodus versetzt wird, bevor Sie mit diesem Verfahren fortfahren. Andernfalls kdnnten
die Daten verloren gehen. Ausfihrliche Schritte finden Sie in der Installations- und
Wartungsanleitung firr Ihre StorageGRID-Appliance.

Schritt 1: Durchfiihren einer Integritatspriifung vor dem Upgrade

Eine Zustandsprifung wird im Rahmen des Upgrade-Prozesses ausgefihrt, doch vor Beginn kann zusatzlich
ein Systemcheck separat durchgeflihrt werden. Bei der Integritatspriifung werden Komponenten des Storage-
Arrays bewertet, um sicherzustellen, dass das Upgrade fortgesetzt werden kann.

Schritte
1. Offnen Sie Unified Manager.

2. Wabhlen Sie in der Hauptansicht Verwalten und dann Meni:Upgrade Center[Health Check Pre-Upgrade].

Das Dialogfeld Integritatspriifung vor dem Upgrade wird gedtffnet und zeigt alle erkannten Speichersysteme
an.

3. Filtern oder sortieren Sie bei Bedarf die Speichersysteme in der Liste, sodass Sie alle Systeme, die sich
derzeit nicht im optimalen Zustand befinden, anzeigen kdnnen.

4. Aktivieren Sie die Kontrollkastchen fur die Speichersysteme, die Sie durch die Integritatsprifung ausfihren
mochten.

5. Klicken Sie Auf Start.
Der Fortschritt wird im Dialogfeld angezeigt, wahrend die Integritatsprifung durchgefihrt wird.

6. Wenn die Integritatsprifung abgeschlossen ist, kdnnen Sie rechts neben jeder Zeile auf die Ellipsen (...)
klicken, um weitere Informationen anzuzeigen und andere Aufgaben auszufiihren.

Wenn Arrays die Integritatsprifung nicht bestanden haben, kénnen Sie das jeweilige Array
Uberspringen und das Upgrade fiir die anderen fortsetzen. Alternativ kbnnen Sie den
gesamten Prozess beenden und die Arrays, die nicht bestanden haben, beheben.
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Schritt 2: Laden Sie Software-Dateien von der Support-Website

In diesem Schritt speichern Sie auf der NetApp Support Site die neuen DLP-Dateien (Download Package) in
Ihrem Management-Host-System.
Schritte

1. Wenn |hr Storage Array nur einen Controller oder einen Multipath-Treiber enthalt, beenden Sie die 1/O-
Aktivitaten des Storage Arrays, um Applikationsfehler zu vermeiden. Wenn Ihr Storage Array tber zwei
Controller verfligt und Sie einen Multipath-Treiber installiert haben, miissen Sie die I/O-Aktivitat nicht
stoppen.

2. Wabhlen Sie in der Hauptansicht von Unified Manager die Option Verwalten aus und wahlen Sie dann ein
oder mehrere Speicher-Arrays aus, die Sie aktualisieren mochten.

3. Wahlen Sie MENU:Upgrade Center[Upgrade SANtricity OS Software].
Die Seite SANtricity OS-Software aktualisieren wird angezeigt.

4. Laden Sie das neueste Software-Paket fir SANTtricity OS von der NetApp Support-Website auf lhren
lokalen Computer herunter.

Klicken Sie auf Neue Datei zum Software-Repository hinzufiigen.

a.
b. Klicken Sie auf den Link, um die neuesten SANtricity OS Downloads zu finden.
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Klicken Sie auf den Link Letzte Version herunterladen.

d. Folgen Sie den restlichen Anweisungen, um die SANtricity OS-Datei und die NVSRAM-Datei auf lhren
lokalen Computer herunterzuladen.

In Version 8.42 und hoéher ist digital signierte Firmware erforderlich. Wenn Sie versuchen,
nicht signierte Firmware herunterzuladen, wird ein Fehler angezeigt und der Download wird
abgebrochen.

Schritt 3: Ubertragen Sie Software-Dateien auf die Controller

Sie laden die SANTtricity OS Softwaredatei und die NVSRAM-Datei in das Repository, damit sie fur das Unified
Manager Upgrade Center zuganglich ist.

Risiko eines Datenverlusts oder einer Beschadigung des Storage Arrays: Nehmen Sie wahrend
des Upgrades keine Anderungen am Storage Array vor. Halten Sie den Strom fiir das Speicher-
Array aufrecht.

Schritte

1. Wahlen Sie in der Hauptansicht von Unified Manager die Option Verwalten aus und wahlen Sie dann ein
oder mehrere Speicher-Arrays aus, die Sie aktualisieren mochten.

2. Wahlen Sie MENU:Upgrade Center[Upgrade SANTtricity OS Software].
Die Seite SANtricity OS-Software aktualisieren wird angezeigt.

3. Laden Sie das neueste Software-Paket fir SANtricity OS von der NetApp Support-Website auf lhren
lokalen Computer herunter.

a. Klicken Sie auf Neue Datei zum Software-Repository hinzufiigen.

b. Klicken Sie auf den Link, um die neuesten SANtricity OS Downloads zu finden.
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c. Klicken Sie auf den Link Letzte Version herunterladen.

d. Folgen Sie den restlichen Anweisungen, um die SANtricity OS-Datei und die NVSRAM-Datei auf lhren
lokalen Computer herunterzuladen.

In Version 8.42 und héher ist digital signierte Firmware erforderlich. Wenn Sie versuchen,
nicht signierte Firmware herunterzuladen, wird ein Fehler angezeigt und der Download wird
abgebrochen.

4. Wahlen Sie die Betriebssystemsoftware und die NVSRAM-Datei aus, die Sie zum Aktualisieren der
Controller verwenden mochten:

a. Wahlen Sie aus der Dropdown-Liste Select a SANtricity OS Software file die Betriebssystemdatei
aus, die Sie auf lhren lokalen Rechner heruntergeladen haben.

Wenn mehrere Dateien verfiigbar sind, werden die Dateien vom neuesten Datum bis zum altesten
Datum sortiert.

Das Software-Repository enthalt alle Softwaredateien, die dem Web Services Proxy
zugeordnet sind. Wenn die Datei nicht angezeigt wird, die Sie verwenden mdchten, klicken

@ Sie auf den Link Neue Datei zum Software-Repository hinzufiigen, um zu dem
Speicherort zu navigieren, an dem sich die Betriebssystemdatei befindet, die Sie hinzufligen
mdchten.

a. Wahlen Sie im Dropdown-Meni Select an NVSRAM file die gewlinschte Controllerdatei aus.

Wenn es mehrere Dateien gibt, werden die Dateien vom neuesten Datum bis zum altesten Datum
sortiert.

5. Uberpriifen Sie in der Tabelle kompatibler Speicher-Arrays die Speicherarrays, die mit der ausgewahlten
Betriebssystemsoftware kompatibel sind, und wahlen Sie dann die Arrays aus, die aktualisiert werden
sollen.

> Die Speicherarrays, die Sie in der Ansicht Verwalten ausgewahlt haben und mit der ausgewahlten
Firmware-Datei kompatibel sind, werden standardmafig in der Tabelle kompatible Speicherarrays
ausgewabhilt.

o Die Speicher-Arrays, die nicht mit der ausgewahlten Firmware-Datei aktualisiert werden kdénnen,
kdnnen in der kompatiblen Speicher-Array-Tabelle nicht wie im Status inkompatibel angegeben
ausgewahlt werden.

6. (Optional) um die Software-Datei ohne Aktivierung auf die Speicher-Arrays zu Ubertragen, wahlen Sie das
Kontrollkastchen Betriebssystemsoftware auf die Speicher-Arrays libertragen, als stufenweise
markieren und zu einem spateren Zeitpunkt aktivieren aus.

7. Klicken Sie Auf Start.
8. Je nachdem, ob Sie jetzt oder spater aktiviert haben, fihren Sie einen der folgenden Schritte aus:

o Geben Sie TRANSFER ein, um zu bestatigen, dass Sie die vorgeschlagenen Betriebssystemversionen
auf den Arrays Ubertragen mochten, die Sie fur die Aktualisierung ausgewahit haben, und klicken Sie
dann auf Transfer.

Um die Ubertragene Software zu aktivieren, wahlen Sie MENU:Upgrade Center[Staged OS Software
aktivieren].

> Geben Sie UPGRADE ein, um zu bestatigen, dass Sie die vorgeschlagenen Betriebssystemversionen
auf den Arrays Ubertragen und aktivieren mochten, die Sie aktualisieren mdchten, und klicken Sie dann
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auf Upgrade.

Das System Ubertragt die Softwaredatei auf jedes Speicherarray, das Sie fur die Aktualisierung
ausgewahlt haben, und aktiviert diese Datei durch einen Neustart.

Wahrend des Aktualisierungsvorgangs treten folgende Aktionen auf:

> Im Rahmen des Upgrades wird eine Integritatsprifung vor dem Upgrade ausgefiihrt. Bei der
Integritatsprifung vor dem Upgrade werden alle Komponenten des Storage Arrays bewertet, um
sicherzustellen, dass das Upgrade fortgesetzt werden kann.

> Wenn eine Integritatsprifung fur ein Speicherarray fehlschlagt, wird das Upgrade abgebrochen. Sie
kénnen auf die Ellipsen (...) klicken und Protokoll speichern wahlen, um die Fehler zu Uberprufen.
Sie kénnen auch den Fehler der Integritatsprifung Gberschreiben und dann auf Weiter klicken, um mit
dem Upgrade fortzufahren.

> Sie kénnen den Upgrade-Vorgang nach der Integritatsprifung vor dem Upgrade abbrechen.

9. (Optional) nach Abschluss des Upgrades sehen Sie eine Liste der fir ein bestimmtes Speicherarray
aktualisierten Versionen, indem Sie auf die Ellipsen (...) klicken und dann Protokoll speichern wahlen.

Die Datei wird im Ordner Downloads fur lhren Browser mit dem Namen gespeichertupgrade log-
<date>.json.

Schritt 4: Stufenweise Software-Dateien aktivieren (optional)

Sie kdnnen die Software-Datei sofort aktivieren oder bis zu einem angenehmeren Zeitpunkt warten. Bei
diesem Verfahren wird davon ausgegangen, dass Sie die Softwaredatei zu einem spateren Zeitpunkt
aktivieren.

@ Sie kénnen den Aktivierungsvorgang nach dem Start nicht beenden.

Schritte

1. Wahlen Sie in der Hauptansicht von Unified Manager die Option Verwalten. Klicken Sie bei Bedarf auf die
Spalte Status, um alle Speicher-Arrays mit dem Status ,Betriebssystem-Upgrade (Aktivierung ausstehend)*
zu sortieren.

2. Wahlen Sie einen oder mehrere Speicher-Arrays aus, fir die Sie Software aktivieren méchten, und wahlen
Sie dann Menu:Upgrade Center[Activate Staged OS Software].

Wahrend des Aktualisierungsvorgangs treten folgende Aktionen auf:

> Im Rahmen der Aktivierung wird eine Integritatsprifung vor dem Upgrade ausgeflhrt. Bei der
Integritatsprifung vor dem Upgrade werden alle Komponenten des Storage-Arrays bewertet, um
sicherzustellen, dass die Aktivierung fortgesetzt werden kann.

> Wenn eine Integritatsprifung fir ein Speicherarray fehlschlagt, wird die Aktivierung angehalten. Sie
kdénnen auf die Ellipsen (...) klicken und Protokoll speichern wahlen, um die Fehler zu Uberprifen.
Sie kénnen auch den Fehler der Integritatsprifung Gberschreiben und dann auf Weiter klicken, um mit
der Aktivierung fortzufahren.

> Sie kdnnen den Aktivierungsvorgang nach der Integritatsprifung vor dem Upgrade abbrechen. Nach
erfolgreichem Abschluss der Integritatspriifung vor dem Upgrade erfolgt die Aktivierung. Die
Aktivierungszeiten hangen von der Konfiguration des Speicherarrays und den Komponenten ab, die
Sie aktivieren.

3. (Optional) Nachdem die Aktivierung abgeschlossen ist, kdnnen Sie eine Liste dessen sehen, was fir ein
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bestimmtes Speicherarray aktiviert wurde, indem Sie auf die Ellipsen (...) klicken und dann Protokoll
speichern wahlen.

Die Datei wird im Ordner Downloads fur lhren Browser mit dem Namen gespeichert activate log-
<date>.json.

Was kommt als Nachstes?
Das Upgrade der Controller-Software ist abgeschlossen. Sie kdnnen den normalen Betrieb fortsetzen.

Upgrades von Firmware fiir E-Series und EF-Series Laufwerke

Befolgen Sie dieses Verfahren, um die Firmware lhrer Laufwerke zu aktualisieren, sodass
Sie Uber alle neuesten Funktionen und Fehlerbehebungen verflugen.

Schritt 1: Laden Sie Laufwerk-Firmware-Dateien

In diesem Schritt rufen Sie die NetApp Support-Website auf, um die Laufwerk-Firmware-Dateien auf Ihren
Management-Client herunterzuladen.

Schritte
1. Wahlen Sie in SANtricity System Manager MENU:Support[Upgrade Center].

2. Klicken Sie unter Laufwerk-Firmware-Upgrade auf NetApp Support und melden Sie sich auf der NetApp
Support Site an.

3. Klicken Sie auf der Support-Website auf die Registerkarte Downloads und wahlen Sie dann
Festplattenlaufwerk & Firmware Matrix aus.

4. Wahlen Sie Festplatten-Firmware der E-Series und EF-Series aus.*

5. Befolgen Sie die Anweisungen auf dem Bildschirm, um die Dateien herunterzuladen.

Schritt 2: Starten Sie die Aktualisierung der Laufwerk-Firmware
In diesem Schritt aktualisieren Sie die Firmware der Laufwerke.

Bevor Sie beginnen

« Sichern Sie lhre Daten mithilfe von Disk-to-Disk Backup, Volume-Kopien (in eine Volume-Gruppe, die nicht
von der geplanten Firmware-Aktualisierung betroffen ist) oder einer Remote-Spiegelung.

« Stellen Sie sicher, dass das Speicherarray den optimalen Status hat.
» Stellen Sie sicher, dass alle Laufwerke den optimalen Status haben.
» Vergewissern Sie sich, dass auf dem Speicher-Array keine Konfigurationsanderungen ausgefiihrt werden.
» Erkennen Sie, dass, wenn die Laufwerke nur zu einem Offline-Upgrade fahig sind, die I/O-Aktivitat zu allen

mit den Laufwerken verbundenen Volumes angehalten wird.

Schritte

1. Klicken Sie im System Manager Upgrade Center (Menu:Support[Upgrade Center]) im Abschnitt ,,Drive
Firmware Upgrade” auf Start Upgrade.

Es wird ein Dialogfeld angezeigt, in dem die aktuell verwendeten Laufwerk-Firmware-Dateien aufgelistet
werden.

2. Extrahieren Sie die Dateien, die Sie von der Support-Website heruntergeladen haben (entpacken).
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3. Klicken Sie auf Durchsuchen und wahlen Sie die neuen Laufwerk-Firmware-Dateien aus, die Sie von der
Support-Website heruntergeladen haben.

Die Firmware-Dateien des Laufwerks haben einen ahnlichen Dateinamen wie
D HUC101212CSS600 30602291 MS01 2800 0002 Mit der Erweiterung von .dl1p.

Sie kdnnen bis zu vier Laufwerk-Firmware-Dateien auswahlen, jeweils eine. Wenn mehrere Firmware-
Dateien eines Laufwerks mit demselben Laufwerk kompatibel sind, wird ein Dateikonflikt angezeigt. Legen
Sie fest, welche Laufwerk-Firmware-Datei Sie fiir das Upgrade verwenden mdéchten, und entfernen Sie die
andere.

4. Klicken Sie Auf Weiter.

Das Dialogfeld Laufwerke auswahlen wird angezeigt, in dem die Laufwerke aufgefiihrt werden, die Sie mit
den ausgewahlten Dateien aktualisieren kdnnen.

Es werden nur kompatible Laufwerke angezeigt.

Die ausgewahlte Firmware fir das Laufwerk wird im Informationsbereich vorgeschlagene Firmware
angezeigt. Wenn Sie die Firmware andern mussen, klicken Sie auf Zuriick, um zum vorherigen Dialogfeld
zurlckzukehren.

5. Wahlen Sie die Art des Upgrades aus, die Sie durchfiihren mdchten:

> Online (Standard) — zeigt die Laufwerke, die einen Firmware-Download unterstitzen kénnen
wéhrend das Speicher-Array I/O verarbeitet. Bei Auswahl dieser Upgrade-Methode missen Sie die
I/O-Vorgange der zugehorigen Volumes, die diese Laufwerke verwenden, nicht anhalten. Diese
Laufwerke werden nacheinander aktualisiert, wahrend das Storage-Array |/O-Operationen zu diesen
Laufwerken verarbeitet.

o Offline (parallel) — zeigt die Laufwerke an, die einen Firmware-Download unterstutzen kdnnen nur
wéhrend alle I/O-Aktivitdten angehalten sind auf beliebigen Volumes, die die Laufwerke verwenden.
Bei Auswahl dieser Upgrade-Methode missen Sie alle 1/0O-Aktivitaten auf Volumes anhalten, die die
Laufwerke verwenden, die Sie aktualisieren. Laufwerke, die keine Redundanz aufweisen, missen als
Offline-Betrieb verarbeitet werden. Diese Anforderung umfasst alle Laufwerke, die mit SSD-Cache,
eine RAID 0-Volume-Gruppe oder einen beliebigen Pool oder eine herabgestuften Volume-Gruppe
verbunden sind. Das Offline-Upgrade (parallel) ist in der Regel schneller als die Online-Methode
(Standard).

6. Wahlen Sie in der ersten Spalte der Tabelle das Laufwerk oder die Laufwerke aus, die aktualisiert werden
sollen.

7. Klicken Sie auf Start und bestatigen Sie, dass Sie den Vorgang ausflihren méchten.

Wenn Sie das Upgrade beenden mdchten, klicken Sie auf Stop. Alle derzeit ausgefiihrten Firmware-
Downloads abgeschlossen. Alle nicht gestarteten Firmware-Downloads werden abgebrochen.

@ Das Anhalten der Laufwerk-Firmware-Aktualisierung kann zu Datenverlust oder nicht
verfugbaren Laufwerken flhren.

8. (Optional) um eine Liste der aktualisierten Versionen anzuzeigen, klicken Sie auf Protokoll speichern.

Die Datei wird im Ordner Downloads fur Ihren Browser mit dem Namen gespeichert
drive upgrade log-timestamp.txt.

9. Wenn wahrend des Aktualisierungsvorgangs eines der folgenden Fehler auftritt, ergreifen Sie die
entsprechende empfohlene Maflinahme.
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Wenn dieser Fehler beim Herunterladen der
Firmware auftritt...

» Ausgefallene zugewiesene Laufwerke

Prufen Sie das Speicher-Array

Integrierte Hot-Spare-Laufwerke

Unvollstandige Volume-Gruppen

Exklusive Vorgange (nicht fir Medien-/Paritats-Scan
im Hintergrund), die derzeit auf Volume-Gruppen
ausgefihrt werden

Fehlende Volumes

Fihren Sie dann folgende Schritte aus...

Ein Grund fiir den Fehler kdnnte sein, dass das
Laufwerk nicht Gber die entsprechende Signatur
verflgt. Stellen Sie sicher, dass es sich bei dem
betroffenen Laufwerk um ein autorisiertes Laufwerk
handelt. Weitere Informationen erhalten Sie vom
technischen Support.

Stellen Sie beim Austausch eines Laufwerks sicher,
dass das Ersatzlaufwerk eine Kapazitat hat, die der
des ausgefallenen Laufwerks entspricht oder grof3er
ist als das ausgefallene Laufwerk, das Sie ersetzen.

Sie kdnnen das ausgefallene Laufwerk ersetzen,
wahrend das Speicher-Array I/O-Vorgange erhalt

« Stellen Sie sicher, dass jedem Controller eine
IP-Adresse zugewiesen wurde.

» Stellen Sie sicher, dass alle an den Controller
angeschlossenen Kabel nicht beschadigt sind.

 Stellen Sie sicher, dass alle Kabel fest
angeschlossen sind.

Diese Fehlerbedingung muss korrigiert werden,
bevor Sie die Firmware aktualisieren kénnen.
Starten Sie System Manager und beheben Sie das
Problem mit dem Recovery Guru.

Wenn eine oder mehrere Volume-Gruppen oder
Disk Pools unvollstandig sind, miissen Sie diese
Fehlerbedingung korrigieren, bevor Sie die
Firmware aktualisieren kdnnen. Starten Sie System
Manager und beheben Sie das Problem mit dem
Recovery Guru.

Wenn ein oder mehrere exklusive Vorgange
ausgefuhrt werden, mussen die Vorgange
abgeschlossen sein, bevor die Firmware aktualisiert
werden kann. Uberwachen Sie den Fortschritt des
Betriebs mit System Manager.

Sie mussen den fehlenden Datentragerzustand
korrigieren, bevor die Firmware aktualisiert werden
kann. Starten Sie System Manager und beheben
Sie das Problem mit dem Recovery Guru.



Wenn dieser Fehler beim Herunterladen der
Firmware auftritt...

Beide Controller befinden sich in einem anderen
Zustand als optimal

Falsche Informationen zur Speicherpartition
zwischen Controller-Objektgrafiken

Die SPM-Uberpriifung des Datenbank-Controllers
schlagt fehl

Uberpriifung der Konfigurationsdatenbank (sofern
von der Controller-Version des Speicherarrays
unterstitzt)

MEL-bezogene Prifungen

In den letzten 7 Tagen wurden mehr als 10 DDE-
Informations- oder kritische MEL-Ereignisse
gemeldet

In den letzten 7 Tagen wurden mehr als 2 Seiten 2C

kritische MEL-Ereignisse gemeldet

In den letzten 7 Tagen wurden mehr als 2
heruntergestuften Drive Channel-kritische MEL-
Ereignisse gemeldet

Mehr als 4 kritische MEL-Eintrage in den letzten 7
Tagen

Was kommt als Nachstes?

Fihren Sie dann folgende Schritte aus...

Einer der Controller des Storage Arrays muss
Aufmerksamkeit schenken. Diese Bedingung muss
korrigiert werden, bevor die Firmware aktualisiert
werden kann. Starten Sie System Manager und
beheben Sie das Problem mit dem Recovery Guru.

Beim Validieren der Daten auf den Controllern ist
ein Fehler aufgetreten. Wenden Sie sich an den
technischen Support, um dieses Problem zu I&sen.

Auf einem Controller ist ein Fehler bei der
Zuordnung von Speicherpartitionen zur Datenbank
aufgetreten. Wenden Sie sich an den technischen
Support, um dieses Problem zu l6sen.

Auf einem Controller ist ein Fehler in der
Konfigurationsdatenbank aufgetreten. Wenden Sie
sich an den technischen Support, um dieses
Problem zu Iésen.

Wenden Sie sich an den technischen Support, um
dieses Problem zu losen.

Wenden Sie sich an den technischen Support, um
dieses Problem zu l6sen.

Wenden Sie sich an den technischen Support, um
dieses Problem zu losen.

Wenden Sie sich an den technischen Support, um
dieses Problem zu l6sen.

Wenden Sie sich an den technischen Support, um
dieses Problem zu losen.

Die Aktualisierung der Laufwerk-Firmware ist abgeschlossen. Sie kdnnen den normalen Betrieb fortsetzen.
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