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Management und Monitoring von Storage mit
NetApp Hybrid Cloud Control

Mit NetApp SolidFire All-Flash-Storage kdnnen Sie Storage-Assets verwalten und
uberwachen sowie Komponenten in Ihrem Storage-System mit NetApp Hybrid Cloud
Control konfigurieren.

+ "Hinzufigen und Managen von Storage-Clustern”

» "Konfigurieren Sie vollstandig qualifizierten Domanennamen Web Ul-Zugriff"
* "Benutzerkonten erstellen und verwalten"

» "Erstellung und Management von Volumes"

+ "Erstellung und Management von Volume-Zugriffsgruppen"

» "Erstellen und Verwalten von Initiatoren”

+ "Erstellung und Management von QoS-Richtlinien fir Volumes"

+ "Uberwachen Sie lhr SolidFire System mit NetApp Hybrid Cloud Control"

Weitere Informationen

* "NetApp Element Plug-in fir vCenter Server"

* "Dokumentation von SolidFire und Element Software"

Fugen Sie Storage-Cluster mit NetApp Hybrid Cloud Control
hinzu und managen Sie sie

Sie konnen Storage-Cluster zur Bestandsaufnahme der Management-Node-Ressourcen
hinzuflgen, sodass sie mittels NetApp Hybrid Cloud Control (HCC) gemanagt werden
konnen. Der erste wahrend der Systemeinrichtung hinzugefugte Storage Cluster ist der
Standard "Autorisierende Storage-Cluster”, Aber zusatzliche Cluster konnen mit HCC Ul
hinzugeflgt werden.

Nach dem Hinzufiigen eines Speicher-Clusters kdnnen Sie die Cluster-Performance Uberwachen, die
Anmeldeinformationen fiir das Storage-Cluster fiir die verwaltete Ressource andern oder ein Storage-Cluster
aus der Asset-Bestandsaufnahme des Management-Nodes entfernen, wenn dieses nicht mehr mit HCC
verwaltet werden muss.

Was Sie bendtigen

 Clusteradministrator-Berechtigungen: Sie haben Berechtigungen als Administrator auf dem
"Autorisierende Storage-Cluster". Das autoritare Cluster ist das erste Cluster, das wahrend der
Systemeinrichtung zur Inventarisierung der Managementknoten hinzugefiigt wird.

* Element Software: Die NetApp Element Software 11.3 oder hoher wird in lhrer Speichercluster-Version
ausgeflhrt.

* Management-Node: Sie haben einen Management-Node mit Version 11.3 oder hoher bereitgestellt.

* Management Services: Sie haben |hr Management Services Bundle auf Version 2.17 oder hoher
aktualisiert.


https://docs.netapp.com/de-de/element-software-123/hccstorage/task-setup-configure-fqdn-web-ui-access.html
https://docs.netapp.com/us-en/vcp/index.html
https://docs.netapp.com/us-en/element-software/index.html
https://docs.netapp.com/de-de/element-software-123/concepts/concept_intro_clusters.html#authoritative-storage-clusters
https://docs.netapp.com/de-de/element-software-123/concepts/concept_intro_clusters.html#authoritative-storage-clusters

Optionen
» Flgen Sie einen Storage-Cluster hinzu
+ Bestatigen des Storage-Cluster-Status
» Bearbeiten der Anmeldedaten fir das Storage-Cluster
* Entfernen eines Storage-Clusters

 Aktivieren und deaktivieren Sie den Wartungsmodus

Fugen Sie einen Storage-Cluster hinzu

Mit NetApp Hybrid Cloud Control kdnnen Sie dem Inventory der Management-Node-Ressourcen ein Storage-
Cluster hinzufiigen. Auf diese Weise konnen Sie den Cluster mithilfe der HCC-Benutzeroberflache verwalten
und Uberwachen.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an und stellen Sie die autorisierenden Anmeldedaten
des Storage-Cluster-Administrators bereit.

Wahlen Sie im Dashboard oben rechts das Optionsmeni aus und wahlen Sie Konfigurieren.
Wahlen Sie im Fensterbereich Storage Cluster Storage Cluster Details aus.

. Wahlen Sie Storage-Cluster Hinzufiigen.
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. Geben Sie die folgenden Informationen ein:

o Virtuelle IP-Adresse flir das Storage-Cluster-Management

@ Es kdnnen nur Remote-Storage-Cluster hinzugeflgt werden, die derzeit nicht von einem
Management-Node gemanagt werden.

o Benutzername und Passwort fir den Storage Cluster

6. Wahlen Sie Hinzufiigen.

Nachdem Sie das Storage-Cluster hinzugefligt haben, kann der Cluster-Bestand bis zu 2
@ Minuten dauern, bis die neue Erganzung angezeigt wird. Moglicherweise miissen Sie die
Seite in Inrem Browser aktualisieren, um die Anderungen anzuzeigen.

Bestatigen des Storage-Cluster-Status

Uber die Benutzeroberflache von NetApp Hybrid Cloud Control kénnen Sie den Verbindungsstatus von
Storage-Cluster-Ressourcen tiberwachen.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an und stellen Sie die autorisierenden Anmeldedaten
des Storage-Cluster-Administrators bereit.

2. Wabhlen Sie im Dashboard oben rechts das Optionsmeni aus und wahlen Sie Konfigurieren.
3. Uberpriifen Sie den Status von Speicherclustern im Inventar.

4. Wahlen Sie im Fensterbereich Storage Cluster Storage Cluster Details flr weitere Details.



Bearbeiten der Anmeldedaten fiir das Storage-Cluster

Der Benutzername und das Passwort des Storage-Clusters kdnnen Sie Uber die Benutzeroberflache von
NetApp Hybrid Cloud Control bearbeiten.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an und stellen Sie die autorisierenden Anmeldedaten
des Storage-Cluster-Administrators bereit.

2. Wahlen Sie im Dashboard oben rechts das Optionsmeni aus und wahlen Sie Konfigurieren.
3. Wahlen Sie im Fensterbereich Storage Cluster Storage Cluster Details aus.

4. Wahlen Sie fur den Cluster das MenU Aktionen aus und wahlen Sie Cluster-Anmeldeinformationen
bearbeiten.

5. Aktualisieren Sie den Benutzernamen und das Passwort des Storage-Clusters.

6. Wahlen Sie Speichern.

Entfernen eines Storage-Clusters

Durch Entfernen eines Storage-Clusters aus NetApp Hybrid Cloud Control wird das Cluster aus der Inventar
des Management-Node entfernt. Nachdem Sie ein Storage-Cluster entfernt haben, kann der Cluster nicht
mehr von HCC gemanagt werden. Sie kdnnen ihn nur aufrufen, indem Sie direkt zur Management-IP-Adresse
navigieren.

Sie konnen das autorisierende Cluster nicht aus dem Bestand entfernen. Um den
@ autorisierenden Cluster zu ermitteln, gehen Sie zu Benutzerverwaltung > Benutzer. Der
autoritative Cluster wird neben der Uberschrift Benutzer aufgelistet.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an und stellen Sie die autorisierenden Anmeldedaten
des Storage-Cluster-Administrators bereit.

2. Wahlen Sie im Dashboard oben rechts das Optionsmeni aus und wahlen Sie Konfigurieren.
3. Wahlen Sie im Fensterbereich Storage Cluster Storage Cluster Details aus.

4. Wahlen Sie fur den Cluster das Meni Aktionen aus und wahlen Sie Storage Cluster entfernen.
@ Durch die Auswahl von Ja wird der Cluster aus der Installation entfernt.

5. Wahlen Sie Ja.

Aktivieren und deaktivieren Sie den Wartungsmodus

Wenn Sie einen Storage-Node flr Wartungsarbeiten, wie z. B. Software-Upgrades oder Host-Reparaturen,
offline schalten mussen, kénnen Sie die Auswirkungen auf den Rest des Storage-Clusters durch auf ein
Minimum minimieren Aktivieren Wartungsmodus fir diesen Node. Wenn Sie Deaktivieren Im Wartungsmodus
wird der Node Uberwacht, um sicherzustellen, dass bestimmte Kriterien erfillt werden, bevor der Node aus
dem Wartungsmodus wechselt.

Was Sie bendtigen

* Element Software: Die NetApp Element Software 12.2 oder héher wird in lhrer Speichercluster-Version
ausgefiihrt.



* Management-Node: Sie haben einen Management-Node mit Version 12.2 oder hoher bereitgestellt.

» Management Services: Sie haben Ihr Management Services Bundle auf Version 2.19 oder hdher
aktualisiert.

« Sie haben Zugriff auf die Anmeldung auf Administratorebene.

Wartungsmodus aktivieren

Sie kénnen das folgende Verfahren verwenden, um den Wartungsmodus fur einen Storage-Cluster-Node zu
aktivieren.

@ Es kann sich nur ein Node gleichzeitig im Wartungsmodus befinden.

Schritte
1. Offnen Sie die IP-Adresse des Management-Node in einem Webbrowser. Beispiel:

https://[management node IP address]

2. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des SolidFire All-Flash-
Storage-Cluster-Administrators bereitstellen.

@ Die Funktionsoptionen fir den Wartungsmodus sind auf der schreibgeschitzten Ebene
deaktiviert.

. Wahlen Sie im blauen Feld links die SolidFire-All-Flash-Installation aus.
. Wahlen Sie im linken Navigationsbereich Knoten aus.

. Um Informationen zum Speicherbestand anzuzeigen, wahlen Sie Speicherung.
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. Aktivieren des Wartungsmodus auf einem Storage-Node:

Die Tabelle der Storage-Nodes wird automatisch alle zwei Minuten flr Aktionen aktualisiert,
die nicht von Benutzern initiiert wurden. Um sicherzustellen, dass Sie Uber den aktuellen
Status verflgen, kdnnen Sie die Knoten-Tabelle aktualisieren, indem Sie das
Aktualisierungssymbol oben rechts in der Knotentabelle verwenden.

Y~ mv C/
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Management P Address Actions

10,117,
Enable Maintenance Mode

a. Wahlen Sie unter Actions die Option Wartungsmodus aktivieren aus.

Wahrend Wartungsmodus aktiviert wird, sind Aktionen im Wartungsmodus fir den ausgewahlten



Knoten und alle anderen Knoten im selben Cluster nicht verfligbar.

Nachdem Aktivieren des Wartungsmodus abgeschlossen ist, wird in der Spalte Knotenstatus ein
Schraubenschlisselsymbol und der Text ,Wartungsmodus* fiir den Knoten angezeigt, der sich im
Wartungsmodus befindet.

Wartungsmodus deaktivieren

Nachdem ein Knoten erfolgreich in den Wartungsmodus versetzt wurde, steht fir diesen Knoten die Aktion
Wartungsmodus deaktivieren zur Verfigung. Aktionen auf den anderen Nodes sind erst verfiigbar, wenn der
Wartungsmodus auf dem Node, der gerade gewartet wird, erfolgreich deaktiviert wurde.

Schritte

1. Wahlen Sie fir den Knoten im Wartungsmodus unter Aktionen die Option Wartungsmodus deaktivieren
aus.

Wahrend Wartungsmodus deaktiviert wird, sind Aktionen im Wartungsmodus fir den ausgewahlten
Knoten und alle anderen Knoten im selben Cluster nicht verfligbar.

Nachdem Wartungsmodus deaktivieren abgeschlossen ist, wird in der Spalte Knotenstatus aktiv

angezeigt.
Wenn sich ein Node im Wartungsmodus befindet, werden keine neuen Daten akzeptiert.
Daher kann das Deaktivieren des Wartungsmodus langer dauern, da der Node die Daten
@ wieder synchronisieren muss, bevor er den Wartungsmodus beenden kann. Je langer Sie
im Wartungsmodus verbringen, desto langer kann es zum Deaktivieren des Wartungsmodus
dauern.

Fehlerbehebung

Falls beim Aktivieren oder Deaktivieren des Wartungsmodus Fehler auftreten, wird oben in der Node-Tabelle
ein Banner-Fehler angezeigt. Fur weitere Informationen Gber den Fehler kdnnen Sie den auf dem Banner
bereitgestellten Link Details anzeigen wahlen, um zu zeigen, was die API zurtckgibt.

Weitere Informationen

+ "Erstellen und Managen von Storage-Cluster-Assets"

» "Dokumentation von SolidFire und Element Software"

Erstellen und managen Sie Benutzerkonten mit NetApp
Hybrid Cloud Control

In Element-basierten Storage-Systemen konnen maligebliche Cluster-Benutzer erstellt
werden, um Login-Zugriff auf NetApp Hybrid Cloud Control zu ermdglichen. Dies hangt
von den Berechtigungen ab, die Sie ,Administrator oder ,schreibgeschutzten“ Benutzern
gewahren mochten. Neben Cluster-Benutzern gibt es auch Volume-Konten, uber die
Clients eine Verbindung zu Volumes auf einem Storage-Node herstellen kénnen.

Verwalten Sie die folgenden Kontoarten:


https://docs.netapp.com/de-de/element-software-123/mnode/task_mnode_manage_storage_cluster_assets.html
https://docs.netapp.com/us-en/element-software/index.html

* Managen von autorisierenden Cluster-Konten

* VVolume-Konten verwalten

Aktivieren Sie LDAP

Um LDAP fir jedes Benutzerkonto verwenden zu kénnen, missen Sie zunachst LDAP aktivieren.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators bereitstellen.

Wahlen Sie im Dashboard oben rechts das Options-Symbol aus und wahlen Sie Benutzerverwaltung.
Wahlen Sie auf der Seite Benutzer die Option LDAP konfigurieren aus.
Definieren Sie lhre LDAP-Konfiguration.

Wahlen Sie den Authentifizierungstyp Suchen und Bind oder Direct Bind aus.
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Bevor Sie die Anderungen speichern, wahlen Sie LDAP-Anmeldung testen oben auf der Seite, geben Sie
den Benutzernamen und das Kennwort eines Benutzers ein, den Sie kennen, und wahlen Sie Test.

7. Wahlen Sie Speichern.

Managen von autorisierenden Cluster-Konten

"Autoritare Benutzerkonten" Werden bei NetApp Hybrid Cloud Control tber die Option ,Benutzerverwaltung”
rechts oben gemanagt. Mithilfe dieser Kontoarten kdnnen Sie sich gegen alle Storage-Ressourcen
authentifizieren, die mit einer NetApp Hybrid Cloud Control Instanz von Nodes und Clustern verbunden sind.
Mit diesem Konto kénnen Sie Volumes, Konten, Zugriffsgruppen und mehr tber alle Cluster hinweg verwalten.

Erstellen Sie ein autorisierende Cluster-Konto

Erstellen Sie ein Konto mit NetApp Hybrid Cloud Control.

Mithilfe dieses Kontos kdnnen Kunden sich bei der Hybrid Cloud Control, der Ul pro Node fiir das Cluster und
dem Storage-Cluster in der NetApp Element Software anmelden.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators bereitstellen.

2. Wahlen Sie im Dashboard oben rechts das Options-Symbol aus und wahlen Sie Benutzerverwaltung.
3. Wahlen Sie Benutzer Erstellen.

4. Wahlen Sie den Authentifizierungstyp von Cluster oder LDAP aus.

5. Fuhren Sie eine der folgenden Aktionen durch:

> Wenn Sie LDAP ausgewahlt haben, geben Sie den DN ein.

Um LDAP zu verwenden, missen Sie zunachst LDAP oder LDAPS aktivieren. Siehe
Aktivieren Sie LDAP.

> Wenn Sie Cluster als Auth-Typ ausgewahlt haben, geben Sie einen Namen und ein Passwort fur das
neue Konto ein.

6. Wahlen Sie entweder Administrator- oder schreibgeschiitzten Berechtigungen aus.


https://docs.netapp.com/de-de/element-software-123/concepts/concept_solidfire_concepts_accounts_and_permissions.html#authoritative-cluster-user-accounts

Um die Berechtigungen aus der NetApp Element-Software anzuzeigen, wahlen Sie altere

Berechtigungen anzeigen. Wenn Sie eine Untergruppe dieser Berechtigungen auswahlen,
wird dem Konto Schreibberechtigung zugewiesen. Wenn Sie alle alteren Berechtigungen
auswahlen, wird dem Konto Administratorberechtigungen zugewiesen.

Um sicherzustellen, dass alle untergeordneten Gruppen Berechtigungen erben, erstellen Sie
im LDAP-Server eine DN-Organisationsadministratorgruppe. Alle untergeordneten Konten
dieser Gruppe Ubernehmen diese Berechtigungen.

7. Aktivieren Sie das Kontrollkastchen unter ,Ich habe die NetApp Endbenutzer-Lizenzvereinbarung gelesen
und akzeptiere sie".

8. Wahlen Sie Benutzer Erstellen.

Bearbeiten Sie ein autorisierende Cluster-Konto

Mit NetApp Hybrid Cloud Control kénnen Sie die Berechtigungen oder das Passwort eines Benutzerkontos
andern.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators bereitstellen.

2. Wahlen Sie im Dashboard das Symbol oben rechts aus und wahlen Sie Benutzerverwaltung.
3. Filtern Sie die Liste der Benutzerkonten optional durch Auswahl von Cluster, LDAP oder IDP.
Wenn Sie Benutzer im Storage-Cluster mit LDAP konfiguriert haben, wird fiir diese Konten ein Benutzertyp
mit ,LDAP® angezeigt. Wenn Benutzer auf dem Storage-Cluster mit IDP konfiguriert wurden, zeigen diese
Konten einen Benutzertyp mit ,IDP*.

Erweitern Sie in der Spalte Aktionen in der Tabelle das Mend fir das Konto und wahlen Sie Bearbeiten.
. Nehmen Sie die erforderlichen Anderungen vor.

. Wahlen Sie Speichern.

. Abmelden von NetApp Hybrid Cloud Control
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Die Benutzeroberflache von NetApp Hybrid Cloud Control dauert moglicherweise bis zu 2
@ Minuten, um den Bestand zu aktualisieren. Um den Bestand manuell zu aktualisieren,

greifen Sie auf den Rest APl Ul Inventory Service zu https:// [management node

IP]/inventory/1/ Und ausflhren GET /installations/{id} Fur den Cluster.

8. Melden Sie sich bei NetApp Hybrid Cloud Control an.

Loschen eines autorisierenden Benutzerkontos

Sie kdnnen ein oder mehrere Konten I6schen, wenn sie nicht mehr bendtigt werden. Sie kdnnen ein LDAP-
Benutzerkonto I6schen.

Sie kdnnen das primare Administratorbenutzerkonto fir das autorisierende Cluster nicht I6schen.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators bereitstellen.



2. Wahlen Sie im Dashboard das Symbol oben rechts aus und wahlen Sie Benutzerverwaltung.

3. Erweitern Sie in der Spalte Aktionen in der Benutzertabelle das Men( fur das Konto und wahlen Sie
Loschen.

4. Bestatigen Sie den Léschvorgang, indem Sie Ja wahlen.

Volume-Konten verwalten

"Volume-Konten" Werden in der Tabelle NetApp Hybrid Cloud Control Volumes gemanagt. Diese Konten gelten
nur fir den Storage Cluster, auf dem sie erstellt wurden. Mit diesen Typen von Konten kénnen Sie
Berechtigungen fir Volumes im gesamten Netzwerk festlegen, haben aber keine Auswirkungen auf3erhalb
dieser Volumes.

Ein Volume-Konto enthalt die CHAP-Authentifizierung, die fir den Zugriff auf die ihm zugewiesenen Volumes
erforderlich ist.

Erstellen eines Volume-Kontos
Erstellen Sie ein fir dieses Volume spezifisches Konto.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators bereitstellen.

Wahlen Sie im Dashboard Storage > Volumes aus.
Wahlen Sie die Registerkarte Konten.
Klicken Sie auf die Schaltflache Konto erstellen.

Geben Sie einen Namen fur das neue Konto ein.
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Geben Sie im Abschnitt CHAP-Einstellungen die folgenden Informationen ein:
o Initiatorschlissel fur CHAP-Node-Session-Authentifizierung

o Zielschlussel fur CHAP-Knoten-Session-Authentifizierung

@ Um ein Kennwort automatisch zu generieren, lassen Sie die Felder fur Anmeldedaten
leer.

7. Wahlen Sie Konto Erstellen.

Bearbeiten eines Volume-Kontos

Sie kénnen die CHAP-Informationen andern und andern, ob ein Konto aktiv oder gesperrt ist.

@ Das Ldéschen oder Sperren eines Kontos im Zusammenhang mit dem Managementknoten flhrt
zu einem nicht zuganglichen Managementknoten.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators bereitstellen.

2. Wahlen Sie im Dashboard Storage > Volumes aus.

3. Wahlen Sie die Registerkarte Konten.


https://docs.netapp.com/de-de/element-software-123/concepts/concept_solidfire_concepts_accounts_and_permissions.html#volume-accounts

4. Erweitern Sie in der Spalte Aktionen in der Tabelle das Men( fir das Konto und wahlen Sie Bearbeiten.
5. Nehmen Sie die erforderlichen Anderungen vor.

6. Bestatigen Sie die Anderungen, indem Sie Ja wéhlen.

Loschen Sie ein Volume-Konto

Ldschen Sie ein Konto, das Sie nicht mehr bendtigen.

Bevor Sie ein Volume-Konto I6schen, I6schen Sie zunachst alle Volumes, die dem Konto zugeordnet sind.

@ Das Léschen oder Sperren eines Kontos im Zusammenhang mit dem Managementknoten flhrt
zu einem nicht zuganglichen Managementknoten.

Persistente Volumes, die mit Managementservices verbunden sind, werden einem neuen Konto

@ bei der Installation oder bei einem Upgrade zugewiesen. Wenn Sie persistente Volumes
verwenden, andern oder I6schen Sie die Volumes oder ihr zugehérigem Konto nicht. Wenn Sie
diese Konten l6schen, kdnnen Sie den Management-Node nicht mehr verwenden.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators bereitstellen.

Wahlen Sie im Dashboard Storage > Volumes aus.
Wahlen Sie die Registerkarte Konten.

Erweitern Sie in der Spalte Aktionen in der Tabelle das Mendu fir das Konto und wahlen Sie Léschen.
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Bestatigen Sie den Léschvorgang, indem Sie Ja wahlen.

Weitere Informationen

 "Informationen zu Accounts"
» "Arbeiten Sie mit Konten, die CHAP verwenden"
* "NetApp Element Plug-in fir vCenter Server"

* "Dokumentation von SolidFire und Element Software"

Erstellen und managen Sie Volumes mit NetApp Hybrid
Cloud Control

Sie konnen ein Volume erstellen und das Volume einem bestimmten Konto zuordnen.
Durch die Verknupfung eines Volumes mit einem Konto erhalt das Konto Uber die iSCSI-
Initiatoren und CHAP-Anmeldeinformationen Zugriff auf das Volume.

Sie kdnnen die QoS-Einstellungen fir ein Volume wahrend der Erstellung festlegen.
Folgende Mdglichkeiten zum Managen von Volumes in NetApp Hybrid Cloud Control:

« Erstellen eines Volumes

* Wenden Sie eine QoS-Richtlinie auf ein Volume an


https://docs.netapp.com/de-de/element-software-123/concepts/concept_solidfire_concepts_accounts_and_permissions.html
https://docs.netapp.com/de-de/element-software-123/storage/task_data_manage_accounts_work_with_accounts_task.html
https://docs.netapp.com/us-en/vcp/index.html
https://docs.netapp.com/us-en/element-software/index.html

Bearbeiten Sie ein Volume

Volumes klonen

Hinzufligen von Volumes zu einer Volume-Zugriffsgruppe
Léschen Sie ein Volume

Wiederherstellen eines geléschten Volumes

Ldschen Sie ein geldschtes Volume

Erstellen eines Volumes

Mit NetApp Hybrid Cloud Control kdnnen Sie ein Storage-Volume erstellen.

Schritte
1.

Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators bereitstellen.

. Erweitern Sie im Dashboard im linken Navigationsment den Namen |hres Storage-Clusters.
. Wahlen Sie die Registerkarte Binde > Ubersicht.

OVERVIEW ~ ACCESSGROUPS  ACCOUNTS  IMITIATORS — QOSPOLICIES

VOLUMES

Overview
Dt Name Account Access Groups Access Used Size Snapshots QoS Palicy Min I0PS Max10PS Burst IOPS. iSCSI Sessions  Actions

NetApp-HCi-Datsstore-01  Netpp-HCI NetApp-HCl-GeeTbet- Read/Virite

NetApp-HCI-Datastore02  NetApp-HC! NetApp-HCl-BeeTbeT-. Read/Write

NetApp-HCl-eredentia Res

1000 2000 2000

o
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. Wahlen Sie Lautstarke Erstellen.

5. Geben Sie einen Namen fur das neue Volume ein.

Geben Sie die Gesamtgrolie des Volumes ein.

Die standardmaRige Auswahl der Volume-GroRe ist in GB. Sie kdnnen Volumes mit Grolien
@ erstellen, die in GB oder gib gemessen wurden: 1 GB = 1 000 000 000 Byte 1 gib =1 073
741 824 Byte

Wahlen Sie eine Blockgrofe flr das Volume aus.

Wahlen Sie aus der Liste Konto das Konto aus, das Zugriff auf das Volume haben soll.

Wenn kein Konto vorhanden ist, wahlen Sie Neues Konto erstellen, geben Sie einen neuen Kontonamen
ein und wahlen Sie Konto erstellen. Das Konto wird erstellt und mit dem neuen Volumen in der Konto
Liste verknupft.

Wenn mehr als 50 Konten vorhanden sind, wird die Liste nicht angezeigt. Beginnen Sie mit
der Eingabe, und die automatische Vervollstdndigung zeigt Werte an, die Sie auswahlen
kdnnen.

9. Um die Servicequalitat flir das Volume zu konfigurieren, fihren Sie einen der folgenden Schritte aus:
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o Legen Sie unter Quality of Service Settings benutzerdefinierte Mindest-, Maximum- und Burst-Werte
fur IOPS fest oder verwenden Sie die Standard-QoS-Werte.

o Wabhlen Sie eine vorhandene QoS-Richtlinie aus, indem Sie die Option Quality of Service Policy
zuweisen aktivieren und eine vorhandene QoS-Richtlinie aus der Ergebnisliste auswahlen.

o Erstellen und Zuweisen einer neuen QoS-Richtlinie durch Aktivieren der Option Quality of Service
Policy zuweisen und Auswahlen von Neue QoS-Richtlinie erstellen. Geben Sie im daraufhin
angezeigten Fenster einen Namen fur die QoS-Richtlinie ein, und geben Sie anschlieend QoS-Werte
ein. Wahlen Sie nach Abschluss Quality of Service Policy.

Volumes mit einem IOPS-Wert von max oder Burst tGber 20,000 IOPS erfordern moglicherweise eine hohe
Warteschlangentiefe oder mehrere Sitzungen, um diesen IOPS-Level auf einem einzelnen Volume zu
erreichen.

10. Wahlen Sie Lautstirke Erstellen.

Wenden Sie eine QoS-Richtlinie auf ein Volume an

Mithilfe von NetApp Hybrid Cloud Control kdnnen Sie eine QoS-Richtlinie auf vorhandene Storage-Volumes
anwenden. Wenn Sie stattdessen benutzerdefinierte QoS-Werte fir ein Volume festlegen missen, ist dies
moglich Bearbeiten Sie ein Volume. Informationen zum Erstellen einer neuen QoS-Richtlinie finden Sie unter
"Erstellung und Management von QoS-Richtlinien fur Volumes".

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators bereitstellen.

. Erweitern Sie im Dashboard im linken Navigationsmenu den Namen lhres Storage-Clusters.
. Wahlen Sie Biande > Ubersicht.

. Wahlen Sie ein oder mehrere Volumes aus, die einer QoS-Richtlinie zugeordnet werden sollen.

a A W DN

. Wahlen Sie oben in der Tabelle Volumes die Dropdown-Liste Aktionen aus, und wahlen Sie QoS-
Richtlinie anwenden.

6. Wahlen Sie im resultierenden Fenster eine QoS-Richtlinie aus der Liste aus und wahlen Sie QoS-
Richtlinie anwenden.

Wenn Sie QoS-Richtlinien fir ein Volume verwenden, konnen Sie durch benutzerdefinierte

@ QoS festlegen, dass die QoS-Richtlinie, die mit dem Volume verbunden ist, entfernt wird.
Benutzerdefinierte QoS-Werte Uberschreiben QoS-Richtlinienwerte flr Volume-QoS-
Einstellungen.

Bearbeiten Sie ein Volume

Mit NetApp Hybrid Cloud Control lassen sich Volume-Attribute wie QoS-Werte, Volume-Grélie und die
Maleinheit bearbeiten, mit der Byte-Werte berechnet werden. AuRerdem haben Sie die Mdglichkeit, den
Kontozugriff fir die Replizierungsnutzung zu andern oder den Zugriff auf das Volume zu beschranken.

Uber diese Aufgabe

Sie kénnen die Grolde eines Volume andern, wenn unter den folgenden Bedingungen genligend Speicherplatz
auf dem Cluster vorhanden ist:

* Normale Betriebsbedingungen.
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* Volume-Fehler oder -Ausfalle werden gemeldet.
* Das Volume ist zu klonen.

* Das Volume wird neu synchronisiert.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators bereitstellen.

2. Erweitern Sie im Dashboard im linken Navigationsmeni den Namen lhres Storage-Clusters.
3. Wahlen Sie Biande > Ubersicht.

4. Erweitern Sie in der Spalte Aktionen in der Tabelle Volumes das Mend fir die Lautstarke und wahlen Sie
Bearbeiten.

5. Nehmen Sie die Anderungen nach Bedarf vor:

a. Andern Sie die Gesamtgrofe des Volumes.

Sie kdnnen die Volume-Grofe vergrofdern, aber nicht verkleinern. Sie kdnnen die Grofie
@ eines Volumes nur in einem einzigen GréRenanderungs-Vorgang anpassen.
Speicherbereinigung und Software-Upgrades unterbrechen die GroRenanderung nicht.

Wenn Sie die Volume-Grofie fur die Replikation anpassen, erhohen Sie zuerst die

@ GroRe des Volumes, das als Replikationsziel zugewiesen wurde. Anschliellend kénnen
Sie die GroRRe des Quellvolumens anpassen. Das Zielvolume kann gréRer oder gleich
grof} sein wie das Quellvolume, kann aber nicht kleiner sein.

Die standardmaRige Auswahl der Volume-GroRe ist in GB. Sie kdnnen Volumes mit
@ GroRen erstellen, die in GB oder gib gemessen wurden: 1 GB = 1 000 000 000 Byte 1
gib =1 073 741 824 Byte

b. Wahlen Sie eine andere Zugriffsebene fiir Konten aus:
= Schreibgeschiitzt
= Lese-/Schreibzugriff
= Gesperrt
= Replizierungsziel
c. Wahlen Sie das Konto aus, das Zugriff auf das Volume haben soll.

Beginnen Sie mit der Eingabe, und die automatische Vervollstandigung zeigt mogliche Werte an, die
Sie auswahlen kénnen.

Wenn kein Konto vorhanden ist, wahlen Sie Neues Konto erstellen, geben Sie einen neuen
Kontonamen ein und wahlen Sie Erstellen. Der Account wird erstellt und dem vorhandenen Volume
zugeordnet.

d. Andern Sie die Servicequalitat mit einer der folgenden Aktionen:

i. Wahlen Sie eine vorhandene Richtlinie aus.

i. Legen Sie unter ,Benutzerdefinierte Einstellungen® die Mindest-, Hochst- und Burst-Werte fir IOPS
fest oder verwenden Sie die Standardwerte.
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Wenn Sie QoS-Richtlinien fiir ein Volume verwenden, kdnnen Sie durch

@ benutzerdefinierte QoS festlegen, dass die QoS-Richtlinie, die mit dem Volume
verbunden ist, entfernt wird. Durch benutzerdefinierte QoS werden die QoS-
Richtlinienwerte fur Volume-QoS-Einstellungen aufRer Kraft gesetzt.

Wenn Sie IOPS-Werte andern, sollten Sie sich Dutzende oder Hunderte erhohen.
Eingabewerte erfordern gliltige ganze Zahlen. Konfigurieren Sie Volumes mit einem extrem

hohen Burst-Wert. So kann das System gelegentlich umfangreiche sequenzielle Workloads
von grofRen Blécken schneller verarbeiten und zugleich die anhaltenden IOPS fir ein
Volume einschranken.

6. Wahlen Sie Speichern.

Volumes klonen

Sie kdnnen einen Klon eines einzelnen Storage Volumes erstellen oder eine Gruppe von Volumes klonen, um
eine zeitpunktgenaue Kopie der Daten zu erstellen. Wenn Sie ein Volume klonen, erstellt das System einen
Snapshot des Volume und erstellt dann eine Kopie der Daten, auf die der Snapshot verweist.

Bevor Sie beginnen
» Mindestens ein Cluster muss hinzugefiigt und ausgefiihrt werden.

¢ Mindestens ein Volume wurde erstellt.
¢ Ein Benutzerkonto wurde erstellt.

 Der verfugbare nicht bereitgestellte Speicherplatz muss der Volume-Groe entsprechen oder gréfer sein.

Uber diese Aufgabe

Das Cluster untersttitzt bis zu zwei aktuell laufende Klonanforderungen pro Volume und bis zu 8 aktive
Volume-Klonvorgange gleichzeitig. Anforderungen, die Uber diese Grenzen hinausgehen, werden zur spateren
Verarbeitung in die Warteschlange gestellt.

Das Klonen von Volumes ist ein asynchroner Prozess. Die erforderliche Zeit hangt von der Grélke des Klonens
des Volumes und der aktuellen Cluster-Last ab.

@ Geklonte Volumes Gibernehmen keine Zugriffsgruppenmitgliedschaft fir Volumes vom Quell-
Volume.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators bereitstellen.

Erweitern Sie im Dashboard im linken Navigationsmeni den Namen |hres Storage-Clusters.
Wihlen Sie die Registerkarte Volumes > Ubersicht aus.
Wabhlen Sie jedes Volume aus, das Sie klonen méchten.

Wahlen Sie oben in der Tabelle Volumes die Dropdown-Liste Aktionen aus, und wahlen Sie Klonen.

o o k~ w0 BN

Gehen Sie im daraufhin angezeigten Fenster wie folgt vor:

a. Geben Sie ein Prafix fur den Volume-Namen ein (optional).

b. Wahlen Sie den Zugriffstyp aus der Liste Zugriff aus.
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c. Wahlen Sie ein Konto aus, das dem neuen Volume-Klon zugeordnet werden soll (standardmaRig ist
aus Volume kopieren ausgewahlt, das dasselbe Konto verwendet, das das urspringliche Volume
verwendet).

d. Wenn kein Konto vorhanden ist, wahlen Sie Neues Konto erstellen, geben Sie einen neuen
Kontonamen ein und wahlen Sie Konto erstellen. Der Account wird erstellt und dem Volume
zugeordnet.

Verwenden Sie beschreibende Best Practices flir die Benennung. Dies ist besonders
wichtig, wenn in lhrer Umgebung mehrere Cluster oder vCenter Server verwendet
werden.

Wenn Sie die Volume-GroRe eines Klons erhohen, fihrt dies zu einem neuen Volume mit

@ zusatzlichem freien Speicherplatz am Ende des Volumes. Je nachdem, wie Sie das Volume
verwenden, missen Sie mdglicherweise Partitionen erweitern oder neue Partitionen im
freien Speicherplatz erstellen, um es zu nutzen.

a. Wahlen Sie Clone Volumes Aus.

Der Zeitaufwand zum Abschluss eines Klonvorgangs wird von der Volume-Grofie und
@ der aktuellen Cluster-Last beeinflusst. Aktualisieren Sie die Seite, wenn das geklonte
Volume nicht in der Liste der Volumes angezeigt wird.

Hinzufugen von Volumes zu einer Volume-Zugriffsgruppe
Sie kdnnen einer Volume-Zugriffsgruppe ein einzelnes Volume oder eine Gruppe von Volumes hinzufligen.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators bereitstellen.

Erweitern Sie im Dashboard im linken Navigationsmeni den Namen lhres Storage-Clusters.
Wihlen Sie Biande > Ubersicht.

Wahlen Sie ein oder mehrere Volumes aus, die einer Volume-Zugriffsgruppe zugeordnet werden sollen.

a A N

Wabhlen Sie oben in der Tabelle Volumes die Dropdown-Liste Aktionen aus, und wahlen Sie zur
Zugriffsgruppe hinzufiigen.

6. Wahlen Sie im resultierenden Fenster eine Zugriffsgruppe fir Volumes aus der Liste Volume Access
Group aus.

7. Wahlen Sie Volumen Hinzufiigen.

Loschen Sie ein Volume
Ein oder mehrere Volumes kdnnen aus einem Element Storage-Cluster geléscht werden.

Uber diese Aufgabe

Gel6schte Volumes werden nicht sofort vom System geldscht, sie bleiben etwa acht Stunden lang verfiigbar.
Nach acht Stunden werden sie gereinigt und sind nicht mehr verfiigbar. Wenn Sie ein Volume wiederherstellen,
bevor das System es bereinigt, wird das Volume wieder online geschaltet und die iSCSI-Verbindungen werden
wiederhergestellt.
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Wenn ein Volume, das zum Erstellen eines Snapshots verwendet wird, geléscht wird, werden die zugehdrigen
Snapshots inaktiv. Wenn die geléschten Quell-Volumes geldscht werden, werden auch die zugehdrigen
inaktiven Snapshots aus dem System entfernt.

Persistente Volumes, die mit Managementservices verbunden sind, werden bei der Installation
@ oder bei einem Upgrade einem neuen Konto erstellt und zugewiesen. Wenn Sie persistente

Volumes verwenden, andern oder I6schen Sie die Volumes oder ihr zugehdérigem Konto nicht.

Wenn Sie diese Volumes |I6schen, kann der Management-Node nicht mehr verwendet werden.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators bereitstellen.

Erweitern Sie im Dashboard im linken Navigationsmeni den Namen |hres Storage-Clusters.
Wahlen Sie Bande > Ubersicht.
Wahlen Sie ein oder mehrere zu I6schende Volumes aus.

Wabhlen Sie oben in der Tabelle Volumes die Dropdown-Liste Aktionen aus, und wahlen Sie Loschen.

© o &~ w0 Db

Bestatigen Sie im daraufhin angezeigten Fenster die Aktion, indem Sie Ja auswahlen.

Wiederherstellen eines geloschten Volumes

Nach dem Loschen eines Storage Volume kénnen Sie ihn weiterhin wiederherstellen, falls dies vor acht
Stunden nach dem L&schen erfolgt.

Geldschte Volumes werden nicht sofort vom System geldscht, sie bleiben etwa acht Stunden lang verfligbar.
Nach acht Stunden werden sie gereinigt und sind nicht mehr verfigbar. Wenn Sie ein Volume wiederherstellen,
bevor das System es bereinigt, wird das Volume wieder online geschaltet und die iSCSI-Verbindungen werden
wiederhergestellt.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators bereitstellen.

Erweitern Sie im Dashboard im linken Navigationsmenl den Namen lhres Storage-Clusters.
Wihlen Sie Béande > Ubersicht.
Wahlen Sie Geldscht.

o ~ w0 N

Erweitern Sie in der Spalte Aktionen der Tabelle Volumes das Mendi fur die Lautstarke und wahlen Sie
Wiederherstellen.

6. Bestatigen Sie den Vorgang, indem Sie Ja wahlen.

Loschen Sie ein geldschtes Volume

Nach dem Loéschen von Storage Volumes bleiben diese flr ungefahr acht Stunden verfligbar. Nach acht
Stunden werden sie automatisch gereinigt und sind nicht mehr verfiigbar. Wenn Sie die acht Stunden nicht
warten mochten, kdnnen Sie sie |6schen

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators bereitstellen.

2. Erweitern Sie im Dashboard im linken Navigationsmenl den Namen lhres Storage-Clusters.
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Wahlen Sie Bande > Ubersicht.
Wahlen Sie Geldscht.

Wahlen Sie ein oder mehrere Volumes aus, die geldéscht werden sollen.

o o ~ »w

FUhren Sie einen der folgenden Schritte aus:

> Wenn Sie mehrere Volumen ausgewahlt haben, wahlen Sie oben in der Tabelle den Schnellfilter
Loschen aus.

> Wenn Sie ein einzelnes Volume ausgewahlt haben, erweitern Sie in der Spalte Aktionen der
Volumetabelle das Menu fur die Lautstérke und wahlen Sie Léschen.

7. Erweitern Sie in der Spalte Aktionen der Tabelle Volumes das Menu fur die Lautstarke und wahlen Sie
Loéschen.

8. Bestatigen Sie den Vorgang, indem Sie Ja wahlen.

Weitere Informationen

* "Informationen zu Volumes"
» "Dokumentation von SolidFire und Element Software"
* "NetApp Element Plug-in fir vCenter Server"

* "Dokumentation von SolidFire und Element Software"

Erstellung und Management von Volume-Zugriffsgruppen

Sie kdnnen neue Volume-Zugriffsgruppen erstellen, den Namen, zugehdrige Initiatoren
oder zugehdorige Volumes von Zugriffsgruppen andern oder vorhandene Volume-
Zugriffsgruppen mithilfe von NetApp Hybrid Cloud Control I6schen.

Was Sie benétigen
« Sie haben Administratorberechtigungen fir dieses All-Flash-Storage-System von SolidFire.

« Sie haben lhre Managementservices auf mindestens Version 2.15.28 aktualisiert. Das NetApp Hybrid
Cloud Control Storage-Management ist in friiheren Service-Bundle-Versionen nicht verfligbar.

« Stellen Sie sicher, dass Sie Uber ein logisches Benennungsschema flr Volume-Zugriffsgruppen verfuigen.

Fugen Sie eine Zugriffsgruppe fir Volumes hinzu
Mit NetApp Hybrid Cloud Control kénnen Sie einem Storage-Cluster eine Volume-Zugriffsgruppe hinzufiigen.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators bereitstellen.

Erweitern Sie im Dashboard im linken Navigationsmeni den Namen lhres Storage-Clusters.
Wahlen Sie Bande.

Wahlen Sie die Registerkarte Zugriffsgruppen aus.

Klicken Sie auf die Schaltflache Zugriffsgruppe erstellen.

o gk~ 0D

Geben Sie im daraufhin angezeigten Dialogfeld einen Namen fir die Zugriffsgruppe des neuen Volumes
ein.
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7. (Optional) Wahlen Sie im Abschnitt Initiatoren einen oder mehrere Initiatoren aus, die der neuen
Zugriffsgruppe zugeordnet werden sollen.

Wenn Sie einen Initiator der Volume-Zugriffsgruppe zuordnen, kann dieser Initiator ohne Authentifizierung
auf jedes Volume in der Gruppe zugreifen.

8. (Optional) Wahlen Sie im Abschnitt Volumes ein oder mehrere Volumes aus, die in diese Zugriffsgruppe
aufgenommen werden sollen.

9. Wahlen Sie Zugriffsgruppe Erstellen.

Bearbeiten Sie eine Zugriffsgruppe fiir Volumes

Sie kénnen die Eigenschaften einer vorhandenen Volume-Zugriffsgruppe mit NetApp Hybrid Cloud Control
bearbeiten. Sie kdnnen den Namen, zugeordnete Initiatoren oder zugehorige Volumes einer Zugriffsgruppe
andern.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators bereitstellen.

. Erweitern Sie im Dashboard im linken Navigationsment den Namen lhres Storage-Clusters.
. Wahlen Sie Bénde.
. Wahlen Sie die Registerkarte Zugriffsgruppen aus.

a A WO DN

. Erweitern Sie in der Spalte Aktionen der Tabelle der Zugriffsgruppen das Optionsmend fiir die
Zugriffsgruppe, die Sie bearbeiten mussen.

6. Wahlen Sie im OptionsmenU die Option Bearbeiten.

7. Nehmen Sie alle erforderlichen Anderungen am Namen, den zugehérigen Initiatoren oder den zugehérigen
Volumes vor.

8. Bestatigen Sie Ihre Anderungen, indem Sie Speichern wahlen.

9. Uberpriifen Sie in der Tabelle Access Groups, ob die Zugriffsgruppe Ihre Anderungen widerspiegelt.

Loschen Sie eine Zugriffsgruppe fir Volumes

Sie kdénnen eine Volume-Zugriffsgruppe mithilfe von NetApp Hybrid Cloud Control entfernen und gleichzeitig
die mit dieser Zugriffsgruppe verknulpften Initiatoren aus dem System entfernen.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators bereitstellen.

. Erweitern Sie im Dashboard im linken Navigationsmenu den Namen lhres Storage-Clusters.
. Wahlen Sie Bénde.
. Wahlen Sie die Registerkarte Zugriffsgruppen aus.

a A W DN

. Erweitern Sie in der Spalte Aktionen der Zugriffstabelle das Optionsmen fir die zu I6schende
Zugriffsgruppe.

6. Wahlen Sie im Optionsmenu die Option Léschen aus.

7. Wenn Sie die Initiatoren, die der Zugriffsgruppe zugeordnet sind, nicht Idschen méchten, deaktivieren Sie
das Kontrollkastchen Initiatoren I6schen in dieser Zugriffsgruppe.
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8. Bestatigen Sie den Loschvorgang, indem Sie Ja auswahlen.

Weitere Informationen

« "Erfahren Sie mehr Uber Volume Access Groups"
« "Hinzufligen eines Initiators zu einer Volume-Zugriffsgruppe"
* "NetApp Element Plug-in fir vCenter Server"

» "Dokumentation von SolidFire und Element Software"

Erstellen und Verwalten von Initiatoren

Verwenden Sie kdnnen "Initiatoren" Fur CHAP-basierten und nicht kontenbasierten
Zugriff auf Volumes. Sie konnen Initiatoren erstellen und I6schen und ihnen freundliche
Alias geben, um die Administration und den Zugriff auf Volumes zu vereinfachen. Wenn
Sie einer Volume-Zugriffsgruppe einen Initiator hinzuflgen, ermdglicht dieser Initiator den
Zugriff auf alle Volumes in der Gruppe.

Was Sie benétigen

» Sie haben Cluster-Administrator-Anmeldedaten.

« Sie haben lhre Managementservices auf mindestens Version 2.17 aktualisiert. Das NetApp Hybrid Cloud
Control Initiator-Management ist in friiheren Service-Bundle-Versionen nicht verflgbar.

Optionen
 Erstellen eines Initiators

* Flgen Sie Initiatoren zu einer Volume-Zugriffsgruppe hinzu
+ Andern eines Initiator-Alias

» Loschen Sie Initiatoren

Erstellen eines Initiators
Sie konnen iSCSI- oder Fibre Channel-Initiatoren erstellen und diese optional Aliase zuweisen.

Uber diese Aufgabe

Das akzeptierte Format eines Initiator-IQN lautet ign.yyyy-mm Wobei y und m Ziffern sind, gefolgt von Text,
der nur Ziffern, Kleinbuchstaben, einen Punkt enthalten darf (. ), Doppelpunkt (: ) Oder Strich (-). Ein Beispiel
fur das Format:

ign.2010-01.com.solidfire:c2r9.£c0.2100000ele09%bb8b

Das akzeptierte Format eines Fibre Channel Initiator-WWPN :2a:bB:CC:dd:11:22:33:44 Oder
AabBCCdd11223344. Ein Beispiel fur das Format:

5f:47:ac:c0:5¢c:74:d4:02
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Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-

Administrators bereitstellen.

2. Erweitern Sie im Dashboard im linken Navigationsment den Namen lhres Storage-Clusters.

3. Wahlen Sie Bande.

4. Wahlen Sie die Registerkarte Initiatoren aus.

5. Wahlen Sie die Schaltflache Initiatoren erstellen.

Option

Erstellen Sie einen oder mehrere Initiatoren

Initiatoren fir Massenvorgange erstellen

a.

Schritte

Geben Sie im Feld IQN/WWPN den IQN oder
WWPN fiur den Initiator ein.

Geben Sie im Feld Alias einen Anzeigenamen
fur den Initiator ein.

(Optional) Wahlen Sie Initiator hinzufiigen, um
neue Initiatorfelder zu 6ffnen, oder verwenden
Sie stattdessen die Option Bulk create.

Wahlen Sie Initiatoren Erstellen Aus.

Wahlen Sie Bulk Add IQNs/WWPNs aus.

Geben Sie eine Liste von IQNs oder WWPNSs in
das Textfeld ein. Jeder IQN oder WWPN muss
Komma oder Speicherplatz getrennt oder in
seiner eigenen Zeile sein.

Wahlen Sie IQNs/WWPNs hinzufiigen.

(Optional) Flgen Sie jedem Initiator eindeutige
Aliase hinzu.

Entfernen Sie jeden Initiator aus der Liste, der in
der Installation mdglicherweise bereits
vorhanden ist.

Wahlen Sie Initiatoren Erstellen Aus.

Fugen Sie Initiatoren zu einer Volume-Zugriffsgruppe hinzu

Sie kénnen Initiatoren zu einer Volume-Zugriffsgruppe hinzufiigen. Wenn Sie einer Volume-Zugriffsgruppe
einen Initiator hinzufligen, ermdglicht der Initiator den Zugriff auf alle Volumes in dieser Volume-Zugriffsgruppe.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-

Administrators bereitstellen.

. Wahlen Sie Bande.

a A W0 DN

. Wahlen Sie die Registerkarte Initiatoren aus.

. Erweitern Sie im Dashboard im linken Navigationsmeni den Namen lhres Storage-Clusters.

. Wahlen Sie einen oder mehrere Initiatoren aus, die Sie hinzufligen mdchten.
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6.
7.
8.

Wahlen Sie Aktionen > zur Zugriffsgruppe hinzufiigen.
Wahlen Sie die Zugriffsgruppe aus.

Bestatigen Sie Ihre Anderungen, indem Sie Initiator hinzufiigen wéahlen.

Andern eines Initiator-Alias

Sie kénnen den Alias eines bestehenden Initiators andern oder einen Alias hinzufligen, wenn einer noch nicht
vorhanden ist.

Schritte

1.

© N o g k~ WD

Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators bereitstellen.

Erweitern Sie im Dashboard im linken Navigationsmeni den Namen |hres Storage-Clusters.
Wahlen Sie Bande.

Wahlen Sie die Registerkarte Initiatoren aus.

Erweitern Sie in der Spalte Aktionen das Optionsmeni fir den Initiator.

Wahlen Sie Bearbeiten.

Nehmen Sie alle erforderlichen Anderungen am Alias vor oder fiigen Sie einen neuen Alias hinzu.

Wahlen Sie Speichern.

Loschen Sie Initiatoren

Sie kénnen einen oder mehrere Initiatoren I6schen. Wenn Sie einen Initiator I6schen, wird dieser vom System
aus einer zugehorigen Volume-Zugriffsgruppe entfernt. Verbindungen, die den Initiator verwenden, bleiben
gultig, bis die Verbindung zurlickgesetzt wird.

Schritte

1.

a A W0 DN

Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators bereitstellen.

. Erweitern Sie im Dashboard im linken Navigationsmeni den Namen lhres Storage-Clusters.
. Wahlen Sie Bénde.
. Wahlen Sie die Registerkarte Initiatoren aus.

. Einen oder mehrere Initiatoren I6schen:

a. Wahlen Sie einen oder mehrere Initiatoren aus, die Sie [6schen mdchten.
b. Wahlen Sie Aktionen > Loschen.

c. Bestatigen Sie den Léschvorgang und wahlen Sie Ja.

Weitere Informationen
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Erstellung und Management von QoS-Richtlinien flir
Volumes

Mit einer QoS-Richtlinie (Quality of Service) kdonnen Sie eine standardisierte Quality-of-
Service-Einstellung erstellen und speichern, die auf viele Volumes angewendet werden
kann. Der ausgewahlte Cluster muss zur Verwendung von QoS-Richtlinien Element 10.0
oder hoher sein. Anderenfalls sind QoS-Richtlinienfunktionen nicht verfugbar.

@ Weitere Informationen zur Verwendung finden Sie in den SolidFire All-Flash-Storage-Konzepten
"QoS-Richtlinien (QoS" Anstelle einzelner Volumes "QoS".

Mithilfe von NetApp Hybrid Cloud Control lassen sich QoS-Richtlinien erstellen und managen, indem folgende
Aufgaben ausgefiihrt werden:

+ Erstellen einer QoS-Richtlinie

* Wenden Sie eine QoS-Richtlinie auf ein Volume an

+ Andern der QoS-Richtlinienzuweisung eines Volumes

+ Bearbeiten einer QoS-Richtlinie

* Loschen einer QoS-Richtlinie

Erstellen einer QoS-Richtlinie

Sie kénnen QoS-Richtlinien erstellen und auf Volumes anwenden, die eine vergleichbare Performance
aufweisen sollten.

Wenn Sie QoS-Richtlinien verwenden, verwenden Sie keine benutzerdefinierte QoS flr ein
Volume. Durch benutzerdefinierte QoS werden die QoS-Richtlinienwerte flir Volume-QoS-
Einstellungen Uberschrieben und angepasst.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators bereitstellen.

. Erweitern Sie im Dashboard das Meni fiir Ihr Speichercluster.
. Wahlen Sie Storage > Volumes.

. Wahlen Sie die Registerkarte QoS Policies.

. Wahlen Sie Create Policy.

o o0~ WDN

. Geben Sie den Policy Name ein.

Verwenden Sie beschreibende Best Practices fir die Benennung. Dies ist besonders
wichtig, wenn in lhrer Umgebung mehrere Cluster oder vCenter Server verwendet werden.

7. Geben Sie die Werte fur IOPS-Minimum, IOPS-Maximum und IOPS-Burst ein.
8. Wahlen Sie QoS-Richtlinie erstellen.

Fir die Richtlinie wird eine System-ID generiert, und die Richtlinie wird auf der Seite QoS Policies mit ihren
zugewiesenen QoS-Werten angezeigt.
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Wenden Sie eine QoS-Richtlinie auf ein Volume an

Mithilfe von NetApp Hybrid Cloud Control kann einer vorhandenen QoS-Richtlinie ein Volume zugewiesen
werden.

Was Sie bendétigen

Die QoS-Richtlinie, die Sie zuweisen mochten, war Erstellt.

Uber diese Aufgabe

Dieser Task beschreibt, wie eine QoS-Richtlinie einem einzelnen Volume durch Andern der entsprechenden
Einstellungen zugewiesen wird. Die neueste Version von NetApp Hybrid Cloud Control bietet keine
Massenzuordnungsoption flir mehr als ein Volume. Bis die Funktion fir die Massen-Zuweisung in einer
zukunftigen Version verfugbar ist, kdnnen Sie QoS-Richtlinien tber die Element Web-Ul oder das vCenter
Plug-in in Bulk zuweisen.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators bereitstellen.

Erweitern Sie im Dashboard das Men fir Ihr Speichercluster.
Wahlen Sie Storage > Volumes.
Wahlen Sie das Menl Aktionen neben dem Volumen, das Sie andern mdochten.

Wahlen Sie im Menl Ergebnis die Option Bearbeiten.

o gk~ WD

Aktivieren Sie im Dialogfeld QoS-Richtlinie zuweisen und wahlen Sie die QoS-Richtlinie aus der
Dropdown-Liste aus, die auf das ausgewahlte Volume angewendet werden soll.

@ Durch die Zuweisung von QoS werden alle zuvor angewandten QoS-Werte fir Volumes
auler Kraft gesetzt.

7. Wahlen Sie Speichern.

Andern der QoS-Richtlinienzuweisung eines Volumes

Sie kdnnen die Zuweisung einer QoS-Richtlinie aus einem Volume entfernen oder eine andere QoS-Richtlinie
oder benutzerdefinierte QoS auswahlen.

Was Sie benotigen
Das Volume, das Sie andern mochten, ist Zugewiesen Eine QoS-Richtlinie

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators bereitstellen.

Erweitern Sie im Dashboard das Men fir Ihr Speichercluster.
Wahlen Sie Storage > Volumes.
Wahlen Sie das MenlU Aktionen neben dem Volumen, das Sie andern mdchten.

Wabhlen Sie im Menu Ergebnis die Option Bearbeiten.

o gk~ w0 D

Flhren Sie im Dialogfeld einen der folgenden Schritte aus:

o Deaktivieren Sie Assign QoS Policy und andern Sie die Min IOPS, Max IOPS und Burst IOPS-Werte
fur die QoS einzelner Volumes.
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@ Wenn QoS-Richtlinien deaktiviert sind, verwendet das Volume Standard-QoS-IOPS-
Werte, sofern nichts anderes geandert wurde.

o Wahlen Sie in der Dropdown-Liste eine andere QoS-Richtlinie aus, die auf das ausgewahlte Volume
angewendet werden soll.

7. Wahlen Sie Speichern.

Bearbeiten einer QoS-Richtlinie

Sie kdnnen den Namen einer vorhandenen QoS-Richtlinie andern oder die mit der Richtlinie verknlpften Werte
bearbeiten. Das Andern von Performance-Werten fiir die QoS-Richtlinie wirkt sich auf die QoS aller mit der
Richtlinie verknlpften Volumes aus.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators bereitstellen.

. Erweitern Sie im Dashboard das Menu fir Ihr Speichercluster.

. Wahlen Sie Storage > Volumes.

. Wahlen Sie die Registerkarte QoS Policies.

. Wahlen Sie das Menl Aktionen neben der QoS-Richtlinie, die Sie andern mdchten.

. Wahlen Sie Bearbeiten.

N OO g~ WD

. Andern Sie im Dialogfeld QoS-Richtlinie bearbeiten einen oder mehrere der folgenden Optionen:
o Name: Der benutzerdefinierte Name fiir die QoS-Richtlinie.
o Minimum IOPS: Die Mindestzahl an IOPS fiir das Volume garantiert. Standard = 50.
o Maximale IOPS: Die maximale Anzahl von IOPS flr das Volume zulassig. Standard = 15,000.

o Burst IOPS: Die maximale Anzahl an IOPS Uber einen kurzen Zeitraum fir das Volume zulassig.
Standard = 15,000.

8. Wahlen Sie Speichern.

Auf dem Link in der Spalte aktive Volumes kdnnen Sie eine Richtlinie auswahlen, um eine
gefilterte Liste der Volumes anzuzeigen, die dieser Richtlinie zugeordnet sind.

Loschen einer QoS-Richtlinie

Die QoS-Richtlinie kann geldscht werden, wenn sie nicht mehr bendtigt wird. Wenn Sie eine QoS-Richtlinie
I6schen, erhalten alle mit der Richtlinie zugewiesenen Volumes die QoS-Werte, die zuvor von der Richtlinie
definiert wurden, jedoch als individuelle Volume-QoS. Jede Zuordnung zur Richtlinie ,Geldschte QoS* wird
entfernt.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators bereitstellen.

2. Erweitern Sie im Dashboard das Menu fir lhr Speichercluster.
3. Wahlen Sie Storage > Volumes.
4. Wahlen Sie die Registerkarte QoS Policies.
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5. Wahlen Sie das Menu Aktionen neben der QoS-Richtlinie, die Sie andern mochten.
6. Wahlen Sie Loschen.
7. Bestatigen Sie die Aktion.

Weitere Informationen

* "NetApp Element Plug-in fir vCenter Server"

» "Dokumentation von SolidFire und Element Software"

Uberwachen Sie Ihr SolidFire System mit NetApp Hybrid
Cloud Control

Uberwachen Sie die Speicherressourcen iiber das Hybrid Cloud Control Dashboard

Mit der NetApp Hybrid Cloud Control Dashboard kdnnen Sie alle Storage-Ressourcen auf
einen Blick anzeigen. Darlber hinaus kdnnen Sie die Storage-Kapazitat und die Storage-
Performance uberwachen.

Wenn Sie zum ersten Mal eine neue NetApp Hybrid Cloud Control Session starten, kann es
madglicherweise zu Verzégerungen beim Laden der NetApp Hybrid Cloud Control Dashboard-

@ Ansicht kommen, wenn der Management-Node viele Cluster verwaltet. Die Ladezeit hangt von
der Anzahl der Cluster ab, die aktiv vom Management-Node gemanagt werden. Bei spateren
Starts erleben Sie schnellere Ladezeiten.

 Zugriff auf das NetApp HCC Dashboard
* Monitoring von Storage-Ressourcen

* Monitoring der Storage-Kapazitat

* Monitoring der Storage-Performance

Zugriff auf das NetApp HCC Dashboard

1. Offnen Sie die IP-Adresse des Management-Node in einem Webbrowser. Beispiel:
https://[management node IP address]

2. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des SolidFire All-Flash-
Storage-Cluster-Administrators bereitstellen.

3. Zeigen Sie das Hybrid Cloud Control Dashboard an.
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Monitoring von Storage-Ressourcen

Nutzen Sie den Fensterbereich Storage, um lhre gesamte Speicherumgebung anzuzeigen. Sie kdnnen die
Anzahl der Storage-Cluster, Storage-Nodes und Volumes insgesamt Giberwachen.
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Die Gesamtzahl der Storage-Nodes enthalt keine Witness-Nodes aus Storage-Clustern mit zwei
@ Nodes. Die Witness-Nodes sind in die Nummer Nodes im Detailbereich fir diesen Cluster
enthalten.

Um die letzten Speichercluster-Daten anzuzeigen, verwenden Sie die Seite Speichercluster, auf
der Abfragen haufiger durchgefiihrt werden als auf dem Dashboard.

Monitoring der Storage-Kapazitat

Das Monitoring der Storage-Kapazitat lhrer Umgebung ist von entscheidender Bedeutung. Mit dem Teilfenster
Storage-Kapazitat konnen Sie die Effizienz lhrer Storage-Kapazitat bestimmen, wobei oder ohne aktivierte
Komprimierung, Deduplizierung und Thin Provisioning-Funktionen die Effizienz erhéht wird.

Auf der Registerkarte RAW sehen Sie den gesamten verfligbaren physischen Speicherplatz in lhrem Cluster
sowie Informationen zum bereitgestellten Speicher auf der Registerkarte EFFEKTIV.

Storage Capacity

EFFECTIVE RAW

rciude Thin Provisioning

Effective Capacity

473.09718
@ Effective Capacity m?"—“
I AT11TH
Total
2.5 TB [1%) Used
Efficdlencles
197.13x  1.49« 1.20x 110.50x
Total Comgpression  Deduplication  Thin Provisioning
Schritte

1. Wahlen Sie die Registerkarte * RAW* aus, um den gesamten physischen Speicherplatz anzuzeigen, der in
Ihrem Cluster verwendet und verflgbar ist.

Sehen Sie sich die vertikalen Linien an, um zu bestimmen, ob die genutzte Kapazitat unter dem Wert
~Warnung®, ,Fehler” oder ,kritische Schwellenwerte* liegt. Bewegen Sie den Mauszeiger Uber die Linien,
um Details anzuzeigen.

Sie kdnnen den Schwellenwert fiir Warnung festlegen, der standardmafig 3% unter dem
Fehlerschwellenwert liegt. Die Fehler- und kritischen Schwellenwerte sind voreingestellt und

@ kdnnen nicht anhand des Designs konfiguriert werden. Der Fehlerschwellenwert gibt an,
dass weniger als ein Knoten der Kapazitat im Cluster verbleibt. Schritte zum Einstellen des
Schwellenwerts finden Sie unter "Cluster-Schwellenwert wird eingestellt”.

Informationen zur entsprechenden Cluster-Schwellenwertelement-API finden Sie unter

",GetClusterFullThreshold™ In der Dokumentation Element Software API. Weitere
Informationen zur Block- und Metadatenkapazitat finden Sie unter "Allgemeines zu Cluster-
Auslastungsebenen” In der Dokumentation Element Software.

26


https://docs.netapp.com/de-de/element-software-123/storage/task_system_manage_cluster_set_the_cluster_full_threshold.html
https://docs.netapp.com/de-de/element-software-123/api/reference_element_api_getclusterfullthreshold.html
https://docs.netapp.com/de-de/element-software-123/storage/concept_monitor_understand_cluster_fullness_levels.html
https://docs.netapp.com/de-de/element-software-123/storage/concept_monitor_understand_cluster_fullness_levels.html

2. Wahlen Sie die Registerkarte * EFFECTIVE* aus, um Informationen tber den insgesamt bereitgestellten
Storage fiir verbundene Hosts anzuzeigen und Effizienzbewertungen anzuzeigen.

a. Optional kénnen Sie sich mit Thin Provisioning um Thin Provisioning-Effizienzraten im
Balkendiagramm fUr die effektive Kapazitat anzuzeigen.

b. Balkendiagramm fiir effektive Kapazitat: Prifen Sie die vertikalen Linien, um festzustellen, ob |hre
verwendete Kapazitat unter der Gesamtsumme oder weniger als Warnung, Fehler oder kritische
Schwellenwerte liegt. Ahnlich wie die Registerkarte ,Raw” konnen Sie den Mauszeiger Uber die
vertikalen Linien bewegen, um Details anzuzeigen.

c. Effizienz: Prifen Sie diese Bewertungen, um festzustellen, welche Vorteile die Effizienz Ihrer Storage-
Kapazitat durch aktivierte Komprimierung, Deduplizierung und Thin Provisioning-Funktionen erzielt
wird. Wenn die Komprimierung beispielsweise ,1,3x" anzeigt, bedeutet dies, dass die Storage-Effizienz
bei aktivierter Komprimierung 1.3-mal effizienter ist als ohne sie.

Die Gesamteffizienz entspricht (maxUsedSpace * Efficiency Factor) / 2, wobei Efficiency
@ Factor = (thinProvisioningFactor * deDuplicationFactor * comressionFactor). Wenn Thin
Provisioning nicht aktiviert ist, wird dies nicht in der Gesamteffizienz bertcksichtigt.

d. Wenn die effektive Storage-Kapazitat einen Fehler oder einen kritischen Schwellenwert tberschreitet,
sollten Sie die Daten auf dem System I6schen.

3. Fur weitere Analysen und historischen Kontext, schauen Sie sich "Details zum NetApp SolidFire Active 1Q".

Monitoring der Storage-Performance

Sie kdonnen sich ansehen, wie viel IOPS oder Durchsatz Sie aus einem Cluster erhalten konnen, ohne die
nitzliche Performance dieser Ressource durch Verwendung des Teilfensters ,Storage Performance” zu
Uberschreiten. Die Storage-Performance ist der Punkt, an dem die maximale Auslastung erreicht wird, bevor
die Latenz zum Problem wird.

Im Bereich Storage Performance kénnen Sie feststellen, ob die Performance an einem Punkt erreicht wird, an
dem die Performance abnimmt, wenn sich die Workloads erh6hen.

Die Informationen in diesem Teilfenster werden alle 10 Sekunden aktualisiert und zeigen einen Durchschnitt
aller Punkte im Diagramm an.

Details zur zugehdrigen Element-API-Methode finden Sie im "GetClusterStats" Methode in der API-
Dokumentation Element Software.

Schritte

1. Zeigen Sie das Teilfenster Speicher-Performance an. Zeigen Sie fir Details den Mauszeiger auf Punkte im
Diagramm.

a. IOPS Registerkarte: Siehe die aktuellen Operationen pro Sekunde. Suchen Sie nach Trends in Daten
oder Spitzen. Wenn Sie beispielsweise sehen, dass die maximale IOPS 160.000 betragt und 100.000
freie oder verfligbare IOPS sind, ziehen Sie moglicherweise nach dem Hinzufiigen weiterer Workloads
zu diesem Cluster in Betracht. Wenn andererseits zu sehen ist, dass nur 140K verfiigbar ist, kdnnen
Sie unter Umstanden Workloads auslagern oder |hr System erweitern.
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2. Werfen Sie weitere Analysen mit dem NetApp Element Plug-in fir vCenter Server an die Storage-
Performance.

"Performance, die im NetApp Element Plug-in fir vCenter Server dargestellt ist".

Weitere Informationen

* "NetApp Element Plug-in fur vCenter Server"

» "Dokumentation von SolidFire und Element Software"

Zeigen Sie lhren Bestand auf der Seite Knoten an

Sie kdnnen lhre Storage-Ressourcen in lhrem System anzeigen und ihre IP-Adressen,
Namen und Softwareversionen festlegen.

Sie kdnnen Storage-Informationen fir Ihre Systeme mit mehreren Nodes anzeigen. Wenn "Benutzerdefinierte
Sicherungsdomanen" Bei Zuordnung sehen Sie, welche Sicherungsdomanen spezifischen Nodes zugewiesen
sind.

Schritte
1. Offnen Sie die IP-Adresse des Management-Node in einem Webbrowser. Beispiel:

https://[management node IP address]

2. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des SolidFire All-Flash-
Storage-Cluster-Administrators bereitstellen.

3. Wahlen Sie in der linken Navigation Knoten.
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Wenn Sie zum ersten Mal eine neue NetApp Hybrid Cloud Control Session starten, kann es
moglicherweise zu einer Verzégerung beim Laden der Seite NetApp Hybrid Cloud Control

@ Nodes kommen, wenn der Management-Node viele Cluster verwaltet. Die Ladezeit hangt
von der Anzahl der Cluster ab, die aktiv vom Management-Node gemanagt werden. Bei
spateren Starts erleben Sie schnellere Ladezeiten.

4. Uberpriifen Sie auf der Seite Knoten auf der Registerkarte Storage die folgenden Informationen:

a. Zwei-Knoten-Cluster: Auf der Registerkarte Speicher wird eine Bezeichnung ,zwei-Knoten“ angezeigt
und die zugehorigen Witness Nodes werden aufgelistet.

b. Drei-Node-Cluster: Die Storage-Nodes und die zugehoérigen Witness-Nodes werden aufgefiihrt. Bei
Clustern mit drei Nodes wird ein Witness Node im Standby bereitgestellt, um im Falle eines Node-
Ausfalls die Hochverflgbarkeit aufrechtzuerhalten.

c. Cluster mit mindestens vier Nodes: Es werden Informationen fur Cluster mit vier oder mehr Nodes
angezeigt. Witness Nodes gelten nicht. Wenn Sie mit zwei oder drei Storage-Nodes begonnen und
weitere Nodes hinzugefligt haben, werden die Witness-Nodes weiterhin angezeigt. Andernfalls wird die
Tabelle Witness Nodes nicht angezeigt.

d. Die Firmware-Bundle-Version: Ab Management Services Version 2.14 wird fiir diese Cluster die
Firmware-Bundle-Version angezeigt, wenn auf Clustern mit Element 12.0 oder héher ausgefihrt wird.
Wenn die Knoten in einem Cluster unterschiedliche Firmware-Versionen enthalten, sehen Sie in der
Spalte Firmware Bundle Version multiple.

e. Benutzerdefinierte Schutz-Domanen: Wenn benutzerdefinierte Schutz-Domanen im Cluster verwendet
werden, werden fir jeden Node im Cluster benutzerdefinierte Schutz-Domain-Zuweisungen angezeigt.
Wenn benutzerdefinierte Schutzdomanen nicht aktiviert sind, wird diese Spalte nicht angezeigt.

5. Sie haben verschiedene Mdglichkeiten, die Informationen auf diesen Seiten zu bearbeiten:

a. Um die Liste der Elemente in den Ergebnissen zu filtern, wahlen Sie das Filter-Symbol und wahlen Sie
die Filter aus. Sie kdnnen auch Text fir den Filter eingeben.

b. Um Spalten ein- oder auszublenden, wahlen Sie das Symbol Spalten anzeigen/ausblenden aus.

c. Um die Tabelle herunterzuladen, wahlen Sie das Symbol Download.

30



Zur Anzeige der Storage-Anzahl bietet das NetApp Hybrid Cloud Control (HCC) Dashboard.
Siehe "Uberwachen Sie Speicherressourcen mit dem HCC Dashboard".
Weitere Informationen

* "NetApp Element Plug-in fir vCenter Server"

» "Dokumentation von SolidFire und Element Software"

Uberwachung von Volumes auf lhrem Storage-Cluster

Das SolidFire System stellt mithilfe von Volumes Storage bereit. Volumes sind
Blockgerate, auf die Uber das Netzwerk von iSCSI- oder Fibre Channel-Clients
zugegriffen wird. Details zu Zugriffsgruppen, Konten, Initiatoren, genutzter Kapazitat,
Snapshot Datensicherungsstatus, Anzahl von iSCSI-Sitzungen und der QoS-Richtlinie
(Quality of Service) fur dieses Volume lassen sich Uberwachen.

Sie kénnen auch Details zu aktiven und geléschten Volumes anzeigen.
In dieser Ansicht sollten Sie zunachst die Spalte ,verwendete Kapazitat“ iberwachen.

Sie kdnnen nur dann auf diese Informationen zugreifen, wenn Sie Gber Administratorrechte flir NetApp Hybrid
Cloud Control verfiigen.

Schritte
1. Offnen Sie die IP-Adresse des Management-Node in einem Webbrowser. Beispiel:

https://[management node IP address]

2. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des SolidFire All-Flash-
Storage-Cluster-Administrators bereitstellen.

3. Wahlen Sie im blauen Feld links die SolidFire All-Flash-Storage-Installation aus.

4. Wahlen Sie im linken Navigationsbereich den Cluster aus und wahlen Sie Storage > Volumes.

OVERVIEW  ACCESSGROUPS  ACCOUNTS  INITIATORS — QOSFPOLICIES
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Overview

T v m -

Q
3

size Snapshots  QaS Palicy Min IOPS Max10PS Burst10PS ISCS1Sessions  Actions

21578 o 50 15000 15000

21578 (] 50 15000 15000

1000 2000 4000

536568 o 1000 2000 4000

P
i
a
a
i

107GB o 1000 2000 4000

5. Verwenden Sie auf der Seite Volumes die folgenden Optionen:

b m ~ C *
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a. Filtern Sie die Ergebnisse, indem Sie das Symbol Filter wahlen.

b. Durch Auswahl des Symbols Ausblenden/Anzeigen kénnen Sie Spalten ausblenden oder anzeigen.
c. Aktualisieren Sie die Daten, indem Sie das Symbol Aktualisieren auswahlen.

d. Laden Sie eine CSV-Datei herunter, indem Sie auf das Symbol Download klicken.

6. Uberwachen Sie die Spalte ,verwendete Kapazitat‘. Wenn Warnungs-, Fehler- oder kritische
Schwellenwerte erreicht werden, steht die Farbe flr den Status der verwendeten Kapazitat:

a. Warnung - Gelb
b. Fehler - Orange
c. Kritisch — Rot

7. Wahlen Sie in der Ansicht Volumes die Registerkarten aus, um weitere Details zu den Volumes
anzuzeigen:

a. Access Groups: Sie konnen die Volume Access Groups sehen, die von Initiatoren einer Sammlung
von Volumes fiir gesicherten Zugriff zugeordnet sind.

Siehe Informationen zu "Volume-Zugriffsgruppen".

b. Konten: Sie kdnnen die Benutzerkonten sehen, die es Clients ermoglichen, sich mit Volumes auf
einem Knoten zu verbinden. Wenn Sie ein Volume erstellen, wird es einem bestimmten Benutzerkonto
zugewiesen.

Siehe Informationen zu "Benutzerkonten fur SolidFire All-Flash-Storage-Systeme".

c. Initiatoren: Sie kdnnen den iSCSI-Initiator IQN oder Fibre Channel-WWPNs fur das Volume sehen.
Jeder IQN, der einer Zugriffsgruppe hinzugefugt wird, kann auf jedes Volume in der Gruppe zugreifen,
ohne dass eine CHAP-Authentifizierung erforderlich ist. Jeder zu einer Zugriffsgruppe hinzugefligte
WWPN ermdglicht den Fibre-Channel-Netzwerkzugriff auf Volumes in der Zugriffsgruppe.

d. QoS-Richtlinien: Sie sehen die QoS-Richtlinie, die auf das Volume angewendet wird. Eine QoS-
Richtlinie wendet standardisierte Einstellungen fir IOPS-Minimum, IOPS-Maximum und IOPS-Burst
auf mehrere Volumes an.

Siehe Informationen zu "Performance- und QoS-Richtlinien".

Weitere Informationen

* "SolidFire- und Element-Dokumentation”
* "NetApp Element Plug-in fir vCenter Server"

» "Dokumentation von SolidFire und Element Software"

Sammelt Protokolle flir die Fehlerbehebung

Falls Sie Probleme bei der Installation |Ihrer SolidFire All-Flash-Storage haben, konnen
Sie Protokolle erfassen, die Sie an NetApp Support senden, um eine Hilfe bei der
Diagnose zu erhalten. Entweder NetApp Hybrid Cloud Control oder DIE REST-API zur
Erfassung von Protokollen auf einem Element System.

Was Sie benotigen

 Stellen Sie sicher, dass auf lhrer Speichercluster-Version die NetApp Element-Software 11.3 oder héher
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ausgefihrt wird.

« Stellen Sie sicher, dass Sie einen Management-Node mit Version 11.3 oder hdher bereitgestellt haben.

Optionen fiir die Protokollerfassung
Wahlen Sie eine der folgenden Optionen:

* Verwenden Sie NetApp Hybrid Cloud Control zum Erfassen von Protokollen
« VERWENDEN Sie die REST APl zum Erfassen von Protokollen
Verwenden Sie NetApp Hybrid Cloud Control zum Erfassen von Protokollen
Der Protokolleinfassungsbereich ist Giber das NetApp Hybrid Cloud Control Dashboard zuganglich.

Schritte
1. Offnen Sie die IP-Adresse des Management-Node in einem Webbrowser. Beispiel:

https://[management node IP address]

2. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators bereitstellen.

3. Wahlen Sie im Dashboard oben rechts das Menu aus.

4. Wahlen Sie Protokolle Sammeln.

Wenn Sie zuvor Protokolle gesammelt haben, kénnen Sie das vorhandene Protokollpaket herunterladen
oder eine neue Protokollsammlung starten.

5. Wahlen Sie im Dropdown-Menu Datumsbereich einen Datumsbereich aus, um festzulegen, welche Daten
die Protokolle enthalten sollen.

Wenn Sie ein benutzerdefiniertes Startdatum angeben, kdnnen Sie das Datum auswahlen, um den
Datumsbereich zu beginnen. Protokolle werden von diesem Datum bis zur aktuellen Zeit gesammelt.

6. Wahlen Sie im Abschnitt Log Collection die Art der Protokolldateien aus, die das Protokollpaket enthalten
soll.

Bei Storage-Protokollen kénnen Sie die Liste der Storage-Nodes erweitern und einzelne Nodes
auswahlen, aus denen Protokolle (oder alle Nodes in der Liste) erfasst werden sollen.

7. Wahlen Sie Protokolle sammeln, um die Protokollsammlung zu starten.

Die Protokollerfassung wird im Hintergrund ausgeftihrt, und auf der Seite wird der Fortschritt angezeigt.

Abhangig von den gesammelten Protokollen bleibt der Fortschrittsbalken moglicherweise fiir
einige Minuten bei einem bestimmten Prozentsatz oder lauft an einigen Punkten sehr
langsam voran.

8. Wahlen Sie Protokolle herunterladen, um das Protokollpaket herunterzuladen.

Das Protokollpaket befindet sich in einem komprimierten UNIX .tgz-Dateiformat.



VERWENDEN Sie die REST APl zum Erfassen von Protokollen
Sie konnen REST APl zum Sammeln von Element-Protokollen verwenden.

Schritte
1. Suchen Sie die Storage Cluster ID:

a. Offnen Sie die REST-API-UI fir den Management-Node:

https://[management node IP]/logs/1/

b. Wahlen Sie autorisieren aus, und fiillen Sie Folgendes aus:
i. Geben Sie den Benutzernamen und das Passwort fiir den Cluster ein.
i. Geben Sie die Client-ID als ein mnode-client Wenn der Wert nicht bereits ausgefiillt ist.
ii. Wahlen Sie autorisieren, um eine Sitzung zu starten.
2. Protokolle aus Element erfassen:
a. Wahlen Sie POST/Bundle.
b. Wahlen Sie Probieren Sie es aus.

c. Andern Sie die Werte der folgenden Parameter im Feld Request Body, je nachdem, welche
Protokolltypen Sie erfassen miissen und flir welchen Zeitraum:

Parameter Typ Beschreibung

modifiedSince Datumszeichenfolge SchlieRen Sie nur Protokolle ein,
die nach diesem Datum und
dieser Uhrzeit geandert wurden.
Der Wert "2020-07-
14T20:19:00.000Z" definiert
beispielsweise ein Startdatum
vom 14. Juli 2020 um 20:19
UTC.

mnodelLogs Boolesch Setzen Sie diesen Parameter auf
true Um Management-Node-
Protokolle einzuschliel3en.

storageCrashDumps Boolesch Setzen Sie diesen Parameter auf
true Um Absturzprotokolle fur
den Storage-Node
einzuschlief3en.

storagelogs Boolesch Setzen Sie diesen Parameter auf
true Um Protokolle fur Storage-
Nodes einzubeziehen.
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Parameter Typ Beschreibung

storageNodeIds UUID-Array Wenn storageLogs Ist auf
festgelegt true, Flllen Sie
diesen Parameter mit den
Storage-Cluster-Node-IDs aus,
um die Protokollerfassung auf
diese spezifischen Storage-
Nodes zu begrenzen.
Verwenden Sie die GET
https://[management node
IP]/logs/1/bundle/option
s endpunkt zeigt alle mdglichen
Knoten-IDs, die Sie verwenden
kénnen.

d. Wahlen Sie Ausfiihren, um die Protokollerfassung zu starten. Die Antwort sollte eine dhnliche Antwort

wie die folgende zuriickgeben:

" links": {
"self": "https://10.1.1.5/1ogs/1/bundle"
by
"taskId": "4157881b-2z889-45ce-adb4-92b1843c53ee",
"taskLink": "https://10.1.1.5/1logs/1/bundle"

3. Uberpriifen Sie den Status der Aufgabe zur Protokollerfassung:

e.

. Wahlen Sie GET /Bundle aus.
. Wahlen Sie Probieren Sie es aus.
. Wahlen Sie Ausfiihren aus, um einen Status der Sammelaufgabe zurtickzugeben.

. Blattern Sie zum unteren Rand des Antwortkdrpers.

Sie sollten ein sehen percentComplete Attribut, in dem der Fortschritt der Sammlung beschrieben
wird. Wenn die Sammlung abgeschlossen ist, wird der angezeigt downloadLink Das Attribut enthalt
den vollstandigen Download-Link einschlief3lich des Dateinamens des Protokollpakets.

Kopieren Sie den Dateinamen am Ende des downloadLink Attribut.

4. Laden Sie das gesammelte Protokollpaket herunter:

a.
b.

C.

Wahlen Sie GET /Bundle/{filename}.

Wahlen Sie Probieren Sie es aus.

Flgen Sie den Dateinamen ein, den Sie zuvor in den kopiert haben filename Textfeld fur Parameter.

Wahlen Sie Ausfiihren.
Nach der Ausfiihrung wird im Bereich Response Body ein Download-Link angezeigt.

Wahlen Sie Datei herunterladen und speichern Sie die resultierende Datei auf Ihrem Computer.
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Das Protokollpaket befindet sich in einem komprimierten UNIX .tgz-Dateiformat.

Weitere Informationen

* "NetApp Element Plug-in fir vCenter Server"

» "Dokumentation von SolidFire und Element Software"

36


https://docs.netapp.com/us-en/vcp/index.html
https://docs.netapp.com/us-en/element-software/index.html

Copyright-Informationen

Copyright © 2025 NetApp. Alle Rechte vorbehalten. Gedruckt in den USA. Dieses urheberrechtlich geschiitzte
Dokument darf ohne die vorherige schriftiche Genehmigung des Urheberrechtsinhabers in keiner Form und
durch keine Mittel — weder grafische noch elektronische oder mechanische, einschliel3lich Fotokopieren,
Aufnehmen oder Speichern in einem elektronischen Abrufsystem — auch nicht in Teilen, vervielfaltigt werden.

Software, die von urheberrechtlich geschitztem NetApp Material abgeleitet wird, unterliegt der folgenden
Lizenz und dem folgenden Haftungsausschluss:

DIE VORLIEGENDE SOFTWARE WIRD IN DER VORLIEGENDEN FORM VON NETAPP ZUR VERFUGUNG
GESTELLT, D. H. OHNE JEGLICHE EXPLIZITE ODER IMPLIZITE GEWAHRLEISTUNG, EINSCHLIESSLICH,
JEDOCH NICHT BESCHRANKT AUF DIE STILLSCHWEIGENDE GEWAHRLEISTUNG DER
MARKTGANGIGKEIT UND EIGNUNG FUR EINEN BESTIMMTEN ZWECK, DIE HIERMIT
AUSGESCHLOSSEN WERDEN. NETAPP UBERNIMMT KEINERLEI HAFTUNG FUR DIREKTE, INDIREKTE,
ZUFALLIGE, BESONDERE, BEISPIELHAFTE SCHADEN ODER FOLGESCHADEN (EINSCHLIESSLICH,
JEDOCH NICHT BESCHRANKT AUF DIE BESCHAFFUNG VON ERSATZWAREN ODER
-DIENSTLEISTUNGEN, NUTZUNGS-, DATEN- ODER GEWINNVERLUSTE ODER UNTERBRECHUNG DES
GESCHAFTSBETRIEBS), UNABHANGIG DAVON, WIE SIE VERURSACHT WURDEN UND AUF WELCHER
HAFTUNGSTHEORIE SIE BERUHEN, OB AUS VERTRAGLICH FESTGELEGTER HAFTUNG,
VERSCHULDENSUNABHANGIGER HAFTUNG ODER DELIKTSHAFTUNG (EINSCHLIESSLICH
FAHRLASSIGKEIT ODER AUF ANDEREM WEGE), DIE IN IRGENDEINER WEISE AUS DER NUTZUNG
DIESER SOFTWARE RESULTIEREN, SELBST WENN AUF DIE MOGLICHKEIT DERARTIGER SCHADEN
HINGEWIESEN WURDE.

NetApp behalt sich das Recht vor, die hierin beschriebenen Produkte jederzeit und ohne Vorankindigung zu
andern. NetApp Ubernimmt keine Verantwortung oder Haftung, die sich aus der Verwendung der hier
beschriebenen Produkte ergibt, es sei denn, NetApp hat dem ausdrticklich in schriftlicher Form zugestimmit.
Die Verwendung oder der Erwerb dieses Produkts stellt keine Lizenzierung im Rahmen eines Patentrechts,
Markenrechts oder eines anderen Rechts an geistigem Eigentum von NetApp dar.

Das in diesem Dokument beschriebene Produkt kann durch ein oder mehrere US-amerikanische Patente,
auslandische Patente oder anhangige Patentanmeldungen geschutzt sein.

ERLAUTERUNG ZU ,RESTRICTED RIGHTS*: Nutzung, Vervielfaltigung oder Offenlegung durch die US-
Regierung unterliegt den Einschrankungen gemaf Unterabschnitt (b)(3) der Klausel ,Rights in Technical Data
— Noncommercial ltems* in DFARS 252.227-7013 (Februar 2014) und FAR 52.227-19 (Dezember 2007).

Die hierin enthaltenen Daten beziehen sich auf ein kommerzielles Produkt und/oder einen kommerziellen
Service (wie in FAR 2.101 definiert) und sind Eigentum von NetApp, Inc. Alle technischen Daten und die
Computersoftware von NetApp, die unter diesem Vertrag bereitgestellt werden, sind gewerblicher Natur und
wurden ausschlie3lich unter Verwendung privater Mittel entwickelt. Die US-Regierung besitzt eine nicht
ausschlieBliche, nicht Gbertragbare, nicht unterlizenzierbare, weltweite, limitierte unwiderrufliche Lizenz zur
Nutzung der Daten nur in Verbindung mit und zur Unterstitzung des Vertrags der US-Regierung, unter dem
die Daten bereitgestellt wurden. Sofern in den vorliegenden Bedingungen nicht anders angegeben, durfen die
Daten ohne vorherige schriftliche Genehmigung von NetApp, Inc. nicht verwendet, offengelegt, vervielfaltigt,
geandert, aufgefiihrt oder angezeigt werden. Die Lizenzrechte der US-Regierung fir das US-
Verteidigungsministerium sind auf die in DFARS-Klausel 252.227-7015(b) (Februar 2014) genannten Rechte
beschrankt.

Markeninformationen

NETAPP, das NETAPP Logo und die unter http://www.netapp.com/TM aufgefihrten Marken sind Marken von
NetApp, Inc. Andere Firmen und Produktnamen kénnen Marken der jeweiligen Eigentiimer sein.

37


http://www.netapp.com/TM\

	Management und Monitoring von Storage mit NetApp Hybrid Cloud Control : Element Software
	Inhalt
	Management und Monitoring von Storage mit NetApp Hybrid Cloud Control
	Fügen Sie Storage-Cluster mit NetApp Hybrid Cloud Control hinzu und managen Sie sie
	Fügen Sie einen Storage-Cluster hinzu
	Bestätigen des Storage-Cluster-Status
	Bearbeiten der Anmeldedaten für das Storage-Cluster
	Entfernen eines Storage-Clusters
	Aktivieren und deaktivieren Sie den Wartungsmodus

	Erstellen und managen Sie Benutzerkonten mit NetApp Hybrid Cloud Control
	Aktivieren Sie LDAP
	Managen von autorisierenden Cluster-Konten
	Volume-Konten verwalten

	Erstellen und managen Sie Volumes mit NetApp Hybrid Cloud Control
	Erstellen eines Volumes
	Wenden Sie eine QoS-Richtlinie auf ein Volume an
	Bearbeiten Sie ein Volume
	Volumes klonen
	Hinzufügen von Volumes zu einer Volume-Zugriffsgruppe
	Löschen Sie ein Volume
	Wiederherstellen eines gelöschten Volumes
	Löschen Sie ein gelöschtes Volume

	Erstellung und Management von Volume-Zugriffsgruppen
	Fügen Sie eine Zugriffsgruppe für Volumes hinzu
	Bearbeiten Sie eine Zugriffsgruppe für Volumes
	Löschen Sie eine Zugriffsgruppe für Volumes

	Erstellen und Verwalten von Initiatoren
	Erstellen eines Initiators
	Fügen Sie Initiatoren zu einer Volume-Zugriffsgruppe hinzu
	Ändern eines Initiator-Alias
	Löschen Sie Initiatoren

	Erstellung und Management von QoS-Richtlinien für Volumes
	Erstellen einer QoS-Richtlinie
	Wenden Sie eine QoS-Richtlinie auf ein Volume an
	Ändern der QoS-Richtlinienzuweisung eines Volumes
	Bearbeiten einer QoS-Richtlinie
	Löschen einer QoS-Richtlinie

	Überwachen Sie Ihr SolidFire System mit NetApp Hybrid Cloud Control
	Überwachen Sie die Speicherressourcen über das Hybrid Cloud Control Dashboard
	Zeigen Sie Ihren Bestand auf der Seite Knoten an
	Überwachung von Volumes auf Ihrem Storage-Cluster
	Sammelt Protokolle für die Fehlerbehebung



