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SNMP verwalten

Erfahren Sie mehr über SNMP

Sie können das Simple Network Management Protocol (SNMP) in Ihrem Cluster
konfigurieren.

Sie können einen SNMP-Anforderer auswählen, die zu verwendende SNMP-Version festlegen, den Benutzer
des SNMP User-based Security Model (USM) identifizieren und Traps konfigurieren, um den SolidFire Cluster
zu überwachen. Sie können auch Managementinformationsdatenbankdateien einsehen und darauf zugreifen.

Sie können sowohl IPv4- als auch IPv6-Adressen verwenden.

SNMP-Details

Auf der SNMP-Seite des Cluster-Tabs können Sie die folgenden Informationen einsehen.

• SNMP MIBs

Die MIB-Dateien, die Sie ansehen oder herunterladen können.

• Allgemeine SNMP-Einstellungen

Sie können SNMP aktivieren oder deaktivieren. Nachdem Sie SNMP aktiviert haben, können Sie die
gewünschte Version auswählen. Bei Version 2 können Sie Anforderer hinzufügen, und bei Version 3
können Sie USM-Benutzer einrichten.

• SNMP-Trap-Einstellungen

Sie können auswählen, welche Fallen Sie erfassen möchten. Sie können Host, Port und Community-String
für jeden Trap-Empfänger festlegen.

Konfigurieren Sie einen SNMP-Anforderer

Wenn SNMP Version 2 aktiviert ist, können Sie einen Anforderer aktivieren oder
deaktivieren und Anforderer so konfigurieren, dass sie autorisierte SNMP-Anfragen
empfangen.

1. Klicken Sie auf Menü:Cluster[SNMP].

2. Klicken Sie unter Allgemeine SNMP-Einstellungen auf Ja, um SNMP zu aktivieren.

3. Wählen Sie in der Liste Version die Option Version 2 aus.

4. Geben Sie im Abschnitt Anforderer die Community-Zeichenfolge und die Netzwerk-Informationen ein.

Standardmäßig ist die Community-Zeichenfolge „public“ und das Netzwerk „localhost“. Sie
können diese Standardeinstellungen ändern.

5. Optional: Um einen weiteren Anforderer hinzuzufügen, klicken Sie auf Anforderer hinzufügen und geben
Sie die Community-Zeichenfolge und die Netzwerk-Informationen ein.
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6. Klicken Sie auf Änderungen speichern.

Weitere Informationen

• SNMP-Traps konfigurieren

• Anzeigen von Daten verwalteter Objekte mithilfe von Managementinformationsdatenbankdateien

Konfigurieren eines SNMP-USM-Benutzers

Wenn Sie SNMP Version 3 aktivieren, müssen Sie einen USM-Benutzer konfigurieren,
der autorisierte SNMP-Anfragen empfängt.

1. Klicken Sie auf Cluster > SNMP.

2. Klicken Sie unter Allgemeine SNMP-Einstellungen auf Ja, um SNMP zu aktivieren.

3. Wählen Sie in der Liste Version die Option Version 3 aus.

4. Im Abschnitt USM-Benutzer geben Sie bitte den Namen, das Passwort und die Passphrase ein.

5. Optional: Um einen weiteren USM-Benutzer hinzuzufügen, klicken Sie auf USM-Benutzer hinzufügen
und geben Sie den Namen, das Passwort und die Passphrase ein.

6. Klicken Sie auf Änderungen speichern.

SNMP-Traps konfigurieren

Systemadministratoren können SNMP-Traps, auch Benachrichtigungen genannt,
verwenden, um den Zustand des SolidFire Clusters zu überwachen.

Wenn SNMP-Traps aktiviert sind, generiert der SolidFire -Cluster Traps, die mit Ereignisprotokolleinträgen und
Systemwarnungen verknüpft sind. Um SNMP-Benachrichtigungen zu erhalten, müssen Sie die zu
generierenden Traps auswählen und die Empfänger der Trap-Informationen identifizieren. Standardmäßig
werden keine Traps generiert.

1. Klicken Sie auf Cluster > SNMP.

2. Wählen Sie im Abschnitt SNMP-Trap-Einstellungen einen oder mehrere Trap-Typen aus, die das System
generieren soll:

◦ Cluster-Fehlerfallen

◦ Clusteraufgelöste Fehlerfallen

◦ Cluster-Ereignisfallen

3. Im Abschnitt Trap-Empfänger geben Sie die Host-, Port- und Community-String-Informationen für einen
Empfänger ein.

4. Optional: Um einen weiteren Trap-Empfänger hinzuzufügen, klicken Sie auf Trap-Empfänger hinzufügen
und geben Sie Host-, Port- und Community-String-Informationen ein.

5. Klicken Sie auf Änderungen speichern.
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Anzeigen von Daten verwalteter Objekte mithilfe von
Managementinformationsdatenbankdateien

Sie können die Management Information Base (MIB)-Dateien, die zur Definition der
einzelnen verwalteten Objekte verwendet werden, anzeigen und herunterladen. Die
SNMP-Funktion unterstützt den Lesezugriff auf die in der SolidFire-StorageCluster-MIB
definierten Objekte.

Die in der MIB bereitgestellten statistischen Daten zeigen die Systemaktivität für Folgendes:

• Clusterstatistik

• Volumenstatistik

• Volumen nach Kontostatistik

• Knotenstatistiken

• Weitere Daten wie Berichte, Fehler und Systemereignisse

Das System unterstützt auch den Zugriff auf die MIB-Datei, die die oberen Zugriffspunkte (OIDs) für Produkte
der SF-Serie enthält.

Schritte

1. Klicken Sie auf Cluster > SNMP.

2. Klicken Sie unter SNMP MIBs auf die MIB-Datei, die Sie herunterladen möchten.

3. Im sich öffnenden Download-Fenster können Sie die MIB-Datei öffnen oder speichern.
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