Sichern Sie einen Volume-Snapshot
Element Software

NetApp
November 12, 2025

This PDF was generated from https://docs.netapp.com/de-de/element-software-
128/storage/concept_data_protection_volume_snapshot_backup_operations.html on November 12,
2025. Always check docs.netapp.com for the latest.



Inhalt

Sichern Sie einen Volume-Snapshot
Sichern Sie einen Volume-Snapshot
Sichern eines Volume-Snapshots in einem Amazon S3-Objektspeicher
Sichern eines Volume-Snapshots in einem OpenStack Swift-Objektspeicher
Sichern eines Volume-Snapshots auf einem SolidFire -Cluster

N = —a a A



Sichern Sie einen Volume-Snapshot

Sichern Sie einen Volume-Snapshot

Sie kdnnen die integrierte Backup-Funktion verwenden, um einen Volume-Snapshot zu
sichern. Sie kdnnen Snapshots von einem SolidFire -Cluster in einem externen
Objektspeicher oder in einem anderen SolidFire -Cluster sichern. Wenn Sie einen
Snapshot in einem externen Objektspeicher sichern, bendtigen Sie eine Verbindung zum
Objektspeicher, die Lese-/Schreibvorgange ermaoglicht.

+ "Sichern eines Volume-Snapshots in einem Amazon S3-Objektspeicher"
+ "Sichern eines Volume-Snapshots in einem OpenStack Swift-Objektspeicher"

* "Sichern eines Volume-Snapshots auf einem SolidFire -Cluster"

Sichern eines Volume-Snapshots in einem Amazon S3-
Objektspeicher

Sie konnen SolidFire Snapshots in externen Objektspeichern sichern, die mit Amazon S3
kompatibel sind.

1. Klicken Sie auf Datenschutz > Schnappschiisse.

2. Klicken Sie auf das Symbol Aktionen flir den Snapshot, den Sie sichern méchten.

3. Klicken Sie im daraufhin angezeigten Menl auf Backup to.

4. Im Dialogfeld Integrierte Sicherung wahlen Sie unter Sichern nach die Option S3 aus.

5. Wahlen Sie eine Option unter Datenformat aus:
o Nativ: Ein komprimiertes Format, das nur von SolidFire -Speichersystemen gelesen werden kann.
o Unkomprimiert: Ein unkomprimiertes Format, das mit anderen Systemen kompatibel ist.

6. Geben Sie im Feld Hostname einen Hostnamen ein, der fiir den Zugriff auf den Objektspeicher verwendet
werden soll.

7. Geben Sie im Feld Zugriffsschliissel-ID eine Zugriffsschliissel-ID fir das Konto ein.
8. Geben Sie den geheimen Zugriffsschlissel flr das Konto im Feld Geheimer Zugriffsschliissel ein.
9. Geben Sie im Feld S3 Bucket den S3-Bucket an, in dem das Backup gespeichert werden soll.

10. Optional: Geben Sie im Feld Namensschild ein Namensschild ein, das an das Prafix angehangt werden
soll.

11. Klicken Sie auf Lesen starten.

Sichern eines Volume-Snapshots in einem OpenStack Swift-
Objektspeicher

Sie kdnnen SolidFire Snapshots in sekundaren Objektspeichern sichern, die mit
OpenStack Swift kompatibel sind.



1. Klicken Sie auf Datenschutz > Schnappschiisse.
Klicken Sie auf das Symbol Aktionen fir den Snapshot, den Sie sichern méchten.
Klicken Sie im daraufhin angezeigten Menu auf Backup to.

Im Dialogfeld Integrierte Sicherung wahlen Sie unter Sichern nach die Option Swift aus.
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Wabhlen Sie eine Option unter Datenformat aus:
o Nativ: Ein komprimiertes Format, das nur von SolidFire -Speichersystemen gelesen werden kann.
o Unkomprimiert: Ein unkomprimiertes Format, das mit anderen Systemen kompatibel ist.
6. Geben Sie eine URL ein, Uber die auf den Objektspeicher zugegriffen werden soll.
7. Geben Sie einen Benutzernamen fir das Konto ein.
8. Geben Sie den Authentifizierungsschliissel fiir das Konto ein.
9. Geben Sie den Container ein, in dem die Sicherungskopie gespeichert werden soll.
10. Optional: Geben Sie ein Namensschild ein.

11. Klicken Sie auf Lesen starten.

Sichern eines Volume-Snapshots auf einem SolidFire
-Cluster

Sie kdnnen Volume-Snapshots, die sich auf einem SolidFire -Cluster befinden, auf einem
entfernten SolidFire -Cluster sichern.

Stellen Sie sicher, dass Quell- und Zielcluster einander zugeordnet sind.

Beim Sichern oder Wiederherstellen von einem Cluster auf einen anderen generiert das System einen
Schlussel, der zur Authentifizierung zwischen den Clustern verwendet wird. Dieser Schliissel zum Schreiben
von Massenvolumes ermoglicht es dem Quellcluster, sich beim Zielcluster zu authentifizieren und bietet so ein
gewisses Mal} an Sicherheit beim Schreiben auf das Zielvolume. Im Rahmen des Sicherungs- oder
Wiederherstellungsprozesses mussen Sie vor Beginn des Vorgangs einen Bulk-Volume-Schreibschliissel vom
Zielvolume generieren.

—_

. Klicken Sie im Zielcluster auf Verwaltung > Volumes.
Klicken Sie auf das Symbol Aktionen fir das Zielvolume.

Klicken Sie im daraufhin angezeigten Menl auf Wiederherstellen von.
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Im Dialogfeld Integrierte Wiederherstellung wahlen Sie unter Wiederherstellen von die Option *
SolidFire* aus.

5. Wahlen Sie unter Datenformat ein Datenformat aus:
o Nativ: Ein komprimiertes Format, das nur von SolidFire -Speichersystemen gelesen werden kann.
o Unkomprimiert: Ein unkomprimiertes Format, das mit anderen Systemen kompatibel ist.

Klicken Sie auf Schliissel generieren.

Kopieren Sie den Schlissel aus dem Feld Bulk Volume Write Key in Ihre Zwischenablage.

Klicken Sie im Quellcluster auf Datenschutz > Snapshots.
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Klicken Sie auf das Aktionssymbol flir den Snapshot, den Sie fir die Sicherung verwenden moéchten.

10. Klicken Sie im daraufhin angezeigten MenU auf Backup to.



1.
12.
13.

14.
15.
16.

17.

Im Dialogfeld Integrierte Sicherung wahlen Sie unter Sichern nach die Option * SolidFire* aus.
Wahlen Sie im Feld Datenformat dasselbe Datenformat aus, das Sie zuvor ausgewahit haben.

Geben Sie die Management-Virtual-IP-Adresse des Clusters des Zielvolumes im Feld Remote Cluster
MVIP ein.

Geben Sie den Benutzernamen des Remote-Clusters im Feld Benutzername des Remote-Clusters ein.
Geben Sie das Remote-Cluster-Passwort im Feld Remote-Cluster-Passwort ein.

Flgen Sie im Feld Bulk Volume Write Key den Schiissel ein, den Sie zuvor auf dem Zielcluster generiert
haben.

Klicken Sie auf Lesen starten.
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