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Storage

Bande

Das NetApp Element Speichersystem stellt Speicherplatz mithilfe von Volumes bereit.
Volumes sind Blockgerate, auf die Uber das Netzwerk von iSCSI- oder Fibre-Channel-
Clients zugegriffen wird.

Mit Element Storage kdnnen Sie Volumes fur Benutzerkonten erstellen, anzeigen, bearbeiten, 16schen, klonen,
sichern oder wiederherstellen. Sie kénnen auch jedes einzelne Volume in einem Cluster verwalten und
Volumes in Volume-Zugriffsgruppen hinzufligen oder entfernen.

Persistente Datentrager

Persistente Volumes ermdglichen es, Konfigurationsdaten des Management-Knotens auf einem bestimmten
Speichercluster anstatt lokal auf einer VM zu speichern, sodass die Daten im Falle eines Verlusts oder einer
Entfernung des Management-Knotens erhalten bleiben kénnen. Persistente Volumes sind eine optionale, aber
empfehlenswerte Konfiguration fiir Management-Knoten.

Eine Option zum Aktivieren persistenter Volumes ist in den Installations- und Upgrade-Skripten enthalten,
wenn'"Bereitstellung eines neuen Managementknotens" Die Persistente Volumes sind Volumes auf einem
Element-Software-basierten Speichercluster, die Konfigurationsinformationen des Management-Knotens flr
die Host-Management-Knoten-VM enthalten, die Uber die Lebensdauer der VM hinaus bestehen bleiben.
Wenn der Management-Knoten verloren geht, kann eine Ersatz-Management-Knoten-VM die Verbindung
wiederherstellen und die Konfigurationsdaten der verloren gegangenen VM wiederherstellen.

Die Funktion flr persistente Volumes erstellt, sofern sie wahrend der Installation oder des Upgrades aktiviert
ist, automatisch mehrere Volumes. Diese Volumes kdnnen, wie alle Element-Software-basierten Volumes, je
nach Praferenz und Installation Uber die Element-Software-Weboberflache, das NetApp Element Plug-in fir
vCenter Server oder die API angezeigt werden. Persistente Volumes missen uber eine iSCSI-Verbindung zum
Management-Knoten betriebsbereit sein, um aktuelle Konfigurationsdaten zu erhalten, die fiir die
Wiederherstellung verwendet werden kénnen.

Persistente Volumes, die mit Verwaltungsdiensten verknUpft sind, werden wahrend der

@ Installation oder des Upgrades erstellt und einem neuen Konto zugewiesen. Wenn Sie
persistente Volumes verwenden, andern oder I6schen Sie die Volumes oder das zugehdrige
Konto nicht.

Virtuelle Volumes (vVols)

vSphere Virtual Volumes ist ein Speicherparadigma fir VMware, das einen Grof3teil der
Speicherverwaltung fur vSphere vom Speichersystem zu VMware vCenter verlagert. Mit
virtuellen Volumes (vVols) kdnnen Sie Speicherplatz entsprechend den Anforderungen
einzelner virtueller Maschinen zuweisen.

Bindungen

Der NetApp Element -Cluster wahlt einen optimalen Protokollendpunkt aus, erstellt eine Bindung, die den
ESXi-Host und das virtuelle Volume mit dem Protokollendpunkt verknlpft, und gibt die Bindung an den ESXi-
Host zuriick. Nach der Bindung kann der ESXi-Host E/A-Operationen mit dem gebundenen virtuellen Volume
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durchfihren.

Protokollendpunkte

VMware ESXi-Hosts verwenden logische E/A-Proxys, sogenannte Protokollendpunkte, zur Kommunikation mit
virtuellen Volumes. ESXi-Hosts binden virtuelle Volumes an Protokollendpunkte, um E/A-Operationen
durchzuflihren. Wenn eine virtuelle Maschine auf dem Host eine E/A-Operation durchflhrt, leitet der
zugehdrige Protokollendpunkt die E/A an das virtuelle Volume weiter, mit dem sie gekoppelt ist.

Protokollendpunkte in einem NetApp Element -Cluster fungieren als SCSI-administrative logische Einheiten.
Jeder Protokollendpunkt wird automatisch vom Cluster erstellt. Fir jeden Knoten in einem Cluster wird ein
entsprechender Protokollendpunkt erstellt. Ein Cluster mit vier Knoten verfligt beispielsweise ber vier
Protokollendpunkte.

iISCSI ist das einzige von der NetApp Element Software unterstlitzte Protokoll. Das Fibre Channel-Protokoll
wird nicht unterstitzt. Protokollendpunkte kdnnen von einem Benutzer weder geldscht noch geandert werden,
sind keinem Konto zugeordnet und kénnen keiner Volume-Zugriffsgruppe hinzugefiigt werden.

Lagerbehalter

Speichercontainer sind logische Konstrukte, die NetApp Element -Konten zugeordnet sind und fir
Berichtswesen und Ressourcenzuweisung verwendet werden. Sie bliindeln die Rohspeicherkapazitat oder
aggregieren die Speicherkapazitaten, die das Speichersystem virtuellen Volumes bereitstellen kann. Ein in
vSphere erstellter VVol-Datenspeicher wird einem einzelnen Speichercontainer zugeordnet. Ein einzelner
Speichercontainer verflgt standardmafig tber alle verfligbaren Ressourcen des NetApp Element Clusters.
Wenn eine detailliertere Steuerung fir Mandantenfahigkeit erforderlich ist, kdbnnen mehrere Speichercontainer
erstellt werden.

Speichercontainer funktionieren wie herkdmmliche Konten und kénnen sowohl virtuelle als auch herkémmliche
Volumes enthalten. Es werden maximal vier Speichercontainer pro Cluster unterstitzt. Fir die Nutzung der
VVols-Funktionalitat ist mindestens ein Speichercontainer erforderlich. Sie kdbnnen Speichercontainer in
vCenter wahrend der Erstellung von VVols ermitteln.

VASA-Anbieter

Damit vSphere die vVol-Funktion im NetApp Element -Cluster erkennt, muss der vSphere-Administrator den
NetApp Element VASA Provider bei vCenter registrieren. Der VASA-Provider ist der Out-of-Band-
Steuerungspfad zwischen vSphere und dem Element-Cluster. Es ist verantwortlich fur die Ausfihrung von
Anfragen an den Element-Cluster im Auftrag von vSphere, wie z. B. das Erstellen von VMs, das Bereitstellen
von VMs flr vSphere und das Bekanntgeben von Speicherkapazitaten fur vSphere.

Der VASA-Provider lauft als Teil des Cluster-Masters in der Element-Software. Der Cluster-Master ist ein
hochverfligbarer Dienst, der bei Bedarf auf jeden beliebigen Knoten im Cluster ausweicht. Wenn der Cluster-
Master ausfallt, wird der VASA-Provider mitverschoben, wodurch eine hohe Verfligbarkeit fir den VASA-
Provider gewahrleistet wird. Alle Bereitstellungs- und Speicherverwaltungsaufgaben nutzen den VASA-
Provider, der alle erforderlichen Anderungen am Element-Cluster vornimmt.

Bei Element 12.5 und alteren Versionen dirfen Sie nicht mehr als einen NetApp Element VASA-
@ Provider bei einer einzelnen vCenter-Instanz registrieren. Wird ein zweiter NetApp Element
VASA-Provider hinzugefiigt, sind alle VVOL-Datenspeicher nicht mehr zuganglich.



Die VASA-Unterstlitzung fiir bis zu 10 vCenter-Instanzen ist als Upgrade-Patch verfiigbar,
sofern Sie bereits einen VASA-Anbieter bei lhrem vCenter registriert haben. Zur Installation
folgen Sie den Anweisungen im VASA39-Manifest und laden Sie die .tar.gz-Datei von der

@ Website herunter."NetApp Software-Downloads" Website. Der NetApp Element VASA-Provider
verwendet ein NetApp Zertifikat. Mit diesem Patch wird das Zertifikat von vCenter unverandert
verwendet, um die Nutzung mehrerer vCenter-Instanzen fir VASA und VVols zu unterstitzen.
Das Zertifikat darf nicht verandert werden. Benutzerdefinierte SSL-Zertifikate werden von VASA
nicht unterstitzt.

Weitere Informationen

« "SolidFire und Element-Softwaredokumentation"

* "NetApp Element Plug-in fir vCenter Server"

Volumenzugriffsgruppen

Durch das Erstellen und Verwenden von Volume-Zugriffsgruppen konnen Sie den Zugriff
auf eine Gruppe von Volumes steuern. Wenn Sie eine Gruppe von Volumes und eine
Gruppe von Initiatoren mit einer Volume-Zugriffsgruppe verkntpfen, gewahrt die
Zugriffsgruppe diesen Initiatoren Zugriff auf diese Gruppe von Volumes.

Volume-Zugriffsgruppen in NetApp SolidFire -Speichern ermdglichen es iSCSI-Initiator-IQNs oder Fibre
Channel-WWPNSs, auf eine Sammlung von Volumes zuzugreifen. Jeder IQN, den Sie einer Zugriffsgruppe
hinzufigen, kann ohne CHAP-Authentifizierung auf jedes Volume in der Gruppe zugreifen. Jeder WWPN, den
Sie einer Zugriffsgruppe hinzufiigen, ermdéglicht den Zugriff auf das Fibre Channel-Netzwerk fiir die Volumes in
der Zugriffsgruppe.

Zugriffsgruppen fir Datentrager unterliegen folgenden Beschrankungen:

* Maximal 128 Initiatoren pro Volume-Zugriffsgruppe.

* Maximal 64 Zugriffsgruppen pro Datentrager.

» Eine Zugriffsgruppe kann aus maximal 2000 Datentragern bestehen.

» Ein IQN oder WWPN kann nur einer Datentragerzugriffsgruppe angehdren.

* Bei Fibre-Channel-Clustern kann ein einzelnes Volume maximal vier Zugriffsgruppen angehéren.

Initiatoren

Initiatoren ermaoglichen externen Clients den Zugriff auf Volumes in einem Cluster und
dienen als Einstiegspunkt fir die Kommunikation zwischen Clients und Volumes. Sie
konnen Initiatoren fur den CHAP-basierten Zugriff auf Speichervolumes anstelle des
kontobasierten Zugriffs verwenden. Ein einzelner Initiator, der einer Volume-
Zugriffsgruppe hinzugefugt wird, ermoglicht es den Mitgliedern der Volume-
Zugriffsgruppe, auf alle der Gruppe hinzugefugten Speichervolumes zuzugreifen, ohne
dass eine Authentifizierung erforderlich ist. Ein Initiator kann nur einer Zugriffsgruppe
angehoren.
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