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Arbeiten mit virtuellen Volumes

Aktivierung virtueller Volumes

Sie mussen die Funktion von vSphere Virtual Volumes (VVols) manuell Uber die NetApp
Element Software aktivieren. Im Element Software-System ist die VVVols-Funktion
standardmaRig deaktiviert und wird nicht automatisch im Rahmen einer neuen Installation
oder eines neuen Upgrades aktiviert. Die Aktivierung der VVols-Funktion ist eine
einmalige Konfigurationsaufgabe.

Was Sie bendtigen
e Der Cluster muss Element 9.0 oder hoher ausfuhren.

* Der Cluster muss mit einer ESXi 6.0 Umgebung oder héher verbunden sein, die mit VVols kompatibel ist.

* Wenn Sie Element 11.3 oder héher verwenden, muss der Cluster mit einer ESXi 6.0 Update 3 oder héher
Umgebung verbunden sein.

Durch die Aktivierung der Funktion von vSphere Virtual Volumes wird die Konfiguration der
Element Software dauerhaft gedndert. Die VVols Funktionalitat sollten nur aktiviert werden,

@ wenn das Cluster mit einer mit VMware ESXi VVols kompatiblen Umgebung verbunden ist. Sie
koénnen die VVols-Funktion deaktivieren und nur die Standardeinstellungen wiederherstellen,
indem Sie das Cluster wieder zum Werkseinstellungen zurticksetzen, d. h. alle Daten im System
werden geldscht.

Schritte
1. Wahlen Sie Cluster > Einstellungen.

2. Ermitteln Sie Cluster-spezifische Einstellungen fir Virtual Volumes.
3. Klicken Sie Auf Virtuelle Volumes Aktivieren.

4. Klicken Sie auf Ja, um die Anderung der Konfiguration der virtuellen Volumes zu bestatigen.

Die Registerkarte VVols wird in der Element-Ul angezeigt.

Wenn die VVols Funktion aktiviert ist, startet das SolidFire Cluster den VASA Provider, 6ffnet
@ Port 8444 fir den VASA Traffic und erstellt Protokollendpunkte, die von vCenter und allen
ESXi Hosts erkannt werden konnen.

5. Kopieren Sie die VASA Provider-URL aus den Virtual Volumes (VVols) Einstellungen unter Cluster >
Einstellungen. Sie verwenden diese URL, um den VASA Provider in vCenter zu registrieren.

6. Erstellen Sie einen Speicher-Container in VVols > Storage Container.

@ Sie mussen mindestens einen Storage-Container erstellen, damit VMs in einem VVol
Datastore bereitgestellt werden kénnen.

7. Wahlen Sie VVols > Protokollendpunkte aus.

8. Vergewissern Sie sich, dass fir jeden Node im Cluster ein Protokollendpunkt erstellt wurde.



Weitere Konfigurationsaufgaben sind in vSphere erforderlich. Informationen zum

@ Registrieren von VASA Provider in vCenter finden Sie im Konfigurationsleitfaden zu VMware
vSphere Virtual Volumes fur SolidFire Storage_, zum Erstellen und Managen von VVol
Datastores und zum Management von Storage auf Basis von Richtlinien.

Weitere Informationen

"Konfigurationsleitfaden fur VMware vSphere Virtual Volumes fiir SolidFire Storage"

Details zu virtuellen Volumes anzeigen

Sie konnen Informationen zu virtuellen Volumes fur alle aktiven virtuellen Volumes auf
dem Cluster in der Element Ul prufen. Sie konnen aullerdem Performance-Aktivitaten fur
jedes virtuelle Volume anzeigen, einschliellich Eingaben, Ausgaben, Durchsatz, Latenz,
Warteschlangentiefe und Volume-Informationen

Was Sie bendtigen
» Die VVols Funktion sollte in der Element Ul flr den Cluster aktiviert sein.

» Sie sollten einen zugeordneten Speicher-Container erstellt haben.
« Sie sollten vSphere Cluster entsprechend der VVols Funktion der Element Software konfigurieren.

+ Sie sollten mindestens eine VM in vSphere erstellt haben.

Schritte
1. Klicken Sie auf VVols > Virtual Volumes.

Die Informationen fir alle aktiven virtuellen Volumes werden angezeigt.

2. Klicken Sie auf das Symbol Aktionen flr das virtuelle Volume, das Sie Uberpriifen mdchten.

3. Wahlen Sie im MenU Ergebnis die Option Details anzeigen.

Details

Die Seite Virtual Volumes auf der Registerkarte VVVols bietet Informationen zu jedem aktiven virtuellen Volume
des Clusters, z. B. Volume-ID, Snapshot ID, ID des Ubergeordneten virtuellen Volumes und die ID des
virtuellen Volumes.

* Volumen-ID: Die ID des zugrunde liegenden Volumens.

* Snapshot ID: Die ID des zugrunde liegenden Volumen-Snapshots. Der Wert ist 0, wenn das virtuelle
Volume keinen SolidFire-Snapshot darstellt.

* Parent Virtual Volume ID: Die virtuelle Volume-ID des Ubergeordneten virtuellen Volume. Wenn die ID null
ist, ist das virtuelle Volume unabhéangig und es besteht keine Verkniipfung zu einem ibergeordneten
Volume.

« Virtual Volume ID: Die UUID des virtuellen Volumes.
* Name: Der Name, der dem virtuellen Volume zugewiesen ist.
« Storage Container: Der Speicher-Container, der das virtuelle Volume besitzt.

» Gast-OS-Typ: Betriebssystem, das mit dem virtuellen Volume verknuipft ist.
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* Virtual Volume Typ: Der virtuelle Volume-Typ: Konfiguration, Daten, Speicher, Swap, oder andere.
» Zugriff: Die Lese-Schreib-Berechtigungen, die dem virtuellen Volume zugewiesen sind.
* GroRe: Die GrolRe des virtuellen Volumes in GB oder gib.

» Snapshots: Die Anzahl der damit verbundenen Snapshots. Klicken Sie auf die Nummer, um die Snapshot-
Details zu verknupfen.

* Minimum IOPS: Die minimale IOPS QoS Einstellung des virtuellen Volumes.
» Maximale IOPS: Die maximale IOPS-QoS-Einstellung des virtuellen Volumes.

» Burst IOPS: Die maximale Burst-QoS-Einstellung des virtuellen Volumes.

VMW_VmID: Informationen in Feldern, die mit "VMW _" vorstehen, werden von VMware definiert.

« Erstellungszeit: Die Zeit, die die Erstellung des virtuellen Volumes abgeschlossen wurde.

Details flir einzelne virtuelle Volumes

Die Seite Virtual Volumes auf der Registerkarte VVols bietet folgende Informationen zu virtuellen Volumes,
wenn Sie ein einzelnes virtuelles Volume auswahlen und dessen Details anzeigen.
* VMW _XXX: Informationen in Feldern, die mit "VMW _" konfrontiert sind, werden von VMware definiert.

* Parent Virtual Volume ID: Die virtuelle Volume-ID des tbergeordneten virtuellen Volume. Wenn die ID null
ist, ist das virtuelle Volume unabhangig und es besteht keine Verknlpfung zu einem Ubergeordneten
Volume.

* Virtual Volume ID: Die UUID des virtuellen Volumes.

+ Virtual Volume Typ: Der virtuelle Volume-Typ: Konfiguration, Daten, Speicher, Swap, oder andere.
* Volumen-ID: Die ID des zugrunde liegenden Volumens.

» Zugriff: Die Lese-Schreib-Berechtigungen, die dem virtuellen Volume zugewiesen sind.

+ Kontoname: Name des Kontos, das den Datentrager enthalt.

» Zugriffsgruppen: Zugeordnete Volume-Zugriffsgruppen.

+ Gesamtvolumen GroBe: Insgesamt bereitgestellte Kapazitat in Bytes.

* Non-Zero Blocks: Gesamtzahl von 4KiB Blocken mit Daten nach Abschluss des letzten Garbage
Collection Vorgangs.

« Zero Blocks: Gesamtzahl der 4KiB-Blocke ohne Daten nach Abschluss der letzten Runde der
Mullentnahme.

» Snapshots: Die Anzahl der damit verbundenen Snapshots. Klicken Sie auf die Nummer, um die Snapshot-
Details zu verknupfen.

* Minimum IOPS: Die minimale IOPS QoS Einstellung des virtuellen Volumes.
* Maximale IOPS: Die maximale IOPS-QoS-Einstellung des virtuellen Volumes.
* Burst IOPS: Die maximale Burst-QoS-Einstellung des virtuellen Volumes.

» Enable 512: Da virtuelle Volumes immer 512-Byte-Blockgrofien-Emulation verwenden, ist der Wert immer
ja.

* Volumen gekoppelt: Gibt an, ob ein Volumen gekoppelt ist.
* Erstellungszeit: Die Zeit, die die Erstellung des virtuellen Volumes abgeschlossen wurde.

» Blocks GroRe: GroRRe der Blocke auf dem Volumen.



* Nicht ausgerichtete Schreibvorgéange: Fir 512e Volumen, die Anzahl der Schreibvorgange, die sich

nicht an einer grenze des 4k-Sektors befanden. Eine hohe Anzahl von nicht ausgerichteten
Schreibvorgangen kann auf eine falsche Ausrichtung der Partition hindeuten.

* Nicht ausgerichtete Lesevorgange: Fir 512e Volumen, die Anzahl der Leseoperationen, die sich nicht

an der grenze des 4k-Sektors befanden. Eine hohe Anzahl von nicht ausgerichteten Lesevorgangen kann
auf eine falsche Ausrichtung der Partition hindeuten.

» ScsiEUIDevicelD: Weltweit eindeutige SCSI-Gerate-ID flur das Volumen im 16-Byte-Format EUI-64.
» ScsiNAADevicelD: Weltweit eindeutige SCSI-Gerate-ID fir das Volume im NAA IEEE-Registered

Extended-Format.

« Attribute: Liste von Name-Wert-Paaren im JSON-Objektformat.

Loschen Sie ein virtuelles Volume

Obwohl virtuelle Volumes immer aus der VMware Management-Ebene geldscht werden
sollten, ist die Funktion zum Ldschen virtueller Volumes in der Element-Ul aktiviert. Sie

sollten ein virtuelles Volume nur bei Bedarf aus der Element Ul I6schen, beispielsweise
wenn vSphere virtuelle Volumes auf dem SolidFire Storage nicht bereinigt.

1.
2.
3.

Wahlen Sie VVols > Virtual Volumes aus.
Klicken Sie auf das Aktionen-Symbol fir das virtuelle Volume, das Sie I6schen mdchten.

Wahlen Sie im Menl Ergebnis die Option Loschen aus.

Sie sollten ein virtuelles Volume von der VMware Management-Ebene |6schen, um vor dem
Léschen sicherzustellen, dass das virtuelle Volume ordnungsgemaf getrennt wird. Sie

@ sollten ein virtuelles Volume nur bei Bedarf aus der Element Ul I6schen, beispielsweise
wenn vSphere virtuelle Volumes auf dem SolidFire Storage nicht bereinigt. Wenn Sie ein
virtuelles Volume aus der Element Ul I6schen, wird das Volume sofort geléscht.

. Bestatigen Sie die Aktion.

. Aktualisieren Sie die Liste der virtuellen Volumes, um zu bestatigen, dass das virtuelle Volume entfernt

wurde.

. Optional: Wahlen Sie Reporting > Ereignisprotokoll, um zu bestatigen, dass die Léschung erfolgreich

war.

Management von Storage-Containern

Ein Storage-Container ist eine Darstellung von vSphere Datastores, die auf einem
Cluster mit Element Software erstellt wurde.

Storage-Container werden erstellt und an NetApp Element Accounts gebunden. Ein auf Element Storage
erstellter Storage-Container wird als vSphere Datastore in vCenter und ESXi angezeigt. Storage Container
weisen keinem Speicherplatz auf Element Storage zu. Sie werden einfach dazu verwendet, virtuelle Volumes
logisch zu verkntpfen.

Pro Cluster werden maximal vier Storage-Container unterstitzt. Zur Aktivierung der VVols Funktion ist
mindestens ein Storage-Container erforderlich.



Erstellen eines Storage-Containers

Es kdnnen Storage Container in der Element Ul erstellt und in vCenter ermittelt werden. Sie missen
mindestens einen Storage-Container erstellen, um mit der Bereitstellung der auf VVVol basierenden Virtual
Machines zu beginnen.

Aktivieren Sie vor Beginn die VVols Funktion in der Element Ul fur das Cluster.

Schritte
1. Wahlen Sie VVols > Storage Container aus.

2. Klicken Sie auf die Schaltflache Storage Container erstellen.

3. Geben Sie im Dialogfeld Erstellen eines neuen Speicherbehalters Informationen zum Speichercontainer
ein:

a. Geben Sie einen Namen fur den Speichercontainer ein.

b. Konfigurieren Sie Initiator- und Zielschlussel fur CHAP.

Lassen Sie die Felder fir CHAP-Einstellungen leer, um automatisch Schlissel zu
generieren.

c. Klicken Sie auf die Schaltflache Storage Container erstellen.

4. Uberpriifen Sie, ob der neue Speichercontainer in der Liste auf der Unterregisterkarte Storage Container
angezeigt wird.

@ Da eine NetApp Element-Konto-ID automatisch erstellt und dem Storage-Container
zugewiesen wird, muss kein Konto manuell erstellt werden.

Zeigen Sie Details zum Storage-Container an

Auf der Seite Storage Container auf der Registerkarte VVols kdnnen Sie Informationen fur alle aktiven
Storage-Container auf dem Cluster anzeigen.
» Konto-ID: Die ID des NetApp Element-Kontos, das mit dem Speichercontainer verkn(pft ist.
* Name: Der Name des Speicherbehalters.
« Status: Der Status des Lagerbehalters. Mogliche Werte:
o Aktiv: Der Speicherbehalter wird verwendet.

o Gesperrt: Der Speicherbehalter ist gesperrt.

PE Typ: Der Protokollendpunkttyp (SCSI ist das einzige verfligbare Protokoll fir Element Software).
» Speicher-Container-ID: Die UUID des virtuellen Volume-Speichercontainers.

» Active Virtual Volumes: Die Anzahl der aktiven virtuellen Volumes, die mit dem Speicher-Container
verbunden sind.

Zeigen Sie die Details zu einzelnen Storage-Containern an

Sie kénnen die Storage-Container-Informationen fiir einen einzelnen Storage-Container anzeigen. Wahlen Sie
dazu auf der Seite Storage-Container auf der Registerkarte VVols die entsprechende Option aus.

* Konto-ID: Die ID des NetApp Element-Kontos, das mit dem Speichercontainer verknupft ist.



* Name: Der Name des Speicherbehalters.
« Status: Der Status des Lagerbehalters. Mogliche Werte:
o Aktiv: Der Speicherbehalter wird verwendet.

o Gesperrt: Der Speicherbehalter ist gesperrt.

CHAP-Initiatorschliissel: Der eindeutige CHAP-Schlissel fir den Initiator.
CHAP Target Secret: Der eindeutige CHAP-Schlissel fir das Ziel.

» Speicher-Container-ID: Die UUID des virtuellen Volume-Speichercontainers.

* Protocol Endpoint Type: Gibt den Protokollendpunkttyp an (SCSI ist das einzige verfiigbare Protokoll).

Bearbeiten eines Speichercontainers
Sie kénnen die CHAP-Authentifizierung fir Speichercontainer in der Element-Ul andern.
1. Wahlen Sie VVols > Storage Container aus.

Klicken Sie auf das Symbol Aktionen flr den Speichercontainer, den Sie bearbeiten mdchten.

Wahlen Sie im Menl Ergebnis die Option Bearbeiten.

> w0 N

Bearbeiten Sie unter CHAP-Einstellungen die Anmeldeinformationen fir Initiatorschlissel und
Zielschlissel, die fir die Authentifizierung verwendet werden.

Wenn Sie die Anmeldeinformationen fir CHAP-Einstellungen nicht andern, bleiben diese
unverandert. Wenn Sie die Felder mit den Anmeldeinformationen leer lassen, generiert das
System automatisch neue Geheimnisse.

5. Klicken Sie Auf Anderungen Speichern.

Loschen eines Speichercontainers
Sie kénnen Storage Container von der Element Ul I6schen.

Was Sie bendétigen
Stellen Sie sicher, dass alle Virtual Machines aus dem VVol Datastore entfernt wurden.

Schritte
1. Wahlen Sie VVols > Storage Container aus.

2. Klicken Sie auf das Symbol Aktionen flr den zu I6schenden Speichercontainer.
3. Wahlen Sie im Menl Ergebnis die Option Loschen aus.
4. Bestatigen Sie die Aktion.

5. Aktualisieren Sie die Liste der Speichercontainer auf der Unterregisterkarte Speichercontainer, um zu
bestatigen, dass der Speichercontainer entfernt wurde.

Protokollendpunkte

Erfahren Sie mehr uber Protokollendpunkte.

Protokollendpunkte sind Zugriffspunkte, die von einem Host zur Storage-Adresse in



einem Cluster verwendet werden, auf dem die NetApp Element Software ausgefuhrt wird.
Protokollendpunkte kdnnen nicht von einem Benutzer geloscht oder geandert werden,
sind keinem Konto zugeordnet und kdnnen nicht einer Volume-Zugriffsgruppe
hinzugefugt werden.

Ein Cluster, auf dem Element Software ausgefiihrt wird, erstellt automatisch einen Protokollendpunkt pro
Storage-Node im Cluster. Ein Storage-Cluster mit sechs Nodes verfiigt beispielsweise Uber sechs
Protokollendpunkte, die jedem ESXi Host zugeordnet sind. Protokollendpunkte werden dynamisch von
Element Software gemanagt und ohne Eingriffe erstellt, verschoben oder entfernt. Protokollendpunkte sind das
Ziel fir Multi-Pathing und fungieren als 1/0-Proxy flr subsidiare LUNs. Jeder Protokollendpunkt nutzt eine
verfigbare SCSI-Adresse, genau wie ein Standard-iSCSI-Ziel. Protokollendpunkte werden im vSphere Client
als ein einzelnes Block-Storage-Gerat (512 Byte) angezeigt, dieses Storage-Gerat kann jedoch nicht formatiert
oder als Storage verwendet werden.

ISCSI ist das einzige unterstitzte Protokoll. Das Fibre Channel-Protokoll wird nicht unterstitzt.

Details zu Protokollendpunkten

Die Seite Protokollendpunkte auf der Registerkarte VVVols bieten Informationen zu
Protokollendpunkten.

 * Primary Provider ID*
Die ID des primaren Protokollendpunktanbieters.
» Sekundére Provider-ID
Die ID des Endpunktanbieters flr das sekundare Protokoll.
* * Protokollendpunkt-ID*
Die UUID des Protokollendpunkts.
* * Protokoll Endpunktzustand*
Der Status des Protokollendpunkts. Folgende Werte sind moglich:

o Aktiv: Der Protokollendpunkt wird verwendet.

o Start: Der Protokollendpunkt wird gestartet.

o Failover: Der Protokollendpunkt ist ein Failover aufgetreten.
o Reserviert: Der Protokollendpunkt ist reserviert.

* * Anbieter Typ*
Der Typ des Provider des Protokollendpunkts. Folgende Werte sind méglich:

o Primar
o Sekundar
+ SCSI NAA GERATE-ID

Die weltweit eindeutige SCSI-Geratekennung fir den Protokollendpunkt im NAA IEEE Registered
Extended Format.



Bindungen

Lerne mehr tiber Bindungen

Um I/O-Vorgange fur ein virtuelles Volume durchzufihren, muss ein ESXi Host zuerst das
virtuelle Volume binden.

Der SolidFire Cluster wahlt einen optimalen Protokollendpunkt, erstellt eine Bindung, die den ESXi Host und

das virtuelle Volume dem Protokollendpunkt zugeordnet und die Bindung an den ESXi Host zuriickgibt. Nach
der Bindung kann der ESXi Host I/O-Vorgange mit dem gebundenen virtuellen Volume ausflihren.

Details zu Bindungen

Die Seite Bindungen auf der Registerkarte VVols bietet verbindliche Informationen zu
jedem virtuellen Volume.

Folgende Informationen werden angezeigt:
* Host-ID
Die UUID fur den ESXi-Host, der virtuelle Volumes hostet und dem Cluster bekannt ist.
* * Protokollendpunkt-1D*
Protokollendpunkt-IDs, die jedem Node im SolidFire Cluster entsprechen.
* * Protokollendpunkt in Band-ID*
Die SCSI-NAA-Gerate-ID des Protokollendpunkts.
» * Protokollendpunkt Typ*
Der Endpunkt-Typ des Protokolls.
* VVol Binding ID
Die bindende UUID des virtuellen Volumes.

*VVol ID*

Die Universally Unique Identifier (UUID) des virtuellen Volumes.
* VVol Secondary ID

Die sekundare ID des virtuellen Volumes als LUN-ID der zweiten SCSI-Ebene.

Host-Details

Die Seite Hosts auf der Registerkarte VVols bietet Informationen zu VMware ESXi Hosts,
die virtuelle Volumes hosten.

Folgende Informationen werden angezeigt:



Host-ID

Die UUID fur den ESXi-Host, der virtuelle Volumes hostet und dem Cluster bekannt ist.
Host-Adresse

Die IP-Adresse oder der DNS-Name fir den ESXi-Host.

Bindungen

Binding-IDs fir alle virtuellen Volumes, die vom ESXi-Host gebunden sind.
ESX Cluster-ID

Die vSphere-Host-Cluster-ID oder vCenter-GUID.

Initiator-IQNs

Initiator-IQNs fir den Host des virtuellen Volumes.

SolidFire-Protokoll Endpunkt-IDs

Die Protokollendpunkte, die derzeit fiir den ESXi Host sichtbar sind.
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