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Backup und Restore von Volumes

Backup und Restore von Volumes

Backups und Restores von Volumes auf anderen SolidFire Storage sowie sekundäre
Objektspeicher, die mit Amazon S3 oder OpenStack Swift kompatibel sind.

Wenn Sie Volumes aus OpenStack Swift oder Amazon S3 wiederherstellen, benötigen Sie Manifest-
Informationen aus dem ursprünglichen Backup-Prozess. Wenn Sie ein Volume wiederherstellen, das auf einem
SolidFire Storage-System gesichert wurde, sind keine Manifest-Informationen erforderlich.

Weitere Informationen

• Volumes werden in einem Amazon S3-Objektspeicher gesichert

• Volumes werden in einem OpenStack Swift Objektspeicher gesichert

• Sicherung eines Volumes auf einem SolidFire Storage-Cluster

• Wiederherstellung eines Volumes aus einem Backup auf einem Amazon S3-Objektspeicher

• Wiederherstellung eines Volumes aus dem Backup in einem OpenStack Swift Objektspeicher

• Wiederherstellung eines Volumes aus einem Backup auf einem SolidFire Storage-Cluster

Volumes werden in einem Amazon S3-Objektspeicher
gesichert

Sie können Backups von Volumes auf externen Objektspeichern erstellen, die mit
Amazon S3 kompatibel sind.

1. Klicken Sie Auf Management > Volumes.

2. Klicken Sie auf das Symbol Aktionen für das zu Sicherungsvolumen.

3. Klicken Sie im Menü Ergebnis auf Sichern nach.

4. Wählen Sie im Dialogfeld * Integriertes Backup* unter Backup in die Option S3 aus.

5. Wählen Sie eine Option unter Datenformat aus:

◦ Native: Ein komprimiertes Format, das nur von SolidFire-Speichersystemen lesbar ist.

◦ Unkomprimiert: Ein unkomprimiertes Format, das mit anderen Systemen kompatibel ist.

6. Geben Sie einen Hostnamen ein, der für den Zugriff auf den Objektspeicher im Feld Hostname verwendet
werden soll.

7. Geben Sie im Feld Zugriffsschlüssel-ID eine Zugriffsschlüssel-ID für das Konto ein.

8. Geben Sie den geheimen Zugriffsschlüssel für das Konto im Feld * Secret Access Key* ein.

9. Geben Sie den S3-Bucket ein, in dem die Sicherung im Feld S3 Bucket gespeichert werden soll.

10. Geben Sie im Feld Nametag einen Namensschild ein, der an das Präfix angefügt werden soll.

11. Klicken Sie Auf Lesen Starten.
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Volumes werden in einem OpenStack Swift Objektspeicher
gesichert

Sie können ein Backup von Volumes auf externen Objektspeichern erstellen, die mit
OpenStack Swift kompatibel sind.

1. Klicken Sie Auf Management > Volumes.

2. Klicken Sie auf das Symbol Aktionen, über das das Volume gesichert werden soll.

3. Klicken Sie im Menü Ergebnis auf Sichern nach.

4. Wählen Sie im Dialogfeld * Integriertes Backup* unter Backup in die Option Swift aus.

5. Wählen Sie unter Datenformat ein Datenformat aus:

◦ Native: Ein komprimiertes Format, das nur von SolidFire-Speichersystemen lesbar ist.

◦ Unkomprimiert: Ein unkomprimiertes Format, das mit anderen Systemen kompatibel ist.

6. Geben Sie eine URL für den Zugriff auf den Objektspeicher im Feld URL ein.

7. Geben Sie im Feld Benutzername einen Benutzernamen für das Konto ein.

8. Geben Sie den Authentifizierungsschlüssel für das Konto im Feld Authentifizierungsschlüssel ein.

9. Geben Sie den Container ein, in dem das Backup im Feld Container gespeichert werden soll.

10. Optional: Geben Sie im Feld Nametag ein Namensschild ein, das an das Präfix angefügt werden soll.

11. Klicken Sie Auf Lesen Starten.

Sicherung eines Volumes auf einem SolidFire Storage-
Cluster

Sie können ein Backup von Volumes in einem Cluster auf einem Remote-Cluster für
Storage-Cluster mit Element Software erstellen.

Stellen Sie sicher, dass die Quell- und Ziel-Cluster gekoppelt sind.

Siehe "Paarung von Clustern zur Replizierung".

Beim Backup oder Restore von einem Cluster auf ein anderes generiert das System einen Schlüssel, der als
Authentifizierung zwischen den Clustern verwendet wird. Dieser Schreibschlüssel für das Massenvolumen
ermöglicht es dem Quellcluster, sich beim Schreiben auf das Ziel-Volume mit dem Ziel-Cluster zu
authentifizieren. Im Rahmen des Backup- oder Wiederherstellungsprozesses müssen Sie vor dem Start des
Vorgangs einen Schreibschlüssel für das Massenvolumen vom Zielvolume generieren.

1. Auf dem Ziel-Cluster * Management* > Volumes.

2. Klicken Sie auf das Aktionen-Symbol für das Ziel-Volume.

3. Klicken Sie im Menü Ergebnis auf aus wiederherstellen.

4. Wählen Sie im Dialogfeld * Integrierter Restore* unter Wiederherstellen von die Option SolidFire aus.

5. Wählen Sie eine Option unter Datenformat aus:

◦ Native: Ein komprimiertes Format, das nur von SolidFire-Speichersystemen lesbar ist.

◦ Unkomprimiert: Ein unkomprimiertes Format, das mit anderen Systemen kompatibel ist.
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6. Klicken Sie Auf Schlüssel Generieren.

7. Kopieren Sie den Schlüssel aus der Box Bulk Volume Write Key in die Zwischenablage.

8. Gehen Sie auf dem Quellcluster zu Management > Volumes.

9. Klicken Sie auf das Symbol Aktionen, über das das Volume gesichert werden soll.

10. Klicken Sie im Menü Ergebnis auf Sichern nach.

11. Wählen Sie im Dialogfeld * Integriertes Backup* unter Backup in die Option SolidFire aus.

12. Wählen Sie dieselbe Option aus, die Sie zuvor im Feld Datenformat ausgewählt haben.

13. Geben Sie die virtuelle Management-IP-Adresse des Clusters des Ziel-Volumes im Feld Remote Cluster

MVIP ein.

14. Geben Sie den Benutzernamen für den Remote-Cluster in das Feld Remote-Cluster-Benutzername ein.

15. Geben Sie das Kennwort für den Remote-Cluster im Feld * Remote-Cluster-Kennwort* ein.

16. Fügen Sie im Feld Bulk Volume Write Key den Schlüssel ein, den Sie zuvor auf dem Ziel-Cluster
generiert haben.

17. Klicken Sie Auf Lesen Starten.

Wiederherstellung eines Volumes aus einem Backup auf
einem Amazon S3-Objektspeicher

Sie können ein Volume anhand einer Backup auf einem Amazon S3-Objektspeicher
wiederherstellen.

1. Klicken Sie Auf Berichterstellung > Ereignisprotokoll.

2. Suchen Sie das Backup-Ereignis, das das Backup erstellt hat, das Sie wiederherstellen müssen.

3. Klicken Sie in der Spalte Details für die Veranstaltung auf Details anzeigen.

4. Kopieren Sie die Manifestinformationen in die Zwischenablage.

5. Klicken Sie Auf Management > Volumes.

6. Klicken Sie auf das Symbol Aktionen für das Volume, das Sie wiederherstellen möchten.

7. Klicken Sie im Menü Ergebnis auf aus wiederherstellen.

8. Wählen Sie im Dialogfeld * Integrierter Restore* unter Wiederherstellen von die Option S3 aus.

9. Wählen Sie unter Datenformat die Option aus, die der Datensicherung entspricht:

◦ Native: Ein komprimiertes Format, das nur von SolidFire-Speichersystemen lesbar ist.

◦ Unkomprimiert: Ein unkomprimiertes Format, das mit anderen Systemen kompatibel ist.

10. Geben Sie einen Hostnamen ein, der für den Zugriff auf den Objektspeicher im Feld Hostname verwendet
werden soll.

11. Geben Sie im Feld Zugriffsschlüssel-ID eine Zugriffsschlüssel-ID für das Konto ein.

12. Geben Sie den geheimen Zugriffsschlüssel für das Konto im Feld * Secret Access Key* ein.

13. Geben Sie den S3-Bucket ein, in dem die Sicherung im Feld S3 Bucket gespeichert werden soll.

14. Fügen Sie die Manifest-Informationen in das Feld * Manifestieren* ein.

15. Klicken Sie Auf Schreiben Starten.

3



Wiederherstellung eines Volumes aus dem Backup in einem
OpenStack Swift Objektspeicher

Sie können ein Volume aus einem Backup auf einem OpenStack Swift Objektspeicher
wiederherstellen.

1. Klicken Sie Auf Berichterstellung > Ereignisprotokoll.

2. Suchen Sie das Backup-Ereignis, das das Backup erstellt hat, das Sie wiederherstellen müssen.

3. Klicken Sie in der Spalte Details für die Veranstaltung auf Details anzeigen.

4. Kopieren Sie die Manifestinformationen in die Zwischenablage.

5. Klicken Sie Auf Management > Volumes.

6. Klicken Sie auf das Symbol Aktionen für das Volume, das Sie wiederherstellen möchten.

7. Klicken Sie im Menü Ergebnis auf aus wiederherstellen.

8. Wählen Sie im Dialogfeld * Integrierter Restore* unter Wiederherstellen von die Option Swift aus.

9. Wählen Sie unter Datenformat die Option aus, die der Datensicherung entspricht:

◦ Native: Ein komprimiertes Format, das nur von SolidFire-Speichersystemen lesbar ist.

◦ Unkomprimiert: Ein unkomprimiertes Format, das mit anderen Systemen kompatibel ist.

10. Geben Sie eine URL für den Zugriff auf den Objektspeicher im Feld URL ein.

11. Geben Sie im Feld Benutzername einen Benutzernamen für das Konto ein.

12. Geben Sie den Authentifizierungsschlüssel für das Konto im Feld Authentifizierungsschlüssel ein.

13. Geben Sie den Namen des Containers ein, in dem das Backup im Feld Container gespeichert ist.

14. Fügen Sie die Manifest-Informationen in das Feld * Manifestieren* ein.

15. Klicken Sie Auf Schreiben Starten.

Wiederherstellung eines Volumes aus einem Backup auf
einem SolidFire Storage-Cluster

Sie können ein Volume aus einem Backup auf einem SolidFire Storage Cluster
wiederherstellen.

Beim Backup oder Restore von einem Cluster auf ein anderes generiert das System einen Schlüssel, der als
Authentifizierung zwischen den Clustern verwendet wird. Dieser Schreibschlüssel für das Massenvolumen
ermöglicht es dem Quellcluster, sich beim Schreiben auf das Ziel-Volume mit dem Ziel-Cluster zu
authentifizieren. Im Rahmen des Backup- oder Wiederherstellungsprozesses müssen Sie vor dem Start des
Vorgangs einen Schreibschlüssel für das Massenvolumen vom Zielvolume generieren.

1. Klicken Sie auf dem Ziel-Cluster auf Management > Volumes.

2. Klicken Sie auf das Symbol Aktionen für das Volume, das Sie wiederherstellen möchten.

3. Klicken Sie im Menü Ergebnis auf aus wiederherstellen.

4. Wählen Sie im Dialogfeld * Integrierter Restore* unter Wiederherstellen von die Option SolidFire aus.

5. Wählen Sie unter Datenformat die Option aus, die der Datensicherung entspricht:

◦ Native: Ein komprimiertes Format, das nur von SolidFire-Speichersystemen lesbar ist.
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◦ Unkomprimiert: Ein unkomprimiertes Format, das mit anderen Systemen kompatibel ist.

6. Klicken Sie Auf Schlüssel Generieren.

7. Kopieren Sie die Massenvolume-Schreibschlüssel-Informationen in die Zwischenablage.

8. Klicken Sie im Quellcluster auf Verwaltung > Volumes.

9. Klicken Sie auf das Aktionen-Symbol für das Volume, das Sie für die Wiederherstellung verwenden
möchten.

10. Klicken Sie im Menü Ergebnis auf Sichern nach.

11. Wählen Sie im Dialogfeld * Integriertes Backup* unter Sichern nach die Option SolidFire aus.

12. Wählen Sie unter Datenformat die Option aus, die der Sicherung entspricht.

13. Geben Sie die virtuelle Management-IP-Adresse des Clusters des Ziel-Volumes im Feld Remote Cluster

MVIP ein.

14. Geben Sie den Benutzernamen für den Remote-Cluster in das Feld Remote-Cluster-Benutzername ein.

15. Geben Sie das Kennwort für den Remote-Cluster im Feld * Remote-Cluster-Kennwort* ein.

16. Fügen Sie den Schlüssel aus Ihrer Zwischenablage in das Feld Massenvolumenschreibschlüssel ein.

17. Klicken Sie Auf Lesen Starten.
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