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Storage

Volumes

Das Storage-System NetApp Element stellt Storage mithilfe von Volumes bereit. Volumes
sind Blockgerate, auf die Uber das Netzwerk von iSCSI- oder Fibre Channel-Clients
zugegriffen wird.

Element Storage ermdglicht Ihnen das Erstellen, Anzeigen, Bearbeiten, Loschen, Klonen Sichern Sie Volumes
fur Benutzerkonten oder stellen Sie sie wieder her. Aulerdem lassen sich Volumes in einem Cluster managen
und Volumes in Volume-Zugriffsgruppen hinzufligen oder entfernen.

Persistente Volumes

Mithilfe persistenter Volumes kdnnen Management-Node-Konfigurationsdaten nicht lokal mit einer VM in einem
bestimmten Storage-Cluster gespeichert werden, damit Daten auch bei Verlust oder Entfernung von
Management-Nodes erhalten bleiben. Persistente Volumes sind eine optionale, jedoch empfohlene
Management-Node-Konfiguration.

Eine Option zum Aktivieren persistenter Volumes ist in den Installations- und Upgrade-Skripten bei enthalten
"Implementieren eines neuen Management-Node". Persistente Volumes sind Volumes auf einem Element
Software-basierten Storage-Cluster, die Konfigurationsinformationen fur die Host-Management-Node-VM
enthalten, die Uber den Lebenszyklus der VM hinaus bestehen bleiben. Wenn der Management-Node verloren
geht, kann eine VM mit dem Ersatz-Management-Node eine Verbindung herstellen und Konfigurationsdaten
fur die verlorene VM wiederherstellen.

Persistente Volume-Funktion, sofern diese wahrend der Installation oder des Upgrades aktiviert ist, erstellt
automatisch mehrere Volumes. Diese Volumes kénnen, wie jedes softwarebasierte Element Volume, je nach
Ihren Vorliebe und Installation tGber die Web-Ul in Element Software, das NetApp Element Plug-in fir vCenter
Server oder die API angezeigt werden. Persistente Volumes missen mit einer iISCSI-Verbindung zum
Management-Node in Betrieb sein, um die aktuellen Konfigurationsdaten beizubehalten, die fiir eine Recovery
verwendet werden konnen.

Persistente Volumes, die mit Managementservices verbunden sind, werden bei der Installation
@ oder bei einem Upgrade einem neuen Konto erstellt und zugewiesen. Wenn Sie persistente
Volumes verwenden, andern oder lI6schen Sie die Volumes oder ihr zugehorigem Konto nicht

Virtuelle Volumes (VVols)

VSphere Virtual Volumes ist ein Storage-Paradigma fir VMware, das einen Grol3teil des
Storage-Managements fur vSphere vom Storage-System in VMware vCenter verschiebt.
Mit Virtual Volumes (VVols) konnen Sie Storage den Anforderungen einzelner Virtual
Machines zuweisen.

Bindungen

Der NetApp Element Cluster wahlt einen optimalen Protokollendpunkt, erstellt eine Bindung, die den ESXi
Host und das virtuelle Volume dem Protokollendpunkt zugeordnet und die Bindung an den ESXi Host
zurlickgibt. Nach der Bindung kann der ESXi Host I/0O-Vorgénge mit dem gebundenen virtuellen Volume
ausfuhren.


https://docs.netapp.com/de-de/element-software/mnode/task_mnode_install.html

Protokollendpunkte

VMware ESXi Hosts verwenden logische 1/0O-Proxys — als Protokollendpunkte bezeichnet —, um mit virtuellen
Volumes zu kommunizieren. ESXi Hosts binden virtuelle Volumes an Protokollendpunkte, um 1/0-Vorgange
durchzuflihren. Wenn eine virtuelle Maschine auf dem Host einen 1/O-Vorgang durchfiihrt, leitet der zugehorige
Protokollendpunkt den I/O-Vorgang an das virtuelle Volume, mit dem sie gekoppelt wird.

Protokollendpunkte in einem NetApp Element-Cluster funktionieren als logische SCSI-Verwaltungseinheiten.
Jeder Protokollendpunkt wird automatisch vom Cluster erstellt. Fir jeden Node in einem Cluster wird ein
entsprechender Protokollendpunkt erstellt. Ein Cluster mit vier Nodes verfligt beispielsweise Uber vier
Protokollendpunkte.

ISCSI ist das einzige unterstltzte Protokoll fir die NetApp Element-Software. Das Fibre Channel-Protokoll wird
nicht unterstitzt. Protokollendpunkte kénnen nicht von einem Benutzer geléscht oder geandert werden, sind
keinem Konto zugeordnet und kdnnen nicht einer Volume-Zugriffsgruppe hinzugefigt werden.

Storage-Container

Storage-Container sind logische Konstrukte, die NetApp Element-Konten zugewiesen werden und fir die
Berichterstellung und Ressourcenzuweisung verwendet werden. Sie bilden die Brutto-Storage-Kapazitat oder
aggregierte Storage-Funktionen, die das Storage-System virtuellen Volumes zur Verfigung stellen kann. Ein
Vol Datastore, der in vSphere erstellt wird, wird einem einzelnen Storage-Container zugeordnet. Ein einzelner
Storage-Container verfligt standardmaRig tber alle verfligbaren Ressourcen des NetApp Element-Clusters.
Falls mehr granulare Governance fiir Mandantenfahigkeit erforderlich ist, kbnnen auch mehrere Storage
Container erstellt werden.

Storage-Container funktionieren wie herkdmmliche Konten und kénnen sowohl virtuelle Volumes als auch
herkdmmliche Volumes enthalten. Pro Cluster werden maximal vier Storage-Container unterstitzt. Zur
Nutzung der VVols Funktionen ist mindestens ein Storage-Container erforderlich. Sie kdnnen Storage-
Container bei der VVols Erstellung in vCenter erkennen.

VASA-Provider

Um vSphere auf die vVol Funktion im NetApp Element Cluster aufmerksam zu machen, muss der vSphere
Administrator den NetApp Element VASA Provider mit vCenter registrieren. Der VASA Provider ist der Out-of-
Band-Kontrollpfad zwischen vSphere und dem Element Cluster. Er ist verantwortlich fir die Ausflihrung von
Anfragen im Element Cluster im Auftrag von vSphere, z. B. die Erstellung von VMs, die Bereitstellung von VMs
fur vSphere und die Werbung fir Storage-Funktionen fir vSphere.

Der VASA Provider wird als Teil des Cluster-Master in der Element Software ausgefihrt. Der Cluster-Master ist
ein hochverfligbarer Service, der bei Bedarf ein Failover auf jeden Node im Cluster ermdglicht. Bei einem
Failover des Cluster-Master Gbernimmt der VASA Provider die Losung und stellt damit die Hochverfligbarkeit
fur den VASA-Provider sicher. Alle Provisionierungs- und Storage-Managementaufgaben verwenden den
VASA-Provider, der alle erforderlichen Anderungen am Element Cluster (ibernimmit.

Registrieren Sie bei Element 12.5 und friiheren Versionen nicht mehr als einen NetApp Element
@ VASA Provider in einer einzelnen vCenter Instanz. Wenn ein zweiter NetApp Element VASA
Provider hinzugefligt wird, macht das alle VVOL Datastores unzuganglich.



VASA-Unterstlitzung fir bis zu 10 vCenters steht als Upgrade-Patch zur Verfliigung, wenn Sie
bereits einen VASA Provider bei vCenter registriert haben. Folgen Sie zur Installation den
Anweisungen im VASA39-Manifest und laden Sie die Datei .tar.gz aus dem herunter "NetApp

@ Software-Downloads" Standort. Der NetApp Element VASA Provider verwendet ein NetApp
Zertifikat. Bei diesem Patch wird das Zertifikat von vCenter nicht verandert, um mehrere
vCenters fir die Verwendung von VASA und VVols zu unterstiitzen. Andern Sie das Zertifikat
nicht. Benutzerdefinierte SSL-Zertifikate werden von VASA nicht unterstitzt.

Weitere Informationen

* "Dokumentation von SolidFire und Element Software"

* "NetApp Element Plug-in fur vCenter Server"

Volume-Zugriffsgruppen

Durch die Erstellung und Nutzung von Volume-Zugriffsgruppen konnen Sie den Zugriff
auf eine Gruppe von Volumes steuern. Wenn Sie einen Satz von Volumes und einen Satz
von Initiatoren einer Volume-Zugriffsgruppe zuordnen, gewahrt die Zugriffsgruppe diesen
Initiatoren Zugriff auf diese Gruppe von Volumes.

Volume-Zugriffsgruppen im NetApp SolidFire Storage ermdglichen den Zugriff auf eine Sammlung von
Volumes durch iSCSI-Initiator-IQNs oder Fibre Channel-WWPNSs. Jeder IQN, den Sie einer Zugriffsgruppe
hinzufiigen, kann ohne CHAP-Authentifizierung auf jedes Volume in der Gruppe zugreifen. Jeder WWPN, den
Sie einer Zugriffsgruppe hinzufigen, ermdglicht den Fibre-Channel-Netzwerkzugriff auf die Volumes in der
Zugriffsgruppe.

Volume-Zugriffsgruppen verfligen Uber die folgenden Grenzen:

* Maximal 128 Initiatoren pro Volume-Zugriffsgruppe.

* Maximal 64 Zugriffsgruppen pro Volume.

 Eine Zugriffsgruppe kann aus maximal 2000 Volumes bestehen.

» Ein IQN oder WWPN kann nur zu einer Volume-Zugriffsgruppe gehoren.

 Bei Fibre Channel Clustern kann ein einzelnes Volume zu maximal vier Zugriffsgruppen gehoren.

Initiatoren

Initiatoren ermoglichen den Zugriff auf externe Clients auf Volumes in einem Cluster.
Diese dienen als Einstiegspunkt fir die Kommunikation zwischen Clients und Volumes.
Sie kdnnen Initiatoren fur CHAP-basierten Zugriff anstelle von kontenbasierten
Speichervolumes verwenden. Wenn ein einzelner Initiator einer Volume-Zugriffsgruppe
hinzugefugt wird, kdnnen die Mitglieder der Volume-Zugriffsgruppen auf alle der Gruppe
hinzugeflugten Storage Volumes zugreifen, ohne dass eine Authentifizierung erforderlich
ist. Ein Initiator kann nur einer Zugriffsgruppe angehoren.


https://mysupport.netapp.com/site/products/all/details/element-software/downloads-tab/download/62654/vasa39
https://mysupport.netapp.com/site/products/all/details/element-software/downloads-tab/download/62654/vasa39
https://docs.netapp.com/us-en/element-software/index.html
https://docs.netapp.com/us-en/vcp/index.html
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