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Managen Sie NetApp HCI Storage

Management von NetApp HCI Storage — Uberblick

Mit NetApp HCI lassen sich diese Storage-Ressourcen mithilfe von NetApp Hybrid Cloud
Control managen.

* "Benutzerkonten erstellen und verwalten"

* "Hinzufigen und Managen von Storage-Clustern”

» "Erstellung und Management von Volumes"

* "Erstellung und Management von Volume-Zugriffsgruppen”
+ "Erstellen und Verwalten von Initiatoren”

+ "Erstellung und Management von QoS-Richtlinien fir Volumes"

Weitere Informationen

"NetApp Element Plug-in fir vCenter Server"

Erstellen und managen Sie Benutzerkonten mit NetApp
Hybrid Cloud Control

In Element-basierten Storage-Systemen konnen maligebliche Cluster-Benutzer erstellt
werden, um Login-Zugriff auf NetApp Hybrid Cloud Control zu erméglichen. Dies hangt
von den Berechtigungen ab, die Sie ,Administrator oder ,schreibgeschutzten“ Benutzern
gewahren mochten. Neben Cluster-Benutzern gibt es auch Volume-Konten, uber die
Clients eine Verbindung zu Volumes auf einem Storage-Node herstellen kénnen.

Verwalten Sie die folgenden Kontoarten:

* Managen von autorisierenden Cluster-Konten

* VVolume-Konten verwalten

Aktivieren Sie LDAP

Um LDAP fir jedes Benutzerkonto verwenden zu kénnen, missen Sie zunachst LDAP aktivieren.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators fiir NetApp HCI oder Element bereitstellen.

Klicken Sie im Dashboard auf das Symbol Optionen oben rechts und wahlen Sie Benutzerverwaltung.
Klicken Sie auf der Seite Benutzer auf LDAP konfigurieren.
Definieren Sie lhre LDAP-Konfiguration.

Wahlen Sie den Authentifizierungstyp Suchen und Bind oder Direct Bind aus.
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Bevor Sie die Anderungen speichern, klicken Sie oben auf der Seite auf LDAP-Anmeldung testen, geben
Sie den Benutzernamen und das Kennwort eines Benutzers ein, den Sie kennen, und klicken Sie auf Test.


https://docs.netapp.com/de-de/hci19/{relative_path}task_hcc_manage_accounts.html
https://docs.netapp.com/de-de/hci19/{relative_path}task_hcc_manage_storage_clusters.html
https://docs.netapp.com/de-de/hci19/{relative_path}task_hcc_manage_vol_management.html
https://docs.netapp.com/de-de/hci19/{relative_path}task_hcc_manage_vol_access_groups.html
https://docs.netapp.com/de-de/hci19/{relative_path}task_hcc_manage_initiators.html
https://docs.netapp.com/de-de/hci19/{relative_path}task_hcc_qos_policies.html
https://docs.netapp.com/us-en/vcp/index.html

7. Klicken Sie Auf Speichern.

Managen von autorisierenden Cluster-Konten

"Autoritare Benutzerkonten" Werden bei NetApp Hybrid Cloud Control Gber die Option ,Benutzerverwaltung®
rechts oben gemanagt. Mithilfe dieser Kontoarten kénnen Sie sich gegen alle Storage-Ressourcen
authentifizieren, die mit einer NetApp Hybrid Cloud Control Instanz von Nodes und Clustern verbunden sind.
Mit diesem Konto kénnen Sie Volumes, Konten, Zugriffsgruppen und mehr tGber alle Cluster hinweg verwalten.

Erstellen Sie ein autorisierende Cluster-Konto

Erstellen Sie ein Konto mit NetApp Hybrid Cloud Control.

Mithilfe dieses Kontos kdnnen Kunden sich bei der Hybrid Cloud Control, der Ul pro Node fir das Cluster und
dem Storage-Cluster in der NetApp Element Software anmelden.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators fir NetApp HCI oder Element bereitstellen.

Klicken Sie im Dashboard auf das Symbol Optionen oben rechts und wahlen Sie Benutzerverwaltung.
Wahlen Sie Benutzer Erstellen.

Wahlen Sie den Authentifizierungstyp von Cluster oder LDAP aus.
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Flihren Sie eine der folgenden Aktionen durch:

o Wenn Sie LDAP ausgewahlt haben, geben Sie den DN ein.

Um LDAP zu verwenden, missen Sie zunachst LDAP oder LDAPS aktivieren. Siehe
Aktivieren Sie LDAP.

o Wenn Sie Cluster als Auth-Typ ausgewahlt haben, geben Sie einen Namen und ein Passwort flr das
neue Konto ein.

6. Wahlen Sie entweder Administrator- oder schreibgeschiitzten Berechtigungen aus.

Klicken Sie zum Anzeigen der Berechtigungen aus der NetApp Element-Software auf altere

Berechtigungen anzeigen. Wenn Sie eine Untergruppe dieser Berechtigungen auswahlen,
wird dem Konto Schreibberechtigung zugewiesen. Wenn Sie alle alteren Berechtigungen
auswahlen, wird dem Konto Administratorberechtigungen zugewiesen.

Um sicherzustellen, dass alle untergeordneten Gruppen Berechtigungen erben, erstellen Sie
im LDAP-Server eine DN-Organisationsadministratorgruppe. Alle untergeordneten Konten
dieser Gruppe Uibernehmen diese Berechtigungen.

7. Aktivieren Sie das Kontrollkastchen unter ,Ich habe die NetApp Endbenutzer-Lizenzvereinbarung gelesen
und akzeptiere sie”.

8. Klicken Sie Auf Benutzer Erstellen.
Bearbeiten Sie ein autorisierende Cluster-Konto

Mit NetApp Hybrid Cloud Control kénnen Sie die Berechtigungen oder das Passwort eines Benutzerkontos
andern.


https://docs.netapp.com/de-de/hci19/docs/concept_cg_hci_accounts.html#authoritative-user-accounts

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators fir NetApp HCI oder Element bereitstellen.

2. Klicken Sie im Dashboard oben rechts auf das Symbol und wahlen Sie Benutzerverwaltung.
3. Filtern Sie die Liste der Benutzerkonten optional durch Auswahl von Cluster, LDAP oder IDP.
Wenn Sie Benutzer im Storage-Cluster mit LDAP konfiguriert haben, wird fir diese Konten ein Benutzertyp
mit ,LDAP* angezeigt. Wenn Benutzer auf dem Storage-Cluster mit IDP konfiguriert wurden, zeigen diese
Konten einen Benutzertyp mit ,IDP*.

Erweitern Sie in der Spalte Aktionen in der Tabelle das Mend fir das Konto und wahlen Sie Bearbeiten.
Nehmen Sie die erforderlichen Anderungen vor.

Wahlen Sie Speichern.

Abmelden von NetApp Hybrid Cloud Control
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"Aktualisieren Sie die Anmeldedaten" Die mafigebliche Cluster-Ressource, die die NetApp Hybrid Cloud
Control API verwendet, ist die Losung.

Die Benutzeroberflache von NetApp Hybrid Cloud Control dauert mdglicherweise bis zu 2

Minuten, um den Bestand zu aktualisieren. Um den Bestand manuell zu aktualisieren,
@ greifen Sie auf den Rest API Ul Inventory Service zu https://<ManagementNodeIP>/

inventory/1/ Und ausflhren GET /installations/{id} Fir den Cluster.

9. Melden Sie sich bei NetApp Hybrid Cloud Control an.

Loschen eines autorisierenden Benutzerkontos

Sie kdnnen ein oder mehrere Konten I6schen, wenn sie nicht mehr bendtigt werden. Sie kdnnen ein LDAP-
Benutzerkonto I6schen.

Sie kdnnen das primare Administratorbenutzerkonto fiir das autorisierende Cluster nicht I6schen.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators fur NetApp HCI oder Element bereitstellen.

2. Klicken Sie im Dashboard oben rechts auf das Symbol und wahlen Sie Benutzerverwaltung.

3. Erweitern Sie in der Spalte Aktionen in der Benutzertabelle das Men( fur das Konto und wahlen Sie
Loschen.

4. Bestatigen Sie den Léschvorgang, indem Sie Ja wahlen.

Volume-Konten verwalten

"Volume-Konten" Werden in der Tabelle NetApp Hybrid Cloud Control Volumes gemanagt. Diese Konten gelten
nur fir den Storage Cluster, auf dem sie erstellt wurden. Mit diesen Typen von Konten kdnnen Sie
Berechtigungen fir Volumes im gesamten Netzwerk festlegen, haben aber keine Auswirkungen auf3erhalb
dieser Volumes.

Ein Volume-Konto enthalt die CHAP-Authentifizierung, die flr den Zugriff auf die ihm zugewiesenen Volumes
erforderlich ist.


https://docs.netapp.com/de-de/hci19/docs/task_mnode_manage_storage_cluster_assets.html#edit-the-stored-credentials-for-a-storage-cluster-asset
https://<ManagementNodeIP>/inventory/1/
https://<ManagementNodeIP>/inventory/1/
https://<ManagementNodeIP>/inventory/1/
https://<ManagementNodeIP>/inventory/1/
https://<ManagementNodeIP>/inventory/1/
https://docs.netapp.com/de-de/hci19/docs/concept_cg_hci_accounts.html#volume-accounts

Erstellen eines Volume-Kontos

Erstellen Sie ein fir dieses Volume spezifisches Konto.

Schritte

1.
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Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators fur NetApp HCI oder Element bereitstellen.

Wahlen Sie im Dashboard Storage > Volumes aus.

Wahlen Sie die Registerkarte Konten.

Klicken Sie auf die Schaltflache Konto erstellen.

Geben Sie einen Namen fiir das neue Konto ein.

Geben Sie im Abschnitt CHAP-Einstellungen die folgenden Informationen ein:
o Initiatorschlissel fur CHAP-Node-Session-Authentifizierung

o Zielschlussel fur CHAP-Knoten-Session-Authentifizierung

@ Um ein Kennwort automatisch zu generieren, lassen Sie die Felder fur Anmeldedaten
leer.

. Wahlen Sie Konto Erstellen.

Bearbeiten eines Volume-Kontos

Sie kdnnen die CHAP-Informationen andern und andern, ob ein Konto aktiv oder gesperrt ist.

@ Das Loéschen oder Sperren eines Kontos im Zusammenhang mit dem Managementknoten fuhrt
zu einem nicht zuganglichen Managementknoten.

Schritte

1.
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Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators fur NetApp HCI oder Element bereitstellen.

Wahlen Sie im Dashboard Storage > Volumes aus.

Wahlen Sie die Registerkarte Konten.

Erweitern Sie in der Spalte Aktionen in der Tabelle das Mend fiir das Konto und wahlen Sie Bearbeiten.
Nehmen Sie die erforderlichen Anderungen vor.

Bestatigen Sie die Anderungen, indem Sie Ja wahlen.

Loschen Sie ein Volume-Konto

Ldschen Sie ein Konto, das Sie nicht mehr bendtigen.

Bevor Sie ein Volume-Konto I6schen, I6schen Sie zunachst alle Volumes, die dem Konto zugeordnet sind.

@ Das Ldschen oder Sperren eines Kontos im Zusammenhang mit dem Managementknoten fihrt
zu einem nicht zuganglichen Managementknoten.



Persistente Volumes, die mit Managementservices verbunden sind, werden einem neuen Konto

@ bei der Installation oder bei einem Upgrade zugewiesen. Wenn Sie persistente Volumes
verwenden, andern oder I6schen Sie die Volumes oder ihr zugehérigem Konto nicht. Wenn Sie
diese Konten |6schen, kénnen Sie den Management-Node nicht mehr verwenden.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators fur NetApp HCI oder Element bereitstellen.

. Wahlen Sie im Dashboard Storage > Volumes aus.
. Wahlen Sie die Registerkarte Konten.

. Erweitern Sie in der Spalte Aktionen in der Tabelle das Menti fir das Konto und wahlen Sie Léschen.
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. Bestatigen Sie den Loéschvorgang, indem Sie Ja wahlen.

Weitere Informationen

* "Informationen zu Accounts"
* "Arbeiten Sie mit Benutzerkonten"

* "NetApp Element Plug-in fur vCenter Server"

Fugen Sie Storage-Cluster mit NetApp Hybrid Cloud Control
hinzu und managen Sie sie

Sie kdnnen Storage-Cluster zur Bestandsaufnahme der Management-Node-Ressourcen
hinzuflgen, sodass sie mittels NetApp Hybrid Cloud Control (HCC) gemanagt werden
konnen. Der erste wahrend der Systemeinrichtung hinzugefugte Storage Cluster ist der
Standard "Autorisierende Storage-Cluster”, Aber zusatzliche Cluster kbnnen mit HCC Ul
hinzugefugt werden.

Nach dem Hinzufligen eines Speicher-Clusters kdnnen Sie die Cluster-Performance iberwachen, die
Anmeldeinformationen fiir das Storage-Cluster fir die verwaltete Ressource andern oder ein Storage-Cluster
aus der Asset-Bestandsaufnahme des Management-Nodes entfernen, wenn dieses nicht mehr mit HCC
verwaltet werden muss.

Ab Element 12.2 kénnen Sie den verwenden "Wartungsmodus" Funktionsoptionen zum Aktivieren und
Deaktivieren des Wartungsmodus fir Ihre Storage-Cluster-Nodes

Was Sie bendtigen

» Clusteradministrator-Berechtigungen: Sie haben Berechtigungen als Administrator auf dem
"Autorisierende Storage-Cluster". Das autoritére Cluster ist das erste Cluster, das wahrend der
Systemeinrichtung zur Inventarisierung der Managementknoten hinzugefuigt wird.

» Element Software: Die NetApp Element Software 11.3 oder héher wird in lhrer Speichercluster-Version
ausgefihrt.

* Management-Node: Sie haben einen Management-Node mit Version 11.3 oder héher bereitgestellt.
* Management Services: Sie haben |hr Management Services Bundle auf Version 2.17 oder hdher
aktualisiert.

Optionen


https://docs.netapp.com/de-de/hci19/docs/concept_cg_hci_accounts.html
http://docs.netapp.com/sfe-122/topic/com.netapp.doc.sfe-ug/GUID-E93D3BAF-5A60-414D-86AF-0C1F86D43F26.html
https://docs.netapp.com/us-en/vcp/index.html
https://docs.netapp.com/de-de/hci19/docs/concept_hci_clusters.html#authoritative-storage-clusters
https://docs.netapp.com/de-de/hci19/docs/concept_hci_storage_maintenance_mode.html
https://docs.netapp.com/de-de/hci19/docs/concept_hci_clusters.html#authoritative-storage-clusters

» Flgen Sie einen Storage-Cluster hinzu

» Bestatigen des Storage-Cluster-Status

« Bearbeiten der Anmeldedaten fiir das Storage-Cluster
* Entfernen eines Storage-Clusters

+ Aktivieren und deaktivieren Sie den Wartungsmodus

Fugen Sie einen Storage-Cluster hinzu

Mit NetApp Hybrid Cloud Control kénnen Sie dem Inventory der Management-Node-Ressourcen ein Storage-
Cluster hinzufiigen. Auf diese Weise konnen Sie den Cluster mithilfe der HCC-Benutzeroberflache verwalten
und Uberwachen.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an und stellen Sie die autorisierenden Anmeldedaten
des Storage-Cluster-Administrators bereit.

Wahlen Sie im Dashboard oben rechts das Optionsmeni aus und wahlen Sie Konfigurieren.
Wahlen Sie im Fensterbereich Storage Cluster Storage Cluster Details aus.

Wahlen Sie Storage-Cluster Hinzufiigen.
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Geben Sie die folgenden Informationen ein:

o Virtuelle IP-Adresse fur das Storage-Cluster-Management

@ Es kdnnen nur Remote-Storage-Cluster hinzugefligt werden, die derzeit nicht von einem
Management-Node gemanagt werden.

o Benutzername und Passwort fir den Storage Cluster

6. Wahlen Sie Hinzufiigen.

Nachdem Sie das Storage-Cluster hinzugefiigt haben, kann der Cluster-Bestand bis zu 2
@ Minuten dauern, bis die neue Ergénzung angezeigt wird. Moglicherweise missen Sie die
Seite in Inrem Browser aktualisieren, um die Anderungen anzuzeigen.

7. Wenn Sie Element ESDS-Cluster hinzufiigen, geben Sie lhren SSH-privaten Schlissel und das SSH-
Benutzerkonto ein oder laden Sie es hoch.

Bestatigen des Storage-Cluster-Status

Uber die Benutzeroberflaiche von NetApp Hybrid Cloud Control kénnen Sie den Verbindungsstatus von
Storage-Cluster-Ressourcen tGiberwachen.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an und stellen Sie die autorisierenden Anmeldedaten
des Storage-Cluster-Administrators bereit.

2. Wahlen Sie im Dashboard oben rechts das Optionsmeni aus und wahlen Sie Konfigurieren.
3. Uberpriifen Sie den Status von Speicherclustern im Inventar.

4. Wahlen Sie im Fensterbereich Storage Cluster Storage Cluster Details flr weitere Details.



Bearbeiten der Anmeldedaten fiir das Storage-Cluster

Der Benutzername und das Passwort des Storage-Clusters kdnnen Sie Uber die Benutzeroberflache von
NetApp Hybrid Cloud Control bearbeiten.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an und stellen Sie die autorisierenden Anmeldedaten
des Storage-Cluster-Administrators bereit.

2. Wahlen Sie im Dashboard oben rechts das Optionsmeni aus und wahlen Sie Konfigurieren.
3. Wahlen Sie im Fensterbereich Storage Cluster Storage Cluster Details aus.

4. Wahlen Sie fur den Cluster das MenU Aktionen aus und wahlen Sie Cluster-Anmeldeinformationen
bearbeiten.

5. Aktualisieren Sie den Benutzernamen und das Passwort des Storage-Clusters.

6. Wahlen Sie Speichern.

Entfernen eines Storage-Clusters

Durch Entfernen eines Storage-Clusters aus NetApp Hybrid Cloud Control wird das Cluster aus der Inventar
des Management-Node entfernt. Nachdem Sie ein Storage-Cluster entfernt haben, kann der Cluster nicht
mehr von HCC gemanagt werden. Sie kdnnen ihn nur aufrufen, indem Sie direkt zur Management-IP-Adresse
navigieren.

Sie konnen das autorisierende Cluster nicht aus dem Bestand entfernen. Um den
@ autorisierenden Cluster zu ermitteln, gehen Sie zu Benutzerverwaltung > Benutzer. Der
autoritative Cluster wird neben der Uberschrift Benutzer aufgelistet.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an und stellen Sie die autorisierenden Anmeldedaten
des Storage-Cluster-Administrators bereit.

2. Wahlen Sie im Dashboard oben rechts das Optionsmeni aus und wahlen Sie Konfigurieren.
3. Wahlen Sie im Fensterbereich Storage Cluster Storage Cluster Details aus.

4. Wahlen Sie fur den Cluster das Meni Aktionen aus und wahlen Sie Storage Cluster entfernen.
@ Durch Klicken auf Ja wird der Cluster aus der Installation entfernt.

5. Wahlen Sie Ja.

Aktivieren und deaktivieren Sie den Wartungsmodus

Das "Wartungsmodus" Optionen bieten die Méglichkeit Aktivieren Und Deaktivieren Wartungsmodus flr einen
Storage-Cluster-Node.

Was Sie bendtigen

» Element Software: Die NetApp Element Software 12.2 oder héher wird in Ihrer Speichercluster-Version
ausgefihrt.

+ Management-Node: Sie haben einen Management-Node mit Version 12.2 oder hoher bereitgestellt.

* Management Services: Sie haben |hr Management Services Bundle auf Version 2.19 oder hdher
aktualisiert.


https://docs.netapp.com/de-de/hci19/docs/concept_hci_storage_maintenance_mode.html

« Sie haben Zugriff auf die Anmeldung auf Administratorebene.

Wartungsmodus aktivieren

Sie kénnen das folgende Verfahren verwenden, um den Wartungsmodus flr einen Storage-Cluster-Node zu
aktivieren.

@ Es kann sich nur ein Node gleichzeitig im Wartungsmodus befinden.

Schritte
1. Offnen Sie die IP-Adresse des Management-Node in einem Webbrowser. Beispiel:

https://<ManagementNodeIP>

2. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des NetApp HCI-
Storage-Cluster-Administrators bereitstellen.

@ Die Funktionsoptionen flr den Wartungsmodus sind auf der schreibgeschitzten Ebene
deaktiviert.

Wahlen Sie im blauen Feld links die NetApp HCI-Installation aus.
. Wahlen Sie im linken Navigationsbereich Knoten aus.

. Um Informationen zum Speicherbestand anzuzeigen, wahlen Sie Speicherung.
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. Aktivieren des Wartungsmodus auf einem Storage-Node:

Die Tabelle der Storage-Nodes wird automatisch alle zwei Minuten fur Aktionen aktualisiert,
die nicht von Benutzern initiiert wurden. Um sicherzustellen, dass Sie Uber den aktuellen
Status verfligen, kdnnen Sie die Knoten-Tabelle aktualisieren, indem Sie das
Aktualisierungssymbol oben rechts in der Knotentabelle verwenden.
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Management IP Address Actions

10,117,
Enable Maintenance Mode

a. Wahlen Sie unter Actions die Option Wartungsmodus aktivieren aus.

Wahrend Wartungsmodus aktiviert wird, sind Aktionen im Wartungsmodus flir den ausgewahlten
Knoten und alle anderen Knoten im selben Cluster nicht verfiigbar.

Nachdem Aktivieren des Wartungsmodus abgeschlossen ist, wird in der Spalte Knotenstatus ein
Schraubenschlisselsymbol und der Text ,Wartungsmodus* fiir den Knoten angezeigt, der sich im



Wartungsmodus befindet.

Wartungsmodus deaktivieren

Nachdem ein Knoten erfolgreich in den Wartungsmodus versetzt wurde, steht fiir diesen Knoten die Aktion
Wartungsmodus deaktivieren zur Verfligung. Aktionen auf den anderen Nodes sind erst verfiigbar, wenn der
Wartungsmodus auf dem Node, der gerade gewartet wird, erfolgreich deaktiviert wurde.

Schritte

1. Wahlen Sie fur den Knoten im Wartungsmodus unter Aktionen die Option Wartungsmodus deaktivieren
aus.

Wahrend Wartungsmodus deaktiviert wird, sind Aktionen im Wartungsmodus flr den ausgewahlten
Knoten und alle anderen Knoten im selben Cluster nicht verfligbar.

Nachdem Wartungsmodus deaktivieren abgeschlossen ist, wird in der Spalte Knotenstatus aktiv

angezeigt.
Wenn sich ein Node im Wartungsmodus befindet, werden keine neuen Daten akzeptiert.
Daher kann das Deaktivieren des Wartungsmodus langer dauern, da der Node die Daten
@ wieder synchronisieren muss, bevor er den Wartungsmodus beenden kann. Je langer Sie
im Wartungsmodus verbringen, desto langer kann es zum Deaktivieren des Wartungsmodus
dauern.

Fehlerbehebung

Falls beim Aktivieren oder Deaktivieren des Wartungsmodus Fehler auftreten, wird oben in der Node-Tabelle
ein Banner-Fehler angezeigt. Fur weitere Informationen Gber den Fehler kdnnen Sie den auf dem Banner
bereitgestellten Link Details anzeigen wahlen, um zu zeigen, was die API zurlickgibt.

Weitere Informationen

"Erstellen und Managen von Storage-Cluster-Assets”

Erstellen und managen Sie Volumes mit NetApp Hybrid
Cloud Control

Sie konnen ein Volume erstellen und das Volume einem bestimmten Konto zuordnen.
Durch die Verknupfung eines Volumes mit einem Konto erhalt das Konto Uber die iSCSI-
Initiatoren und CHAP-Anmeldeinformationen Zugriff auf das Volume.

Sie kdnnen die QoS-Einstellungen fir ein Volume wahrend der Erstellung festlegen.
Folgende Mdglichkeiten zum Managen von Volumes in NetApp Hybrid Cloud Control:

¢ Erstellen eines Volumes
* Wenden Sie eine QoS-Richtlinie auf ein Volume an
« Bearbeiten Sie ein Volume

« VVolumes klonen


https://docs.netapp.com/de-de/hci19/docs/task_mnode_manage_storage_cluster_assets.html

Hinzufligen von Volumes zu einer Volume-Zugriffsgruppe
Ldschen Sie ein Volume
Wiederherstellen eines geldschten Volumes

Loschen Sie ein geldschtes Volume

Erstellen eines Volumes

Mit NetApp Hybrid Cloud Control kénnen Sie ein Storage-Volume erstellen.

Schritte
1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-

Administrators fir NetApp HCI oder Element bereitstellen.

. Erweitern Sie im Dashboard im linken Navigationsmenu den Namen lhres Storage-Clusters.

3. Wahlen Sie die Registerkarte Bande > Ubersicht.

OVERVIEW  ACCESSGROUPS ACCOUNTS  INITIATORS  QOSPOLICIES

VOLUMES

Overview
[ Name Account Access Groups Access Used Size Snapshots QoS Palicy Min IOPS Max 10PS Burst I0PS iSCSi Sessions  Actions =

Nethpp-HCl-Datastore:0t  NebApp-HCI NetApp-HCl-GeaTbia7- Read/Write

NetApp-HCl-GesThaeT-. Read/Write

1000 2000 4000
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. Wahlen Sie Lautstarke Erstellen.

5. Geben Sie einen Namen fir das neue Volume ein.

. Geben Sie die Gesamtgroe des Volumes ein.

Die standardmaRige Auswahl der Volume-GroRRe ist in GB. Sie kdnnen Volumes mit Gro3en
@ erstellen, die in GB oder gib gemessen wurden: 1 GB = 1 000 000 000 Byte 1 gib =1 073
741 824 Byte

Wahlen Sie eine Blockgrole fur das Volume aus.

Wahlen Sie aus der Liste Konto das Konto aus, das Zugriff auf das Volume haben soll.

Wenn kein Konto vorhanden ist, klicken Sie auf Neues Konto erstellen, geben Sie einen neuen
Kontonamen ein und klicken Sie auf Konto erstellen. Das Konto wird erstellt und mit dem neuen Volumen
in der Konto Liste verknUpft.

Wenn mehr als 50 Konten vorhanden sind, wird die Liste nicht angezeigt. Beginnen Sie mit
@ der Eingabe, und die automatische Vervollstandigung zeigt Werte an, die Sie auswahlen
kdénnen.

9. Um die Servicequalitat fur das Volume zu konfigurieren, fiihren Sie einen der folgenden Schritte aus:
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o Legen Sie unter Quality of Service Settings benutzerdefinierte Mindest-, Maximum- und Burst-Werte
fur IOPS fest oder verwenden Sie die Standard-QoS-Werte.



o Wahlen Sie eine vorhandene QoS-Richtlinie aus, indem Sie die Option Quality of Service Policy
zuweisen aktivieren und eine vorhandene QoS-Richtlinie aus der Ergebnisliste auswahlen.

o Erstellen und Zuweisen einer neuen QoS-Richtlinie durch Aktivieren der Option Quality of Service
Policy zuweisen und Klicken auf Neue QoS-Richtlinie erstellen. Geben Sie im daraufhin angezeigten
Fenster einen Namen fir die QoS-Richtlinie ein, und geben Sie anschlieRend QoS-Werte ein. Klicken
Sie anschlieRend auf Quality of Service Policy.

Volumes mit einem IOPS-Wert von max oder Burst tiber 20,000 IOPS erfordern moéglicherweise eine hohe
Warteschlangentiefe oder mehrere Sitzungen, um diesen IOPS-Level auf einem einzelnen Volume zu
erreichen.

10. Klicken Sie Auf Volume Erstellen.

Wenden Sie eine QoS-Richtlinie auf ein Volume an

Mithilfe von NetApp Hybrid Cloud Control kdnnen Sie eine QoS-Richtlinie auf vorhandene Storage-Volumes
anwenden. Wenn Sie stattdessen benutzerdefinierte QoS-Werte fir ein Volume festlegen missen, ist dies
moglich Bearbeiten Sie ein Volume. Informationen zum Erstellen einer neuen QoS-Richtlinie finden Sie unter
"Erstellung und Management von QoS-Richtlinien fur Volumes".

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators fir NetApp HCI oder Element bereitstellen.

Erweitern Sie im Dashboard im linken Navigationsmenl den Namen lhres Storage-Clusters.
Wahlen Sie Biande > Ubersicht.

Wahlen Sie ein oder mehrere Volumes aus, die einer QoS-Richtlinie zugeordnet werden sollen.

a c 0N

Klicken Sie oben in der Tabelle Volumes auf die Dropdown-Liste Aktionen und wahlen Sie QoS-Richtlinie
anwenden.

6. Wahlen Sie im resultierenden Fenster eine QoS-Richtlinie aus der Liste aus und klicken Sie auf QoS-
Richtlinie anwenden.

Wenn Sie QoS-Richtlinien fir ein Volume verwenden, kdnnen Sie durch benutzerdefinierte

@ QoS festlegen, dass die QoS-Richtlinie, die mit dem Volume verbunden ist, entfernt wird.
Benutzerdefinierte QoS-Werte (iberschreiben QoS-Richtlinienwerte flir Volume-QoS-
Einstellungen.

Bearbeiten Sie ein Volume

Mit NetApp Hybrid Cloud Control lassen sich Volume-Attribute wie QoS-Werte, Volume-Gréf3e und die
Mafleinheit bearbeiten, mit der Byte-Werte berechnet werden. AuRerdem haben Sie die Mdglichkeit, den
Kontozugriff fir die Replizierungsnutzung zu andern oder den Zugriff auf das Volume zu beschranken.

Uber diese Aufgabe

Sie kénnen die Grofde eines Volume andern, wenn unter den folgenden Bedingungen genligend Speicherplatz
auf dem Cluster vorhanden ist:

* Normale Betriebsbedingungen.
* Volume-Fehler oder -Ausfalle werden gemeldet.

* Das Volume ist zu klonen.
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* Das Volume wird neu synchronisiert.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators fir NetApp HCI oder Element bereitstellen.

2. Erweitern Sie im Dashboard im linken Navigationsmeni den Namen lhres Storage-Clusters.
3. Wahlen Sie Biande > Ubersicht.

4. Erweitern Sie in der Spalte Aktionen in der Tabelle Volumes das Mendi fiir die Lautstarke und wahlen Sie
Bearbeiten.

5. Nehmen Sie die Anderungen nach Bedarf vor:

a. Andern Sie die GesamtgroRe des Volumes.

Sie konnen die Volume-GroRe vergroRern, aber nicht verkleinern. Sie kénnen die Grolie
@ eines Volumes nur in einem einzigen GréRenanderungs-Vorgang anpassen.
Speicherbereinigung und Software-Upgrades unterbrechen die GréRenanderung nicht.

Wenn Sie die Volume-GréRe fir die Replikation anpassen, erhdhen Sie zuerst die

@ Grole des Volumes, das als Replikationsziel zugewiesen wurde. Anschlieend kénnen
Sie die GroRe des Quellvolumens anpassen. Das Zielvolume kann gréf3er oder gleich
grold sein wie das Quellvolume, kann aber nicht kleiner sein.

Die standardmaRige Auswahl der Volume-GréRe ist in GB. Sie kdnnen Volumes mit
@ GroRen erstellen, die in GB oder gib gemessen wurden: 1 GB = 1 000 000 000 Byte 1
gib =1 073 741 824 Byte

b. Wahlen Sie eine andere Zugriffsebene fiir Konten aus:
= Schreibgeschutzt
= Lese-/Schreibzugriff
= Gesperrt
= Replizierungsziel
c. Wahlen Sie das Konto aus, das Zugriff auf das Volume haben soll.

Beginnen Sie mit der Eingabe, und die automatische Vervollstandigung zeigt mogliche Werte an, die
Sie auswahlen koénnen.

Wenn kein Konto vorhanden ist, klicken Sie auf Neues Konto erstellen, geben Sie einen neuen
Kontonamen ein und klicken Sie auf Erstellen. Der Account wird erstellt und dem vorhandenen
Volume zugeordnet.
d. Andern Sie die Servicequalitat mit einer der folgenden Aktionen:
i. Wahlen Sie eine vorhandene Richtlinie aus.

i. Legen Sie unter ,Benutzerdefinierte Einstellungen® die Mindest-, Hochst- und Burst-Werte fir IOPS
fest oder verwenden Sie die Standardwerte.
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Wenn Sie QoS-Richtlinien fiir ein Volume verwenden, kdnnen Sie durch

@ benutzerdefinierte QoS festlegen, dass die QoS-Richtlinie, die mit dem Volume
verbunden ist, entfernt wird. Durch benutzerdefinierte QoS werden die QoS-
Richtlinienwerte fur Volume-QoS-Einstellungen aufRer Kraft gesetzt.

Wenn Sie IOPS-Werte andern, sollten Sie sich Dutzende oder Hunderte erhohen.
Eingabewerte erfordern gliltige ganze Zahlen. Konfigurieren Sie Volumes mit einem extrem

hohen Burst-Wert. So kann das System gelegentlich umfangreiche sequenzielle Workloads
von grofRen Blécken schneller verarbeiten und zugleich die anhaltenden IOPS fir ein
Volume einschranken.

6. Wahlen Sie Speichern.

Volumes klonen

Sie kdnnen einen Klon eines einzelnen Storage Volumes erstellen oder eine Gruppe von Volumes klonen, um
eine zeitpunktgenaue Kopie der Daten zu erstellen. Wenn Sie ein Volume klonen, erstellt das System einen
Snapshot des Volume und erstellt dann eine Kopie der Daten, auf die der Snapshot verweist.

Bevor Sie beginnen
» Mindestens ein Cluster muss hinzugefiigt und ausgefiihrt werden.

¢ Mindestens ein Volume wurde erstellt.
¢ Ein Benutzerkonto wurde erstellt.

 Der verfugbare nicht bereitgestellte Speicherplatz muss der Volume-Groe entsprechen oder gréfer sein.

Uber diese Aufgabe

Das Cluster untersttitzt bis zu zwei aktuell laufende Klonanforderungen pro Volume und bis zu 8 aktive
Volume-Klonvorgange gleichzeitig. Anforderungen, die Uber diese Grenzen hinausgehen, werden zur spateren
Verarbeitung in die Warteschlange gestellt.

Das Klonen von Volumes ist ein asynchroner Prozess. Die erforderliche Zeit hangt von der Grélke des Klonens
des Volumes und der aktuellen Cluster-Last ab.

@ Geklonte Volumes Gibernehmen keine Zugriffsgruppenmitgliedschaft fir Volumes vom Quell-
Volume.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators fir NetApp HCI oder Element bereitstellen.

Erweitern Sie im Dashboard im linken Navigationsmeni den Namen |hres Storage-Clusters.
Wihlen Sie die Registerkarte Volumes > Ubersicht aus.
Wabhlen Sie jedes Volume aus, das Sie klonen méchten.

Klicken Sie oben in der Tabelle Volumes auf die Dropdown-Liste Aktionen und wahlen Sie Klonen.

o o k~ w0 BN

Gehen Sie im daraufhin angezeigten Fenster wie folgt vor:

a. Geben Sie ein Prafix fur den Volume-Namen ein (optional).

b. Wahlen Sie den Zugriffstyp aus der Liste Zugriff aus.
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c. Wahlen Sie ein Konto aus, das dem neuen Volume-Klon zugeordnet werden soll (standardmaRig ist
aus Volume kopieren ausgewahlt, das dasselbe Konto verwendet, das das urspringliche Volume
verwendet).

d. Wenn kein Konto vorhanden ist, klicken Sie auf Neues Konto erstellen, geben Sie einen neuen
Kontonamen ein und klicken Sie auf Konto erstellen. Der Account wird erstellt und dem Volume
zugeordnet.

Verwenden Sie beschreibende Best Practices flir die Benennung. Dies ist besonders
wichtig, wenn in lhrer Umgebung mehrere Cluster oder vCenter Server verwendet
werden.

Wenn Sie die Volume-GroRe eines Klons erhohen, fihrt dies zu einem neuen Volume mit

@ zusatzlichem freien Speicherplatz am Ende des Volumes. Je nachdem, wie Sie das Volume
verwenden, missen Sie mdglicherweise Partitionen erweitern oder neue Partitionen im
freien Speicherplatz erstellen, um es zu nutzen.

a. Klicken Sie Auf Volumes Klonen.

Der Zeitaufwand zum Abschluss eines Klonvorgangs wird von der Volume-Grofie und
@ der aktuellen Cluster-Last beeinflusst. Aktualisieren Sie die Seite, wenn das geklonte
Volume nicht in der Liste der Volumes angezeigt wird.

Hinzufugen von Volumes zu einer Volume-Zugriffsgruppe
Sie kdnnen einer Volume-Zugriffsgruppe ein einzelnes Volume oder eine Gruppe von Volumes hinzufligen.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators fur NetApp HCI oder Element bereitstellen.

Erweitern Sie im Dashboard im linken Navigationsmeni den Namen lhres Storage-Clusters.
Wihlen Sie Biande > Ubersicht.

Wahlen Sie ein oder mehrere Volumes aus, die einer Volume-Zugriffsgruppe zugeordnet werden sollen.

a A N

Klicken Sie oben in der Tabelle Volumes auf die Dropdown-Liste Aktionen und wahlen Sie zur
Zugriffsgruppe hinzufiigen.

6. Wahlen Sie im resultierenden Fenster eine Zugriffsgruppe fiir Volumes aus der Liste Volume Access
Group aus.

7. Klicken Sie Auf Volumen Hinzufiigen.

Loschen Sie ein Volume
Ein oder mehrere Volumes kdnnen aus einem Element Storage-Cluster geléscht werden.

Uber diese Aufgabe

Gel6schte Volumes werden nicht sofort vom System geldscht, sie bleiben etwa acht Stunden lang verfiigbar.
Nach acht Stunden werden sie gereinigt und sind nicht mehr verfiigbar. Wenn Sie ein Volume wiederherstellen,
bevor das System es bereinigt, wird das Volume wieder online geschaltet und die iSCSI-Verbindungen werden
wiederhergestellt.
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Wenn ein Volume, das zum Erstellen eines Snapshots verwendet wird, geléscht wird, werden die zugehdrigen
Snapshots inaktiv. Wenn die geléschten Quell-Volumes geldscht werden, werden auch die zugehdrigen
inaktiven Snapshots aus dem System entfernt.

Persistente Volumes, die mit Managementservices verbunden sind, werden bei der Installation
@ oder bei einem Upgrade einem neuen Konto erstellt und zugewiesen. Wenn Sie persistente

Volumes verwenden, andern oder I6schen Sie die Volumes oder ihr zugehdérigem Konto nicht.

Wenn Sie diese Volumes |I6schen, kann der Management-Node nicht mehr verwendet werden.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators fur NetApp HCI oder Element bereitstellen.

Erweitern Sie im Dashboard im linken Navigationsmeni den Namen |hres Storage-Clusters.
Wahlen Sie Bande > Ubersicht.
Wahlen Sie ein oder mehrere zu I6schende Volumes aus.

Klicken Sie oben in der Tabelle Volumes auf die Dropdown-Liste Aktionen und wahlen Sie Loschen.
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Bestatigen Sie im daraufhin angezeigten Fenster die Aktion, indem Sie auf Ja klicken.

Wiederherstellen eines geloschten Volumes

Nach dem Loschen eines Storage Volume kénnen Sie ihn weiterhin wiederherstellen, falls dies vor acht
Stunden nach dem L&schen erfolgt.

Geldschte Volumes werden nicht sofort vom System geldscht, sie bleiben etwa acht Stunden lang verflgbar.
Nach acht Stunden werden sie gereinigt und sind nicht mehr verfigbar. Wenn Sie ein Volume wiederherstellen,
bevor das System es bereinigt, wird das Volume wieder online geschaltet und die iSCSI-Verbindungen werden
wiederhergestellt.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators fur NetApp HCI oder Element bereitstellen.

Erweitern Sie im Dashboard im linken Navigationsmeni den Namen lhres Storage-Clusters.
Wihlen Sie Béande > Ubersicht.
Wahlen Sie Geldscht.
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Erweitern Sie in der Spalte Aktionen der Tabelle Volumes das Mendi fur die Lautstarke und wahlen Sie
Wiederherstellen.

6. Bestatigen Sie den Vorgang, indem Sie Ja wahlen.

Loschen Sie ein geldoschtes Volume

Nach dem Loéschen von Storage Volumes bleiben diese flr ungefahr acht Stunden verfligbar. Nach acht
Stunden werden sie automatisch gereinigt und sind nicht mehr verfiigbar. Wenn Sie die acht Stunden nicht
warten mochten, kdnnen Sie sie |6schen

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators fir NetApp HCI oder Element bereitstellen.

2. Erweitern Sie im Dashboard im linken Navigationsment den Namen lhres Storage-Clusters.
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Wahlen Sie Bande > Ubersicht.
Wahlen Sie Geldscht.

Wahlen Sie ein oder mehrere Volumes aus, die geldéscht werden sollen.

o o ~ »w

FUhren Sie einen der folgenden Schritte aus:

> Wenn Sie mehrere Volumen ausgewahlt haben, klicken Sie oben in der Tabelle auf den Schnellfilter
Loschen.

> Wenn Sie ein einzelnes Volume ausgewahlt haben, erweitern Sie in der Spalte Aktionen der
Volumetabelle das Menu fur die Lautstérke und wahlen Sie Léschen.

7. Erweitern Sie in der Spalte Aktionen der Tabelle Volumes das Menu fur die Lautstarke und wahlen Sie
Loéschen.

8. Bestatigen Sie den Vorgang, indem Sie Ja wahlen.

Weitere Informationen

 "Informationen zu Volumes"
» "Dokumentation von SolidFire und Element Software"

* "NetApp Element Plug-in fir vCenter Server"

Erstellung und Management von Volume-Zugriffsgruppen

Sie konnen neue Volume-Zugriffsgruppen erstellen, den Namen, zugehorige Initiatoren
oder zugehdorige Volumes von Zugriffsgruppen andern oder vorhandene Volume-
Zugriffsgruppen mithilfe von NetApp Hybrid Cloud Control I6schen.

Was Sie benétigen

+ Sie haben Administratoranmeldedaten fir dieses NetApp HCI-System.

+ Sie haben lhre Managementservices auf mindestens Version 2.15.28 aktualisiert. Das NetApp Hybrid
Cloud Control Storage-Management ist in friiheren Service-Bundle-Versionen nicht verfigbar.

« Stellen Sie sicher, dass Sie Uber ein logisches Benennungsschema fir Volume-Zugriffsgruppen verfligen.

Fugen Sie eine Zugriffsgruppe fur Volumes hinzu
Mit NetApp Hybrid Cloud Control kénnen Sie einem Storage-Cluster eine Volume-Zugriffsgruppe hinzufiigen.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators fiir NetApp HCI oder Element bereitstellen.

Erweitern Sie im Dashboard im linken Navigationsmeni den Namen lhres Storage-Clusters.
Wahlen Sie Bande.
Wahlen Sie die Registerkarte Zugriffsgruppen aus.

Klicken Sie auf die Schaltflache Zugriffsgruppe erstellen.
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Geben Sie im daraufhin angezeigten Dialogfeld einen Namen fir die Zugriffsgruppe des neuen Volumes
ein.

7. (Optional) Wahlen Sie im Abschnitt Initiatoren einen oder mehrere Initiatoren aus, die der neuen
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Zugriffsgruppe zugeordnet werden sollen.

Wenn Sie einen Initiator der Volume-Zugriffsgruppe zuordnen, kann dieser Initiator ohne Authentifizierung
auf jedes Volume in der Gruppe zugreifen.

8. (Optional) Wahlen Sie im Abschnitt Volumes ein oder mehrere Volumes aus, die in diese Zugriffsgruppe
aufgenommen werden sollen.

9. Wahlen Sie Zugriffsgruppe Erstellen.

Bearbeiten Sie eine Zugriffsgruppe fur Volumes

Sie kénnen die Eigenschaften einer vorhandenen Volume-Zugriffsgruppe mit NetApp Hybrid Cloud Control
bearbeiten. Sie kdnnen den Namen, zugeordnete Initiatoren oder zugehdrige Volumes einer Zugriffsgruppe
andern.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators fur NetApp HCI oder Element bereitstellen.

Erweitern Sie im Dashboard im linken Navigationsmeni den Namen lhres Storage-Clusters.
Wahlen Sie Bande.
Wahlen Sie die Registerkarte Zugriffsgruppen aus.
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Erweitern Sie in der Spalte Aktionen der Tabelle der Zugriffsgruppen das Optionsmend fiir die
Zugriffsgruppe, die Sie bearbeiten mussen.

6. Wahlen Sie im Optionsmenu die Option Bearbeiten.

7. Nehmen Sie alle erforderlichen Anderungen am Namen, den zugehdrigen Initiatoren oder den zugehérigen
Volumes vor.

8. Bestatigen Sie Ihre Anderungen, indem Sie Speichern wahlen.

9. Uberpriifen Sie in der Tabelle Access Groups, ob die Zugriffsgruppe Ihre Anderungen widerspiegelt.

Loschen Sie eine Zugriffsgruppe fiur Volumes

Sie kénnen eine Volume-Zugriffsgruppe mithilfe von NetApp Hybrid Cloud Control entfernen und gleichzeitig
die mit dieser Zugriffsgruppe verknipften Initiatoren aus dem System entfernen.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators fur NetApp HCI oder Element bereitstellen.

Erweitern Sie im Dashboard im linken Navigationsmeni den Namen lhres Storage-Clusters.
Wahlen Sie Bande.
Wahlen Sie die Registerkarte Zugriffsgruppen aus.
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Erweitern Sie in der Spalte Aktionen der Zugriffstabelle das Optionsmen fir die zu |I6schende
Zugriffsgruppe.

6. Wahlen Sie im Optionsmenu die Option Loschen aus.

7. Wenn Sie die Initiatoren, die der Zugriffsgruppe zugeordnet sind, nicht I6schen méchten, deaktivieren Sie
das Kontrollkastchen Initiatoren I6schen in dieser Zugriffsgruppe.

8. Bestatigen Sie den Loschvorgang, indem Sie Ja auswahlen.
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Weitere Informationen

 "Erfahren Sie mehr Uber Volume Access Groups"
» "Hinzufigen eines Initiators zu einer Volume-Zugriffsgruppe"

* "NetApp Element Plug-in fir vCenter Server"

Erstellen und Verwalten von Initiatoren

Verwenden Sie konnen "Initiatoren” Fur CHAP-basierten und nicht kontenbasierten
Zugriff auf Volumes. Sie kénnen Initiatoren erstellen und I6schen und ihnen freundliche
Alias geben, um die Administration und den Zugriff auf Volumes zu vereinfachen. Wenn
Sie einer Volume-Zugriffsgruppe einen Initiator hinzufugen, ermaoglicht dieser Initiator den
Zugriff auf alle Volumes in der Gruppe.

Was Sie bendtigen
 Sie haben Cluster-Administrator-Anmeldedaten.
« Sie haben lhre Managementservices auf mindestens Version 2.17 aktualisiert. Das NetApp Hybrid Cloud
Control Initiator-Management ist in friiheren Service-Bundle-Versionen nicht verfligbar.

Optionen
» Erstellen eines Initiators

* Fugen Sie Initiatoren zu einer Volume-Zugriffsgruppe hinzu
« Andern eines Initiator-Alias

* Loschen Sie Initiatoren
Erstellen eines Initiators

Sie kdénnen iSCSI- oder Fibre Channel-Initiatoren erstellen und diese optional Aliase zuweisen.

Uber diese Aufgabe

Das akzeptierte Format eines Initiator-IQN lautet ign . yyyy-mm Wobei y und m Ziffern sind, gefolgt von Text,
der nur Ziffern, Kleinbuchstaben, einen Punkt enthalten darf (. ), Doppelpunkt (: ) Oder Strich (-). Ein Beispiel
fur das Format:

ign.2010-01.com.solidfire:c2r9.£c0.2100000ele09bb8b

Das akzeptierte Format eines Fibre Channel Initiator-WWPN :2a:bB:CC:dd:11:22:33:44 Oder
AabBCCdd11223344. Ein Beispiel flr das Format:

5f:47:ac:c0:5¢c:74:d4:02

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators bereitstellen.
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2. Erweitern Sie im Dashboard im linken Navigationsment den Namen lhres Storage-Clusters.

3. Wahlen Sie Bande.

4. Wahlen Sie die Registerkarte Initiatoren aus.

5. Wahlen Sie die Schaltflache Initiatoren erstellen.

Option

Erstellen Sie einen oder mehrere Initiatoren

Initiatoren fir Massenvorgange erstellen

a.

Schritte

Geben Sie im Feld IQN/WWPN den IQN oder
WWPN fiur den Initiator ein.

Geben Sie im Feld Alias einen Anzeigenamen
fur den Initiator ein.

(Optional) Wahlen Sie Initiator hinzufiigen, um
neue Initiatorfelder zu 6ffnen, oder verwenden
Sie stattdessen die Option Bulk create.

Wahlen Sie Initiatoren Erstellen Aus.

Wahlen Sie Bulk Add IQNs/WWPNs aus.

Geben Sie eine Liste von IQNs oder WWPNs in
das Textfeld ein. Jeder IQN oder WWPN muss
Komma oder Speicherplatz getrennt oder in
seiner eigenen Zeile sein.

Wahlen Sie IQNs/WWPNs hinzufiigen.

(Optional) Flgen Sie jedem Initiator eindeutige
Aliase hinzu.

Entfernen Sie jeden Initiator aus der Liste, derin
der Installation moglicherweise bereits
vorhanden ist.

Wahlen Sie Initiatoren Erstellen Aus.

Fugen Sie Initiatoren zu einer Volume-Zugriffsgruppe hinzu

Sie kdnnen Initiatoren zu einer Volume-Zugriffsgruppe hinzufligen. Wenn Sie einer Volume-Zugriffsgruppe
einen Initiator hinzufiigen, ermdglicht der Initiator den Zugriff auf alle Volumes in dieser Volume-Zugriffsgruppe.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-

Administrators bereitstellen.

Wahlen Sie Bande.

Wahlen Sie die Zugriffsgruppe aus.
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Wahlen Sie die Registerkarte Initiatoren aus.

Wahlen Sie Aktionen > zur Zugriffsgruppe hinzufiigen.

Erweitern Sie im Dashboard im linken Navigationsmenl den Namen lhres Storage-Clusters.

Wahlen Sie einen oder mehrere Initiatoren aus, die Sie hinzuflgen mdchten.

Bestatigen Sie Ihre Anderungen, indem Sie Initiator hinzufiigen wéahlen.
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Andern eines Initiator-Alias

Sie kdnnen den Alias eines bestehenden Initiators andern oder einen Alias hinzufiigen, wenn einer noch nicht
vorhanden ist.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators bereitstellen.

Erweitern Sie im Dashboard im linken Navigationsmeni den Namen lhres Storage-Clusters.
Wahlen Sie Bande.

Wahlen Sie die Registerkarte Initiatoren aus.

Erweitern Sie in der Spalte Aktionen das Optionsmen fir den Initiator.

Wahlen Sie Bearbeiten.

Nehmen Sie alle erforderlichen Anderungen am Alias vor oder fligen Sie einen neuen Alias hinzu.
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Wahlen Sie Speichern.

Loschen Sie Initiatoren

Sie kénnen einen oder mehrere Initiatoren I6schen. Wenn Sie einen Initiator I16schen, wird dieser vom System
aus einer zugehorigen Volume-Zugriffsgruppe entfernt. Verbindungen, die den Initiator verwenden, bleiben
gultig, bis die Verbindung zuriickgesetzt wird.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators bereitstellen.

Erweitern Sie im Dashboard im linken Navigationsmeni den Namen |hres Storage-Clusters.
Wahlen Sie Bande.

Wabhlen Sie die Registerkarte Initiatoren aus.
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Einen oder mehrere Initiatoren l6schen:
a. Wahlen Sie einen oder mehrere Initiatoren aus, die Sie [6schen mdchten.
b. Wahlen Sie Aktionen > Loschen.

c. Bestatigen Sie den Léschvorgang und wahlen Sie Ja.

Weitere Informationen

+ "Weitere Informationen zu Initiatoren"
« "Erfahren Sie mehr Uber Volume Access Groups"

* "NetApp Element Plug-in fir vCenter Server"

Erstellung und Management von QoS-Richtlinien flir
Volumes

Mit einer QoS-Richtlinie (Quality of Service) kdnnen Sie eine standardisierte Quality-of-
Service-Einstellung erstellen und speichern, die auf viele Volumes angewendet werden
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kann. Der ausgewahlte Cluster muss zur Verwendung von QoS-Richtlinien Element 10.0
oder hoher sein. Anderenfalls sind QoS-Richtlinienfunktionen nicht verfugbar.

@ Weitere Informationen zur Verwendung finden Sie unter NetApp HCI Concepts "QoS-Richtlinien
(QoS" Anstelle einzelner Volumes "QoS".

Mithilfe von NetApp Hybrid Cloud Control lassen sich QoS-Richtlinien erstellen und managen, indem folgende
Aufgaben ausgefiihrt werden:

* Erstellen einer QoS-Richtlinie

* Wenden Sie eine QoS-Richtlinie auf ein Volume an

» Andern der QoS-Richtlinienzuweisung eines Volumes

* Bearbeiten einer QoS-Richtlinie

» Loschen einer QoS-Richtlinie

Erstellen einer QoS-Richtlinie

Sie kdnnen QoS-Richtlinien erstellen und auf Volumes anwenden, die eine vergleichbare Performance
aufweisen sollten.

Wenn Sie QoS-Richtlinien verwenden, verwenden Sie keine benutzerdefinierte QoS fir ein
Volume. Durch benutzerdefinierte QoS werden die QoS-Richtlinienwerte fiir Volume-QoS-
Einstellungen Uberschrieben und angepasst.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators fir NetApp HCI oder Element bereitstellen.

Erweitern Sie im Dashboard das Menl fir Ihr Speichercluster.
Wahlen Sie Storage > Volumes.
Klicken Sie auf die Registerkarte QoS Policies.

Klicken Sie Auf Create Policy.

o o AW N

Geben Sie den Policy Name ein.

Verwenden Sie beschreibende Best Practices fur die Benennung. Dies ist besonders
wichtig, wenn in lhrer Umgebung mehrere Cluster oder vCenter Server verwendet werden.

7. Geben Sie die Werte fir IOPS-Minimum, IOPS-Maximum und IOPS-Burst ein.
8. Klicken Sie auf QoS-Richtlinie erstellen.
Fir die Richtlinie wird eine System-ID generiert, und die Richtlinie wird auf der Seite QoS Policies mit ihren

zugewiesenen QoS-Werten angezeigt.

Wenden Sie eine QoS-Richtlinie auf ein Volume an

Mithilfe von NetApp Hybrid Cloud Control kann einer vorhandenen QoS-Richtlinie ein Volume zugewiesen
werden.
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Was Sie bendtigen

Die QoS-Richtlinie, die Sie zuweisen mochten, war Erstellt.

Uber diese Aufgabe

Dieser Task beschreibt, wie eine QoS-Richtlinie einem einzelnen Volume durch Andern der entsprechenden
Einstellungen zugewiesen wird. Die neueste Version von NetApp Hybrid Cloud Control bietet keine
Massenzuordnungsoption fur mehr als ein Volume. Bis die Funktion fir die Massen-Zuweisung in einer
zukunftigen Version verfugbar ist, kdnnen Sie QoS-Richtlinien tber die Element Web-Ul oder das vCenter
Plug-in in Bulk zuweisen.

Schritte

1.

o o > w0 b

Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators fir NetApp HCI oder Element bereitstellen.

Erweitern Sie im Dashboard das Men fir Ihr Speichercluster.

Wahlen Sie Storage > Volumes.

Klicken Sie auf das Menlu Aktionen neben dem Volumen, den Sie andern mochten.
Wahlen Sie im Menl Ergebnis die Option Bearbeiten.

Aktivieren Sie im Dialogfeld QoS-Richtlinie zuweisen und wahlen Sie die QoS-Richtlinie aus der
Dropdown-Liste aus, die auf das ausgewahlte Volume angewendet werden soll.

@ Durch die Zuweisung von QoS werden alle zuvor angewandten QoS-Werte fur Volumes
aulder Kraft gesetzt.

Klicken Sie Auf Speichern.

Das aktualisierte Volume mit der zugewiesenen QoS-Richtlinie wird auf der Ubersichtsseite angezeigt.

Andern der QoS-Richtlinienzuweisung eines Volumes

Sie kdnnen die Zuweisung einer QoS-Richtlinie aus einem Volume entfernen oder eine andere QoS-Richtlinie
oder benutzerdefinierte QoS auswahlen.

Was Sie benétigen

Das Volume, das Sie andern mochten, ist Zugewiesen Eine QoS-Richtlinie

Schritte

1.

o o &~ 0 Db
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Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators fiir NetApp HCI oder Element bereitstellen.

Erweitern Sie im Dashboard das Men fir Ihr Speichercluster.

Wahlen Sie Storage > Volumes.

Klicken Sie auf das Menlu Aktionen neben dem Volumen, den Sie andern mochten.
Wahlen Sie im MenU Ergebnis die Option Bearbeiten.

Fihren Sie im Dialogfeld einen der folgenden Schritte aus:

o Deaktivieren Sie Assign QoS Policy und andern Sie die Min IOPS, Max IOPS und Burst IOPS-Werte

fur die QoS einzelner Volumes.



@ Wenn QoS-Richtlinien deaktiviert sind, verwendet das Volume Standard-QoS-IOPS-
Werte, sofern nichts anderes geandert wurde.

o Wahlen Sie in der Dropdown-Liste eine andere QoS-Richtlinie aus, die auf das ausgewahlte Volume
angewendet werden soll.

7. Klicken Sie Auf Speichern.

Das aktualisierte Volume wird auf der Seite Ubersicht angezeigt.

Bearbeiten einer QoS-Richtlinie

Sie kdnnen den Namen einer vorhandenen QoS-Richtlinie andern oder die mit der Richtlinie verknlpften Werte
bearbeiten. Das Andern von Performance-Werten fiir die QoS-Richtlinie wirkt sich auf die QoS aller mit der
Richtlinie verknlpften Volumes aus.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators fur NetApp HCI oder Element bereitstellen.

Erweitern Sie im Dashboard das Men fir Ihr Speichercluster.

Wahlen Sie Storage > Volumes.

Klicken Sie auf die Registerkarte QoS Policies.

Klicken Sie auf das Menu Aktionen neben der QoS-Richtlinie, die Sie andern mochten.

Klicken Sie Auf Bearbeiten.

N o o k&~ 0 DN

Andern Sie im Dialogfeld QoS-Richtlinie bearbeiten einen oder mehrere der folgenden Optionen:
o Name: Der benutzerdefinierte Name fiir die QoS-Richtlinie.
o Minimum IOPS: Die Mindestzahl an IOPS fiir das Volume garantiert. Standard = 50.
o Maximale IOPS: Die maximale Anzahl von IOPS flr das Volume zulassig. Standard = 15,000.

o Burst IOPS: Die maximale Anzahl an IOPS Uber einen kurzen Zeitraum fir das Volume zulassig.
Standard = 15,000.

8. Klicken Sie Auf Speichern.

Die aktualisierte QoS-Richtlinie wird auf der Seite QoS-Richtlinien angezeigt.

Klicken Sie auf den Link in der Spalte aktive Volumes, um eine Richtlinie anzuzeigen, in
der eine gefilterte Liste der Volumes angezeigt wird, die dieser Richtlinie zugeordnet sind.

Loschen einer QoS-Richtlinie

Die QoS-Richtlinie kann geldscht werden, wenn sie nicht mehr benétigt wird. Wenn Sie eine QoS-Richtlinie
I6schen, erhalten alle mit der Richtlinie zugewiesenen Volumes die QoS-Werte, die zuvor von der Richtlinie
definiert wurden, jedoch als individuelle Volume-QoS. Jede Zuordnung zur Richtlinie ,Gel6schte QoS* wird
entfernt.

Schritte

1. Melden Sie sich bei NetApp Hybrid Cloud Control an, indem Sie die Anmeldedaten des Storage-Cluster-
Administrators fur NetApp HCI oder Element bereitstellen.
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Erweitern Sie im Dashboard das Mend flr lhr Speichercluster.

Wahlen Sie Storage > Volumes.

Klicken Sie auf die Registerkarte QoS Policies.

Klicken Sie auf das Menu Aktionen neben der QoS-Richtlinie, die Sie andern mochten.

Klicken Sie Auf Loschen.

N o o M w0 DN

Bestatigen Sie die Aktion.

Weitere Informationen

* "NetApp Element Plug-in fur vCenter Server"

» "Dokumentation von SolidFire und Element Software"
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