Durchfuihren des Software-Upgrades

OnCommand Insight

NetApp
October 24, 2024

This PDF was generated from https://docs.netapp.com/de-de/oncommand-insight/install-
windows/upgrading-insight.html on October 24, 2024. Always check docs.netapp.com for the latest.



Inhalt

Durchflihren des Software-Upgrades
Aktualisieren Von Insight
Data Warehouse Wird Aktualisiert
Aktualisierung der Server der Remote-Akquisitionseinheit

W = A



Durchfuhren des Software-Upgrades

Nachdem Sie alle erforderlichen Aufgaben abgeschlossen haben, konnen Sie alle
Insight-Komponenten auf eine neue Version aktualisieren, indem Sie das entsprechende
Installationspaket auf jedem Server herunterladen und ausfuhren.

Aktualisieren Von Insight

Nachdem Sie alle erforderlichen Aufgaben abgeschlossen haben, melden Sie sich beim
Insight Server an und fuhren das Installationspaket aus, um das Upgrade abzuschliefl3en.
Beim Upgrade wird die vorhandene Software deinstalliert, die neue Software installiert
und der Server anschlie3end neu gestartet.

Bevor Sie beginnen

Das Insight-Installationspaket muss sich auf dem Server befinden.

®

Schritte

Sie mussen den Tresor sichern, bevor Sie OnCommand Insight aktualisieren.

Weitere Informationen finden Sie in den "Sicherheitstool" Anweisungen.

1. Melden Sie sich beim Insight-Server mit einem Konto an, das Uber lokale Windows-
Administratorberechtigungen verflgt.

2. Suchen Sie das Insight Installationspaket (SANscreenServer-x64-version number-
build number.msi) Verwenden Sie Windows Explorer und doppelklicken Sie darauf.

Der OnCommand InsightSetup-Assistent wird angezeigt.

3. Bewegen Sie das Fortschrittsfenster von der Mitte des Bildschirms weg und weg vom Setup-Wizard
-Fenster, so dass alle generierten Fehler nicht aus der Ansicht ausgeblendet werden.

4. Befolgen Sie die Anweisungen des Setup-Assistenten.

Es empfiehlt sich, alle Standardeinstellungen ausgewahlt zu lassen.

Nachdem Sie fertig sind

Um zu Uberpriifen, ob das Upgrade erfolgreich war oder Fehler generiert wurden, Gberprifen Sie das
Upgrade-Protokoll am folgenden Speicherort: <install
directory>\SANscreen\wildfly\standalone\log.

Data Warehouse Wird Aktualisiert

Nachdem Sie alle erforderlichen Aufgaben abgeschlossen haben, kdnnen Sie sich beim
Data Warehouse-Server anmelden und das Installationspaket ausfuhren, um das
Upgrade abzuschliel3en.


https://docs.netapp.com/de-de/oncommand-insight/config-admin\/security-management.html

Uber diese Aufgabe

Inline-Upgrade wird vom Data Warehouse (DWH) nicht unterstitzt. Fiihren Sie die folgenden Schritte aus, um
auf die neue Version der DWH-Software zu aktualisieren.

®

Schritte

Sie miissen den Tresor sichern, bevor Sie das DWH-Upgrade durchfihren.

Weitere Informationen finden Sie in den "Sicherheitstool" Anweisungen.

Beim Aktualisieren des Data Warehouse mussen Sie die folgenden Aktionen ausfiihren:
1. Stellen Sie nach der Installation von DWH 7.3.16 den Tresor und die Datenbank in der folgenden
Reihenfolge wieder her:
a. Vault
b. Datenbank

2. Melden Sie sich beim DWH-Server mit einem Konto an, das Uber lokale Windows-
Administratorberechtigungen verfugt.

. Sichern Sie die DWH-DB und Berichte tUber die DWH-Portalschnittstelle.
. Sichern Sie den Vault. Siehe "Sicherheitsadministration"Dokumentation.
. Deinstallieren Sie die DWH-Software vom Server.

. Starten Sie den Server neu, um Komponenten aus dem Speicher zu entfernen.
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. Installieren Sie die neue Version von DWH auf dem Server.

Die Installation dauert etwa 2 Stunden. Es empfiehlt sich, alle Standardeinstellungen ausgewahlt zu
lassen.

8. Stellen Sie den Tresor auf dem DWH-Server wieder her.

9. Stellen Sie die DWH-Datenbank auf dem Server wieder her.

Nachdem Sie fertig sind

Nach dem Upgrade mussen Sie die Data Warehouse-Datenbank wiederherstellen, die so lange oder langer
dauern kann wie das Upgrade.

Wahrend eines OnCommand Insight-Upgrades ist es nicht ungewdhnlich, dass ein Kunde zu
einem anderen Insight-Server wechselt. Wenn Sie lhren Insight-Server geandert haben, zeigen

@ die vorhandenen Konnektoren nach der Wiederherstellung der Data Warehouse-Datenbank auf
die vorherige Server-IP-Adresse oder den Hostnamen. Es empfiehlt sich, den Konnektor zu
I6schen und einen neuen zu erstellen, um maogliche Fehler zu vermeiden.

Beibehalten von benutzerdefinierten Cognos-Einstellungen wahrend einer Data
Warehouse-Aktualisierung

Benutzerdefinierte Cognos-Einstellungen, z. B. nicht standardmaRige SMTP-E-Mail-
Einstellungen, werden nicht automatisch als Teil eines Data Warehouse-Upgrades
gesichert. Sie mussen die benutzerdefinierten Einstellungen nach einem Upgrade
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manuell dokumentieren und wiederherstellen.

Bevor Sie das Data Warehouse aktualisieren, erstellen Sie eine Checkliste mit allen benutzerdefinierten
Cognos-Einstellungen, die Sie beibehalten méchten, und tberpriifen Sie die Liste vor dem Upgrade des
Systems. Nach Abschluss der Aktualisierung kénnen Sie die Werte manuell wiederherstellen, um sie auf die
Einstellungen in der urspringlichen Konfiguration zurlickzusetzen.

Aktualisierung der Server der Remote-Akquisitionseinheit

Nachdem Sie alle erforderlichen Aufgaben abgeschlossen haben, kdnnen Sie sich beim
Server der Remote-Erfassungseinheit anmelden und das Installationspaket ausfuhren,
um das Upgrade abzuschlielRen. Sie mussen diese Aufgabe auf allen Remote-
Akquisitionsservern in Ihrer Umgebung ausfuhren.

Bevor Sie beginnen

» Sie mussen ein Upgrade von OnCommand Insight durchgefiihrt haben.

* Das OnCommand Insight-Installationspaket muss sich auf dem Server befinden.

®

Schritte

Sie mussen den Vault vor dem Upgrade sichern.

Weitere Informationen zum Tresor finden "Sicherheitstool"Sie in den Anweisungen.

1. Melden Sie sich beim Server der Remote-Erfassungseinheit mit einem Konto an, das tber lokale Windows-
Administratorberechtigungen verfugt.

2. Sichern Sie den Vault.

3. Suchen Sie das Insight Installationspaket (RAU-x64-version number-build number.msi)
Verwenden Sie Windows Explorer und doppelklicken Sie darauf.

Der OnCommand Insight-Einrichtungsassistent wird angezeigt.
4. Verschieben Sie das Fenster mit dem Installationsassistenten vom Zentrum des Bildschirms weg und

entfernen Sie es aus dem Fenster mit dem Installationsassistenten, sodass generierte Fehler nicht aus der
Ansicht ausgeblendet werden.

5. Befolgen Sie die Anweisungen des Setup-Assistenten.

Es empfiehlt sich, alle Standardeinstellungen ausgewabhlt zu lassen.

Nachdem Sie fertig sind

* Um zu uberprtifen, ob das Upgrade erfolgreich war oder Fehler generiert wurden, tberprifen Sie das
Upgrade-Protokoll am folgenden Speicherort: <install directory>\SANscreen\bin\log.

* Verwenden Sie die securityadmin Tool zum Wiederherstellen der gespeicherten Sicherheit
Konfiguration. Weitere Informationen finden Sie im OnCommand Insight nach securityadmin

Dokumentationscenter: http://docs.netapp.com/oci-73/index.jsp
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* Loschen Sie den Cache und den Verlauf lhres Browsers, um sicherzustellen, dass Sie die neuesten Daten
vom Server empfangen.
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