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Verwalten von Benutzerkonten fur Data
Warehouse und Reporting

Benutzerkonten, Benutzerauthentifizierung und Benutzerautorisierung fur die
OnCommand Insight-Berichtstools werden uber das Data Warehouse (DWH) definiert
und verwaltet. Basierend auf diesen Konfigurationen erhalten Benutzer und
Administratoren Zugriff auf einige oder alle verfigbaren OnCommand Insight-Berichte.

Fir den Zugriff auf die Benutzerverwaltung im Data Warehouse ist ein Konto mit Systemadministratorrechten
erforderlich. Hierzu zahlen folgende Optionen:

* Vollstandige Administrationsfunktionen fir das Data Warehouse
» Konfiguration und Pflege aller Benutzerkonten
* Lesezugriff auf die Datenbank

» Mdglichkeit zum Einrichten von Connectors in der ETL, Planen von Data Warehouse-Jobs, Zurlicksetzen
der Datenbank, Zuweisen oder Andern von Rollen sowie Hinzufiigen und Entfernen von Benutzerkonten

Zugriff auf das Data Warehouse- und Reporting-Portal

Das Data Warehouse-Portal bietet Zugriff auf Verwaltungsoptionen. Uber das Data
Warehouse-Portal kdnnen Sie auch auf das Reporting-Portal zugreifen.

Schritte

1. Melden Sie sich als Administrator beim Data Warehouse-Portal unter an https://hostname/dwh, Wo
hostname Ist der Name des Systems, auf dem OnCommand Insight Data Warehouse installiert ist.

2. Klicken Sie in der Symbolleiste Data Warehouse aufD Um das Reporting-Portal zu 6ffnen.

Reporting-Benutzerrollen

Jedem Benutzerkonto wird eine Rolle mit einem Satz von Berechtigungen zugewiesen.
Die Anzahl der Benutzer wird durch die Anzahl der Reporting-Lizenzen begrenzt, die
jeder Rolle zugeordnet sind.

Jede Rolle kann die folgenden Aktionen ausfiihren:
+ Empfanger

Zeigt Berichte im OnCommand Insight-Reporting-Portal an und legt personliche Einstellungen wie die fur
Sprachen und Zeitzonen fest.

(D Empfanger kénnen keine Berichte erstellen, Berichte ausfihren, Berichte planen, Berichte
exportieren oder administrative Aufgaben ausfihren.

* Business Consumer

FUhrt Berichte aus und fuhrt alle Empfangeroptionen aus.



* Business Author

Zeigt geplante Berichte an, fuhrt Berichte interaktiv aus, erstellt Meldungen und flhrt alle Business
Consumer-Optionen aus.

* Pro Author
Erstellt Berichte, erstellt Pakete und Datenmodule sowie alle Optionen fiir Business Author.
* Administrator
Fahrt Verwaltungsaufgaben fiir Berichte durch, wie z. B. Import und Export von Berichtsdefinitionen,

Konfiguration von Berichten, Konfiguration von Datenquellen und Herunterfahren und Neustart von
Berichtsaufgaben.

Die folgende Tabelle zeigt die Berechtigungen und die maximale Anzahl von Benutzern, die fir jede Rolle
zulassig sind:

Merkmal Empfanger Geschaftsverbra Wirtschaftautor  Pro Author Admin
ucher
Anzeigen von Ja. Ja. Ja. Ja. Ja.

Berichten auf der
Registerkarte

,Teaminhalt®

Berichte Nein Ja. Ja. Ja. Ja.
erstellen

Planen von Nein Ja. Ja. Ja. Ja.
Berichten

Externe Dateien Nein Nein Ja. Ja. Nein
hochladen

Erstellen von Nein Nein Ja. Ja. Nein

Geschichten

Erstellen von Nein Nein Ja. Ja. Nein
Berichten
Erstellen von Nein Nein Nein Ja. Nein

Paketen und
Datenmodulen

Ausflihrung Nein Nein Nein Nein Ja.
administrativer
Aufgaben



Anzahl der Anzahl der 20 2 1 1
Benutzer OnCommand
Insight Benutzer

Wenn Sie einen neuen Benutzer fir Data Warehouse und Reporting hinzufligen und das Limit in einer Rolle
Uberschreiten, wird der Benutzer als ,deactivated, “ hinzugeflgt und Sie missen einen anderen Benutzer
mit dieser Rolle deaktivieren oder entfernen, um eine neue Benutzermitgliedschaft zu erhalten.

Fir die Funktionen zur Berichterstellung ist eine Insight Plan-Lizenz erforderlich. Sie kdnnen

@ zusatzliche Benutzer von Business Author und Pro Author hinzufiigen, indem Sie DAS ARAP
(Additional Report Authoring Package) erwerben. Wenden Sie sich an Ihren OnCommand
Insight Ansprechpartner.

Diese berichtstellungsweisen Benutzerrollen haben keinen Einfluss auf den direkten Datenbankzugriff. Diese
berichtenden Benutzerrollen haben keinen Einfluss auf Ihre Fahigkeit, SQL-Abfragen mithilfe der Data Marts
zu erstellen.

Hinzufugen eines Reporting-Benutzers

Sie mussen flr jede Person, die Zugriff auf das Reporting-Portal bendtigt, ein neues
Benutzerkonto hinzufligen. Die Verwendung eines anderen Benutzerkontos fur jede
Person ermoglicht die Kontrolle von Zugriffsrechten, individuellen Einstellungen und
Verantwortlichkeit.

Bevor Sie beginnen
Bevor Sie einen Reporting-Benutzer hinzufiigen, miissen Sie einen eindeutigen Benutzernamen zugewiesen

haben, das zu verwendende Kennwort festgelegt und die korrekte Benutzerrolle bzw. -Rolle Uberpriift haben.
Diese Rollen sind auf das Reporting-Portal spezialisiert.

Schritte

1. Melden Sie sich als Administrator beim Data Warehouse Portal unter an https://hostname/dwh, Wo
hostname Ist der Name des Systems, auf dem OnCommand Insight Data Warehouse installiert ist.

2. Klicken Sie im Navigationsfenster auf der linken Seite auf Benutzerverwaltung.
3. Klicken Sie im Fenster Benutzerverwaltung auf Neuen Benutzer hinzufiigen.

4. Geben Sie die folgenden Informationen fir den neuen Reporting-Benutzer ein:
o Benutzername
Benutzername (alphanumerisch, einschlie3lich a-z, A-Z und 0-9) fir das Konto
o E-Mail-Adresse

Mit dem Benutzerkonto verknipfte E-Mail-Adresse, die erforderlich ist, wenn der Benutzer Berichte
abonniert

o Passwort



Passwort zur Anmeldung bei OnCommand Insight mit diesem Benutzerkonto, das normalerweise vom
Benutzer ausgewahlt und in der Benutzeroberflache bestatigt wird

o Insight-Rolle

Rollen, die dem Benutzer mit entsprechenden Berechtigungen zur Verfligung stehen

Die Optionen fir die OnCommand Insight-Rolle werden nur angezeigt, wenn
OnCommand Insight auf demselben Rechner wie die Berichtsfunktionen installiert ist,
was nicht typisch ist.

o Berichtsrollen

Berichtsfunktion fir dieses Benutzerkonto (z. B. Pro Author)
(D Die Administratorrolle ist eindeutig. Sie kbnnen diese Rolle jedem Benutzer hinzufiigen.

5. Klicken Sie Auf Hinzufiigen.

Verwalten von Benutzerkonten

Sie kdnnen Benutzerkonten, Benutzerauthentifizierung und Benutzerautorisierung tber
das Data Warehouse-Portal konfigurieren. Jedem Benutzerkonto wird eine Rolle mit einer
der folgenden Berechtigungsstufen zugewiesen. Die Anzahl der Benutzer wird durch die
Anzahl der Reporting-Lizenzen begrenzt, die jeder Rolle zugeordnet sind.

Schritte

1. Melden Sie sich beim Data Warehouse Portal unter an https://hostname/dwh, Wo hostname Ist der
Name des Systems, auf dem OnCommand Insight Data Warehouse installiert ist.

2. Klicken Sie im Navigationsfenster auf der linken Seite auf Benutzerverwaltung.

OnCommand Insight roles Reporting roles
Name Guest | User | Administrator Recipient Business Consumer Business Author Pro Author Administrator E-mail
guest X Edit | Delete Change password Deactivate
user X X Edit | Delete Change password Deactivate
admin X X X X X Edit Change password
oadmir X X X Edit Change password Deactivate

LDAP Configuration Add New User Change DWH User password

The following table shows the privileges for each reporting role

Feature Recipient Business Consumer Business Author Pro Author Administrator
View reports (in Public Folder tab, My Folders) Yes Yes Yes Yes Yes
Run reports Mo Yes Yes Yes Yes
Schedule Reports Mo Yes Yes Yes Yes
Create reports in Query Studio Mo Mo Yes Yes No
Create reports in Workspace (Standard) Mo Yes Yes Yes No
Create reports in Workspace (Advanced) No Mo Yes Yes No
Create reports in Report Studio Mo Mo No Yes MNo
Perform administrative tasks Mo Mo No Mo Yes

3. Fuhren Sie einen der folgenden Schritte aus:

o Um einen vorhandenen Benutzer zu bearbeiten, wahlen Sie die Zeile fiir den Benutzer aus und klicken



Sie auf Bearbeiten.

o Um das Passwort eines Benutzers zu andern, wahlen Sie die Zeile flir den Benutzer aus und klicken
Sie auf Passwort andern.

o Um einen Benutzer zu I6schen, wahlen Sie die Zeile flr den Benutzer aus und klicken auf Loschen

4. Um einen Benutzer zu aktivieren oder zu deaktivieren, wahlen Sie die Zeile flir den Benutzer aus und
klicken Sie auf Aktivieren oder Deaktivieren.

Konfigurieren von LDAP fur die Berichterstellung

Uber das Data Warehouse-Portal kann der Administrator die LDAP-Nutzung fiir Data
Warehouse und Reporting konfigurieren.

Bevor Sie beginnen

Sie mussen sich bei Insight als Administrator anmelden, um diese Aufgabe auszufihren.

Fir alle Secure Active Directory (d. h. LDAPS)-Benutzer miissen Sie den AD-Servernamen genau so
verwenden, wie er im Zertifikat definiert ist. Sie konnen die IP-Adresse nicht fur die sichere AD-Anmeldung
verwenden.

Wenn Sie Server.keystore und/oder Server.trustore Passworter mit geandert
@ "Sicherheitsadministration"haben, starten Sie den SANscreen-Dienst neu, bevor Sie das LDAP-
Zertifikat importieren.

Schritte
1. Melden Sie sich beim Data Warehouse Portal unter an https://hostname/dwh, Wo hostname Ist der
Name des Systems, auf dem OnCommand Insight Data Warehouse installiert ist.
Klicken Sie im Navigationsfenster auf der linken Seite auf Benutzerverwaltung.
Klicken Sie auf LDAP-Konfiguration.

Wahlen Sie LDAP aktivieren, um die LDAP-Benutzerauthentifizierung und -Autorisierung zu starten.

o~ N

Nehmen Sie alle erforderlichen Anderungen vor, um LDAP zu konfigurieren.

Die meisten Felder enthalten Standardwerte. Die Standardeinstellungen sind fur das Active Directory
glltig.

o Attribut des Hauptnamens des Benutzers

Attribut, das jeden Benutzer im LDAP-Server identifiziert. Standard ist userPrincipalName, Die
weltweit einzigartig ist. OnCommand Insight versucht, den Inhalt dieses Attributs mit dem oben
angegebenen Benutzernamen abzugleichen.

o Rollenattribut

LDAP-Attribut, das die Passung des Benutzers innerhalb der angegebenen Gruppe identifiziert.
Standard ist memberoOf.

o Mail-Attribut


https://docs.netapp.com/de-de/oncommand-insight/config-admin/security-management.html

LDAP-Attribut, das die E-Mail-Adresse des Benutzers identifiziert. Standard ist mail. Dies ist nutzlich,
wenn Sie Berichte von OnCommand Insight abonnieren mdchten. Insight erfasst die E-Mail-Adresse
des Benutzers bei der ersten Anmeldung und sucht danach nicht mehr.

(D Wenn sich die E-Mail-Adresse des Benutzers auf dem LDAP-Server andert, missen Sie
sie in Insight aktualisieren.

o Distinguished Name Attribut

LDAP-Attribut, das den Distinguished Name des Benutzers identifiziert. Der Standardwert ist
distinguishedName.

o Empfehlung

Gibt an, ob dem Pfad zu anderen Doméanen folgen soll, wenn sich mehrere Domanen im Unternehmen
befinden. Sie missen immer die Standardeinstellung verwenden follow Einstellung.

o Timeout

Dauer der Wartezeit auf eine Antwort vom LDAP-Server vor der Zeitiberschreitung in Millisekunden.
Der Standardwert ist 2,000, was in allen Fallen angemessen ist und nicht gedndert werden sollte.

LDAP-Server

o

Dies ist die IP-Adresse oder der DNS-Name zur Identifizierung des LDAP-Servers. Um einen
bestimmten Port zu identifizieren, wobei 1dap-server-address Ist der Name des LDAP-Servers.
Sie kénnen das folgende Format verwenden:

ldap://ldap-server—-address:port
Um den Standardport zu verwenden, kénnen Sie das folgende Format verwenden:

ldap://ldap-server-address

When entering multiple LDAP servers in this field,
separate entries with a comma, and ensure that the correct
port number is used in each entry.

<:> + um die LDAP-Zertifikate zu importieren, klicken Sie auf
*Zertifikate importieren* und importieren bzw. suchen Sie
die Zertifikatdateien manuell.

o Domane

LDAP-Knoten, auf dem OnCommand Insight nach dem LDAP-Benutzer suchen soll. Dies ist in der
Regel die Domane der obersten Ebene flr das Unternehmen. Beispiel:



DC=<enterprise>, DC=com

> Insight Server Admins-Gruppe

LDAP-Gruppe fiur Benutzer mit Insight Server Administrator-Berechtigungen. Standard ist
insight.server.admins.

o Gruppe der Insight-Administratoren
LDAP-Gruppe fir Benutzer mit Insight Administrator-Berechtigungen. Standard ist insight.admins.
o Insight Benutzergruppe
LDAP-Gruppe fiur Benutzer mit Insight-Benutzerberechtigungen. Standard ist insight.users.
> Insight Gastegruppe
LDAP-Gruppe fir Benutzer mit Insight Gastberechtigungen. Standard ist insight.guests.
o Gruppe der Reporting-Administratoren

LDAP-Gruppe fur Benutzer mit Administratorrechten fiir Insight Reporting. Standard ist
insight.report.admins.

> Reporting pro Autorengruppe

LDAP-Gruppe fiir Benutzer mit Insight Reporting Pro-Autorenrechten. Standard ist
insight.report.proauthors.

o Reporting Business Authors-Gruppe

LDAP-Gruppe fir Benutzer mit Berechtigungen fur Business-Autoren von Insight Reporting. Standard
ist insight.report.business.authors.

o Gruppe der Geschaftskonsumenten melden

LDAP-Gruppe flr Benutzer mit Insight Reporting-Rechten fir Geschaftskunden. Standard ist
insight.report.business.consumers.

o Empfangergruppe melden

LDAP-Gruppe flir Benutzer mit Insight Reporting-Empfangerberechtigungen. Standard ist
insight.report.recipients.

6. Geben Sie Werte in die Felder Directory Lookup user und Directory Lookup user password ein, wenn
Sie Anderungen vorgenommen haben.

Wenn Sie die iberarbeiteten Werte nicht in diese Felder eingeben, werden Ihre Anderungen nicht
gespeichert.

7. Geben Sie das Passwort fir die Verzeichnissuche erneut in das Feld Confirm Directory lookup user
password ein, und klicken Sie auf Validate Password, um das Passwort auf dem Server zu validieren.



8. Klicken Sie auf Update, um die Anderungen zu speichern. Klicken Sie auf Abbrechen, um die
Anderungen zu entfernen.
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