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Andern der internen OnCommand Insight-
Benutzerpassworter

In Sicherheitsrichtlinien missen Sie moglicherweise die Passworter in lhrer OnCommand
Insight-Umgebung andern. Einige der Passworter auf einem Server sind auf einem
anderen Server in der Umgebung vorhanden, sodass Sie das Passwort auf beiden
Servern andern mussen. Wenn Sie beispielsweise das Benutzerpasswort ,inventar®
auf dem Insight Server andern, mussen Sie das Benutzerpasswort ,inventar” auf dem
fur diesen Insight Server konfigurierten Data Warehouse Server Connector zuordnen.

Bevor Sie beginnen

Sie sollten die Abhangigkeiten der Benutzerkonten verstehen, bevor Sie Passworter andern.
(D Wenn Passworter nicht auf allen erforderlichen Servern aktualisiert werden, kommt es zu
Kommunikationsfehlern zwischen den Insight-Komponenten.

Uber diese Aufgabe

In der folgenden Tabelle sind die internen Benutzerpassworter flr den Insight Server aufgefiihrt und die
Insight-Komponenten mit abhangigen Kennwdrtern aufgefuhrt, die mit dem neuen Passwort tbereinstimmen
mussen.

Passworter Fur Insight Server Erforderliche Anderungen
_Intern

Akquisition LAU, RAU

dwh_intern Data Warehouse

Hosts

Inventar Data Warehouse

Stamm

In der folgenden Tabelle sind die internen Benutzerkennworter fir das Data Warehouse und die Insight-
Komponenten mit abhangigen Kennwortern aufgefiihrt, die mit dem neuen Kennwort Gbereinstimmen muissen.

Data Warehouse-Passworter Erforderliche Anderungen

cognos_admin

dwh



dwh_Internal (gedndert mit der Server Connector- Insight Server
Konfigurationsoberflache)

Whuser
Hosts

Inventarisierung (geandert mit der Server Connector- Insight Server
Konfigurationsoberflache)

Stamm

Andern von Kennwértern in der DWH Server Connection Configuration Ul

In der folgenden Tabelle ist das Benutzerpasswort fur DIE LAU aufgefuhrt und die Insight-Komponenten mit
abhangigen Kennwortern, die mit dem neuen Passwort Gbereinstimmen mussen.

LAU-Passworter Erforderliche Anderungen

Akquisition Insight Server, rau

Andern der Passwérter ,,inventar” und ,,dwh_internal*
mithilfe der Benutzeroberflache fur die
Serververbindungskonfiguration

Wenn Sie die Passworter ,inventar” oder ,dwh internal®so andern mussen, dass
sie mit denen auf dem Insight-Server Ubereinstimmen, verwenden Sie die Data
Warehouse-Benutzeroberflache.

Bevor Sie beginnen

Sie mussen als Administrator angemeldet sein, um diese Aufgabe ausflihren zu kénnen.

Schritte

1. Melden Sie sich beim Data Warehouse Portal unter an https://hostname/dwh, Wobei Hostname der Name
des Systems ist, auf dem OnCommand Insight Data Warehouse installiert ist.

2. Klicken Sie im Navigationsfenster auf der linken Seite auf Connectors.

Der Bildschirm Connector bearbeiten wird angezeigt.


https://hostname/dwh

Edit Connector

I 1
Encryption: Enabled j
Mame: Oci-stglE-s12r2.nane.netapp.com
Haost: Oci-5tg06-512r2 nane.netapp.com
Database username: inventary
Database passwaord: sssssnnee
Advanced w
Save Cancel Test Remove

3. Geben Sie ein neues ,Inventory“-Passwort fir das Feld Datenbankkennwort ein.
4. Klicken Sie Auf Speichern

5. Um das Passwort ,dwh internal® zu andern, klicken Sie auf Erweitert.

Der Bildschirm Edit Connector Advanced wird angezeigt.



10 1
Encryption: Enabled j
Mame: Oci-stg06-512r2 nane.netapp.com

Host: Dci-stg06-512r2 nane.netapp.com

Database user name: inventory

Database password: I
Senver user name: dwh_internal
Sernver passwaord: YT

HTTPS port: 443

TCP port: 3306

Basic ~
Save Cancel Test Remaove

6. Geben Sie das neue Passwort in das Feld Server-Passwort ein:

7. Klicken Sie auf Speichern.

Andern des dwh-Kennworts mit dem ODBC-
Verwaltungstool

Wenn Sie das Passwort fur den dwh-Benutzer auf dem Insight-Server andern, muss das
Passwort auch auf dem Data Warehouse-Server geandert werden. Sie verwenden das
ODBC-Datenquellenadministrator-Tool, um das Kennwort im Data Warehouse zu andern.

Bevor Sie beginnen

Sie mussen eine Remote-Anmeldung beim Data Warehouse-Server mit einem Konto mit Administratorrechten
durchfihren.

Schritte

1. FUhren Sie eine Remote-Anmeldung beim Server durch, auf dem das Data Warehouse gehostet wird.

2. Rufen Sie das ODBC-Verwaltungstool unter auf C: \Windows\SysWOwW64\odbcad32.exe

Das System zeigt den ODBC-Bildschirm ,Data Source Administrator” an.



User DSN | System DSN | File DSN | Drivers | Tracing | Connection Pooling | About |

IJzer Data Sources:

Mame Platform  Driver Add...

Remove

Corfigure...

An QDBC User data source stores information about how to connect to the indicated data provider. A
g |User data source is onby visible to you, and can only be used on the cument machine.

OK || cCancel ||

3. Klicken Sie auf System DSN

Die Systemdatenquellen werden angezeigt.

= ODBC Data Source Administrator (32-bit) Iil

User DSN | System DSN | File DSN | Drivers | Tracing | Connection Pocling | About |

System Data Sources:

MName Platform  Driver Add
dwh_capacity 32-bit MySQLODEC 5.1 Driver

dwh_capacity_efficiency 32-bit MySGL QDBC 5.1 Diiver Remove
dwh_cloud_cost 32+bit MySCGL ODBC 5.1 Driver

dwh_fs_util 32-hit MySQLODBC 5.1 Driver

dwh_invertory 32bt  MySQL ODEC 5.1 Driver Cortigure...
dwh_performance J2hit MySGL QODBC 5.1 Diiver

dwh_ports A2-hit MySQL ODBC 5.7 Driver

An QDBC System data source stores information abaut how to connect to the indicated data provider.
g A System data source is visible to all users of this computer, including NT services.

OK || Ganeel || feply || Heo




4. Wahlen Sie eine OnCommand Insight-Datenquelle aus der Liste aus.

5. Klicken Sie Auf Konfigurieren

Der Bildschirm ,Konfiguration der Datenquelle® wird angezeigt.

AN

MysoL
Connector/ODBC

Connection Parameters

Data Source Mame: |

Description: |

3 | localhost

. |dwh

. | dwh_capacdity

6. Geben Sie das neue Passwort in das Feld Passwort ein.
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