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Ändern der internen OnCommand Insight-
Benutzerpasswörter
In Sicherheitsrichtlinien müssen Sie möglicherweise die Passwörter in Ihrer OnCommand
Insight-Umgebung ändern. Einige der Passwörter auf einem Server sind auf einem
anderen Server in der Umgebung vorhanden, sodass Sie das Passwort auf beiden
Servern ändern müssen. Wenn Sie beispielsweise das Benutzerpasswort „inventar“
auf dem Insight Server ändern, müssen Sie das Benutzerpasswort „inventar“ auf dem
für diesen Insight Server konfigurierten Data Warehouse Server Connector zuordnen.

Bevor Sie beginnen

Sie sollten die Abhängigkeiten der Benutzerkonten verstehen, bevor Sie Passwörter ändern.
Wenn Passwörter nicht auf allen erforderlichen Servern aktualisiert werden, kommt es zu
Kommunikationsfehlern zwischen den Insight-Komponenten.

Über diese Aufgabe

In der folgenden Tabelle sind die internen Benutzerpasswörter für den Insight Server aufgeführt und die
Insight-Komponenten mit abhängigen Kennwörtern aufgeführt, die mit dem neuen Passwort übereinstimmen
müssen.

Passwörter Für Insight Server Erforderliche Änderungen

_Intern

Akquisition LAU, RAU

dwh_intern Data Warehouse

Hosts

Inventar Data Warehouse

Stamm

In der folgenden Tabelle sind die internen Benutzerkennwörter für das Data Warehouse und die Insight-
Komponenten mit abhängigen Kennwörtern aufgeführt, die mit dem neuen Kennwort übereinstimmen müssen.

Data Warehouse-Passwörter Erforderliche Änderungen

cognos_admin

dwh
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dwh_Internal (geändert mit der Server Connector-
Konfigurationsoberfläche)

Insight Server

Whuser

Hosts

Inventarisierung (geändert mit der Server Connector-
Konfigurationsoberfläche)

Insight Server

Stamm

Ändern von Kennwörtern in der DWH Server Connection Configuration UI

In der folgenden Tabelle ist das Benutzerpasswort für DIE LAU aufgeführt und die Insight-Komponenten mit
abhängigen Kennwörtern, die mit dem neuen Passwort übereinstimmen müssen.

LAU-Passwörter Erforderliche Änderungen

Akquisition Insight Server, rau

Ändern der Passwörter „inventar“ und „dwh_internal“
mithilfe der Benutzeroberfläche für die
Serververbindungskonfiguration

Wenn Sie die Passwörter „inventar“ oder „dwh_internal“ so ändern müssen, dass
sie mit denen auf dem Insight-Server übereinstimmen, verwenden Sie die Data
Warehouse-Benutzeroberfläche.

Bevor Sie beginnen

Sie müssen als Administrator angemeldet sein, um diese Aufgabe ausführen zu können.

Schritte

1. Melden Sie sich beim Data Warehouse Portal unter an https://hostname/dwh, Wobei Hostname der Name
des Systems ist, auf dem OnCommand Insight Data Warehouse installiert ist.

2. Klicken Sie im Navigationsfenster auf der linken Seite auf Connectors.

Der Bildschirm Connector bearbeiten wird angezeigt.
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3. Geben Sie ein neues „Inventory“-Passwort für das Feld Datenbankkennwort ein.

4. Klicken Sie Auf Speichern

5. Um das Passwort „dwh_internal“ zu ändern, klicken Sie auf Erweitert.

Der Bildschirm Edit Connector Advanced wird angezeigt.
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6. Geben Sie das neue Passwort in das Feld Server-Passwort ein:

7. Klicken Sie auf Speichern.

Ändern des dwh-Kennworts mit dem ODBC-
Verwaltungstool

Wenn Sie das Passwort für den dwh-Benutzer auf dem Insight-Server ändern, muss das
Passwort auch auf dem Data Warehouse-Server geändert werden. Sie verwenden das
ODBC-Datenquellenadministrator-Tool, um das Kennwort im Data Warehouse zu ändern.

Bevor Sie beginnen

Sie müssen eine Remote-Anmeldung beim Data Warehouse-Server mit einem Konto mit Administratorrechten
durchführen.

Schritte

1. Führen Sie eine Remote-Anmeldung beim Server durch, auf dem das Data Warehouse gehostet wird.

2. Rufen Sie das ODBC-Verwaltungstool unter auf C:\Windows\SysWOW64\odbcad32.exe

Das System zeigt den ODBC-Bildschirm „Data Source Administrator“ an.
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3. Klicken Sie auf System DSN

Die Systemdatenquellen werden angezeigt.
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4. Wählen Sie eine OnCommand Insight-Datenquelle aus der Liste aus.

5. Klicken Sie Auf Konfigurieren

Der Bildschirm „Konfiguration der Datenquelle“ wird angezeigt.

6. Geben Sie das neue Passwort in das Feld Passwort ein.
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