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Uberblick Giber den OnCommand Insight
Upgrade-Prozess

Bevor Sie mit dem Upgrade von Insight beginnen, sollten Sie sich unbedingt Gber den
Upgrade-Prozess informieren. Der Upgrade-Prozess ist fur die meisten Versionen von
Insight gleich.

®

Sie mussen den Tresor sichern, bevor Sie OnCommand Insight aktualisieren.

Weitere Informationen finden Sie in den "Sicherheitstool" Anweisungen.

Der Upgrade-Prozess fiur Insight umfasst die folgenden grundlegenden Aufgaben:

Herunterladen der Installationspakete

Sichern der Data Warehouse-Datenbank

Um die Moglichkeit falscher Berichte zu vermeiden, missen Sie die Data Warehouse-Datenbank sichern,
bevor Sie die Insight-Datenbank sichern.

Sichern der Insight-Datenbank

Die Insight Datenbank wird automatisch gesichert, wenn Sie das Upgrade durchfihren. Es empfiehilt sich,
vor dem Upgrade ein Backup der Datenbank zu erstellen und das Backup an einem anderen Ort als auf
dem Insight Server abzulegen. Wahrend des Upgrade-Prozesses erfasst Insight keine neuen Daten. Um
die Menge der nicht erfassten Daten zu minimieren, missen Sie das Datenbank-Backup innerhalb von ein
oder zwei Stunden lhrer geplanten Upgrade-Zeit starten.

Sichern Sie die Sicherheitskonfiguration fir Data Warehouse und Remote Acquisition Unit, wenn die
Konfiguration von der Standardkonfiguration geandert wurde.

Die nicht standardmafige Sicherheitskonfiguration muss nach Abschluss des Upgrades auf dem Data
Warehouse und dem rau-Server wiederhergestellt werden, bevor die Data Warehouse-Datenbank auf dem
System wiederhergestellt wird.

Erstellen von Backups benutzerdefinierter Data Warehouse-Berichte

Wenn Sie die Data Warehouse-Datenbank sichern, werden benutzerdefinierte Berichte eingeschlossen.
Die Sicherungsdatei wird auf dem Data Warehouse-Server erstellt. Es wird empfohlen, die
benutzerdefinierten Berichte an einem anderen Speicherort als dem Data Warehouse-Server zu sichern.
Deinstallieren des Data Warehouse und der Remote Acquisition Unit-Software, falls zutreffend

Der Insight-Server verfiigt Uber ein in-Place-Upgrade. Sie missen die Software nicht deinstallieren. Mit
dem in-Place-Upgrade wird die Datenbank gesichert, die Software deinstalliert, die neue Version installiert

und die Datenbank dann wiederhergestellt.

Aktualisieren der Software auf dem Insight-Server, dem Data Warehouse und den Remote Acquisition
Units

Alle zuvor angewendeten Lizenzen verbleiben in der Registrierung; Sie missen diese Lizenzen nicht
erneut anwenden.


https://docs.netapp.com/de-de/oncommand-insight/config-admin\/security-management.html

 Ausflhren der Aufgaben nach dem Upgrade

OnCommand Insight Upgrade-Checkliste

Sie kdnnen die bereitgestellten Checklisten verwenden, um Ihren Fortschritt bei der
Vorbereitung des Upgrades zu erfassen. Diese Aufgaben sollen dazu beitragen, das
Risiko von Upgrade-Fehlern zu mindern und den Recovery- und
Wiederherstellungsaufwand zu beschleunigen.

Checkliste zur Vorbereitung des Upgrades (erforderlich)

®

Sie miissen den Tresor sichern, bevor Sie OnCommand Insight aktualisieren.

Weitere Informationen finden Sie in den "Sicherheitstool" Anweisungen.

Zustand

Stellen Sie sicher, dass Sie auf allen Insight-Servern
Uber lokale Windows-Administratorberechtigungen
verflgen, die fur die Durchfiihrung des Upgrade-
Prozesses erforderlich sind.

Wenn sich lhre Insight-, Data Warehouse- oder
Remote Acquisition Unit-Server auf 32-Bit-Plattformen
befinden, missen Sie lhre Server auf 64-Bit-
Plattformen aktualisieren. Ab Insight 7.x sind
Upgrades nur fur 64-Bit-Plattformen verflgbar.

Stellen Sie sicher, dass Sie Uber die erforderlichen
Berechtigungen verfiigen, um die Antivirensoftware
auf allen Servern in Ihrer Umgebung zu andern oder
zu deaktivieren. Um einen Aktualisierungsfehler
aufgrund einer aktiven Virenscan-Software zu
verhindern, missen Sie das Insight-
Installationsverzeichnis ausschlielen (disk
drive:\install directory\sanscreen Vom
Zugriff auf Virenschutzprifungen wahrend des
Upgrades. Nachdem Sie alle Komponenten
aktualisiert haben, kdnnen Sie die Antivirensoftware
sicher wieder aktivieren. Stellen Sie jedoch sicher,
dass Sie den Scan so konfigurieren, dass er im
Insight-Installationsverzeichnis weiterhin alle
Komponenten ausschlief3t.

AuRRerdem missen Sie den IBM/DB2-Ordner (z. B.
C:\Program Files\IBM\DBZ2) nach der Installation von
der Virenprifung ausschlieRen.

Abgeschlossen?


https://docs.netapp.com/de-de/oncommand-insight/config-admin\/security-management.html

Checkliste zur Vorbereitung des Upgrades (Best Practice)

Zustand Abgeschlossen?

Planen Sie ein Upgrade ein, und berlicksichtigen Sie
dabei, dass die meisten Upgrades mindestens 4 bis 8
Stunden dauern. GréRRere Unternehmen bendtigen
langer. Die Upgrade-Zeiten hangen von den
verfugbaren Ressourcen (Architektur, CPU und
Arbeitsspeicher), der GroRRe der Datenbanken und der
Anzahl der in lhrer Umgebung Uberwachten Objekte
ab.

Wenden Sie sich beziglich lhrer Upgrade-Plane an
Ihren Ansprechpartner, informieren Sie sich Uber die
installierte Insight Version und welche Version Sie
aktualisieren mochten.

Stellen Sie sicher, dass |hre aktuellen Ressourcen,
die den Insight, Data Warehouse und Remote
Acquisition Units zugewiesen sind, weiterhin die
empfohlenen Spezifikationen erflllen. Weitere
Informationen finden Sie in den Richtlinien zur
Dimensionierung fir alle Server.Alternativ kdnnen Sie
sich an lhren Ansprechpartner wenden, um die
Richtlinien zur Dimensionierung zu besprechen.

Stellen Sie sicher, dass genligend Speicherplatz fur
die Sicherung und Wiederherstellung der Datenbank
vorhanden ist. Die Backup- und Restore-Prozesse
bendtigen etwa das Flnffache des Speicherplatzes,
der von der Backup-Datei auf den Insight- und Data
Warehouse-Servern belegt wird. Ein 50-GB-Backup
bendtigt beispielsweise 250 bis 300 GB freien
Festplattenspeicher.

Stellen Sie sicher, dass Sie Zugriff auf Firefox® oder
den Chrome™ Browser haben, wenn Sie die Insight-
und Data Warehouse-Datenbanken sichern. Internet
Explorer wird nicht empfohlen, da beim Hochladen
und Herunterladen von Dateien grofRer als 4 GB
Probleme auftreten.

Léschen Sie die . tmp Dateien auf dem Insight-
Server, die Sie an folgendem Speicherort finden:
<install
directory>\SANscreen\wildfly\standalone
\ tmp.



Doppelte Datenquellen und stillgelegte Datenquellen
werden vom Insight Client entfernt. Das Entfernen
stillgelegten oder doppelter Datenquellen verringert
die fur die Durchfihrung des Upgrades bendtigte Zeit
und verringert die Moglichkeit einer
Datenbeschadigung.

Wenn Sie einen der mit Insight ausgelieferten
Standardberichte geandert haben, sollten Sie die
Berichte unter einem anderen Namen speichern und
anschlieRend im Ordner ,Kundenberichte® speichern,
damit Sie lhren geanderten Bericht nicht verlieren,
wenn Sie das System aktualisieren oder
wiederherstellen.

Wenn Sie benutzerdefinierte oder geanderte Data
Warehouse-Berichte von lhnen oder Professional
Services erstellt haben, erstellen Sie ein Backup
dieser Berichte, indem Sie sie in XML exportieren und
dann in den Ordner Kundenberichte verschieben.
Stellen Sie sicher, dass sich das Backup nicht auf
dem Data Warehouse-Server befindet. Wenn Sie lhre
Berichte nicht in die empfohlenen Ordner
verschieben, werden diese Berichte mdglicherweise
nicht durch den Upgrade-Prozess gesichert. Bei
frGheren Versionen von Insight kann das Suchen von
Berichten in den entsprechenden Ordnern zum
Verlust benutzerdefinierter und geanderter Berichte
fUhren.

Notieren Sie alle Einstellungen im IBM Cognos-
Konfigurationsdienstprogramm, da diese nicht im
Data Warehouse-Backup enthalten sind. Sie miissen
diese Einstellungen nach dem Upgrade neu
konfigurieren. Das Dienstprogramm befindet sich im
disk drive:\install
directory\SANscreen\cognos\cl0 64\bintc4
Verzeichnis auf dem Data Warehouse-Server, und Sie
fihren es mit aus cogconfigw Command.Alternativ
kénnen Sie eine vollstandige Sicherung von Cognos
durchfihren und anschlieend alle Einstellungen
importieren. Weitere Informationen finden Sie in der
Dokumentation zu IBM Cognos.

Checkliste zur Vorbereitung des Upgrades (falls zutreffend)

Zustand Abgeschlossen?



Wenn Sie die selbstsignierten Zertifikate, die die
Insight-Installation aufgrund von
Sicherheitswarnungen im Browser erstellt hat, durch
von lhrer internen Zertifizierungsstelle signierte
Zertifikate ersetzt haben, sichern Sie die Keystore-
Datei an folgendem Speicherort: disk
drive:\install
directory\SANscreen\wildfly\standalone\
configuration Und stellen Sie sie nach dem
Upgrade wieder her. Dadurch werden die
selbstsignierten Zertifikate ersetzt, die Insight mit
Ihren signierten Zertifikaten erstellt.

Wenn eine |hrer Datenquellen fur lhre Umgebung
geandert wurde und Sie sich nicht sicher sind, ob
diese Anderungen in der Insight-Version verfiigbar
sind, auf die Sie aktualisieren, erstellen Sie eine
Kopie des folgenden Verzeichnisses, das lhnen bei
Problemen mit der Wiederherstellung hilft: disk
drive:\install
directory\SANscreen\wildfly\standalone\
deployments\datasources.war.

Sichern Sie alle benutzerdefinierten
Datenbanktabellen und -Ansichten mithilfe des
mysqldump Befehlszeilen-Tool.das Wiederherstellen
benutzerdefinierter Datenbanktabellen erfordert
privilegierten Zugriff auf die Datenbank. Wenden Sie
sich an den technischen Support, um Hilfe beim
Wiederherstellen dieser Tabellen zu erhalten.

In ist sichergestellt, dass keine benutzerdefinierten
Integrationsskripte, Komponenten von Drittanbietern,
die fur Insight-Datenquellen, Backups oder andere
erforderliche Daten erforderlich sind disk
drive:\install directory\sanscreen
Verzeichnis, da der Inhalt dieses Verzeichnisses
durch den Upgrade-Prozess geldscht wird.Stellen Sie
sicher, dass Sie diese Dinge aus dem verschieben
\sanscreen An einen anderen Speicherort. Wenn
Ihre Umgebung beispielsweise benutzerdefinierte
Integrationsskripte enthalt, stellen Sie sicher, dass Sie
die folgende Datei in ein anderes Verzeichnis als das
kopieren \sanscreen Verzeichnis:

\install dir\SANscreen\wildfly\standalo
ne\deployments\datasources.war\new disk
_models.txt.



Copyright-Informationen

Copyright © 2024 NetApp. Alle Rechte vorbehalten. Gedruckt in den USA. Dieses urheberrechtlich geschiitzte
Dokument darf ohne die vorherige schriftiche Genehmigung des Urheberrechtsinhabers in keiner Form und
durch keine Mittel — weder grafische noch elektronische oder mechanische, einschliel3lich Fotokopieren,
Aufnehmen oder Speichern in einem elektronischen Abrufsystem — auch nicht in Teilen, vervielfaltigt werden.

Software, die von urheberrechtlich geschitztem NetApp Material abgeleitet wird, unterliegt der folgenden
Lizenz und dem folgenden Haftungsausschluss:

DIE VORLIEGENDE SOFTWARE WIRD IN DER VORLIEGENDEN FORM VON NETAPP ZUR VERFUGUNG
GESTELLT, D. H. OHNE JEGLICHE EXPLIZITE ODER IMPLIZITE GEWAHRLEISTUNG, EINSCHLIESSLICH,
JEDOCH NICHT BESCHRANKT AUF DIE STILLSCHWEIGENDE GEWAHRLEISTUNG DER
MARKTGANGIGKEIT UND EIGNUNG FUR EINEN BESTIMMTEN ZWECK, DIE HIERMIT
AUSGESCHLOSSEN WERDEN. NETAPP UBERNIMMT KEINERLEI HAFTUNG FUR DIREKTE, INDIREKTE,
ZUFALLIGE, BESONDERE, BEISPIELHAFTE SCHADEN ODER FOLGESCHADEN (EINSCHLIESSLICH,
JEDOCH NICHT BESCHRANKT AUF DIE BESCHAFFUNG VON ERSATZWAREN ODER
-DIENSTLEISTUNGEN, NUTZUNGS-, DATEN- ODER GEWINNVERLUSTE ODER UNTERBRECHUNG DES
GESCHAFTSBETRIEBS), UNABHANGIG DAVON, WIE SIE VERURSACHT WURDEN UND AUF WELCHER
HAFTUNGSTHEORIE SIE BERUHEN, OB AUS VERTRAGLICH FESTGELEGTER HAFTUNG,
VERSCHULDENSUNABHANGIGER HAFTUNG ODER DELIKTSHAFTUNG (EINSCHLIESSLICH
FAHRLASSIGKEIT ODER AUF ANDEREM WEGE), DIE IN IRGENDEINER WEISE AUS DER NUTZUNG
DIESER SOFTWARE RESULTIEREN, SELBST WENN AUF DIE MOGLICHKEIT DERARTIGER SCHADEN
HINGEWIESEN WURDE.

NetApp behalt sich das Recht vor, die hierin beschriebenen Produkte jederzeit und ohne Vorankindigung zu
andern. NetApp Ubernimmt keine Verantwortung oder Haftung, die sich aus der Verwendung der hier
beschriebenen Produkte ergibt, es sei denn, NetApp hat dem ausdrticklich in schriftlicher Form zugestimmit.
Die Verwendung oder der Erwerb dieses Produkts stellt keine Lizenzierung im Rahmen eines Patentrechts,
Markenrechts oder eines anderen Rechts an geistigem Eigentum von NetApp dar.

Das in diesem Dokument beschriebene Produkt kann durch ein oder mehrere US-amerikanische Patente,
auslandische Patente oder anhangige Patentanmeldungen geschutzt sein.

ERLAUTERUNG ZU ,RESTRICTED RIGHTS*: Nutzung, Vervielfaltigung oder Offenlegung durch die US-
Regierung unterliegt den Einschrankungen gemaf Unterabschnitt (b)(3) der Klausel ,Rights in Technical Data
— Noncommercial ltems* in DFARS 252.227-7013 (Februar 2014) und FAR 52.227-19 (Dezember 2007).

Die hierin enthaltenen Daten beziehen sich auf ein kommerzielles Produkt und/oder einen kommerziellen
Service (wie in FAR 2.101 definiert) und sind Eigentum von NetApp, Inc. Alle technischen Daten und die
Computersoftware von NetApp, die unter diesem Vertrag bereitgestellt werden, sind gewerblicher Natur und
wurden ausschlie3lich unter Verwendung privater Mittel entwickelt. Die US-Regierung besitzt eine nicht
ausschlieBliche, nicht Gbertragbare, nicht unterlizenzierbare, weltweite, limitierte unwiderrufliche Lizenz zur
Nutzung der Daten nur in Verbindung mit und zur Unterstitzung des Vertrags der US-Regierung, unter dem
die Daten bereitgestellt wurden. Sofern in den vorliegenden Bedingungen nicht anders angegeben, durfen die
Daten ohne vorherige schriftliche Genehmigung von NetApp, Inc. nicht verwendet, offengelegt, vervielfaltigt,
geandert, aufgefiihrt oder angezeigt werden. Die Lizenzrechte der US-Regierung fir das US-
Verteidigungsministerium sind auf die in DFARS-Klausel 252.227-7015(b) (Februar 2014) genannten Rechte
beschrankt.

Markeninformationen

NETAPP, das NETAPP Logo und die unter http://www.netapp.com/TM aufgefihrten Marken sind Marken von
NetApp, Inc. Andere Firmen und Produktnamen kénnen Marken der jeweiligen Eigentiimer sein.


http://www.netapp.com/TM\

	Überblick über den OnCommand Insight Upgrade-Prozess : OnCommand Insight
	Inhalt
	Überblick über den OnCommand Insight Upgrade-Prozess
	OnCommand Insight Upgrade-Checkliste


