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Management des Infinite Volume mit Storage-
Klassen und Datenrichtlinien

Sie kdnnen das Infinite Volume effizient managen, indem Sie das Infinite Volume mit der
erforderlichen Anzahl an Storage-Klassen erstellen, Schwellenwerte fur jede Storage-
Klasse konfigurieren, Regeln und eine Datenrichtlinie erstellen, um die Platzierung von
auf das Infinite Volume geschriebenen Daten zu bestimmen, die Datensicherung zu
konfigurieren und Benachrichtigungen optional zu konfigurieren.

Bevor Sie beginnen

» OnCommand Workflow Automation (WFA) muss installiert sein.
» Sie mussen Uber die Rolle ,OnCommand Administrator* oder ,Speicheradministrator” verfiigen.

» Sie missen die erforderliche Anzahl an Aggregaten erstellt haben, indem Sie den entsprechenden
vordefinierten Workflow in WFA anpassen.

« Sie missen die erforderliche Anzahl an Storage-Klassen erstellt haben, indem Sie den entsprechenden
vordefinierten Workflow in WFA anpassen.

» Sie missen den Unified Manager-Server als Datenquelle in WFA konfiguriert haben, und Sie miissen
Uberprifen, ob die Daten erfolgreich im Cache gespeichert sind.

Uber diese Aufgabe

Bei dieser Aufgabe missen Sie zwischen zwei Applikationen wechseln: OnCommand Workflow Automation
(WFA) und OnCommand Unified Manager.

Die Aufgabe bietet Schritte auf hoher Ebene. Informationen zur Durchfihrung der WFA Aufgaben finden Sie in
der Dokumentation ,OnCommand Workflow Automation®.
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Schritte

1.

Workfiow
Automation

Passen Sie den vordefinierten Workflow an, um die erforderlichen Speicherklassen zu

definieren.

Workfiow
Automation

Erstellen Sie mithilfe des entsprechenden Workflows eine SVM mit Infinite Volume mit

der erforderlichen Anzahl an Storage-Klassen.

Flgen Sie der Unified Manager Datenbank den Cluster mit SVM und Infinite Volume

hinzu.

Sie kénnen den Cluster hinzufiigen, indem Sie die IP-Adresse oder den FQDN des Clusters angeben.

Andern Sie die Schwellenwerte fiir jede Storage-Klasse basierend auf den

Anforderungen Ihres Unternehmens.

Sie sollten die Standardeinstellungen fir den Schwellenwert der Storage-Klasse verwenden, um den

Speicherplatz de

r Storage-Klasse effektiv zu tiberwachen.

Konfigurieren von Benachrichtigungsalarme und -Traps zur Behebung aller

Verfugbarkeits- u

nd Kapazitatsprobleme im Zusammenhang mit dem Infinite Volume.

Legen Sie in der Datenrichtlinie Regeln fest und aktivieren Sie alle Anderungen an der

Datenrichtlinie

Die Regeln in einer Datenrichtlinie bestimmen die Platzierung der auf das Infinite Volume geschriebenen

Inhalte.



Regeln in einer Datenrichtlinie betreffen nur neue Daten, die auf das Infinite Volume
geschrieben werden. Bestehende Daten im Infinite Volume werden jedoch nicht
beeintrachtigt.

7. Workflow
Automation Erstellung einer Disaster-Recovery- (DR-) SVM mit Infinite Volume und Konfiguration

einer Datensicherung (DP) durch folgende Schritte:

a. Datensicherung (DP) Infinite Volume unter Verwendung des entsprechenden Workflows erstellen

b. Richten Sie eine DP-Spiegelbeziehung zwischen Quelle und Ziel mithilfe des entsprechenden
Workflows ein.

Bearbeiten der Schwellenwerteinstellungen von
Speicherklassen

Wenn Sie Probleme im Zusammenhang mit dem Speicherplatz in lhren Storage-Klassen
beheben mussen, kdnnen Sie die Schwellenwerteinstellungen der Storage-Kapazitat
entsprechend den Anforderungen Ihres Unternehmens bearbeiten. Wenn der
Schwellenwert Uberschritten wird, werden Ereignisse generiert und Sie erhalten
Benachrichtigungen, wenn Sie fur solche Ereignisse konfiguriert haben.

Bevor Sie beginnen

Sie mussen Uber die Rolle ,OnCommand Administrator” oder ,Speicheradministrator” verfligen.

Schritte

1. Klicken Sie im linken Navigationsbereich auf Systemzustand > SVMs.
2. Wahlen Sie auf der Seite Health/Storage Virtual Machines Inventory eine SVM mit Infinite Volume aus.

3. Klicken Sie auf der Seite Health/Storage Virtual Machine Details auf Actions > Schwellenwerte
bearbeiten.

4. Andern Sie im Dialogfeld Schwellenwerte fiir Speicherklassen bearbeiten die Schwellenwerte nach
Bedarf.

5. Klicken Sie auf Speichern und SchlieRen.

Hinzufugen von Meldungen

Sie konnen Benachrichtigungen konfigurieren, um Sie Uber die Erzeugung eines
bestimmten Ereignisses zu benachrichtigen. Sie kdnnen Meldungen fur eine einzelne
Ressource, fur eine Gruppe von Ressourcen oder fur Ereignisse mit einem bestimmten
Schweregrad konfigurieren. Sie kdnnen die Haufigkeit angeben, mit der Sie
benachrichtigt werden mochten, und ein Skript der Warnmeldung zuordnen.

Bevor Sie beginnen

» Sie missen Benachrichtigungseinstellungen wie die Benutzer-E-Mail-Adresse, SMTP-Server und SNMP-
Trap-Host konfiguriert haben, damit der Unified Manager-Server diese Einstellungen verwenden kann, um



Benachrichtigungen an Benutzer zu senden, wenn ein Ereignis generiert wird.

« Sie missen die Ressourcen und Ereignisse kennen, fur die Sie die Meldung ausldsen mochten, sowie die
Benutzernamen oder E-Mail-Adressen der Benutzer, die Sie benachrichtigen mdchten.

» Wenn Sie ein Skript basierend auf dem Ereignis ausfihren mochten, missen Sie das Skript mithilfe der
Seite Management/Scripts zu Unified Manager hinzugefiigt haben.

» Sie missen uber die Rolle ,OnCommand Administrator oder ,Speicheradministrator” verfligen.

Uber diese Aufgabe

Sie kdnnen eine Warnmeldung direkt auf der Seite Ereignisdetails erstellen, nachdem Sie ein Ereignis
empfangen haben. Zusatzlich kdnnen Sie eine Warnung auf der Seite Konfiguration/Warnmeldungen erstellen,
wie hier beschrieben.

Schritte

1. Klicken Sie im linken Navigationsbereich auf Konfiguration > Alerting.
2. Klicken Sie auf der Seite Konfiguration/Alarmfunktionen auf Hinzufiigen.

3. Klicken Sie im Dialogfeld Alarm hinzufiigen auf Name und geben Sie einen Namen und eine
Beschreibung flur den Alarm ein.

4. Klicken Sie auf Ressourcen, und wahlen Sie die Ressourcen aus, die in die Warnung aufgenommen oder
von ihr ausgeschlossen werden sollen.

Sie kdnnen einen Filter festlegen, indem Sie im Feld Name enthélt eine Textzeichenfolge angeben, um
eine Gruppe von Ressourcen auszuwahlen. Die Liste der verfiigbaren Ressourcen zeigt auf der Grundlage
der angegebenen Textzeichenfolge nur die Ressourcen an, die der Filterregel entsprechen. Die von Ihnen
angegebene Textzeichenfolge ist die Grof3-/Kleinschreibung.

Wenn eine Ressource sowohl den von lhnen angegebenen Einschl- als auch Ausschlussregeln entspricht,
hat die Ausschlussregel Vorrang vor der Einschlief3regel, und die Warnung wird nicht fir Ereignisse
generiert, die sich auf die ausgeschlossene Ressource beziehen.

5. Klicken Sie auf Events und wahlen Sie die Ereignisse basierend auf dem Ereignisnamen oder dem
Schweregrad aus, fur den Sie eine Warnung auslésen méchten.

Um mehrere Ereignisse auszuwahlen, driicken Sie die Strg-Taste, wahrend Sie Ihre
Auswahl treffen.

6. Klicken Sie auf Actions, und wahlen Sie die Benutzer aus, die Sie benachrichtigen méchten, wahlen Sie
die Benachrichtigungshaufigkeit aus, wahlen Sie aus, ob ein SNMP-Trap an den Trap-Empfanger gesendet
wird, und weisen Sie ein Skript zu, das ausgefuhrt werden soll, wenn eine Warnung erzeugt wird.

Wenn Sie die fir den Benutzer angegebene E-Mail-Adresse andern und die Warnmeldung
zur Bearbeitung erneut 6ffnen, erscheint das Feld Name leer, da die geanderte E-Mail-

@ Adresse dem zuvor ausgewahlten Benutzer nicht mehr zugeordnet ist. Wenn Sie die E-Mail-
Adresse des ausgewahlten Benutzers auf der Seite Verwaltung/Benutzer gedndert haben,
wird die gednderte E-Mail-Adresse fir den ausgewahlten Benutzer nicht aktualisiert.

Sie kénnen auch Benutzer tber SNMP-Traps benachrichtigen.

7. Klicken Sie Auf Speichern.



Beispiel fur das Hinzufugen einer Meldung

Dieses Beispiel zeigt, wie eine Warnung erstellt wird, die die folgenden Anforderungen erfullt:

e Alarmname: HealthTest

* Ressourcen: Enthalt alle Volumes, deren Name ,abc” enthalt und schliel3t alle Volumes aus, deren Name

»xyz" enthalt

* Ereignisse: Umfasst alle kritischen Systemzustandsereignisse

» Aktionen: Enthalt “sample@domain.com”, ein Skript “Test”, und der Benutzer muss alle 15 Minuten

benachrichtigt werden

FUhren Sie im Dialogfeld Alarm hinzufiigen die folgenden Schritte aus:

1.
2.

Klicken Sie auf Name und geben Sie ein HealthTest Im Feld Alarmname.

Klicken Sie auf Ressourcen, und wahlen Sie in der EinschlieRen-Registerkarte Volumes aus der
Dropdown-Liste aus.

a. Eingabe abc Im Feld Name enthélt werden die Volumes angezeigt, deren Name ,abc” enthalt.

b. Wahlen Sie im Bereich Verfligbare Ressourcen <<All Volumes whose name contains "abc'™> aus,
und verschieben Sie sie in den Bereich Ausgewahlte Ressourcen.

C. Klicken Sie auf AusschlieBe, und geben Sie ein xyz Klicken Sie im Feld Name enthalt auf
Hinzuflgen.

3. Klicken Sie auf Events und wahlen Sie im Feld Ereignis Severity * die Option kritisch aus.

Wahlen Sie im Bereich passende Ereignisse die Option * Alle kritischen Ereignisse* aus, und verschieben
Sie sie in den Bereich Ausgewahlte Ereignisse.

Klicken Sie auf Aktionen und geben Sie ein sample@domain.com Im Feld ,Diese Benutzer
benachrichtigen®.

. Wahlen Sie alle 15 Minuten, um den Benutzer alle 15 Minuten zu benachrichtigen.

Sie kdnnen eine Warnung konfigurieren, um wiederholt Benachrichtigungen an die Empfanger fur eine
bestimmte Zeit zu senden. Legen Sie fest, zu welchem Zeitpunkt die Ereignisbenachrichtigung fiir die
Warnmeldung aktiv ist.

. Wahlen Sie im Menl Skript zum Ausfiihren auswahlen die Option Test Skript .

. Klicken Sie Auf Speichern.

Regeln werden erstelit

Sie konnen lhrer Datenrichtlinie neue Regeln hinzufugen, um die Platzierung der Daten
zu bestimmen, die auf das Infinite Volume geschrieben werden. Sie kdnnen Regeln
entweder mithilfe von Regelvorlagen erstellen, die in Unified Manager definiert sind, oder
benutzerdefinierte Regeln erstellen.

Bevor Sie beginnen

« Sie missen uber die Rolle ,OnCommand Administrator” oder ,Speicheradministrator” verfiigen.

* Der Cluster, der die SVM mit Infinite Volume mit Storage-Klassen enthalt, muss der Unified Manager


mailto:sample@domain.com

Datenbank hinzugefligt werden.

Erstellen von Regeln mithilfe von Vorlagen

Neue Regeln lassen sich mithilfe von von Unified Manager definierten Regelvorlagen
hinzufigen, um die Platzierung von Daten, die auf die SVM mit Infinite Volume
geschrieben werden, zu bestimmen. Regeln lassen sich auf Basis von Dateitypen,
Verzeichnispfaden oder Eigentimern erstellen.

Bevor Sie beginnen

» Sie missen uber die Rolle ,OnCommand Administrator” oder ,Speicheradministrator” verfiigen.

* Der Cluster, der die SVM mit Infinite Volume mit Storage-Klassen enthalt, muss der Unified Manager
Datenbank hinzugefligt werden.

Uber diese Aufgabe

Die Registerkarte Datenrichtlinie ist nur fir eine SVM mit Infinite Volume sichtbar.

Schritte

1. Klicken Sie im linken Navigationsbereich auf Systemzustand > SVMs.
2. Wahlen Sie auf der Seite Health/Storage Virtual Machines Inventory die entsprechende SVM aus.

3. Klicken Sie auf die Registerkarte Datenrichtlinie.
Es wird eine Liste der Regeln in der Datenrichtlinie fiir die ausgewahlte SVM mit Infinite Volume angezeigt.

4. Klicken Sie Auf Erstellen.

5. Wahlen Sie im Dialogfeld Regel erstellen eine entsprechende Regelvorlage aus der Dropdown-Liste aus.
Die Vorlage basiert auf drei Kategorien: Dateityp, Eigentimer oder Verzeichnispfad.

6. Flgen Sie auf der Grundlage der ausgewahlten Vorlage die notwendigen Bedingungen im Bereich
passende Kriterien hinzu.

7. Wahlen Sie aus der Dropdown-Liste Platzieren Sie den passenden Inhalt in der Storage Class aus.
8. Klicken Sie Auf Erstellen.

Die neue Regel, die Sie erstellt haben, wird auf der Registerkarte Datenrichtlinie angezeigt.

9. Vorschau aller anderen Anderungen an der Datenrichtlinie.

10. Klicken Sie auf Aktivieren, um die Anderungen in den Regeleigenschaften in der SVM zu aktivieren.

Benutzerdefinierte Regeln werden erstelit

Je nach Anforderungen im Datacenter kdnnen Sie benutzerdefinierte Regeln erstellen
und einer Datenrichtlinie hinzufiUgen, um die Platzierung von Daten zu bestimmen, die mit
Infinite Volume auf die SVM geschrieben werden. Sie konnen benutzerdefinierte Regeln
im Dialogfeld Regel erstellen erstellen erstellen ohne vorhandene Vorlagen zu
verwenden.



Bevor Sie beginnen

» Sie mussen Uber die Rolle ,OnCommand Administrator* oder ,Speicheradministrator verfiigen.

* Der Cluster, der die SVM mit Infinite Volume mit Storage-Klassen enthalt, muss der Unified Manager

Datenbank hinzugefligt werden.

Uber diese Aufgabe

Die Registerkarte Datenrichtlinie ist nur fir eine SVM mit Infinite Volume sichtbar.

Schritte

1.

9.
10.

Klicken Sie im linken Navigationsbereich auf Systemzustand > SVMs.

2. Wabhlen Sie auf der Seite Health/Storage Virtual Machines Inventory die entsprechende SVM aus.
3. Klicken Sie Auf Datenrichtlinie.

4,
5

. Wahlen Sie im Dialogfeld Regel erstellen die Option Benutzerdefinierte Regel aus der Liste Vorlage

Klicken Sie Auf Erstellen.

aus.

Flgen Sie im Bereich passende Kriterien die Bedingungen bei Bedarf hinzu.

Unter Bedingungen kénnen Sie eine Regel erstellen, die auf Dateitypen, Verzeichnispfaden oder Besitzern
basiert. Eine Kombination dieser Bedingungen sind die Bedingungssatze. Zum Beispiel kdnnen Sie eine
Regel haben: “Platzieren Sie alle . mp3 im Besitz von John in Bronze-Speicherklasse.”

Wahlen Sie aus der Dropdown-Liste Platzieren Sie den passenden Inhalt in der Storage Class aus.
Klicken Sie Auf Erstellen.

Die neu erstellte Regel wird auf der Registerkarte Datenrichtlinie angezeigt.

Vorschau aller anderen Anderungen an der Datenrichtlinie.

Klicken Sie auf Aktivieren, um die Anderungen in den Regeleigenschaften in der SVM zu aktivieren.

Konfiguration einer Datenrichtlinie exportieren

Sie kdnnen eine Konfiguration einer Datenrichtlinie aus Unified Manager in eine Datei
exportieren. Nachdem Sie beispielsweise das erforderliche Backup erstellt haben und im
Notfall die Konfiguration der Datenrichtlinie aus dem primaren Storage exportiert haben.

Bevor Sie beginnen

Sie mussen Uber die Rolle ,OnCommand Administrator” oder ,Speicheradministrator” verfiigen.

Uber diese Aufgabe

Die Registerkarte Datenrichtlinie, die bei dieser Aufgabe verwendet wird, wird nur fir SVMs mit Infinite Volume
angezeigt.



Schritte

1. Klicken Sie im linken Navigationsbereich auf Systemzustand > SVMs.
2. Wabhlen Sie auf der Seite Health/Storage Virtual Machines Inventory die entsprechende SVM aus.
3. Klicken Sie Auf Datenrichtlinie.

Es wird eine Liste der Regeln in der Datenrichtlinie fiir die ausgewahlte SVM mit Infinite Volume angezeigt.

4. Klicken Sie Auf Exportieren.

5. Geben Sie im browserspezifischen Dialogfeld den Speicherort an, an den die Konfiguration der
Datenrichtlinie exportiert werden soll.

Ergebnisse

Die Konfiguration der Datenrichtlinien wird als JSON-Datei an den angegebenen Speicherort exportiert.
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