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Verwalten von Meldungen

Sie kdnnen Benachrichtigungen so konfigurieren, dass Benachrichtigungen automatisch
gesendet werden, wenn bestimmte Ereignisse oder Ereignisse bestimmter Schweregrade
auftreten. Sie kdnnen auch eine Warnung einem Skript zuordnen, das ausgefuhrt wird,
wenn eine Warnung ausgelost wird.

Um welche Warnmeldungen geht es

Wahrend Ereignisse kontinuierlich auftreten, generiert der Unified Manager eine Meldung
nur, wenn ein Ereignis die angegebenen Filterkriterien erfullt. Sie kdnnen die Ereignisse
auswahlen, fur die Warnmeldungen generiert werden sollen. Beispielsweise wenn ein
Speicherplatzschwellenwert Gberschritten wird oder ein Objekt in den Offline-Modus
wechselt. Sie kdnnen auch eine Warnung einem Skript zuordnen, das ausgefihrt wird,
wenn eine Warnung ausgelost wird.

Filterkriterien umfassen Objektklasse, Namen oder Ereignisschweregrad.

Welche Informationen sind in einer Alarm-E-Mail enthalten

Die Warnmeldungen von Unified Manager liefern die Art des Ereignisses, den
Schweregrad des Ereignisses, den Namen der Richtlinie, die gegen das Ereignis
verstof3en wurde, und eine Beschreibung des Ereignisses. Die E-Mail-Nachricht enthalt
auch einen Hyperlink flr jedes Ereignis, mit dem Sie die Detailseite fur das Ereignis in
der Benutzeroberflache anzeigen kdnnen.

Alle Benutzer, die sich fir den Erhalt von Benachrichtigungen angemeldet haben, erhalten Warnmeldungen
per E-Mail.

Wenn sich ein Performance-Zahler oder Kapazitatswert wahrend einer Inkassofrist gro? andert, kann es dazu
fuhren, dass sowohl ein kritisches als auch ein Warnereignis gleichzeitig fur dieselbe Schwellenwertrichtlinie
ausgeldst werden. In diesem Fall erhalten Sie moglicherweise eine E-Mail fir das Warnereignis und eine fir
das kritische Ereignis. Dies liegt daran, dass Sie mit Unified Manager separat Warnmeldungen fiir Warnung
und kritische Schwellenwertverletzungen erhalten.

Nach dem Upgrade auf Unified Manager 7.2 oder hoher funktionieren Links zu Ereignissen und
Warnmeldungen von E-Mails, die von alteren Versionen von Unified Manager gesendet wurden,
aufgrund einer Anderung des Ereignisses und der Alarm-URLs nicht mehr.

Nachstehend finden Sie eine Beispiel-E-Mail fir eine Warnmeldung:



From: 1[].11.12.13@1:0mpan~,.-'.c0m|

Sent: Tuesday, May 1, 2018 7:45 PM

To: sclausi@ company.com; userl@company.com

Subject: Alert from OnCommand Unified Manager: Thin-Provisioned Volume Space At Risk (State: New)

A risk was generated by 10.11.12.13 that requires your attention.

Risk - Thin-Provisioned Volume Space At Risk
Impact Area - Capacity

Severity - Warning

State - New

Source -svm_nl:/sm_vol_23

Cluster Name - fas3250-39-33-37

Cluster FQDM - fas3250-35-33-37-cm.company.com

Trigger Condition - The thinly provisioned capacity of the volume is 45.73% of the available space on the
host aggregate. The capacity of the volume is at risk because of aggregate capacity issues.

Event details:
https://10.11.12.13:443/events/94

Source details:
https://10.11.12.13:443/health/volumes/106

Alert details:
https://10.11.12.13:443/alerting/1

Hinzufugen von Meldungen

Sie konnen Benachrichtigungen konfigurieren, um Sie Uber die Erzeugung eines

bestimmten Ereignisses zu benachrichtigen. Sie konnen Meldungen fur eine einzelne
Ressource, fur eine Gruppe von Ressourcen oder fur Ereignisse mit einem bestimmten

Schweregrad konfigurieren. Sie konnen die Haufigkeit angeben, mit der Sie
benachrichtigt werden méchten, und ein Skript der Warnmeldung zuordnen.

Bevor Sie beginnen

« Sie mlUssen Benachrichtigungseinstellungen wie die Benutzer-E-Mail-Adresse, SMTP-Server und SNMP-
Trap-Host konfiguriert haben, damit der Unified Manager-Server diese Einstellungen verwenden kann, um

Benachrichtigungen an Benutzer zu senden, wenn ein Ereignis generiert wird.

» Sie missen die Ressourcen und Ereignisse kennen, fir die Sie die Meldung ausldsen mochten, sowie die

Benutzernamen oder E-Mail-Adressen der Benutzer, die Sie benachrichtigen mdchten.

* Wenn Sie ein Skript basierend auf dem Ereignis ausfihren mochten, missen Sie das Skript mithilfe der

Seite Management/Scripts zu Unified Manager hinzugefiigt haben.

» Sie mussen Uber die Rolle ,OnCommand Administrator® oder ,Speicheradministrator” verfiigen.



Uber diese Aufgabe

Sie kénnen eine Warnmeldung direkt auf der Seite Ereignisdetails erstellen, nachdem Sie ein Ereignis
empfangen haben. Zusatzlich kbnnen Sie eine Warnung auf der Seite Konfiguration/Warnmeldungen erstellen,
wie hier beschrieben.

Schritte

1. Klicken Sie im linken Navigationsbereich auf Konfiguration > Alerting.
2. Klicken Sie auf der Seite Konfiguration/Alarmfunktionen auf Hinzufiigen.

3. Klicken Sie im Dialogfeld Alarm hinzufiigen auf Name und geben Sie einen Namen und eine
Beschreibung flir den Alarm ein.

4. Klicken Sie auf Ressourcen, und wahlen Sie die Ressourcen aus, die in die Warnung aufgenommen oder
von ihr ausgeschlossen werden sollen.

Sie kdnnen einen Filter festlegen, indem Sie im Feld Name enthélt eine Textzeichenfolge angeben, um
eine Gruppe von Ressourcen auszuwahlen. Die Liste der verfligbaren Ressourcen zeigt auf der Grundlage
der angegebenen Textzeichenfolge nur die Ressourcen an, die der Filterregel entsprechen. Die von lhnen
angegebene Textzeichenfolge ist die Grof3-/Kleinschreibung.

Wenn eine Ressource sowohl den von lhnen angegebenen Einschl- als auch Ausschlussregeln entspricht,
hat die Ausschlussregel Vorrang vor der Einschlief3regel, und die Warnung wird nicht flr Ereignisse
generiert, die sich auf die ausgeschlossene Ressource beziehen.

5. Klicken Sie auf Events und wahlen Sie die Ereignisse basierend auf dem Ereignisnamen oder dem
Schweregrad aus, fur den Sie eine Warnung auslésen méchten.

Um mehrere Ereignisse auszuwahlen, dricken Sie die Strg-Taste, wahrend Sie Ihre
Auswahl treffen.

6. Klicken Sie auf Actions, und wahlen Sie die Benutzer aus, die Sie benachrichtigen méchten, wahlen Sie
die Benachrichtigungshaufigkeit aus, wahlen Sie aus, ob ein SNMP-Trap an den Trap-Empfanger gesendet
wird, und weisen Sie ein Skript zu, das ausgefiihrt werden soll, wenn eine Warnung erzeugt wird.

Wenn Sie die fur den Benutzer angegebene E-Mail-Adresse andern und die Warnmeldung
zur Bearbeitung erneut 6ffnen, erscheint das Feld Name leer, da die geanderte E-Mail-

@ Adresse dem zuvor ausgewahlten Benutzer nicht mehr zugeordnet ist. Wenn Sie die E-Mail-
Adresse des ausgewahlten Benutzers auf der Seite Verwaltung/Benutzer gedndert haben,
wird die gednderte E-Mail-Adresse flr den ausgewahlten Benutzer nicht aktualisiert.

Sie kdnnen auch Benutzer tber SNMP-Traps benachrichtigen.

7. Klicken Sie Auf Speichern.

Beispiel fur das Hinzufugen einer Meldung

Dieses Beispiel zeigt, wie eine Warnung erstellt wird, die die folgenden Anforderungen erfllt:

¢ Alarmname: HealthTest

* Ressourcen: Enthalt alle Volumes, deren Name ,abc” enthalt und schliel3t alle Volumes aus, deren Name
,xyz" enthalt



 Ereignisse: Umfasst alle kritischen Systemzustandsereignisse
 Aktionen: Enthalt “sample@domain.com”, ein Skript “Test”, und der Benutzer muss alle 15 Minuten
benachrichtigt werden

Flhren Sie im Dialogfeld Alarm hinzufiigen die folgenden Schritte aus:

1. Klicken Sie auf Name und geben Sie ein HealthTest Im Feld Alarmname.

2. Klicken Sie auf Ressourcen, und wahlen Sie in der EinschlieRen-Registerkarte Volumes aus der
Dropdown-Liste aus.

a. Eingabe abc Im Feld Name enthélt werden die Volumes angezeigt, deren Name ,abc® enthalt.

b. Wahlen Sie im Bereich Verfligbare Ressourcen <<All Volumes whose name contains 'abc'>> aus,
und verschieben Sie sie in den Bereich Ausgewahlte Ressourcen.

C. Klicken Sie auf AusschlieRBe, und geben Sie ein xyz Klicken Sie im Feld Name enthalt auf
Hinzufiigen.

3. Klicken Sie auf Events und wahlen Sie im Feld Ereignis Severity * die Option kritisch aus.

4. Wahlen Sie im Bereich passende Ereignisse die Option * Alle kritischen Ereignisse* aus, und verschieben
Sie sie in den Bereich Ausgewahlte Ereignisse.

5. Klicken Sie auf Aktionen und geben Sie ein sample@domain.com Im Feld ,Diese Benutzer
benachrichtigen®.

6. Wahlen Sie alle 15 Minuten, um den Benutzer alle 15 Minuten zu benachrichtigen.
Sie kénnen eine Warnung konfigurieren, um wiederholt Benachrichtigungen an die Empfanger fir eine
bestimmte Zeit zu senden. Legen Sie fest, zu welchem Zeitpunkt die Ereignisbenachrichtigung fiir die
Warnmeldung aktiv ist.

7. Wahlen Sie im Menu Skript zum Ausflhren auswahlen die Option Test Skript .

8. Klicken Sie Auf Speichern.

Richtlinien zum Hinzufiigen von Warnmeldungen

Auf Basis von Ressourcen wie Cluster, Node, Aggregat oder Volume lassen sich
Warnmeldungen oder Ereignisse mit einem bestimmten Schweregrad hinzufigen. Als
Best Practice konnen Sie eine Meldung fur alle lhre kritischen Objekte hinzufugen,
nachdem Sie den Cluster hinzugefiigt haben, zu dem das Objekt gehort.

Sie kénnen die folgenden Richtlinien und Uberlegungen nutzen, um Warnmeldungen firr eine effiziente
Verwaltung lhrer Systeme zu erstellen:

» Alarmbeschreibung

Sie sollten eine Beschreibung fir die Warnung angeben, damit Sie lhre Warnmeldungen effektiv verfolgen
kdnnen.

* Ressourcen

Sie sollten entscheiden, welche physische oder logische Ressource eine Warnmeldung bendétigt. Bei
Bedarf kdnnen Sie Ressourcen ein- und ausschlieRen. Wenn Sie beispielsweise lhre Aggregate durch eine
Warnmeldung genau Uberwachen méchten, missen Sie die erforderlichen Aggregate aus der Liste der
Ressourcen auswahlen.


mailto:sample@domain.com

« Schweregrad des Ereignisses

Sie sollten entscheiden, ob ein Ereignis eines bestimmten Schweregrades (kritisch, Fehler, Warnung) die
Warnmeldung auslosen soll und, falls ja, welchen Schweregrad.

* Ereignis-Name

Wenn Sie eine Meldung basierend auf dem generierten Ereignistyp hinzuflgen, sollten Sie entscheiden,
fur welche Ereignisse eine Meldung erforderlich ist

e Aktionen

Sie mussen Benutzernamen und E-Mail-Adressen der Benutzer angeben, die die Benachrichtigung
erhalten. Sie kdnnen auch einen SNMP-Trap als Benachrichtigungsmodus angeben. Sie kénnen |hre
Skripte einer Warnung zuordnen, damit sie bei der Erzeugung einer Warnmeldung ausgefiihrt werden.

* Benachrichtigungshaufigkeit

Sie kdnnen eine Warnung konfigurieren, um wiederholt Benachrichtigungen an die Empfanger fur eine
bestimmte Zeit zu senden. Legen Sie fest, zu welchem Zeitpunkt die Ereignisbenachrichtigung fir die
Warnmeldung aktiv ist. Wenn Sie méchten, dass die Ereignisbenachrichtigung wiederholt wird, bis das
Ereignis bestatigt ist, sollten Sie festlegen, wie oft die Benachrichtigung wiederholt werden soll.

» Skript Ausflihren

Sie kénnen Ihr Skript mit einer Warnung verknipfen. Ihr Skript wird ausgefihrt, wenn die Warnung erzeugt
wird.

Hinzufugen von Meldungen fur Performance-Ereignisse

Sie konnen Benachrichtigungen fur einzelne Performance-Ereignisse wie alle anderen
Ereignisse, die Unified Manager empfangen hat, konfigurieren. Aulierdem konnen Sie
eine einzelne Benachrichtigung erstellen, wenn alle Performance-Ereignisse gleich
behandelt werden sollen und E-Mails an dieselbe Person gesendet werden sollen, wenn
kritische bzw. Warnereignisse ausgelost werden.

Bevor Sie beginnen

Sie mussen Uber die Rolle ,OnCommand Administrator® oder ,Speicheradministrator” verfigen.

Uber diese Aufgabe

Das folgende Beispiel zeigt, wie ein Ereignis fir alle Ereignisse beziiglich kritischer Latenz, IOPS und MB/s
erstellt wird. Sie kdnnen diese Methode verwenden, um Ereignisse aus allen Leistungszahlern und fir alle
Warnungsereignisse auszuwahlen.

Schritte

1. Klicken Sie im linken Navigationsbereich auf Konfiguration > Alerting.
2. Klicken Sie auf der Seite Konfiguration/Alarmfunktionen auf Hinzufiigen.

3. Klicken Sie im Dialogfeld Alarm hinzufiigen auf Name und geben Sie einen Namen und eine



Beschreibung flr den Alarm ein.

4. Wahlen Sie auf der Seite Ressourcen keine Ressourcen aus.
Da keine Ressourcen ausgewahlt werden, wird die Warnmeldung auf alle Cluster, Aggregate, Volumes
usw. angewendet, fiir die diese Ereignisse empfangen werden.

5. Klicken Sie auf Events und flihren Sie die folgenden Aktionen aus:

a. Wahlen Sie in der Liste Ereignis Severity die Option kritisch aus.

b. Geben Sie im Feld Ereignisname enthélt ein 1atency Und klicken Sie dann auf den Pfeil, um alle
Ubereinstimmenden Ereignisse auszuwahlen.

C. Geben Sie im Feld Ereignisname enthalt ein iops Und klicken Sie dann auf den Pfeil, um alle
Ubereinstimmenden Ereignisse auszuwahlen.

d. Geben Sie im Feld Ereignisname enthalt ein mbps Und klicken Sie dann auf den Pfeil, um alle
Ubereinstimmenden Ereignisse auszuwahlen.

6. Klicken Sie auf Aktionen und wahlen Sie dann den Namen des Benutzers aus, der die Benachrichtigung
per E-Mail im Feld * Diese Benutzer benachrichtigen* erhalt.

7. Konfigurieren Sie alle anderen Optionen auf dieser Seite fir die Ausgabe von SNMP-Taps und die
Ausflhrung eines Skripts.

8. Klicken Sie Auf Speichern.

AusschlieBen von Ziel-Volumes fur Disaster Recovery von
Alarmmeldungen

Bei der Konfiguration von Volume-Warnmeldungen konnen Sie im Dialogfeld Warnung
eine Zeichenfolge angeben, die ein Volume oder eine Volume-Gruppe identifiziert. Wenn
Sie Disaster Recovery fur SVMs konfiguriert haben, jedoch haben die Quell- und Ziel-
Volumes denselben Namen, sodass Sie Warnmeldungen fur beide Volumes erhalten.
Bevor Sie beginnen

Sie mussen Uber die Rolle ,OnCommand Administrator” oder ,Speicheradministrator” verfigen.

Uber diese Aufgabe

Die Alarme fur Disaster-Recovery-Ziel-Volumes lassen sich deaktivieren, indem Volumes mit dem Namen der
Ziel-SVM ausgeschlossen werden. Das ist moglich, da die Kennung fiir Volume-Ereignisse sowohl den SVM-
Namen als auch den Volume-Namen im Format ,<svm name>:/<volume name>“ enthalt.

Das folgende Beispiel zeigt, wie Warnmeldungen fiir das Volume ,vol11“ auf der primaren SVM ,vs1* erstellt
werden, schlief3t jedoch die Warnmeldung aus, die auf einem Volume mit demselben Namen auf SVM

generiert wird“vs1-dr®.

FUhren Sie im Dialogfeld Alarm hinzufiigen die folgenden Schritte aus:

Schritte

1. Klicken Sie auf Name und geben Sie einen Namen und eine Beschreibung fiir den Alarm ein.



2. Klicken Sie auf Ressourcen und wahlen Sie dann die Registerkarte include aus.

a. Wahlen Sie in der Dropdown-Liste Volumen aus, und geben Sie dann ein vol1 Im Feld Name enthélt
werden die Volumes angezeigt, deren Name ,vo11® enthalt.

b. Wahlen Sie [All Volumes whose name contains 'vol1'] Aus dem Bereich Verfiigbare Ressourcen,
und verschieben Sie ihn in den Bereich Ausgewahlte Ressourcen.

3. Wahlen Sie die Registerkarte exclude aus, wahlen Sie Lautstirke, geben Sie ein vs1-dr Klicken Sie im
Feld Name enthalt auf Hinzufiigen.
Ausgeschlossen ist die Warnmeldung aus der Erzeugung fur das Volume ,vol1* auf SVM“vs1-dr".

4. Klicken Sie auf Events und wahlen Sie das Ereignis oder die Ereignisse aus, die Sie auf das Volume oder
die Volumes anwenden mdchten.

5. Klicken Sie auf Aktionen und wahlen Sie dann den Namen des Benutzers aus, der die Benachrichtigung
per E-Mail im Feld * Diese Benutzer benachrichtigen* erhalt.

6. Konfigurieren Sie alle anderen Optionen auf dieser Seite, um SNMP-Traps auszugeben und ein Skript
auszufthren, und klicken Sie dann auf Speichern.

Warnungen werden getestet

Sie kbnnen eine Meldung testen, um zu Uberprifen, ob Sie sie richtig konfiguriert haben.
Wenn ein Ereignis ausgelost wird, wird eine Warnmeldung generiert und eine
Warnmeldung an die konfigurierten Empfanger gesendet. Sie kbnnen anhand der
Testwarnung uUberprufen, ob die Benachrichtigung gesendet wird und ob Ihr Skript
ausgefuhrt wird.

Bevor Sie beginnen

» Sie missen Benachrichtigungseinstellungen wie die E-Mail-Adresse der Empfanger, SMTP-Server und
SNMP-Trap konfiguriert haben.

Der Unified Manager-Server kann diese Einstellungen verwenden, um Benachrichtigungen an Benutzer zu
senden, wenn ein Ereignis generiert wird.

+ Sie missen ein Skript zugewiesen und das Skript so konfiguriert haben, dass es ausgefihrt wird, wenn die
Warnung erzeugt wird.

» Sie mussen die OnCommand-Administratorrolle besitzen.

Schritte

1. Klicken Sie im linken Navigationsbereich auf Konfiguration > Alerting.
2. Wabhlen Sie auf der Seite Konfiguration/Alerting die Warnmeldung aus, die Sie testen méchten, und
klicken Sie dann auf Test.

Eine Test-Alarm-E-Mail wird an die E-Mail-Adressen gesendet, die Sie beim Erstellen der Warnmeldung
angegeben haben.



Anzeigen von Meldungen

Auf der Seite Konfiguration/Warnmeldungen kénnen Sie die Liste der fur verschiedene
Ereignisse erstellten Warnmeldungen anzeigen. Zudem kénnen Sie Eigenschaften von
Warnmeldungen anzeigen, z. B. Alarmbeschreibung, Benachrichtigungsmethode und
-Haufigkeit, Ereignisse, die die Warnung auslésen, E-Mail-Empfanger der
Warnmeldungen und betroffene Ressourcen wie Cluster, Aggregate und Volumes.
Bevor Sie beginnen

Sie mussen Uber die Rolle ,Operator, ,OnCommand Administrator oder ,Storage Administrator verfligen.

Schritte

1. Klicken Sie im linken Navigationsbereich auf Konfiguration > Alerting.

Die Liste der Warnungen wird auf der Seite Konfiguration/Warnmeldungen angezeigt.

Bearbeiten von Warnungen

Sie kdnnen Eigenschaften von Warnmeldungen bearbeiten, z. B. die Ressource, mit der
die Warnmeldung verknupft ist, Ereignisse, Empfanger, Benachrichtigungsoptionen,
Benachrichtigungshaufigkeit, Und zugehorigen Skripts.

Bevor Sie beginnen

Sie mussen die OnCommand-Administratorrolle besitzen.

Schritte

1. Klicken Sie im linken Navigationsbereich auf Konfiguration > Alerting.

2. Wahlen Sie auf der Seite Konfiguration/Alerting den zu bearbeitenden Alarm aus, und klicken Sie auf
Bearbeiten.

3. Bearbeiten Sie im Dialogfeld Alarm bearbeiten den Namen, die Ressourcen, Ereignisse und Aktionen.
Nach Bedarf.

Sie kdnnen das Skript, das der Warnung zugeordnet ist, andern oder entfernen.

4. Klicken Sie Auf Speichern.

Loschen von Meldungen

Sie konnen eine Meldung I6schen, wenn sie nicht mehr benotigt wird. Beispielsweise
kénnen Sie eine Warnmeldung I6schen, die fir eine bestimmte Ressource erstellt wurde,
wenn diese Ressource nicht mehr von Unified Manager Uberwacht wird.



Bevor Sie beginnen

Sie missen die OnCommand-Administratorrolle besitzen.

Schritte

1. Klicken Sie im linken Navigationsbereich auf Konfiguration > Alerting.

2. Wahlen Sie auf der Seite Konfiguration/Alerting die zu I6schenden Warnmeldungen aus, und klicken Sie
auf Léschen.

3. Klicken Sie auf Ja, um die Loschanforderung zu bestatigen.

Beschreibung der Warnfenster und Dialogfelder

Sie sollten Benachrichtigungen flir den Empfang von Benachrichtigungen Uber Ereignisse
konfigurieren, indem Sie das Dialogfeld Alarm hinzufiugen verwenden. Sie kdnnen die
Liste der Warnmeldungen auch auf der Seite Konfiguration/Warnmeldungen anzeigen.

Konfigurations-/Alarmseite

Auf der Seite Konfiguration/Warnmeldungen wird eine Liste von Warnungen angezeigt
und Informationen Uber den Namen von Warnmeldungen, den Status, die
Benachrichtigungsmethode und die Benachrichtigungshaufigkeit angezeigt. Sie kdnnen
auf dieser Seite auch Warnmeldungen hinzufligen, bearbeiten, entfernen, aktivieren oder
deaktivieren.

Sie mussen Uber die Rolle ,OnCommand Administrator” oder ,Speicheradministrator” verfigen.

Befehlsschaltflichen

* Hinzufligen
Zeigt das Dialogfeld Alarm hinzufiigen an, in dem Sie neue Warnmeldungen hinzufiigen kénnen.
» Bearbeiten
Zeigt das Dialogfeld Alarm bearbeiten an, in dem Sie ausgewahlte Warnmeldungen bearbeiten kénnen.
* Loschen
Loscht die ausgewahlten Warnmeldungen.
» Aktivieren
Aktiviert das Senden von Benachrichtigungen durch die ausgewahlten Warnungen.
» Deaktivieren

Deaktiviert die ausgewahlten Warnungen, wenn Sie voribergehend das Senden von Benachrichtigungen
beenden mochten.

* Test



Testet die ausgewahlten Warnungen, um ihre Konfiguration nach dem Hinzufligen oder Bearbeiten zu
Uberprifen.

Listenansicht
Die Listenansicht zeigt in tabellarischer Form Informationen zu den erstellten Warnmeldungen an. Mit den
Spaltenfiltern kdnnen Sie die angezeigten Daten anpassen. Sie kbnnen auch eine Warnung auswahlen, um
weitere Informationen dariber im Detailbereich anzuzeigen.
- Status
Gibt an, ob eine Meldung aktiviert ist (¥jOder deaktiviert ().
* Alarm
Zeigt den Namen der Warnmeldung an.
* Beschreibung
Zeigt eine Beschreibung fiir die Warnmeldung an.

* Benachrichtigungsmethode

Zeigt die Benachrichtigungsmethode an, die fir die Warnmeldung ausgewahlt ist. Sie kbnnen Benutzer per
E-Mail oder SNMP-Traps benachrichtigen.

» Benachrichtigungshaufigkeit

Gibt die Haufigkeit (in Minuten) an, mit der der Verwaltungsserver weiterhin Benachrichtigungen sendet,
bis das Ereignis bestatigt, aufgeldst oder in den veralteten Status verschoben wird.

Detailbereich

Im Detailbereich finden Sie weitere Informationen zur ausgewahlten Warnmeldung.
* Name Des Alarms
Zeigt den Namen der Warnmeldung an.
* Warnhinweis
Zeigt eine Beschreibung fir die Warnmeldung an.
* Veranstaltungen
Zeigt die Ereignisse an, fir die die Meldung ausgeldst werden soll.
* Ressourcen
Zeigt die Ressourcen an, fur die die Warnmeldung ausgeldst werden soll.
* Inklusive

Zeigt die Gruppe von Ressourcen an, fiir die die Warnmeldung ausgeltst werden soll.
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* Ohne

Zeigt die Gruppe von Ressourcen an, fir die Sie die Warnung nicht auslésen méchten.
* Benachrichtigungsmethode

Zeigt die Benachrichtigungsmethode flr die Warnmeldung an.
* Benachrichtigungshaufigkeit

Zeigt die Haufigkeit an, mit der der Verwaltungsserver weiterhin Warnmeldungen sendet, bis das Ereignis
bestatigt, aufgeldst oder in den veralteten Status verschoben wird.

» Skriptname

Zeigt den Namen des Skripts an, das der ausgewahlten Warnmeldung zugeordnet ist. Dieses Skript wird
ausgefuhrt, wenn eine Warnung erzeugt wird.

* E-Mail-Empfanger

Zeigt die E-Mail-Adressen von Benutzern an, die die Benachrichtigung erhalten.

Dialogfeld ,,Alarm hinzufligen*

Sie kdnnen Benachrichtigungen erstellen, um Sie nach der Generierung eines
bestimmten Ereignisses zu benachrichtigen, sodass Sie dieses Problem schnell beheben
und die Auswirkungen auf lhre Umgebung minimieren konnen. Sie konnen Meldungen fur
eine einzelne Ressource oder eine Gruppe von Ressourcen und fur Ereignisse mit einem
bestimmten Schweregrad erstellen. Sie kdnnen auch die Benachrichtigungsmethode und
die Haufigkeit der Warnmeldungen festlegen.

Sie mussen Uber die Rolle ,OnCommand Administrator® oder ,Speicheradministrator” verfiigen.

Name

In diesem Bereich kdnnen Sie einen Namen und eine Beschreibung fiir die Warnung angeben:
* Name Des Alarms
Ermaoglicht Ihnen die Angabe eines Warnungsnamens.
* Warnhinweis

Ermoglicht Thnen die Angabe einer Beschreibung fur die Warnmeldung.

Ressourcen

In diesem Bereich kdnnen Sie eine einzelne Ressource auswahlen oder die Ressourcen anhand einer
dynamischen Regel gruppieren, fur die Sie die Warnung auslésen mdchten. Eine_dynamische Regel_ ist der
Satz von Ressourcen, der anhand der angegebenen Textzeichenfolge gefiltert wird. Sie kdnnen nach
Ressourcen suchen, indem Sie einen Ressourcentyp aus der Dropdown-Liste auswahlen oder den genauen
Ressourcennamen angeben, um eine bestimmte Ressource anzuzeigen.
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Wenn Sie eine Warnung von einer der Detailseiten des Speicherobjekts erstellen, wird das Speicherobjekt
automatisch in die Warnmeldung aufgenommen.

* EinschlieBlich

Ermoglicht IThnen, die Ressourcen einzuschlief3en, fur die Sie Warnmeldungen auslésen mdchten. Sie
kdénnen eine Textzeichenfolge angeben, um Ressourcen zu gruppieren, die mit dem String
Ubereinstimmen, und diese Gruppe auswahlen, die in die Warnmeldung aufgenommen werden soll.
Beispielsweise kdnnen Sie alle Volumes gruppieren, deren Name die Zeichenfolge ,abc* enthalt.

e Ausschluss

Hiermit konnen Sie Ressourcen ausschliel3en, fur die keine Warnmeldungen ausgeldst werden sollen. Sie
koénnen beispielsweise alle Volumes ausschlieRen, deren Name den String ,xyz*“ enthalt.

Die Registerkarte Ausschliel3en wird nur angezeigt, wenn Sie alle Ressourcen eines bestimmten
Ressourcentyps auswahlen: Z. B. [All Volumes] Oder [All Volumes whose name contains 'xyz'].

Wenn eine Ressource sowohl den von lhnen angegebenen EinschlieRen- als auch Ausschlussregeln
entspricht, hat die Ausschlussregel Vorrang vor der Einschlussregel, und die Warnmeldung wird nicht fir
das Ereignis generiert.

Veranstaltungen

In diesem Bereich kdnnen Sie die Ereignisse auswahlen, fur die Sie die Warnungen erstellen mdchten. Sie

kénnen Meldungen fir Ereignisse auf der Grundlage eines bestimmten Schweregrads oder fiir eine Reihe von

Ereignissen erstellen.

Um mehrere Ereignisse auszuwahlen, sollten Sie die Strg-Taste gedrtickt halten, wahrend Sie lhre Auswahl
treffen.

* Ereignis Severity

Ermaoglicht die Auswahl von Ereignissen auf der Grundlage des Schweregrads, der kritisch sein kann,
Fehler oder Warnung.

* Ereignisname Enthalt

Ermaoglicht Innen die Auswahl von Ereignissen, deren Name angegebene Zeichen enthalt.

Aktionen

In diesem Bereich kdnnen Sie die Benutzer angeben, die Sie benachrichtigen mdchten, wenn eine Warnung
ausgeldst wird. Sie kénnen auch die Benachrichtigungsmethode und die Benachrichtigungshaufigkeit
angeben.

* Diese Benutzer benachrichtigen

Ermdglicht die Angabe der E-Mail-Adresse oder des Benutzernamens des Benutzers zum Empfangen von
Benachrichtigungen.

Wenn Sie die fur den Benutzer angegebene E-Mail-Adresse andern und die Warnmeldung zur Bearbeitung

erneut 6ffnen, erscheint das Feld Name leer, da die geanderte E-Mail-Adresse dem zuvor ausgewahlten
Benutzer nicht mehr zugeordnet ist. Wenn Sie die E-Mail-Adresse des ausgewahlten Benutzers auf der
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Seite Verwaltung/Benutzer geandert haben, wird die geanderte E-Mail-Adresse flr den ausgewahlten
Benutzer nicht aktualisiert.

* Benachrichtigungshaufigkeit

Hiermit kdnnen Sie festlegen, wie oft der Verwaltungsserver Benachrichtigungen sendet, bis das Ereignis
bestatigt, aufgeldst oder in den veralteten Status verschoben wird.

Sie kdénnen die folgenden Benachrichtigungsmethoden wahlen:

o Nur einmal benachrichtigen
> Benachrichtigung in einer bestimmten Frequenz
> Benachrichtigung bei einer bestimmten Frequenz innerhalb des angegebenen Zeitbereichs

* SNMP-Trap ausgeben

Durch Auswahl dieses Kontrollkastchens konnen Sie festlegen, ob SNMP-Traps an den global
konfigurierten SNMP-Host gesendet werden sollen.

» Skript Ausfiihren

Ermoglicht Thnen das Hinzufugen lhres benutzerdefinierten Skripts zur Benachrichtigung. Dieses Skript
wird ausgefihrt, wenn eine Warnung erzeugt wird.

Befehlsschaltflachen
» Speichern
Erstellt eine Meldung und schlief3t das Dialogfeld.
* Abbrechen

Die Anderungen werden diskCards und das Dialogfeld geschlossen.

Dialogfeld ,,Warnung bearbeiten

Sie kdnnen Eigenschaften von Warnmeldungen bearbeiten, z. B. die Ressource, mit der
die Warnmeldung verknupft ist, sowie die Optionen fur Ereignisse, Skripts und
Benachrichtigungen.

Name

In diesem Bereich kdnnen Sie den Namen und die Beschreibung der Warnmeldung bearbeiten.
* Name Des Alarms
Ermaoglicht Ihnen das Bearbeiten des Warnungsnamens.
* Warnhinweis
Ermaoglicht Ihnen die Angabe einer Beschreibung fiir die Warnmeldung.

* * Warnstatus*
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Ermaoglicht Ihnen, die Meldung zu aktivieren oder zu deaktivieren.

Ressourcen

In diesem Bereich kdnnen Sie eine einzelne Ressource auswahlen oder die Ressourcen anhand einer
dynamischen Regel gruppieren, fur die Sie die Warnung auslésen mdchten. Sie kdnnen nach Ressourcen
suchen, indem Sie einen Ressourcentyp aus der Dropdown-Liste auswahlen oder den genauen
Ressourcennamen angeben, um eine bestimmte Ressource anzuzeigen.

» EinschlieBlich
Ermaoglicht Ihnen, die Ressourcen einzuschlieRen, fir die Sie Warnmeldungen auslésen mochten. Sie
kénnen eine Textzeichenfolge angeben, um Ressourcen zu gruppieren, die mit dem String
Ubereinstimmen, und diese Gruppe auswahlen, die in die Warnmeldung aufgenommen werden soll.
Beispielsweise kdnnen Sie alle Volumes gruppieren, deren Name die Zeichenfolge ,vo10“ enthalt.

¢ Ausschluss

Hiermit kdnnen Sie Ressourcen ausschliel3en, fur die keine Warnmeldungen ausgeldst werden sollen. Sie
kdénnen beispielsweise alle Volumes ausschlief3en, deren Name den String ,xyz" enthalt.

Die Registerkarte Exclude wird nur angezeigt, wenn Sie alle Ressourcen eines bestimmten
Ressourcentyps auswahlen, z. B. [All Volumes] Oder [All Volumes whose name contains

'xyZz'.

Veranstaltungen

In diesem Bereich kdnnen Sie die Ereignisse auswahlen, fir die Sie die Warnungen auslésen mochten. Sie
kénnen eine Meldung fur Ereignisse auf der Grundlage eines bestimmten Schweregrads oder fiir eine Reihe
von Ereignissen auslosen.

» Ereignis Severity

Ermaoglicht die Auswahl von Ereignissen auf der Grundlage des Schweregrads, der kritisch sein kann,
Fehler oder Warnung.

* Ereignisname Enthalt

Ermdglicht Ihnen die Auswahl von Ereignissen, deren Name die angegebenen Zeichen enthalt.

Aktionen
In diesem Bereich kdnnen Sie die Benachrichtigungsmethode und die Benachrichtigungshaufigkeit angeben.
* Diese Benutzer benachrichtigen

Ermaoglicht Ihnen, die E-Mail-Adresse oder den Benutzernamen zu bearbeiten oder eine neue E-Mail-
Adresse oder einen neuen Benutzernamen fir den Empfang von Benachrichtigungen anzugeben.

* Benachrichtigungshaufigkeit
Hiermit kdnnen Sie die Haufigkeit bearbeiten, mit der der Verwaltungsserver Benachrichtigungen sendet,

bis das Ereignis bestatigt, aufgeldst oder in den veralteten Status verschoben wird.
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Sie kdnnen die folgenden Benachrichtigungsmethoden wahlen:

> Nur einmal benachrichtigen
o Benachrichtigung in einer bestimmten Frequenz
o Benachrichtigung bei einer bestimmten Frequenz innerhalb des angegebenen Zeitbereichs

* SNMP-Trap ausgeben

Hiermit kdnnen Sie festlegen, ob SNMP-Traps an den global konfigurierten SNMP-Host gesendet werden
sollen.

 Skript Ausfiihren

Hiermit kdnnen Sie ein Skript mit der Warnmeldung verkntpfen. Dieses Skript wird ausgeflhrt, wenn eine
Warnung erzeugt wird.

Befehlsschaltflachen
» Speichern
Speichert die Anderungen und schlieRt das Dialogfeld.
* Abbrechen

Die Anderungen werden diskCards und das Dialogfeld geschlossen.
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