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Verwalten von Skripten

Mithilfe von Skripten kdnnen mehrere Storage-Objekte in Unified Manager automatisch
geandert oder aktualisiert werden. Das Skript ist einer Warnung zugeordnet. Wenn ein
Ereignis eine Warnung auslost, wird das Skript ausgefuhrt. Sie konnen benutzerdefinierte
Skripts hochladen und deren Ausfiihrung testen, wenn eine Warnung erzeugt wird.

Funktionsweise von Skripten mit Warnmeldungen

Sie konnen eine Warnung mit Ihrem Skript verkntpfen, damit das Skript ausgefuhrt wird,
wenn eine Warnung flr ein Ereignis in Unified Manager ausgegeben wird. Sie kdnnen die
Skripte verwenden, um Probleme mit Speicherobjekten zu I6sen oder zu identifizieren,
welche Speicherobjekte die Ereignisse generieren.

Wenn eine Warnung fir ein Ereignis in Unified Manager generiert wird, wird eine Alarm-E-Mail an die
angegebenen Empfanger gesendet. Wenn Sie einem Skript eine Warnung zugeordnet haben, wird das Skript
ausgefihrt. Die Details der Argumente, die an das Skript Gibergeben werden, kdnnen Sie aus der Alarm-E-Mail
erhalten.

Das Skript verwendet die folgenden Argumente zur Ausflhrung:

®* -eventlID

* -eventName

* -eventSeverity

* -eventSourcelD

* -eventSourceName
* -eventSourceType
* -eventState

* -eventArgs

Sie kénnen die Argumente in lhren Skripten verwenden, um verwandte Ereignisinformationen zu erfassen oder
Speicherobjekte zu andern.

Beispiel zum Abrufen von Argumenten aus Skripts

print "S$ARGV[0] : SARGV[1]\n"
print "S$SARGV[7] : SARGV[8]\n"

Wenn eine Warnung erzeugt wird, wird dieses Skript ausgefuhrt und die folgende Ausgabe angezeigt:

-eventID : 290
-eventSourceID : 4138



Skripte werden hinzugefugt

Im Unified Manager kénnen Skripts hinzugeflgt und die Skripte mit Warnmeldungen
verknUpft werden. Diese Skripte werden automatisch ausgefihrt, wenn eine
Warnmeldung generiert wird, und ermoglichen es Ihnen, Informationen uber
Speicherobjekte zu erhalten, flr die das Ereignis generiert wird.

Bevor Sie beginnen

» Sie mussen die Skripte erstellt und gespeichert haben, die Sie dem Unified Manager-Server hinzufiigen
mochten.

* Die unterstutzten Dateiformate flir Skripte sind Perl, Shell, PowerShell und .bat Dateien:

o Fur Perl-Skripte muss Perl auf dem Unified Manager-Server installiert sein. Wenn Perl nach Unified
Manager installiert wurde, missen Sie den Unified Manager-Server neu starten.

o Bei PowerShell Skripten muss auf dem Server die entsprechende PowerShell Ausflihrungsrichtlinie
festgelegt werden, damit die Skripte ausgefihrt werden kénnen.

Wenn lhr Skript Protokolldateien erstellt, um den Fortschritt des Warnungsskripts zu
@ verfolgen, missen Sie sicherstellen, dass die Protokolldateien nicht Gberall im Unified
Manager-Installationsordner erstellt werden.

» Sie mussen Uber die Rolle ,OnCommand Administrator® oder ,Speicheradministrator” verfiigen.

Uber diese Aufgabe

Sie kénnen benutzerdefinierte Skripts hochladen und Ereignisdetails zu der Meldung erfassen.

Schritte

1. Klicken Sie in der Symbolleiste auf E} und klicken Sie dann im linken Menu Verwaltung auf Scripts.
2. Klicken Sie auf der Seite Management/Scripts auf Hinzufiuigen.

3. Klicken Sie im Dialogfeld Skript hinzufiigen auf Durchsuchen, um die Skriptdatei auszuwahlen.

4. Geben Sie eine Beschreibung fiir das ausgewahlte Skript ein.
5

. Klicken Sie Auf Hinzufiigen.

Skripte werden geloscht

Sie konnen ein Skript aus Unified Manager |I0schen, wenn das Skript nicht mehr bendotigt
oder gultig ist.
Bevor Sie beginnen

» Sie mussen Uber die Rolle ,OnCommand Administrator® oder ,Speicheradministrator* verfigen.

» Das Skript darf keiner Warnung zugeordnet werden.



Schritte

1. Klicken Sie in der Symbolleiste auf E} und klicken Sie dann im linken MenU Verwaltung auf Scripts.

2. Wabhlen Sie auf der Seite Management/Scripts das Skript aus, das Sie I6schen mdchten, und klicken Sie
dann auf Loschen.

3. Bestatigen Sie im Dialogfeld Warnung den Léschvorgang, indem Sie auf Ja klicken.

Skriptausfuhrung wird getestet

Sie konnen Uberprufen, ob lhr Skript korrekt ausgefuhrt wird, wenn eine Warnung fur ein
Speicherobjekt generiert wird.

Bevor Sie beginnen

» Sie mussen Uber die Rolle ,OnCommand Administrator* oder ,Speicheradministrator” verfiigen.

» Sie mussen ein Skript im unterstltzten Dateiformat auf Unified Manager hochgeladen haben.

Schritte

1. Klicken Sie in der Symbolleiste auf E} und klicken Sie dann im linken Menu Verwaltung auf Scripts.
2. Flgen Sie auf der Seite * Management/Scripts* Ihr Testskript hinzu.

3. Fuhren Sie auf der Seite Konfiguration/Alarmfunktionen eine der folgenden Aktionen aus:

An... Tun Sie das...

Flgen Sie eine Meldung hinzu a. Klicken Sie auf der Seite
Konfiguration/Warnmeldungen auf Hinzufiigen.

b. Verknipfen Sie im Abschnitt Aktionen den
Alarm mit lhrem Testskript.

Bearbeiten Sie eine Meldung a. Wahlen Sie auf der Seite
Konfiguration/Alarmfunktionen eine
Warnmeldung aus und klicken Sie dann auf
Bearbeiten.

b. Verknupfen Sie im Abschnitt Aktionen den
Alarm mit lhrem Testskript.

4. Klicken Sie Auf Speichern.
5. Wahlen Sie auf der Seite Konfiguration/Alarmfunktionen die Warnmeldung aus, die Sie hinzugefligt
oder geandert haben, und klicken Sie dann auf Test.

Das Skript wird mit dem Argument ,,-Test" ausgeflhrt, und eine Benachrichtigung wird an die E-Mail-
Adressen gesendet, die beim Erstellen der Warnmeldung angegeben wurden.



Beschreibung der Skriptfenster und Dialogfelder

Auf der Seite ,Management/Scripts“ kbnnen Sie Skripte zu Unified Manager hinzuflgen.

Seite ,,Management/Skripts*“

Auf der Seite ,Management/Scripts“ kdnnen Sie benutzerdefinierte Skripts zu Unified
Manager hinzufugen. Sie konnen diese Skripte mit Warnmeldungen verknupfen, um die
automatische Neukonfiguration von Speicherobjekten zu ermdglichen.

Auf der Seite ,Management/Scripts” kdnnen Sie Skripte aus Unified Manager hinzufigen oder l16schen.

Befehlsschaltflachen
* Hinzufiigen
Zeigt das Dialogfeld Skript hinzufiigen an, in dem Sie Skripts hinzufligen kénnen.
* Loschen

Léscht das ausgewanhlte Skript.

Listenansicht

In der Listenansicht werden die Skripte in Tabellenformat angezeigt, die Sie Unified Manager hinzugeftigt
haben.

* Name
Zeigt den Namen des Skripts an.
* Beschreibung

Zeigt die Beschreibung des Skripts an.

Dialogfeld ,,Skript hinzufiigen*

Im Dialogfeld Skript hinzufigen konnen Sie Skripts zu Unified Manager hinzufugen. Sie
kénnen Benachrichtigungen mit Ihren Skripten konfigurieren, um automatisch Ereignisse
zu beheben, die fur Speicherobjekte generiert werden.

Sie mussen uber die Rolle ,OnCommand Administrator oder ,Speicheradministrator” verfligen.
* Wahlen Sie Skriptdatei
Ermaoglicht die Auswahl eines Skripts fiir die Warnmeldung.
* Beschreibung

Hier kdnnen Sie eine Beschreibung fliir das Skript angeben.



Unterstutzte CLI-Befehle von Unified Manager

Als Storage-Administrator fUhren Sie mit den CLI-Befehlen Abfragen fur die Storage-
Objekte durch, z. B. fur Cluster, Aggregate, Volumes, Qtrees und LUNSs. Sie kdnnen die
CLI-Befehle verwenden, um die interne Datenbank von Unified Manager und die ONTAP-
Datenbank abzufragen. Sie konnen auch CLI-Befehle in Skripten verwenden, die zu
Beginn oder am Ende eines Vorgangs ausgefuhrt oder ausgefluhrt werden, wenn eine

Meldung ausgelost wird.

Allen Befehlen muss der Befehl vorangestellt sein um c1i login Und einen glltigen Benutzernamen und ein
gultiges Passwort fur die Authentifizierung.

CLI-Befehl

um run cmd [ -t <timeout>
] <cluster> <command>

um run query <sgl command>

Beschreibung

Die einfachste Methode, einen
Befehl auf einem oder mehreren
Hosts auszufihren. Hauptsachlich
wird verwendet fur Alert Scripting
um ONTAP zu erhalten oder eine
Operation durchzufiihren. Das
optionale Argument fir die
Zeitiberschreitung setzt eine
maximale Zeitgrenze (in
Sekunden), damit der Befehl auf
dem Client ausgefiihrt werden
kann. Der Standardwert ist O (ewig
warten).

Fiahrt eine SQL-Abfrage aus. Es
sind nur Abfragen erlaubt, die aus
der Datenbank gelesen werden.
Aktualisierungsvorgange,
Einflgevorgange oder
Léschvorgange werden nicht
unterstutzt.

Ausgabe
Nach Erhalt bei ONTAP.

Die Ergebnisse werden in
tabellarischer Form angezeigt.
Wenn ein leerer Satz
zurtickgegeben wird, oder wenn ein
Syntaxfehler oder eine fehlerhafte
Anforderung vorliegt, wird die
entsprechende Fehlermeldung
angezeigt.



CLI-Befehl

um datasource a

dd -u

<username> -P <password> |

-t <protocol> ]
<port> ] <hostn

um datasource 1
<datasource-id>

[ -p
ame-or—-ip>

ist [
]

um datasource modify [ -h

<hostname-or-ip
<username> ] [
<password> ] [
<protocol> ] [
<datasource-id>

um datasource r
<datasource-id>

um option list

]

> 1 [ -u
-P

-t

-p <port> ]

emove

[ <option>

Beschreibung Ausgabe

Fugt der Liste der gemanagten Fordert den Benutzer auf, das
Speichersysteme eine Datenquelle Zertifikat anzunehmen, und druckt
hinzu. Eine Datenquelle beschreibt, die entsprechende Meldung.
wie Verbindungen zu

Speichersystemen hergestellt

werden. Beim Hinzufligen einer

Datenquelle missen die Optionen

-U (Benutzername) und -P

(Passwort) angegeben werden. Die

Option -t (Protocol) gibt das

Protokoll an, das zur

Kommunikation mit dem Cluster

verwendet wird (http oder https).

Wenn das Protokoll nicht

angegeben wird, werden beide

Protokolle versucht, die Option -p

(Port) gibt den Port an, der zur

Kommunikation mit dem Cluster

verwendet wird. Wenn der Port

nicht angegeben wird, wird

versucht, den Standardwert des

entsprechenden Protokolls zu

verwenden. Dieser Befehl kann nur

vom Storage-Admin ausgefliihrt

werden.

Zeigt die Datenquellen fur Zeigt die folgenden Werte im

verwaltete Speichersysteme an. Tabellenformat an: ID Address
Port, Protocol Acquisition
Status, Analysis Status,
Communication status,
Acquisition Message, and
Analysis Message.

Andert eine oder mehrere Zeigt die entsprechende Meldung

Datenquellenoptionen. Kann nur an.
vom Storage-Administrator
ausgefuhrt werden.

Entfernt die Datenquelle aus Zeigt die entsprechende Meldung
Unified Manager. an.
Listenoptionen. Zeigt die folgenden Werte im

Tabellenformat an: Name, Value,
Default Value, and
Requires Restart.



CLI-Befehl

um option set <option-
name>=<option-value> [
<option-name>=<option-
value> ... ]

um version

um lun list [-g] [
-ObjectType <object-id>]

um svm list [-g] [
-ObjectType <object-id>]

um gtree list [-g] [
-ObjectType <object-id>]

Beschreibung Ausgabe

Legt eine oder mehrere Optionen  Zeigt die entsprechende Meldung
fest. Der Befehl kann nur vom an.
Storage-Admin ausgefuhrt werden.

Zeigt die Softwareversion von
Unified Manager an.

Version ("7.0™)

Fuhrt die LUNs nach dem Filtern Zeigt die folgenden Werte im
auf das angegebene Objekt auf. -q Tabellenformat an: ID and LUN
ist fur alle Befehle geeignet, keine  path.

Kopfzeile anzuzeigen. Objekttyp

kann lun, gtree, Cluster, Volume,

Kontingent, svm: Beispiel: um 1un

list -cluster 1

In diesem Beispiel ist "-Cluster" der
objectType und "1" die objectld. Mit
dem Befehl werden alle LUNs im
Cluster mit der ID 1 aufgefuhrt.

Listet die SVMs nach dem Filtern
auf dem angegebenen Objekt auf.
Objekttyp kann lun, gtree, Cluster,
Volume, Kontingent, svm: Beispiel:
um svm list -cluster 1

Zeigt die folgenden Werte im
Tabellenformat an: Name and
Cluster 1ID.

In diesem Beispiel ist "-Cluster" der
objectType und "1" die objectld.
Der Befehl listet alle SVMs
innerhalb des Clusters mit der ID 1
auf.

Fuhrt die gtrees nach dem Filtern
auf dem angegebenen Objekt auf.
-q ist fur alle Befehle geeignet,
keine Kopfzeile anzuzeigen.
Objekttyp kann lun, gtree, Cluster,
Volume, Kontingent, svm: Beispiel:
um gtree list -cluster 1

Zeigt die folgenden Werte im

Qtree Name.

In diesem Beispiel ist "-Cluster" der
objectType und "1" die objectld. Mit
dem Befehl werden alle gtrees im
Cluster mit der ID 1 aufgelistet.

Tabellenformat an: Qtree ID and



CLI-Befehl

um disk list [-gq] [-
ObjectType <object-id>]

um cluster list [-g] [-
ObjectType <object-id>]

um cluster node list [-qg]
[-ObjectType <object-id>]

um volume list [-g] [-
ObjectType <object-id>]

Beschreibung

Listet die Festplatten nach dem
Filtern auf das angegebene Objekt
auf. Objekttyp kann Disk, aggr,
Node, Cluster sein. Beispiel: um
disk list -cluster 1

In diesem Beispiel ist "-Cluster" der
objectType und "1" die objectld.
Der Befehl listet alle Festplatten im
Cluster mit der ID 1 auf.

Listet die Cluster nach dem Filtern
auf das angegebene Objekt auf.
Objekttyp kann Disk, aggr, Node,
Cluster, lun, sein Qtree, Volume,
Kontingent, svm. Beispiel:um
cluster list -aggr 1

In diesem Beispiel ist "-aggr" der
objectType und "1" die objectld.
Der Befehl listet das Cluster auf, zu
dem das Aggregat mit der ID 1
gehort.

Fihrt die Cluster-Nodes nach dem
Filtern auf das angegebene Objekt
auf. Objekttyp kann Disk, aggr,
Node, Cluster sein. Beispiel: um
cluster node list -cluster
1

In diesem Beispiel ist "-Cluster" der
objectType und "1" die objectld.
Der Befehl listet alle Nodes im
Cluster mit der ID 1 auf.

Listet die Volumes nach dem
Filtern auf dem angegebenen
Objekt auf. Objekttyp kann lun,
gtree, Cluster, Volume, Kontingent,
svm, Aggregat: Beispiel: um
volume list -cluster 1

In diesem Beispiel ist "-Cluster" der
objectType und "1" die objectld.
Der Befehl listet alle Volumes im
Cluster mit der ID 1 auf.

Ausgabe

Zeigt die folgenden Werte im
Tabellenformat an ObjectType
and object-id.

Zeigt die folgenden Werte im
Tabellenformat an: Name, Full
Name, Serial Number,
Datasource Id, Last
Refresh Time, and Resource

Key.

Zeigt die folgenden Werte im
Tabellenformat an Name and
Cluster 1ID.

Zeigt die folgenden Werte im
Tabellenformat an Vvolume ID
and Volume Name.



CLI-Befehl
[ —

um quota user list [-g]
ObjectType <object-id>]

um aggr list [-g] [-
ObjectType <object-id>]

um event ack <event-ids>

um event resolve <event-
ids>

um event assign -u
<username> <event-id>

um event list [ -s
<source> ] [ -S <event-
state-filter-list>.. ] [

<event-id> .. ]

um cli login -u <username>
[-p <password>

Beschreibung

Listet die Quota-Benutzer nach
dem Filtern auf das angegebene
Objekt auf. Objekttyp kann gtree,
Cluster, Volume, Kontingent und
svm sein. Beispiel: um quota
user list -cluster 1

In diesem Beispiel ist "-Cluster" der
objectType und "1" die objectld.
Der Befehl listet alle
Kontingentbenutzer innerhalb des
Clusters mit der ID 1 auf.

Fihrt die Aggregate nach dem
Filtern auf das angegebene Objekt
auf. Objekttyp kann Disk, aggr,
Node, Cluster, Volume sein.
Beispiel: um aggr list
—-cluster 1

In diesem Beispiel ist "-Cluster" der
objectType und "1" die objectld.
Der Befehl listet alle Aggregate
innerhalb des Clusters mit der ID 1
auf.

Bestatigt ein oder mehrere
Ereignisse.

Ldst ein oder mehrere Ereignisse.

Weist einem Benutzer ein Ereignis
ZU.

Listet die vom System oder
Benutzer generierten Ereignisse
auf. Filtern von Ereignissen nach
Quelle, Status und IDs

Melden Sie sich bei der CLI an. Die
Sitzung lauft nach drei Stunden ab
dem Zeitpunkt der Anmeldung ab.
Danach muss sich der Benutzer
erneut anmelden.

Ausgabe

Zeigt die folgenden Werte im
Tabellenformat an ID, Name,
SID and Email.

Zeigt die folgenden Werte im
Tabellenformat an Aggr ID, and
Aggr Name.

Zeigt die entsprechende Meldung
an.

Zeigt die entsprechende Meldung
an.

Zeigt die entsprechende Meldung
an.

Zeigt die folgenden Werte im
Tabellenformat an Source,

Source type, Name,
Severity, State, User and
Timestamp.

Zeigt die entsprechende Meldung
an.



CLI-Befehl

um cli logout

um backup restore -f
<backup file path and name
>

um help

10

Beschreibung

Melden Sie sich Uber die CLI ab.

Stellt eine Datenbanksicherung
mithilfe von .7z-Dateien wieder her.

Zeigt alle Unterbefehle der ersten
Ebene an.

Ausgabe

Zeigt die entsprechende Meldung
an.

Zeigt die entsprechende Meldung
an.

Zeigt alle Unterbefehle der ersten
Ebene an.
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