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Datenmigrationsprozess fur Daten und
Konfiguration

Der Daten- und Konfigurationsprozess mit dem 7-Mode Transition Tool umfasst die
folgenden Phasen: Vorbereitung, Basiskopie der Daten, Anwenden der Konfiguration
(Vorumstellung) und Storage-Umstellung. Wenn Sie SnapLock Volumes fur die
Uberpriifung der Kontrollkette der Kustodie haben, ist die Uberpriifung der Kontrollkette
nach der Umstellung zusatzliche Phase.

Die folgende Abbildung zeigt die verschiedenen Phasen des Migrationsprozesses:
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Vorbereitung

In dieser Phase werden Vorabpriifungen zur Uberpriifung der Funktionsfunktionen durchgefiihrt. Dabei werden
die 7-Mode Storage-Systeme Uberprtft, um zu Uberprifen, ob die Volumes und die Konfiguration bereit fir die
Migration zu ONTAP sind. Es Uberpruft, ob der Cluster ordnungsgemaf konfiguriert ist und ob er den Wechsel
unterstiitzen kann. Alle Fehler miissen behoben werden, bevor Sie den Ubergang fortsetzen. Obwohl Sie mit
dem Tool fortfahren kdnnen, ohne Warnungen zu I6sen, missen Sie die Auswirkungen der Warnungen
verstehen, bevor Sie mit dem Umestieg fortfahren. Sie kdnnen die Vorabprifungen mehrmals durchflihren, um
zu Uberprufen, ob alle Fehler behoben wurden.

Obwohl der Vorprifschritt und die wahrend der Bewertung durchgefihrten Bewertungsschritte ahnlich sind,
gibt es Unterschiede. Der Vorabpriifschritt ist ein detaillierterer Test, der sich auf spezifische Storage-Systeme
konzentriert, die als Migrationsquellsysteme (7-Mode) und Zielsysteme (ONTAP) identifiziert wurden. Im
Bewertungsschritt werden nur die Migrationssysteme evaluiert und Funktionsunterschiede zu ONTAP
Uberprtift.

Basis-Datenkopie

Auf der SVM werden neue Volumes erstellt, zwischen 7-Mode und ONTAP Volumes eine SnapMirror
Beziehung aufgebaut und ein Basistransfer durchgeflihrt. Nach Abschluss der Basiskopie werden
inkrementelle Transfers automatisch gemaf einem benutzerdefinierten Zeitplan fur Datenkopiekopien
ausgefiihrt. Clients und Server, die auf den Quell-Storage zugreifen, bleiben wahrend dieses Schritts online.

Das Kopieren von Daten erfordert CPU, Arbeitsspeicher und Storage-Zugriff. Dadurch werden zusatzliche
Ressourcen im Quell-Storage-System verwendet. Als Best Practice empfiehlt es sich, Aktivitdten zum Kopieren



von Daten so zu planen, dass sie aufderhalb der Stol3zeiten stattfinden (vorzugsweise sollte die CPU-Nutzung
etwa 50 % betragen).

Konfiguration anwenden (Vorumkonfigurieren)

Diese Phase umfasst inkrementelle SnapMirror Ubertragungen. Dabei werden Konfigurationsinformationen auf
das ONTAP System, die SVM und die Volumes angewendet. Optional kdnnen Sie auch die ONTAP Volumes
testen, die vor der Storage-Umstellung migriert werden.

Obwohl ein Grof3teil der Konfiguration angewendet wird, werden einige Aktionen auf die Storage-Umstellung
zurlckgestellt, beispielsweise auf die Anwendung von Kontingenten.

Die fiir den Ubergang ausgewahlten 7-Mode IP-Adressen werden im Status ,Administratoren inaktiv* erstellt.
Die fiir den Ubergang ausgewahlten neuen IP-Adressen werden im Verwaltungsstatus erstellt. Mit diesen
neuen IP-Adressen kann der Datenzugriff wahrend der Vorumstellungstests Uberprift werden.

Als Best Practice wird empfohlen, die Phase der Apply-Konfiguration (Vorumstellung) einige Tage oder

Wochen vor dem geplanten Umstellungsfenster auszufihren. Mit dieser Aktivitat wird sichergestellt, dass alle
Konfigurationen ordnungsgemaR angewendet werden und ob Anderungen erforderlich sind.

Es sind zwar keine inkrementellen Updates erforderlich, jedoch sollte eine Best Practice, so

nahe wie moglich, einen inkrementellen Transfer durchfihren, um die Trennung der Clients zu
minimieren.
Storage-Umstellung

Im Rahmen der Storage-Umstellung werden Clients getrennt, ein letzter Datentransfer durchgefihrt und die
SnapMirror Beziehung unterbrochen. Die Clients werden manuell neu verbunden.

Das Trennen der Clients oder Server vom Quell-Storage Volume verhindert, dass wahrend der Ausflhrung der
endgultigen Kopie weitere Schreibzugriffe erfolgen. Vor dem Trennen der Verbindung von Clients empfiehlt es
sich, eine inkrementelle Aktualisierung durchzufihren, um die Ausfallzeiten zu minimieren.

Der Storage-Zugriff muss nur fur die zu migrierenden Volumes getrennt werden. Der Zugriff auf den Speicher
kann von der Storage- oder Client-Seite aus eingestellt werden. Die Best Practice besteht darin, die
Konnektivitat beim Storage einzustellen. Wenn ein CIFS-Client beispielsweise auf ein Volume mit dem Namen
»2user01“ auf einem 7-Mode Storage System zugreift, kdnnen Sie das nutzen cifs terminate -v user0l
Befehl zum Deaktivieren des Zugriffs auf alle CIFS-Freigaben auf dem Volume (Deaktivieren des Client-
Zugriffs auf Storage-Seite). Die IP-Adressen, Mount-Punkte oder sogar Share-Namen kdnnen sich infolge der
Migration andern, und daher kann der Client-Zugriff auch auf Client-Seite eingestellt werden. Solange Clients
keine neuen Daten in den zu migrierenden Storage Container schreiben kénnen, kdnnen Sie den Zugriff
entweder oder auf beide Methoden fortsetzen.

Wenn die Verbindung von Clients getrennt wird, fuhrt das 7-Mode Transition Tool eine letzte Kopie durch,

sodass die Quell- und Zieldatensatze Paritat aufweisen. Das 7-Mode Transition Tool konfiguriert die Daten-
LIFs auf der SVM. Einige Konfigurationséanderungen, die nicht vor Vorumstellung migriert wurden, wie etwa
das Anwenden von SAN-Konfigurationen und Kontingenten, werden derzeit auch auf die SVM angewandt.

Wenn die Storage-Umstellung abgeschlossen ist, konnen Sie die Clients manuell neu verbinden und den
Datenzugriff validieren. Zur Uberpriifung des Datenzugriffs wird sichergestellt, dass Clients ordnungsgeman
auf das ONTAP System zugreifen und dass alle Berechtigungen wie erwartet funktionieren.



Kontrollkette fur SnapLock Volumes

Sie kénnen den Vorgang ,Kette der Kustodie® fir die SnapLock Volumes im Projekt nach Abschluss der
Umstellung auslosen. Dieser Vorgang ist nicht zwingend erforderlich und ist nur erforderlich, wenn eine
Uberpriifung der Kontrollkette fir den Ubergang von SnaplLock Volumes erforderlich ist. Sie kénnen diesen
Vorgang fur alle SnapLock Volumes im Projekt oder fur eine Untergruppe von SnaplLock Volumes im Projekt
durchfihren. Die Prifung der Chain of Custody wird sowohl flir Compliance als auch fiir Enterprise SnapLock
Volumes unterstitzt. Die Kontrollkette fir die Prifung von Custody wird nur fiir Lese-/Schreibzugriff-SnapLock-
Volumes unterstitzt und wird nicht flr schreibgeschitzte SnapLock-Volumes unterstitzt.

@ Die Uberpriifung der Kette der Kustodie wird fir SnapLock-Volumes mit Dateinamen nicht-
ASCII-Zeichen nicht unterstitzt.

Der Verifizierungs-Workflow wird nur in der 7-Mode Transition Tool GUI unterstitzt und wird nicht im CLI-
Workflow unterstitzt.

Der Verifizierungsvorgang Chain of Custody flihrt folgende Schritte durch:

* Listet alle WORM-Dateien von 7-Mode Volumes auf

» Berechnet den Fingerabdruck fir jede WORM-Datei, die zuvor auf 7-Mode-Volumes und ONTAP-Volumes
aufgezahlt wurde

* Generiert einen Bericht mit Details Uber die Anzahl der Dateien mit Ubereinstimmenden und nicht
Ubereinstimmenden Fingerabdriicken und den Grund fur die Diskrepanz

Fingerabdruckdaten aller WORM-Dateien werden in einem ONTAP Volume gespeichert, das wahrend der
Planungsphase zur Verfiigung gestellt wird.

@ Basierend auf der Anzahl der Dateien auf den 7-Mode Volumes kann der Verifizierungsprozess
fur die Chain of Custody sehr viel Zeit in Anspruch nehmen (Tage oder Wochen).

Wie Sie ein eigenstandiges Volumen umstellen

Die Umstellung auf ein eigenstandiges Volume umfasst verschiedene Phasen:
Vorbereitung, Datenkopie, Anwenden der Konfiguration (Vorumstellung) und Storage-
Umstellung. Nach Abschluss der Umstellung mussen Sie einige Schritte nach dem
Umstieg durchfuhren, bevor Sie den Client-Zugriff wieder aufnehmen. Um Ihren Wechsel
effizient managen zu kdnnen, sollten Sie diese Phasen kennen.

Signifikant Schritte
Vorbereitung 1. Erfassung von Informationen
2. Durchfihren der Vorpriifung

3. Erstellen von Zeitplanen fir Datenkopieerstellung



Signifikant

Datenkopieerstellung

Vorumstellung

Storage-Umstellung

Kontrollkette flir SnapLock Volumes

Vorbereitungsphase

Schritte

1.
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Erstellen der ONTAP Volumes als
schreibgeschutzt

Aufbau einer Peer-Beziehung fir den Wechsel
SnapMirror Beziehung aufbauen
Durchfiihren eines Basistransfers

Die geplanten inkrementellen Updates werden
durchgefihrt

Die SnapMirror Beziehung zu unterbrechen
Anwenden von Konfigurationen auf die SVM

Konfigurieren von Daten-LIFs auf der SVM

. Testen von Daten und Konfigurationen (manuell

und nur fir Prekuover RW)

. ONTAP Volumes werden mit den entsprechenden

7-Mode Volumes neu synchronisiert

. Trennen des Client-Zugriffs (manuell)
. Durchfuhren eines letzten SnapMirror Updates
. Die SnapMirror Beziehung zu unterbrechen

. Entfernen von 7-Mode IP-Adressen und Einstellen

der Daten-LIFs auf den up-Status der SVM

Versetzen des Quell-Volume in den Offline-Modus

Nach der Umstellung Schritte nach der Transition
durchfiihren und Client-Zugriff aktivieren (manuell)

1.

Enumeration aller WORM-Dateien aus 7-Mode-
Volumes

Berechnung des Fingerabdrucks fir jede WORM-
Datei auf den 7-Mode-Volumes (im vorherigen
Schritt aufgefiihrt) und Berechnung des
Fingerabdrucks fiir die entsprechende WORM-
Datei auf den ONTAP-Volumes umgestiegen

Erstellen eines Berichts mit Details Gber die
Anzahl der Dateien mit Gbereinstimmenden und
nicht Ubereinstimmenden Fingerabdricken und
den Grund fur die Diskrepanz

In dieser Phase werden Informationen zum 7-Mode System und zu den Cluster, Volumes und IP-Adressen
erfasst. Das 7-Mode Transition Tool fiihrt in dieser Phase folgende Aufgaben durch:



1. Erfasst und fugt 7-Mode Storage-System- und Volume-Informationen hinzu
. Flhrt den Vorcheck fiir den Ubergang aus.

. Erfassen und Hinzufligen von Informationen zu Clustern, SVMs und Aggregaten

A W DN

. Erfasst IP-Adressen, die auf der SVM konfiguriert werden mussen:
o Wabhlt die IP-Adressen aus, die im 7-Mode System vorhanden sind.

o Gibt neue IP-Adressen an, die auf der SVM konfiguriert werden mussen. HINWEIS: Die Umstellung
von iSCSI und FC LIFs (SAN) wird vom Tool nicht unterstltzt. Vor der Transition missen Sie die SAN-
LIFs auf der SVM manuell konfigurieren.

5. Erstellt Zeitplane fur Datenkopieerstellung fir Basiskopie und inkrementelle Updates.

6. Wenn das Projekt SnapLock-Volumes enthalt, sammelt Informationen Gber die Lese-/Schreib-SnapLock-
Volumes, flr die eine Verifikation der Kontrollkette erforderlich ist, und die Details des ONTAP-Volumes, in
dem die Fingerabdruckdaten gespeichert werden, die wahrend des Verifizierungsvorgangs fir die Kette
der Kustodie generiert werden.

@ Die Verifizierungsfunktion ,,Chain of Custody“ wird nur fir Volumes mit Dateinamen
unterstitzt, die nur ASCII-Zeichen enthalten.

7. Planung der Konfigurationstibergang durch Auswahl der 7-Mode Konfigurationen, die auf die Ziel-SVM und
Ziel-Volumes Ubertragen werden mussen

Sie sollten die Objekte (Volumes, IP-Adressen, Systeminformationen usw.) auf dem Controller nicht &ndern,
nachdem Sie die wahrend der Vorprifung gemeldeten Fehler und Warnungen behoben haben.

Phase der Datenkopieerstellung

In dieser Phase werden die Daten aus den 7-Mode Volumes in die ONTAP Volumes kopiert. Das 7-Mode
Transition Tool fuhrt in dieser Phase folgende Aufgaben durch:

1. Erstellt die ONTAP Volumes mit schreibgeschutztem Zugriff.

2. Einrichten einer Peer-Beziehung zwischen dem 7-Mode System und der SVM

3. Einrichtung einer SnapMirror Umstiegsbeziehung (Beziehung vom Typ TDP) zwischen den 7-Mode
Volumes und ONTAP Volumes

4. Abschluss des Transfers der Basiskopie der Daten anhand von Zeitplaneintragen

5. Fuhrt geplante, inkrementelle Updates fur die ONTAP Volumes durch

Anwenden der Konfigurationsphase (Vorumstellungsphase)

Als Best Practice wird empfohlen, vor dem geplanten Umstellungsfenster einige Tage oder Wochen einen
Vorumstellvorgang durchzuflihren. Mit dieser Aktivitat wird Gberprift, ob alle Konfigurationen ordnungsgeman
angewendet werden und ob Anderungen erforderlich sind.

In dieser Phase werden Konfigurationen aus den 7-Mode Volumes in die ONTAP Volumes kopiert.

Es gibt zwei Modi fir die Phase Apply Configuration (precutover): Precutover read-only und precutover
read/write.

Der Voriberlesen-/Schreibmodus wird nicht unterstiitzt, wenn das Projekt Folgendes enthalt:



* SAN Volumes und der Ziel-Cluster flilhren Data ONTAP 8.3.1 oder eine frihere Version aus

In diesem Fall werden in der Phase Apply Configuration (Vorumover) die folgenden Konfigurationen nicht
angewendet. Stattdessen werden sie in der Umstellungsphase angewendet.
o SAN-Konfigurationen
o Snapshot Zeitplan-Konfigurationen
* SnapLock Compliance Volumes
Wenn das Projekt SnapLock-Compliance-Volumes enthélt, werden die Snapshot-Planungskonfigurationen

in der Vorumstellungsphase nicht angewendet. Stattdessen werden diese Konfigurationen wahrend der
Umstellungsphase angewendet.

Uberlegungen fiir den Wechsel zu SnapLock Compliance Volumes

Wenn auf dem Zielcluster Data ONTAP 8.3.1 oder friher ausgefuhrt wird und Sie die Anwendung-
Konfiguration (Vorumschaltung) im Lese-/Schreibmodus fur NAS-Volumes ausfuhren méchten, missen Sie
separate Projekte fir die NAS-Volumes und SAN-Volumes erstellen. Diese Aktion ist erforderlich, da der Lese-
/Schreibmodus fur die Vorumschaltung nicht unterstitzt wird, wenn Sie SAN-Volumes in lhrem Projekt haben.

Wenn das Projekt SnapLock-Compliance-Volumes enthalt und Sie die Anwendung der Konfiguration
(Vorumschaltung) im Lese-/Schreibmodus fir nicht-SnapLock-Compliance-Volumes ausfihren méchten,
mussen Sie separate Projekte fiir SnapLock-Compliance-Volumes und nicht-SnapLock-Compliance-Volumes
erstellen. Diese Aktion ist erforderlich, da der Lese-/Schreibmodus fir die Vorumschaltung nicht unterstitzt
wird, wenn Sie SnapLock-Compliance-Volumes in lhrem Projekt haben.

Das Tool fuhrt die folgenden Schritte im Modus Vorumlesen schreibgeschiitzt aus:

1. Inkrementelle Aktualisierung von 7-Mode Volumes auf ONTAP Volumes

2. Bricht die SnapMirror Beziehung zwischen 7-Mode Volumes und ONTAP Volumes auf.

Bei SnapLock Compliance Volumes ist die SnapMirror Beziehung zwischen dem 7-Mode

@ Volume und den ONTAP Volumes nicht beschadigt. Die SnapMirror Beziehung ist nicht
gebrochen, da die SnapMirror Neusynchronisierung zwischen 7-Mode und ONTAP Volumes
fur SnapLock Compliance Volumes nicht unterstitzt wird.

3. Erfasst Konfigurationen von 7-Mode Volumes und wendet diese Konfigurationen auf die ONTAP Volumes
und die SVM an.

4. Konfiguration der Daten-LIFs auf der SVM:
o Vorhandene 7-Mode IP-Adressen werden auf der SVM im administrativen Ausfall erstellt.
> Neue IP-Adressen werden auf der SVM im administrativen up-Status erstellt.

5. Synchronisiert die SnapMirror Beziehung zwischen 7-Mode Volumes und ONTAP Volumes neu
Das Tool fuhrt die folgenden Schritte im Modus Vorumlesen/Schreiben aus:

1. Inkrementelle Aktualisierung von 7-Mode Volumes auf ONTAP Volumes
2. Bricht die SnapMirror Beziehung zwischen 7-Mode Volumes und ONTAP Volumes auf.

3. Erfasst Konfigurationen von 7-Mode Volumes und wendet die Konfigurationen auf die ONTAP Volumes und
die SVM an.


https://docs.netapp.com/de-de/ontap-7mode-transition/copy-based/concept_considerations_for_transitioning_of_snaplock_compliance_volumes.html

4. Konfiguration der Daten-LIFs auf der SVM:
o Vorhandene 7-Mode IP-Adressen werden auf der SVM im administrativen Ausfall erstellt.
> Neue IP-Adressen werden auf der SVM im administrativen up-Status erstellt.
5. Ermdglicht den Lese-/Schreibzugriff auf die ONTAP-Volumes.
Nach der Anwendung der Konfiguration sind die ONTAP-Volumes flr Lese-/Schreibzugriff verfiigbar,
sodass der Lese-/Schreib-Datenzugriff wahrend der Apply-Configuration (Precutuover)-Tests auf diesen

Volumes getestet werden kann. Sie kdnnen die Konfigurationen und den Datenzugriff in ONTAP manuell
Uberprifen.

6. Werden die ONTAP Volumes neu synchronisiert, wenn der ,Test abschlieRen“-Vorgang manuell ausgeldst
wird.

Storage-Umstellung

Das 7-Mode Transition Tool fuhrt in dieser Phase folgende Aufgaben durch:
1. Optional: Durchfihrung eines On-Demand SnapMirror Updates zur Reduzierung der Ausfallzeiten nach
der Umstellung
2. Manuell: Trennen Sie den Client-Zugriff vom 7-Mode System.
3. Letztes SnapMirror Update von 7-Mode Volumes zu ONTAP Volumes
4. Bricht die SnapMirror Beziehung zwischen den 7-Mode Volumes und ONTAP Volumes ab und |8scht dies,
was die ONTAP Volumes Lese-/Schreibzugriff ermdglicht.

Wenn das ausgewahlte Volume ein SnapLock-Compliance-Volume ist und das Volume Ziel einer
SnapMirror Beziehung ist, wird die SnapMirror Beziehung zwischen dem 7-Mode Volume und dem ONTAP
Volume ohne SnapMirror Break geldscht. Mit dieser Aktion wird sichergestellt, dass sekundare ONTAP
SnapLock-Compliance-Volumes schreibgeschiitzt bleiben. Die sekundaren ONTAP SnapLock Compliance
Volumes mussen sich fur die Neusynchronisierung im schreibgeschiitzten Modus befinden, damit die
primaren und sekundaren SnapLock Compliance Volumes erfolgreich bestehen kénnen.

5. Wendet die Konfiguration von Snapshot-Zeitplanen an, wenn:

o Im Ziel-Cluster wird Clustered Data ONTAP 8.3.0 oder 8.3.1 ausgeflhrt und das Projekt enthalt SAN
Volumes.

> Das Projekt enthalt SnapLock Compliance Volumes.

6. Wendet SAN-Konfigurationen an, wenn auf dem Ziel-Cluster Data ONTAP 8.3.1 oder eine friihere Version
ausgefuhrt wird.

7. Wendet ggf. Kontingentkonfigurationen an.

8. Entfernt die vorhandenen 7-Mode IP-Adressen, die fur den Wechsel vom 7-Mode System ausgewahlt
wurden, und bringt die Daten-LIFs auf der SVM in den Administrationsstatus.

@ SAN LIFs wurden nicht durch das 7-Mode Transition Tool migriert.

9. Optional: Schaltet die 7-Mode Volumes in den Offline-Modus.

Kontrollkette fur SnapLock Volumes

Sie mussen die Kontrollkette der Kustodie durchfiihren. Das Tool fihrt die folgenden Vorgange aus, wenn eine
Uberpriifung der Kette der Kustodie gestartet wird:



1. Listet alle WORM-Dateien von 7-Mode Volumes auf.

2. Berechnet den Fingerabdruck fur jede WORM-Datei auf den 7-Mode-Volumes (im vorherigen Schritt
aufgefiihrt) und berechnet den Fingerabdruck fiir die entsprechende WORM-Datei auf den umgerechneten
ONTAP-Volumes.

3. Generiert einen Bericht mit Details Uber die Anzahl der Dateien mit Ubereinstimmenden und nicht
Ubereinstimmenden Fingerabdriicken und den Grund fiir die Diskrepanz.

* Die Verifizierungsfunktion ,Kette der Kustodie® wird nur fur Lese-/Schreib-SnapLock-
@ Volumes unterstltzt, die Dateinamen mit nur ASCII-Zeichen enthalten.

* Dieser Vorgang kann je nach Anzahl der Dateien auf den 7-Mode SnapLock Volumes sehr
viel Zeit in Anspruch nehmen.
Schritte nach der Transition

Nachdem die Storage-Umstellungsphase erfolgreich abgeschlossen und der Umstieg abgeschlossen ist,
missen Sie einige manuelle Aufgaben nach der Transition ausfihren:

1. Fuhren Sie die erforderlichen Schritte durch, um Funktionen zu konfigurieren, die nicht verschoben wurden
oder teilweise verschoben wurden, wie im Vorabprifbericht aufgefiihrt.

IPv6 und FPolicy mussen z. B. nach der Umstellung manuell konfiguriert werden.
2. Fir die SAN-Umstellung werden die Hosts neu konfiguriert.
"San-Host-Umstellung und Problembehebung"

3. Vergewissern Sie sich, dass die SVM flr die Bereitstellung von Daten fur die Clients bereit ist, indem Sie
Folgendes lberprifen:
> Die Volumes auf der SVM sind online und lesen/schreiben.
o Die IP-Adressen sind auf der SVM aktiv und zuganglich.

4. Umleiten des Client-Zugriffs auf die ONTAP Volumes
Verwandte Informationen

Migration von Daten und Konfiguration von 7-Mode Volumes

Wie Sie Volumes in einer SnapMirror Beziehung
verschieben

Falls Sie 7-Mode Volumes in einer SnapMirror Beziehung verschieben mochten, mussen
zuerst die sekundaren Volumes migriert werden. Anschliel3end wird eine SnapMirror
Beziehung zwischen den primaren 7-Mode Volumes und sekundaren ONTAP Volumes
hergestellt.

Nach dem Wechsel der primaren Volumes richtet das 7-Mode Transition Tool eine SnapMirror Volume-
Beziehung zwischen primaren und sekundaren ONTAP Volumes ein.


http://docs.netapp.com/ontap-9/topic/com.netapp.doc.dot-7mtt-sanspl/home.html
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Das 7-Mode Transition Tool stellt SnapLock Compliance Volumes in einer SnapMirror
Beziehung nicht automatisch um. Alle SnapLock-Compliance Volumes in einer SnapMirror
@ Beziehung missen als eigenstandige Volumes migriert werden. Nachdem die primaren und
sekundaren SnapLock Compliance Volumes zu ONTAP migriert wurden, missen Sie die
Neusynchronisierung von SnapMirror zwischen diesen Volumes manuell durchfiihren.

Sie kénnen Prifung, Basiskopie, inkrementelle Transfers durchfihren und Konfiguration (Vorumstellung) auf
den sekundaren und primaren Projekten gleichzeitig anwenden. Die Storage-Umstellung fir das sekundare
Projekt muss jedoch zuerst durchgefihrt werden.

Vorbereitungsphase

In dieser Phase werden das 7-Mode System, die Cluster, die Volumes und die IP-Adressen ausgewahlt. Das
7-Mode Transition Tool fuhrt in dieser Phase folgende Aufgaben durch:

1. Flgt 7-Mode Storage-System- und Volume-Informationen hinzu

2. Sammelt Informationen zu 7-Mode Quell-Volumes und SnapMirror Beziehungen:

o Flr den Umstieg auf ein sekundares Volume werden Informationen zum primaren 7-Mode System
erfasst

o Fir den Umstieg auf ein primares Volume, das Informationen zum sekundaren 7-Mode System erfasst
3. Fihrt den Vorcheck fiir den Ubergang aus
4. Weitere Informationen zu Cluster, SVM und Aggregaten
5. Erfasst IP-Adressen, die auf der SVM konfiguriert werden missen:

o Auswahlen von IP-Adressen, die im 7-Mode-System vorhanden sind

o Geben Sie neue IP-Adressen an, die fur die SVM konfiguriert werden missen

@ Die Umstellung von iSCSI und FC LIFs (SAN) wird vom Tool nicht unterstttzt. Vor der
Transition mussen Sie die SAN-LIFs auf der SVM manuell konfigurieren.

6. Erstellt Zeitpléne fir Datenkopieerstellung fir Basistransfers und inkrementelle Ubertragungen.

7. Wenn das Projekt SnapLock-Volumes enthalt, sammelt Informationen tber die Lese-/Schreib-SnapLock-
Volumes, fiir die eine Verifikation der Kontrollkette erforderlich ist, sowie Details zum ONTAP-Volume, in
dem die wahrend des Verifizierungsvorgangs fir die Kette der Kustodie generierten Fingerabdruckdaten
gespeichert werden.

Die SnapLock Chain of Custody Verification wird nur fiir Lese-/Schreib-SnapLock-Volumes

@ rpit 7-Mode unterstitzt. Fur schreibgeschitzte Volumes wird dies nicht unterstitzt. Die
Uberprifung der SnapLock-Kette von Kustodie wird flir SnapLock-Volumes mit Dateien, die
Namen mit nicht-ASCII-Zeichen enthalten, nicht unterstitzt.

8. Planung der Konfigurationstubergang durch Auswahl der 7-Mode Konfigurationen, die auf Ziel-SVM und
Ziel-Volumes migriert werden mussen

Sie durfen die Objekte (Volumes, IP-Adressen, Systeminformationen usw.) auf dem Controller nicht andern,
nachdem Sie Fehler und Warnungen behoben haben, die von der Vorabprifung gemeldet werden.



Phase der Datenkopieerstellung

In dieser Phase werden die Daten aus den 7-Mode Volumes in die ONTAP Volumes kopiert. Das 7-Mode
Transition Tool fiihrt in dieser Phase folgende Aufgaben durch:

1. Erstellt die ONTAP Volumes mit schreibgeschitztem Zugriff

2. Einrichten einer Peer-Beziehung zwischen dem 7-Mode System und der SVM

3. Richten eine SnapMirror Beziehung zwischen den 7-Mode Volumes und ONTAP Volumes ein

4. Abschluss des Basistransfers basierend auf den Zeitplaneingaben

5. Durchfihrung geplanter Updates von SnapMirror Datenkopieerstellung auf den ONTAP Volumes

Anwenden der Konfigurationsphase (Vorumstellungsphase)

Als Best Practice empfiehlt es sich, die Konfiguration * einige Tage oder Wochen vor dem geplanten
Umstellungsfenster auszufihren. Durch diese Vorabprifung wird ausreichend Zeit benétigt, um zu Gberprifen,
ob alle Konfigurationen ordnungsgemaR angewendet werden und ob Anderungen erforderlich sind.

In dieser Phase werden Konfigurationen aus den 7-Mode Volumes in die ONTAP Volumes kopiert.

Es gibt zwei Modi fir die Phase Apply Configuration (Preputuover): Vorumlesen schreibgeschitzt und
Vorstufen lesen/schreiben.

Der Vorlberlesen-/Schreibmodus wird nicht unterstitzt, wenn das Projekt Folgendes enthalt:
* SAN Volumes und der Ziel-Cluster filhren Data ONTAP 8.3.1 oder eine frihere Version aus

In dieser Situation werden die folgenden Konfigurationen nicht in der Phase der Umstellungskonfiguration
(Vorumstellung) angewendet, sondern in der Umstellungsphase angewendet:

o SAN-Konfigurationen
o Snapshot Zeitplan-Konfigurationen

» SnapLock Compliance Volumes

Wenn das Projekt SnapLock-Compliance-Volumes enthalt, werden die Snapshot-Planungskonfigurationen
in der Phase Apply Configuration (Vorumover) nicht angewendet. Stattdessen werden diese
Konfigurationen wahrend der Umstellungsphase angewendet.

Uberlegungen fiir den Wechsel zu SnapLock Compliance Volumes.

Wenn auf dem Zielcluster Data ONTAP 8.3.1 oder friiher ausgefihrt wird und Sie die Anwendung
Konfiguration (Vorumschaltung) im Lese-/Schreibmodus fur NAS-Volumes ausfuhren méchten, missen Sie
separate Projekte fir die NAS- und SAN-Volumes erstellen. Diese Aktion ist erforderlich, da der Lese-
/Schreibmodus flr die Apply-Konfiguration (Precutuover) nicht unterstiitzt wird, wenn Sie SAN-Volumes in
Ihrem Projekt haben.

Wenn das Projekt SnapLock-Compliance-Volumes enthalt und Sie die Anwendung der Konfiguration
(Vorumschaltung) im Lese-/Schreibmodus fiur nicht-SnapLock Compliance-Volumes ausfiihren mdchten,
mussen Sie separate Projekte fiir SnapLock-Compliance-Volumes und nicht-SnapLock-Compliance-Volumes
erstellen. Diese Aktion ist erforderlich, da der Lese-/Schreibmodus fiir die Apply-Konfiguration (Precutuover)
nicht unterstitzt wird, wenn Sie SnapLock-Compliance-Volumes in lhrem Projekt haben.

Die folgenden Schritte werden vom Werkzeug im Vorumlesen schreibgeschiitzten Modus durchgefihrt:
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1.
2.

3.

4.

5.

Inkrementelle Aktualisierung von 7-Mode Volumes auf ONTAP Volumes

Bricht die SnapMirror Beziehung zwischen 7-Mode Volumes und ONTAP Volumes auf

Bei SnapLock Compliance Volumes ist die SnapMirror Beziehung zwischen dem 7-Mode

@ Volume und den ONTAP Volumes nicht beschadigt. Dies liegt daran, dass die
Neusynchronisierung von SnapMirror zwischen 7-Mode und ONTAP Volumes flr SnapLock
Compliance Volumes nicht unterstitzt wird.

Erfassung von Konfigurationen aus 7-Mode Volumes und Anwendung der Konfigurationen auf die ONTAP
Volumes und SVM

Konfiguration der Daten-LIFs auf der SVM:
o Vorhandene 7-Mode IP-Adressen werden auf der SVM im administrativen Ausfall erstellt.
o Neue |IP-Adressen werden auf der SVM im administrativen up-Status erstellt.

Synchronisiert die SnapMirror Beziehung zwischen 7-Mode Volumes und ONTAP Volumes neu

Die folgenden Schritte werden im Modus Vorumlesen/Schreiben durchgefihrt:

1.
2.
3.

Inkrementelle Aktualisierung von 7-Mode Volumes auf ONTAP Volumes
Bricht die SnapMirror Beziehung zwischen 7-Mode Volumes und ONTAP Volumes auf

Erfassung von Konfigurationen aus 7-Mode Volumes und Anwendung der Konfigurationen auf die ONTAP
Volumes und SVM

Konfiguration der Daten-LIFs auf der SVM:
o Vorhandene 7-Mode IP-Adressen werden auf der SVM im administrativen Ausfall erstellt.
> Neue IP-Adressen werden auf der SVM im administrativen up-Status erstellt.

Testen des Lese-/Schreibzugriffs auf den ONTAP-Volumes wahrend des Apply-Configuration

(Precutuover)-Tests

Diese ONTAP-Volumes sind nach Anwendung der Konfiguration flr Lese-/Schreibzugriff verfligbar. Nach
der Anwendung der Konfiguration sind die ONTAP-Volumes flr Lese-/Schreibzugriff verfiigbar, sodass der
Lese-/Schreib-Datenzugriff wahrend der Apply-Configuration (Precutuover)-Tests auf diesen Volumes
getestet werden kann.

Manuell: Uberpriifen der Konfigurationen und des Datenzugriffs in ONTAP

Manuell: Test abschliel3en

Die ONTAP-Volumes werden erneut synchronisiert.

Phase der Storage-Umstellung (sekundare Volumes

Die folgende Abbildung zeigt den Ubergang eines sekundaren Volumes:
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Signifikant Schritte
Storage-Umstellung (sekundare Volumes) 1. Transition der sekundaren Volumes

2. SnapMirror Beziehung zwischen den sekundaren
Volumes zerbrechen und I6schen

3. Einrichten einer DR-Beziehung zwischen dem
primaren 7-Mode und sekundaren ONTAP
Volumes

Das 7-Mode Transition Tool fUhrt in dieser Phase folgende Aufgaben durch:

1. Optional: Fihrt ein On-Demand SnapMirror Update auf den sekundaren ONTAP Volumes durch
Manuell: Trennen des Clientzugriffs, falls erforderlich

Letztes SnapMirror Update vom sekundaren 7-Mode Volume auf das sekundare ONTAP Volume

> v DN

Bricht die SnapMirror Beziehung zwischen dem sekundaren 7-Mode-Volume und dem sekundaren
ONTAP-Volume auf und I6scht es, und macht die Ziel-Volumes Lese-/Schreibzugriff

5. Wendet die Konfiguration der Snapshot-Zeitplane an, wenn auf dem Ziel-Cluster Data ONTAP 8.3.0 oder
8.3.1 ausgeflhrt wird und das Projekt SAN Volumes enthalt

6. Wendet SAN-Konfigurationen an, wenn auf dem Ziel-Cluster Data ONTAP 8.3.1 oder eine friihere Version
ausgefuhrt wird

Wahrend dieses Vorgangs werden alle erforderlichen Initiatorgruppen erstellt. Fur die
sekundaren Volumes wird das Zuordnen von LUNs zu Initiatorgruppen wahrend des

@ Umstellungsvorgangs nicht unterstitzt. Sie missen die sekundaren LUNs manuell
zuordnen, nachdem Sie die Storage-Umstellung der primaren Volumes abgeschlossen
haben. Bei Standalone-Volumes, die im sekundaren Projekt enthalten sind, werden LUNs
wahrend dieses Vorgangs den Initiatorgruppen zugeordnet.

7. Wendet ggf. Kontingentkonfigurationen an

8. Richten eine SnapMirror Beziehung zwischen den Volumes auf dem primaren 7-Mode System und den
sekundaren ONTAP Volumes ein
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Der SnapMirror Zeitplan, der zur Aktualisierung der SnapMirror Beziehungen zwischen den primaren 7-
Mode Volumes und 7-Mode sekundaren Volumes verwendet wird, wird auf die SnapMirror Beziehungen
zwischen den primaren 7-Mode Volumes und sekundaren ONTAP Volumes angewendet.

9. Entfernt die vorhandenen 7-Mode IP-Adressen, die fiir den Wechsel vom 7-Mode System ausgewahlt
wurden, und bringt die Daten-LIFs auf der SVM in den Administrationsstatus

®

SAN LIFs wurden nicht durch das 7-Mode Transition Tool migriert.

10. Optional: Versetzen der 7-Mode Volumes in den Offline-Modus

Phase der Storage-Umstellung (primare Volumes

Die folgende Abbildung zeigt den Ubergang eines primaren Volume:

FGI
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!

Primary
cluster
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Storage-Umstellung (primare Volumes)

S

—| Client access
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[ || DRk

e X > J _“')'

Secondary Primary ®© Secunda
cluster cluster cluster
Schritte

1.
2.

Transition der primaren Volumes

Trennen der Clients vom 7-Mode System
(Storage-Umstellung)

Die DR-Beziehung zwischen dem primaren 7-
Mode und den sekundaren ONTAP Volumes wird
unterbrochen und geldscht

SnapMirror Beziehung zwischen den primaren
Volumes zerbrechen und l6schen

Einrichtung einer SVM-Peer-Beziehung zwischen
dem primaren und sekundaren ONTAP Volumes

Erneutes Synchronisieren der SnapMirror
Beziehung zwischen ONTAP Volumes

Client-Zugriff auf ONTAP Volumes wird aktiviert

Das 7-Mode Transition Tool fuhrt in dieser Phase folgende Aufgaben durch:
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1. Optional: Fihrt ein On-Demand SnapMirror Update auf den sekundaren ONTAP Volumes durch
2. Manuell: Trennen des Client-Zugriffs vom 7-Mode System

3. Fuhrt ein letztes inkrementelles Update vom primaren 7-Mode Volume und dem primaren ONTAP Volume
durch

4. Bricht die SnapMirror Beziehung zwischen dem primaren 7-Mode Volume und dem primaren ONTAP
Volume auf und I6scht, und macht die Ziel-Volumes Lese-/Schreibzugriff

5. Wendet die Konfiguration der Snapshot-Zeitplane an, wenn auf dem Ziel-Cluster Data ONTAP 8.3.0 oder
8.3.1 ausgefuhrt wird und das Projekt SAN Volumes enthalt

6. Wendet SAN-Konfigurationen an, wenn auf dem Ziel-Cluster Data ONTAP 8.3.1 oder eine friihere Version
ausgefuhrt wird

7. Wendet ggf. Kontingentkonfigurationen an

8. Bricht und I8scht die SnapMirror Beziehung zwischen dem primaren 7-Mode Volume und dem sekundaren
ONTAP Volume

9. Einrichten von Cluster-Peer- und SVM-Peer-Beziehungen zwischen dem primaren und dem sekundaren
Cluster

10. Einrichten einer SnapMirror Beziehung zwischen primaren und sekundaren ONTAP-Volumes
11. Synchronisiert die SnapMirror-Beziehung zwischen den ONTAP Volumes neu

12. Entfernt die vorhandenen 7-Mode IP-Adressen, die fir die Transition vom 7-Mode System ausgewahlt
wurden, und bringt die Daten-LIFs auf der primaren SVM in den Administrationsstatus

@ SAN LIFs wurden nicht durch das 7-Mode Transition Tool migriert.

13. Optional: Versetzen der 7-Mode Volumes in den Offline-Modus

Kontrollkette fiir SnapLock Volumes
FUhren Sie die Verifizierungsfunktion der Kette von Kustodie durch.

1. Listet alle WORM-Dateien von 7-Mode Volumes auf

2. Berechnet den Fingerabdruck fur jede WORM-Datei auf den 7-Mode-Volumes (im vorherigen Schritt
aufgefiihrt) und berechnet den Fingerabdruck fiir die entsprechende WORM-Datei auf den umgerechneten
ONTAP-Volumes.

3. Generiert einen Bericht mit Details Uber die Anzahl der Dateien mit Ubereinstimmenden und nicht
Ubereinstimmenden Fingerabdriicken und den Grund fiir die Diskrepanz

* Die Verifizierungsfunktion ,Kette der Kustodie® wird nur fur Lese-/Schreib-SnapLock-
@ Volumes unterstltzt, die Dateinamen mit nur ASCII-Zeichen enthalten.

 Dieser Vorgang kann entsprechend der Anzahl der Dateien auf den 7-Mode SnapLock
Volumes viel Zeit in Anspruch nehmen.

Schritte nach der Transition

Nachdem die Umstellungsphase erfolgreich abgeschlossen und der Umstieg abgeschlossen ist, missen Sie
die folgenden Aufgaben nach der Transition ausfihren:

1. Manuelle Schritte bis zu den Umstiegsfunktionen des 7-Mode Systems durchfiihren, wurden jedoch nicht
automatisch vom Tool auf die SVM umgestellt.
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2. Wenn auf dem Ziel-Cluster Data ONTAP 8.3.1 oder alter ausgefuhrt wird, missen Sie die sekundaren
LUNs manuell zuordnen.

3. Bei SAN-Ubergangen konfigurieren Sie die Hosts manuell neu.
"San-Host-Umstellung und Problembehebung”

4. Vergewissern Sie sich, dass die SVM fir die Bereitstellung von Daten fiir die Clients bereit ist, indem Sie
Folgendes uberprifen:

> Die Volumes auf der SVM sind online und lesen/schreiben.
> Die umgestiegen-IP-Adressen sind auf der SVM verfugbar und erreichbar.
5. Umleiten des Client-Zugriffs auf die ONTAP Volumes

Verwandte Informationen

Migration von Daten und Konfiguration von 7-Mode Volumes
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