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Konfiguration des Cluster- und SVM-Peering
Ubersicht tiber Cluster- und SVM-Peering

Cluster-Administratoren kdnnen authentifizierte Peer-Beziehungen zwischen Clustern
und SVMs erstellen, sodass die Cluster miteinander kommunizieren konnen, sodass
Daten zwischen Volumes in unterschiedlichen Clustern repliziert werden. Sie kdnnen die
Verfahren mit der ONTAP-Benutzeroberflache ,System Manager classic* ausfuhren, die
mit ONTAP 9.7 und friheren Versionen von ONTAP 9 verfugbar ist.

Verwenden Sie die Schnittstelle ,ONTAP System Manager_classic_“ zum Erstellen von Cluster-Peer-
Beziehungen und SVM-Peer-Beziehungen, wenn Folgendes gilt:

* Sie arbeiten mit Clustern mit ONTAP 9.7 oder alteren ONTAP 9 Versionen.

» Sie mochten authentifizierte Cluster-Peering-Beziehungen.

» Sie mochten Best Practices verwenden und nicht alle verfligbaren Optionen erkunden.

« Sie mochten System Manager verwenden, nicht die ONTAP Befehlszeilenschnittstelle (CLI) oder ein
automatisiertes Scripting Tool.

Weitere Moglichkeiten dies in ONTAP zu tun

ONTAP System Manager in ONTAP 9.3 vereinfacht die Konfiguration von Peer-Beziehungen zwischen
Clustern und zwischen SVMs. Fur alle Versionen von ONTAP 9 kénnen das Cluster-Peering-Verfahren und
das SVM-Peering-Verfahren verwendet werden. Sie sollten das entsprechende Verfahren fir lnre ONTAP-
Version verwenden.

So flihren Sie diese Aufgaben durch: Siehe...

Der neu gestaltete System Manager (verfligbar ab * "Cluster-Management mit System Manager"

ONTAP 9.7)

Die ONTAP Befehlszeilenschnittstelle (CLI) « "Ubersicht tiber Cluster- und SVM-Peering mit der
cLI"

Verwenden Sie die Befehlszeilenschnittstelle, um
Cluster-Peering-Beziehungen und SVM-Peering-
Beziehungen einzurichten.

* "Netzwerkmanagement"
Verwenden Sie die Befehlszeilenschnittstelle, um
Subnetze, LIFs zwischen Clustern, Routen,

Firewall-Richtlinien und andere
Netzwerkkomponenten zu konfigurieren

Voraussetzungen fur Cluster-Peering

Bevor Sie Cluster-Peering Gber die ONTAP System Manager classic -Schnittstelle mit
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ONTAP 9.7 oder fruher einrichten, sollten Sie bestatigen, dass Konnektivitat, Port, IP-
Adresse, Subnetz, Firewall, Und die Anforderungen fur die Cluster-Benennung erflllen.
Konnektivitatsanforderungen erfiillen

Jede Intercluster LIF auf dem lokalen Cluster muss in der Lage sein, mit jeder Intercluster LIF auf dem
Remote-Cluster zu kommunizieren.

Es ist zwar nicht erforderlich, aber in der Regel ist es einfacher, die IP-Adressen zu konfigurieren, die fur
Intercluster LIFs im selben Subnetz verwendet werden. Die IP-Adressen konnen sich im gleichen Subnetz wie
Daten-LIFs oder in einem anderen Subnetz befinden. Das in jedem Cluster verwendete Subnetz muss die
folgenden Anforderungen erflllen:

* Das Subnetz muss Uber genigend IP-Adressen verfigen, um einer Intercluster LIF pro Node zuzuweisen.

In einem Cluster mit sechs Nodes muss das fiir die Kommunikation zwischen Clustern verwendete
Subnetz sechs verfligbare IP-Adressen haben.

Jeder Node muss Uber eine Intercluster-LIF mit einer IP-Adresse im Intercluster-Netzwerk verflgen.

Intercluster-LIFs konnen eine IPv4-Adresse oder eine |IPv6-Adresse besitzen.

ONTAP 9 ermdéglicht Ihnen die Migration Ihrer Peering-Netzwerke von IPv4 zu IPv6, indem Sie

@ optional zulassen, dass beide Protokolle gleichzeitig auf den Intercluster LIFs vorhanden sind. In
frGheren Versionen waren alle Cluster-Beziehungen fiir einen gesamten Cluster entweder |IPv4
oder IPv6. Somit war eine Anderung der Protokolle ein potenziell stérendes Ereignis.

Port-Anforderungen

Sie kénnen dedizierte Ports flr die Cluster-tUbergreifende Kommunikation verwenden oder vom Datennetzwerk
verwendete Ports freigeben. Ports missen folgende Anforderungen erflllen:

« Alle Ports, die fir die Kommunikation mit einem bestimmten Remote-Cluster verwendet werden, miissen
sich im selben IPspace befinden.

Sie kénnen mehrere IPspaces verwenden, um mit mehreren Clustern zu Punkten. Paarweise ist
Vollmaschenverbindung nur innerhalb eines IPspaces erforderlich.

» Die Broadcast-Domane, die fiir die Intercluster-Kommunikation verwendet wird, muss mindestens zwei
Ports pro Node enthalten, damit die Intercluster-Kommunikation von einem Port zu einem anderen Port
ausfallen kann.

Ports, die einer Broadcast-Domane hinzugefiigt werden, kénnen physische Netzwerk-Ports, VLANs oder
Interface Groups (iffrps) sein.

« Alle Ports mussen verkabelt sein.
* Alle Ports missen sich in einem ordnungsgemalfen Zustand befinden.

* Die MTU-Einstellungen der Ports missen konsistent sein.

Anforderungen an die Firewall

Firewalls und die Cluster-tbergreifende Firewall-Richtlinie miissen folgende Protokolle zulassen:



e |[CMP-Dienst
» TCP auf die IP-Adressen aller Cluster-LIFs tber die Ports 10000, 11104 und 11105
 Bidirektionales HTTPS zwischen den Intercluster-LIFs

Obwohl HTTPS nicht erforderlich ist, wenn Sie Cluster-Peering Uber die CLI einrichten, wird spater HTTPS
erforderlich, wenn Sie den Datenschutz mit ONTAP System Manager konfigurieren.

Der Standardwert intercluster Firewall-Richtlinie ermdglicht den Zugriff Gber das HTTPS-Protokoll und
Uber alle IP-Adressen (0.0.0.0/0). Sie kénnen die Richtlinie bei Bedarf andern oder ersetzen.

Verwandte Informationen
"Datensicherung"

Workflow fur Cluster- und SVM-Peering

Sie kdnnen eine Peering-Beziehung mithilfe des ONTAP System Managers mit ONTAP
9.7 oder fruher einrichten. Das Einrichten einer Peering-Beziehung umfasst die
Vorbereitung jedes Clusters fur Peering, die Erstellung von Intercluster Logical Interfaces
(LIFs) auf jedem Node jedes Clusters, die Einrichtung einer Cluster-Peer-Beziehung und
die Einrichtung einer SVM Peering-Beziehung.

Prepare the clusters for peering.

|

Create intercluster LIFs on every node in the
cluster.

-

Create a cluster peer relationship.

|

Create an SVM peer relationship.

Wenn Sie ONTAP 9.2 oder alter ausfiihren, erstellen Sie eine SVM Peering-Beziehung und erstellen eine
Datensicherungsbeziehung zwischen dem Quell-Volume und dem Ziel-Volume.


https://docs.netapp.com/us-en/ontap/data-protection/index.html

Cluster-Peering vorbereiten

Bevor Sie eine Cluster-Peering-Beziehung mithilfe der ONTAP System Manager classic
-Schnittstelle mit ONTAP 9.7 oder einer alteren Version erstellen, mussen Sie Uberprufen,
ob die Zeit auf jedem Cluster mit einem externen NTP-Server (Network Time Protocol)
synchronisiert wird, und ermitteln Sie die Subnetze, Ports und Passphrases, die Sie
verwenden mochten.

Schritte

1. Wenn Sie ONTAP 9.2 oder eine friihere Version verwenden, bestimmen Sie die Passphrase, die Sie fir
jede Cluster-Peer-Beziehung verwenden mdéchten.

Die Passphrase muss mindestens acht Zeichen enthalten.

Fur die Beziehung zwischen... Die Passphrase lautet...

Cluster A und Cluster B

Ab ONTAP 9.3 kénnen Sie die Passphrase aus dem Remote-Cluster generieren und gleichzeitig die
Cluster-Peer-Beziehung erstellen.

"Erstellen einer Cluster-Peer-Beziehung (Beginn: ONTAP 9.3)"

2. ldentifizieren Sie die Subnetze, IP-Adressen und Ports, die Sie flr Intercluster-LIFs verwenden.
StandardmaRig wird die IP-Adresse automatisch aus dem Subnetz ausgewahit. Wenn Sie die IP-Adresse
manuell angeben mdéchten, missen Sie sicherstellen, dass die IP-Adresse entweder bereits im Subnetz
verflgbar ist oder spater dem Subnetz hinzugefiigt werden kann. Informationen zu Subnetzen finden Sie
auf der Registerkarte Netzwerk.

Erstellen Sie eine Tabelle ahnlich der folgenden Tabelle, um Informationen zu den Clustern zu erfassen. In

der folgenden Tabelle wird davon ausgegangen, dass jedes Cluster vier Nodes hat. Wenn ein Cluster mehr
als vier Nodes hat, fligen Sie fir die zusatzlichen Informationen Zeilen hinzu.

Cluster A Cluster B
Subnetz (ONTAP 9.2 oder friher)

IP-Adresse (ab ONTAP 9.3,
optional fir ONTAP 9.2 oder alter)

Node 1-Port
Node 2-Port
Node 3-Port

Node 4-Port



Konfiguration von Peer-Beziehungen (beginnend mit ONTAP 9.3)

Eine Peer-Beziehung definiert die Netzwerkverbindungen, mit denen Cluster und SVMs
einen sicheren Datenaustausch ermoglichen. Ab ONTAP 9.3 konnen Sie bis ONTAP 9.7
mithilfe der Benutzeroberflache des ONTAP System Manager classic eine vereinfachte
Methode zum Konfigurieren von Peer-Beziehungen zwischen Clustern und zwischen
SVMs ausfuhren.

Intercluster-LIFs erstellen (beginnend mit ONTAP 9.3)

Ab ONTAP 9.3 kdnnen Sie bis ONTAP 9.7 Uber die ONTAP System Manager classic
Schnittstelle Cluster-Ubergreifende logische Schnittstellen (LIFs) erstellen, sodass das
Cluster-Netzwerk mit einem Node kommunizieren kann. Sie mussen innerhalb jedes
IPspaces, der fur Peering verwendet wird, eine Intercluster LIF erstellen, auf jedem Node
in jedem Cluster, fur den Sie eine Peer-Beziehung erstellen mochten.

Uber diese Aufgabe

Wenn Sie beispielsweise ein Cluster mit vier Nodes haben, das Sie mit Cluster X tber IPspace A Peer mit
Cluster Y Uber IPspace Y erstellen méchten, bendtigen Sie insgesamt acht Intercluster-LIFs. Vier auf IPspace
A (einer pro Knoten) und vier auf IPspace Y (einer pro Knoten).

Sie mussen dieses Verfahren auf beiden Clustern durchfuhren, fur die Sie eine Peer-Beziehung erstellen
mochten.

Schritte
1. Klicken Sie Auf Konfiguration > Erweitertes Cluster-Setup.

2. Klicken Sie im Fenster Setup Advanced Cluster Features neben der Option Cluster Peering auf
Proceed.

3. Wahlen Sie einen IPspace aus der Liste IPspace aus.

4. Geben Sie fir jeden Node die IP-Adresse, den Port, die Netzwerkmaske und das Gateway ein.

Intercluster LIF Details per Nods
iypecy | Dafauln

1P Addrens Fom Nt AL Eatewy (Dptioral)

- B Y T e same et and gatesy

5. Klicken Sie auf Absenden und fortfahren.
Nachste Schritte

Sie sollten die Cluster-Details im Cluster-Peering-Fenster eingeben, um mit Cluster-Peering fortzufahren.

Cluster-Peer-Beziehung erstellen (beginnend mit ONTAP 9.3)

Ab ONTAP 9.3 kdénnen Sie bis ONTAP 9.7 die ONTAP System Manager classic
Schnittstelle verwenden, um eine Cluster-Peer-Beziehung zwischen zwei Clustern zu



erstellen. Dazu wird eine vom System generierte Passphrase und die IP-Adressen der
Intercluster-LIFs des Remote-Clusters bereitgestellt.

Uber diese Aufgabe

Ab ONTAP 9.6 ist die Cluster-Peering-Verschllisselung bei allen neu erstellten Cluster-Peering-Beziehungen
standardmaRig aktiviert. Die Cluster-Peering-Verschlisselung muss manuell aktiviert werden, damit die vor
dem Upgrade auf ONTAP 9.6 erstellte Peering-Beziehung Peering durchgefiihrt wird. Die Cluster-Peering-
Verschlisselung ist nicht fir Cluster verfligbar, auf denen ONTAP 9.5 oder eine friihere Version ausgefiihrt
wird. Daher missen beide Cluster in der Peering-Beziehung ONTAP 9.6 ausfiihren, um die Verschlisselung
von Cluster-Peering zu ermoglichen.

Die Cluster-Peering-Verschlisselung verwendet die Transport Security Layer (TLS) zum sicheren Cluster-
Ubergreifenden Peering von Kommunikation fiir ONTAP Funktionen wie SnapMirror und FlexCache.

Schritte

1. Geben Sie im Feld Target Cluster Intercluster LIF IP Addresses die IP Adressen der Intercluster LIFs
des Remote Clusters ein.

2. Generieren einer Passphrase aus dem Remote-Cluster.

a. Geben Sie die Managementadresse des Remote-Clusters an.
b. Klicken Sie auf Management URL, um ONTAP System Manager auf dem Remote-Cluster zu starten.

Melden Sie sich beim Remote-Cluster an.

o

d. Klicken Sie im Fenster Cluster Peers auf Peering Passphrase generieren.

e. Wahlen Sie das IPspace, die Gilltigkeit der Passphrase und die SVM-Berechtigungen aus.
Sie kénnen alle SVMs oder ausgewahlte SVMs fiir Peering zulassen. Wenn eine SVM-Peer-Anfrage
generiert wird, werden die zulassigen SVMs automatisch mit den Quell-SVMs Peering durchgefihrt,
ohne dass Sie die Peer-Beziehung der Remote-SVMs akzeptieren mussen.

f. Klicken Sie Auf Erzeugen.

Die Passphrase-Informationen werden angezeigt.



Generate Peering Passphrase

Passphrase generated successfully

Use the following information for peering based on the [Pspace "Default™;

Intercluster LIF IP Address 172,21.51.12
Passphrase Q5Tk+laFylzeWVOUMPXyHZwD
Passphrase Validity  Valid Until Mon Moy, .. AmericafMeaw Y
=W Permissions  All

Ernail passphrase details

Copy passphraze datails

Done

a. Klicken Sie auf Passphrase-Details kopieren oder E-Mail-Passphrase-Details.
b. Klicken Sie Auf Fertig.
3. Geben Sie im Quellcluster die generierte Passphrase ein, die Sie in erhalten haben Schritt 2.

4. Klicken Sie Auf Cluster Peering Initiieren.
Die Cluster-Peer-Beziehung wurde erfolgreich erstellt.

5. Klicken Sie Auf Weiter.

Nachste Schritte

Sie sollten die SVM-Details im SVM-Peering-Fenster angeben, um den Peering-Prozess fortzusetzen.

Erstellung von SVM-Peer-Beziehungen

Beginnend mit ONTAP 9.3 bis ONTAP 9.7 kdnnen Sie die ONTAP System Manager
classic Schnittstelle zum Erstellen von SVM-Peer-Beziehungen verwenden. Das Storage
Virtual Machine (SVM)-Peering ermdglicht Ihnen die Einrichtung einer Peer-Beziehung
zwischen zwei SVMs zur Datensicherung.

Schritte
1. Wahlen Sie die Initiator-SVM aus.



2. Wahlen Sie die Ziel-SVM aus der Liste zulassiger SVMs aus.
3. Klicken Sie auf SVM-Peering initiieren.
4. Klicken Sie Auf Weiter.

Nachste Schritte

Im Fenster ,Zusammenfassung“ konnen die Clusterschnittstellen, die Cluster-Peer-Beziehung und die SVM-
Peer-Beziehung angezeigt werden.

Konfiguration von Peer-Beziehungen (ONTAP 9.2 und fruher)

Erstellen Sie mithilfe der Schnittstelle ONTAP System Manager classic mit ONTAP 9.2
oder einer friheren ONTAP 9 Version SVM Peer-Beziehungen.

Eine Peer-Beziehung definiert Netzwerkverbindungen, mit denen Cluster und SVMs einen sicheren
Datenaustausch ermdglichen. Sie mussen eine Cluster-Peer-Beziehung erstellen, bevor Sie eine SVM-Peer-
Beziehung erstellen kénnen.

Erstellen von Intercluster-Schnittstellen auf allen Nodes (ONTAP 9.2 oder friiher)

Uber die Schnittstelle ONTAP System Manager classic zu ONTAP 9.2 oder einer friiheren
Version von ONTAP 9 kdnnen Sie Intercluster LIFs erstellen, die flr das Peering
verwendet werden.

Cluster kommunizieren miteinander Uber logische Schnittstellen (LIFs), die fir die Kommunikation zwischen
Clustern dediziert sind. Sie missen innerhalb jedes IPspace, der fiir Peering verwendet wird, eine Intercluster
LIF erstellen. Die LIFs mussen auf jedem Node in jedem Cluster erstellt werden, flr das Sie eine Peer-
Beziehung erstellen mdchten.

Bevor Sie beginnen

Sie missen das Subnetz und die Ports und optional die IP-Adressen identifiziert haben, die Sie fir die
Intercluster LIFs verwenden méchten.

Uber diese Aufgabe

Sie mussen dieses Verfahren auf beiden Clustern durchfihren, fir die Sie eine Peer-Beziehung erstellen
mdchten. Wenn Sie beispielsweise ein Cluster mit vier Nodes haben, das Sie mit Cluster X Uber IPspace A
Peer mit Cluster Y Uber IPspace Y erstellen méchten, bendétigen Sie insgesamt acht Intercluster-LIFs. Vier auf
IPspace A (einer pro Knoten) und vier auf IPspace Y (einer pro Knoten).

Schritte
1. Erstellen einer intercluster LIF auf einem Knoten des Quellclusters:

a. Navigieren Sie zum Fenster Netzwerkschnittstellen.
b. Klicken Sie Auf Erstellen.

Das Dialogfeld Netzwerkschnittstelle erstellen wird angezeigt.
c. Geben Sie einen Namen fir die Intercluster LIF ein.

Sie konnen ,ic01” fir die Intercluster-LIF auf dem ersten Knoten und ,ic02" fur die Intercluster-LIF
auf dem zweiten Knoten verwenden.



. Wahlen Sie als Schnittstellenrolle * Intercluster Connectivity* aus.
. Wahlen Sie das IPspace aus.

. Wahlen Sie im Dialogfeld Details hinzufiigen in der Dropdown-Liste IP-Adresse zuweisen die Option
tiber ein Subnetz aus, und wahlen Sie dann das Subnetz aus, das Sie flr die Kommunikation
zwischen Clustern verwenden mochten.

StandardmaRig wird die IP-Adresse automatisch aus dem Subnetz ausgewahlt, nachdem Sie auf
Erstellen geklickt haben. Wenn Sie die automatisch ausgewahite IP-Adresse nicht verwenden
mochten, missen Sie manuell die IP-Adresse angeben, die der Knoten fiir die Kommunikation
zwischen Clustern verwendet.

. Wenn Sie die IP-Adresse, die der Knoten flr die Intercluster-Kommunikation verwendet, manuell
angeben mdchten, wahlen Sie Diese IP-Adresse verwenden aus, und geben Sie die IP-Adresse ein.

Sie missen sicherstellen, dass die IP-Adresse, die Sie verwenden mochten, bereits im Subnetz
verfiigbar ist oder spater dem Subnetz hinzugefligt werden kann.

. Klicken Sie im Bereich Ports auf den Knoten, den Sie konfigurieren, und wahlen Sie den Port aus, den
Sie flur diesen Knoten verwenden mochten.

i. Wenn Sie sich entschieden haben, Ports fliir die Kommunikation zwischen Clustern und Daten nicht
gemeinsam zu nutzen, bestatigen Sie, dass der ausgewahlte Port in der Spalte Hosted Interface
Count ,0“ anzeigt.

Create Network Interface b

Specify the following detailz to add a new network interface for data and management access of the chozen SV

Name; [ icio

Interface Hole: Serves Data
#* Intercluster Connectivity
SV b d
-L-, Protocol Access:

2% Management Access:
?) g

Subnet subl i
®) The IP-address iz selected from this subnet.

Use this IP Address:

ﬂ'This {P address will be added to the chosen subnet if the address is
not already prezent in the subnet available range.

2y Port: Poris or Adapters « Hosted Interface Count Speed
e

4 clusterA-node

elc 3 1000 Mbps
eld 0 1000 Mbps
ele 0 1000 Mbps

j- Klicken Sie Auf Erstellen.



2. Wiederholen Schritt 1 Fur jeden Node im Cluster.
Jeder Node im Cluster verfligt Uber eine Intercluster-LIF.
3. Notieren Sie sich die IP-Adressen der Intercluster LIFs, sodass Sie sie spater verwenden kdnnen, wenn
Sie Peer-Beziehungen mit anderen Clustern erstellen:
a. Klicken Sie im Fenster Netzwerkschnittstellen in der Spalte Role auf = Deaktivieren Sie das
Kontrollkastchen * All*, und wahlen Sie dann Intercluster aus.

Im Fenster Netzwerkschnittstellen werden nur LIFs zwischen Clustern angezeigt.

b. Notieren Sie sich die IP-Adressen, die in der Spalte IP-Adressen/WWPN aufgefiihrt sind, oder lassen
Sie das Fenster Netzwerkschnittstellen gedffnet, damit Sie die IP-Adressen spater abrufen kénnen.

Sie kénnen auf das Spaltenanzeigesymbol klicken ([[Z¥)) Um die Spalten auszublenden, die nicht
angezeigt werden sollen.

Ergebnisse
Alle Nodes in jedem Cluster verfligen Uber Intercluster LIFs, die alle miteinander kommunizieren kénnen.

Cluster-Peer-Beziehung erstellen (ONTAP 9.2 oder élter)

Mithilfe der ONTAP System Manager classic-Schnittstelle mit ONTAP 9.2 oder einer
fruheren Version von ONTAP 9 konnen Sie eine Cluster-Peer-Beziehung zwischen zwei
Clustern erstellen, indem Sie eine vorab festgelegte Passphrase und die IP-Adressen der
Intercluster-LIFs des Remote-Clusters eingeben, Und dann uberprufen, ob die Beziehung
erfolgreich erstellt wurde.

Bevor Sie beginnen

» Sie mussen die IP-Adressen aller Cluster-Intercluster LIFs der Cluster kennen, die Sie Peer-to-Peer
mochten.

» Sie missen die Passphrase kennen, die Sie fir jede Peer-Beziehung verwenden.

Uber diese Aufgabe
Sie mussen dieses Verfahren fir jedes Cluster durchflhren.

Schritte
1. Erstellen Sie aus dem Quell-Cluster eine Cluster-Peer-Beziehung mit dem Ziel-Cluster.

a. Klicken Sie auf die Registerkarte Konfigurationen.
b. Klicken Sie im Fensterbereich Cluster-Einstellungen auf Cluster-Peers.

c. Klicken Sie Auf Erstellen.
Das Dialogfeld * Cluster-Peer erstellen* wird angezeigt.

d. Geben Sie im Bereich Details des zu Peering des Remote-Clusters die Passphrase an, die beide
Peers verwenden werden, um eine authentifizierte Cluster-Peer-Beziehung sicherzustellen.

e. Geben Sie die IP-Adressen aller Cluster-Intercluster LIFs des Ziel-Clusters ein (eine pro Node),
getrennt durch Kommas.

10



Create Cluster Peer *

For a cluster to communicate with another cluster in a peer relationship, enter a passphrase and the intercluster IP addresses of the peer cluster.
Tell me more abeut cluster peering

Details of the local cluster Details of the remote cluster to be peered

?) Cluster Name:  clustera ?) Passphrase:

?) Intercluster IP Addresses:

clusterA-node 10.53.52.120 ?) Intercluster IP Addresses:

clusterA-node2 10.53.52.121 10.235.14.33.10.228.14.36

f. Klicken Sie Auf Erstellen.

Der Authentifizierungsstatus lautet ,ausstehend®, da nur ein Cluster konfiguriert wurde.

2. Wechseln Sie zum Ziel-Cluster, und erstellen Sie anschlieRend eine Cluster-Peer-Beziehung zum Quell-
Cluster:
a. Klicken Sie auf die Registerkarte Konfigurationen.
b. Klicken Sie im Fensterbereich Cluster-Einstellungen auf Cluster-Peers.

c. Klicken Sie Auf Erstellen.
Das Dialogfeld Cluster-Peer erstellen wird angezeigt.

d. Geben Sie im Bereich Details des Remote-Clusters fiir Peered die gleiche Passphrase ein, die Sie in

angegeben haben Schritt 1d Und die IP-Adressen der Intercluster-LIFs des Quellclusters, und klicken
Sie dann auf Erstellen.

Create Cluster Peer X

For a cluster to communicate with another cluster in a peer relationship, enter a passphrase and the intercluster IP addresses of the peer cluster.
Tell me more about cluster peering

Details of the local cluster Details of the remote cluster to be peered

%) Cluster Name: clusterd ?) Passphrase:

?) Intercluster IP Addresses:

clusterB-node 10.238.14.33 ?) Intercluster IP Addresses:

clusterB-node2 10.238.14.38 10.53.52.120,10.53.52 121

3. Vergewissern Sie sich im Fenster * Cluster Peers* des Ziel-Clusters, dass das Quellcluster ,Available®
ist und dass der Authentifizierungsstatus ,0k" lautet.

0 Awailability’ and "Authentication Status’ information might be stale for up to several minutes.

E-J.'}; Create E Modify Passphrase E Modify Peer Metwork Parameters X Delete E Refresh
Peer Cluster T  Availability T Authentication Status T

cluster A available ok

11



Sie mussen mdglicherweise auf Aktualisieren klicken, um die aktualisierten Informationen anzuzeigen.
Die beiden Cluster sind in einer Peer-Beziehung.

4. Wechseln Sie zum Quell-Cluster, und bestéatigen Sie, dass das Ziel-Cluster ,Available” ist und dass der
Authentifizierungsstatus ,0K“ lautet.

Sie mussen moglicherweise auf Aktualisieren klicken, um die aktualisierten Informationen anzuzeigen.

Nachste Schritte

SVM-Peer-Beziehung zwischen Quell- und Ziel-SVMs erstellen und gleichzeitig eine
Datensicherungsbeziehung zwischen dem Quell-Volume und dem Ziel-Volume erstellen.

"Volume Backup mit SnapVault"

"Vorbereitung der Volume Disaster Recovery"

12
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Lizenz und dem folgenden Haftungsausschluss:

DIE VORLIEGENDE SOFTWARE WIRD IN DER VORLIEGENDEN FORM VON NETAPP ZUR VERFUGUNG
GESTELLT, D. H. OHNE JEGLICHE EXPLIZITE ODER IMPLIZITE GEWAHRLEISTUNG, EINSCHLIESSLICH,
JEDOCH NICHT BESCHRANKT AUF DIE STILLSCHWEIGENDE GEWAHRLEISTUNG DER
MARKTGANGIGKEIT UND EIGNUNG FUR EINEN BESTIMMTEN ZWECK, DIE HIERMIT
AUSGESCHLOSSEN WERDEN. NETAPP UBERNIMMT KEINERLEI HAFTUNG FUR DIREKTE, INDIREKTE,
ZUFALLIGE, BESONDERE, BEISPIELHAFTE SCHADEN ODER FOLGESCHADEN (EINSCHLIESSLICH,
JEDOCH NICHT BESCHRANKT AUF DIE BESCHAFFUNG VON ERSATZWAREN ODER
-DIENSTLEISTUNGEN, NUTZUNGS-, DATEN- ODER GEWINNVERLUSTE ODER UNTERBRECHUNG DES
GESCHAFTSBETRIEBS), UNABHANGIG DAVON, WIE SIE VERURSACHT WURDEN UND AUF WELCHER
HAFTUNGSTHEORIE SIE BERUHEN, OB AUS VERTRAGLICH FESTGELEGTER HAFTUNG,
VERSCHULDENSUNABHANGIGER HAFTUNG ODER DELIKTSHAFTUNG (EINSCHLIESSLICH
FAHRLASSIGKEIT ODER AUF ANDEREM WEGE), DIE IN IRGENDEINER WEISE AUS DER NUTZUNG
DIESER SOFTWARE RESULTIEREN, SELBST WENN AUF DIE MOGLICHKEIT DERARTIGER SCHADEN
HINGEWIESEN WURDE.

NetApp behalt sich das Recht vor, die hierin beschriebenen Produkte jederzeit und ohne Vorankindigung zu
andern. NetApp Ubernimmt keine Verantwortung oder Haftung, die sich aus der Verwendung der hier
beschriebenen Produkte ergibt, es sei denn, NetApp hat dem ausdrticklich in schriftlicher Form zugestimmit.
Die Verwendung oder der Erwerb dieses Produkts stellt keine Lizenzierung im Rahmen eines Patentrechts,
Markenrechts oder eines anderen Rechts an geistigem Eigentum von NetApp dar.

Das in diesem Dokument beschriebene Produkt kann durch ein oder mehrere US-amerikanische Patente,
auslandische Patente oder anhangige Patentanmeldungen geschutzt sein.

ERLAUTERUNG ZU ,RESTRICTED RIGHTS*: Nutzung, Vervielfaltigung oder Offenlegung durch die US-
Regierung unterliegt den Einschrankungen gemaf Unterabschnitt (b)(3) der Klausel ,Rights in Technical Data
— Noncommercial ltems* in DFARS 252.227-7013 (Februar 2014) und FAR 52.227-19 (Dezember 2007).

Die hierin enthaltenen Daten beziehen sich auf ein kommerzielles Produkt und/oder einen kommerziellen
Service (wie in FAR 2.101 definiert) und sind Eigentum von NetApp, Inc. Alle technischen Daten und die
Computersoftware von NetApp, die unter diesem Vertrag bereitgestellt werden, sind gewerblicher Natur und
wurden ausschlie3lich unter Verwendung privater Mittel entwickelt. Die US-Regierung besitzt eine nicht
ausschlieBliche, nicht Gbertragbare, nicht unterlizenzierbare, weltweite, limitierte unwiderrufliche Lizenz zur
Nutzung der Daten nur in Verbindung mit und zur Unterstitzung des Vertrags der US-Regierung, unter dem
die Daten bereitgestellt wurden. Sofern in den vorliegenden Bedingungen nicht anders angegeben, durfen die
Daten ohne vorherige schriftliche Genehmigung von NetApp, Inc. nicht verwendet, offengelegt, vervielfaltigt,
geandert, aufgefiihrt oder angezeigt werden. Die Lizenzrechte der US-Regierung fir das US-
Verteidigungsministerium sind auf die in DFARS-Klausel 252.227-7015(b) (Februar 2014) genannten Rechte
beschrankt.

Markeninformationen

NETAPP, das NETAPP Logo und die unter http://www.netapp.com/TM aufgefihrten Marken sind Marken von
NetApp, Inc. Andere Firmen und Produktnamen kénnen Marken der jeweiligen Eigentiimer sein.
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