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SnapVault Backup-Konfigurationsworkflow
Die Konfiguration einer SnapVault Backup-Beziehung umfasst die Überprüfung der
Cluster Peer-Beziehung, die Erstellung der SnapVault Beziehung zwischen den Quell-
und Ziel-Volumes und die Überwachung der SnapVault Beziehung.

Es steht zusätzliche Dokumentation zur Verfügung, mit der Sie Daten von einem Ziel-Volume wiederherstellen
können, um die gesicherten Daten zu testen oder wenn das Quell-Volume verloren geht.

• Management von Volume-Wiederherstellungen mit SnapVault

Hier wird die schnelle Wiederherstellung eines Volumes aus einem SnapVault Backup in ONTAP
beschrieben

Überprüfung der Cluster-Peer-Beziehung und der SVM-
Peer-Beziehung

Bevor Sie ein Volume zur Datensicherung mit SnapVault Technologie einrichten, müssen
Sie sicherstellen, dass das Quell-Cluster und das Ziel-Cluster Peered sind und über die
Peer-Beziehung miteinander kommunizieren. Es muss außerdem sichergestellt werden,
dass die Quell-SVM und Ziel-SVM Peered sind und über die Peer-Beziehung miteinander
kommunizieren.

Über diese Aufgabe

Sie müssen diese Aufgabe aus dem Cluster source ausführen.

Verfahren

• Wenn ONTAP 9.3 oder höher ausgeführt wird, führen Sie die folgenden Schritte aus, um die Cluster-Peer-
Beziehung und die SVM-Peer-Beziehung zu überprüfen:

a. Klicken Sie Auf Konfiguration > Cluster Peers.
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b. Vergewissern Sie sich, dass der Peering-Cluster authentifiziert und verfügbar ist.

c. Klicken Sie auf Konfiguration > SVM-Peers.

d. Vergewissern Sie sich, dass die Ziel-SVM mit der Quell-SVM Peering durchgeführt wird.

• Wenn Sie ONTAP 9.2 oder eine frühere Version ausführen, führen Sie die folgenden Schritte aus, um die
Cluster-Peer-Beziehung und die SVM-Peer-Beziehung zu überprüfen:

a. Klicken Sie auf die Registerkarte Konfigurationen.

b. Klicken Sie im Fensterbereich Cluster Details auf Cluster Peers.

c. Vergewissern Sie sich, dass der Peering-Cluster authentifiziert und verfügbar ist.

d. Klicken Sie auf die Registerkarte SVMs und wählen Sie die Quell-SVM aus.

e. Überprüfen Sie im Bereich Peer Storage Virtual Machines, ob die Ziel-SVM mit der Quell-SVM
Peering durchgeführt wird.

Wenn in diesem Bereich keine gleichgesinnten SVMs angezeigt werden, können Sie beim Erstellen
der SnapVault-Beziehung die SVM-Peer-Beziehung erstellen.

Erstellung der SnapVault Beziehung (ONTAP 9.2 oder älter)

SnapVault-Beziehung erstellen (beginnend mit ONTAP 9.3)

Sie müssen eine SnapVault-Beziehung zwischen dem Quell-Volume auf einem Cluster
und dem Ziel-Volume auf dem Peering Cluster erstellen, um ein SnapVault Backup zu
erstellen.

Bevor Sie beginnen

• Sie müssen über den Benutzernamen und das Passwort des Cluster-Administrators für das Ziel-Cluster
verfügen.

• Das Zielaggregat muss über verfügbaren Platz verfügen.

Über diese Aufgabe

Sie müssen diese Aufgabe aus dem Cluster source ausführen.

Schritte

1. Klicken Sie Auf Storage > Volumes.

2. Wählen Sie das Volumen aus, das Sie sichern möchten, und klicken Sie dann auf Aktionen > Schützen.

Es können auch mehrere Quell-Volumes ausgewählt und SnapVault Beziehungen mit einem einzelnen
Ziel-Volume erstellt werden.

3. Geben Sie auf der Seite Bände: Protect Volumes folgende Informationen ein:

a. Wählen Sie in der Dropdown-Liste Beziehungstyp * * * die Option Vault aus.
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b. Wählen Sie das Ziel-Cluster, Ziel-SVM und das Suffix für das Ziel-Volume aus.

Unter den Ziel-SVMs werden nur Peered SVMs und erlaubte SVMs aufgeführt.

Das Ziel-Volume wird automatisch erstellt. Der Name des Ziel-Volumes ist der Name des Quell-Volumes,
der mit dem Suffix angehängt ist.

a.
Klicken Sie Auf .

b. Überprüfen Sie im Dialogfeld Erweiterte Optionen, ob die Schutzrichtlinie als festgelegt ist
XDPDefault.

c. Wählen Sie den Schutzplan aus.

Standardmäßig wird der verwendet daily Der Zeitplan ist ausgewählt.

d. Vergewissern Sie sich, dass Ja zur Initialisierung der SnapVault-Beziehung ausgewählt ist.

Alle Datensicherungsbeziehungen werden standardmäßig initialisiert.

e. Klicken Sie auf Anwenden, um die Änderungen zu speichern.

4. Klicken Sie auf der Seite Volumes: Protect Volumes auf Validate, um zu überprüfen, ob die Volumes mit
den SnapMirror-Labels übereinstimmen.

5. Klicken Sie auf Speichern, um die SnapVault-Beziehung zu erstellen.

6. Vergewissern Sie sich, dass der Status der SnapVault-Beziehung im angezeigt wird Snapmirrored
Bundesland.
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a. Navigieren Sie zum Fenster Volumes, und wählen Sie dann das gesicherte Volume aus.

b. Erweitern Sie den Datenträger und klicken Sie auf PROTECTION, um den Datenschutzstatus des
Volumes anzuzeigen.

SnapVault Beziehung erstellen (ONTAP 9.2 oder älter)

Sie müssen eine SnapVault-Beziehung zwischen dem Quell-Volume auf einem Cluster
und dem Ziel-Volume auf dem Peering Cluster erstellen, um ein SnapVault Backup zu
erstellen.

Bevor Sie beginnen

• Sie müssen über den Benutzernamen und das Passwort des Cluster-Administrators für das Ziel-Cluster
verfügen.

• Das Zielaggregat muss über verfügbaren Platz verfügen.

Über diese Aufgabe

Sie müssen diese Aufgabe aus dem Cluster source ausführen.

Schritte

1. Klicken Sie auf Storage > SVMs.

2. Wählen Sie die SVM aus, und klicken Sie dann auf SVM Settings.

3. Klicken Sie auf die Registerkarte Volumes.

4. Wählen Sie das Volumen aus, das Sie sichern möchten, und klicken Sie dann auf schützen.

5. Wählen Sie im Dialogfeld Schutzbeziehung erstellen aus der Dropdown-Liste Beziehungstyp die Option
Vault aus.

6. Wählen Sie im Abschnitt Zielvolume den Peered Cluster aus.

7. Legen Sie die SVM für das Ziel-Volume fest:

Lautet die SVM… Dann…

Peered Wählen Sie aus der Liste die Peering SVM aus.

Keine Peered a. Wählen Sie die SVM aus.

b. Klicken Sie Auf Authentifizieren.

c. Geben Sie die Anmeldedaten des
Clusteradministrators für den Peering Cluster
ein, und klicken Sie dann auf Create.

8. Neues Ziel-Volume erstellen:

a. Wählen Sie die Option New Volume.

b. Verwenden Sie den Standardnamen für das Volume, oder geben Sie einen neuen Volume-Namen ein.

c. Wählen Sie das Zielaggregat aus.

d. Vergewissern Sie sich, dass das Kontrollkästchen Enable Dedupe aktiviert ist.
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9. Wählen Sie im Abschnitt Konfigurationsdetails die Option XDPDefault Als Schutzrichtlinie.

10. Wählen Sie einen Schutzplan aus der Liste der Zeitpläne aus.

11. Stellen Sie sicher, dass das Kontrollkästchen Beziehung initialisieren aktiviert ist, um die Basis-
Snapshot-Kopie zu übertragen, und klicken Sie dann auf Erstellen

Der Assistent erstellt die Beziehung zu der angegebenen Vault-Richtlinie und dem angegebenen Zeitplan.
Die Beziehung wird initialisiert durch einen Basistransfer der Daten vom Quell-Volume zum Ziel-Volume.

Im Abschnitt Status wird der Status jedes Jobs angezeigt.

12. Vergewissern Sie sich, dass der Beziehungsstatus der SnapVault-Beziehung im angezeigt wird
Snapmirrored Bundesland.

a. Wählen Sie das Volume aus der Liste Volumes aus und klicken Sie dann auf Datenschutz.

b. Überprüfen Sie auf der Registerkarte Data Protection Bottom, ob die erstellte SnapMirror-Beziehung
aufgelistet ist und der Beziehungsstatus lautet Snapmirrored Typ lautet Vault.

Überwachen der SnapVault Beziehung

Sie sollten den Status der SnapVault-Beziehungen regelmäßig überwachen, um
sicherzustellen, dass die Daten gemäß dem festgelegten Zeitplan auf dem Ziel-Volume
gesichert werden.

Über diese Aufgabe

Sie müssen diese Aufgabe aus dem Cluster Ziel ausführen.

Schritte

1. Führen Sie je nach der verwendeten System Manager-Version einen der folgenden Schritte aus:

◦ ONTAP 9.4 oder früher: Klicken Sie Schutz > Beziehungen.
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◦ Ab ONTAP 9.5: Klicken Sie Schutz > Volume Relationships.

2. Wählen Sie die SnapVault-Beziehung zwischen Quell- und Ziel-Volumes aus, und überprüfen Sie dann den
Status auf der Registerkarte Details Bottom.

Der Integritätsstatus der SnapVault-Beziehung, alle Übertragungsfehler und die Verzögerungszeit werden
angezeigt:

◦ Das Feld ist in Zustand muss angezeigt werden Yes.

Bei den meisten Datenübertragungsfehlern wird das Feld angezeigt No. In einigen Fehlerfällen wird
das Feld jedoch weiterhin angezeigt Yes. Sie müssen die Übertragungsfehler im Abschnitt Details
überprüfen, um sicherzustellen, dass keine Datenübertragung fehlgeschlagen ist.

◦ Das Feld „Beziehungsstatus“ muss angezeigt werden Snapmirrored.

◦ Die Verzögerung darf nicht größer sein als das Transferplanintervall.

Wenn der Transferzeitplan z. B. täglich ist, darf die Verzögerungszeit nicht mehr als einen Tag lang
sein.

Sie sollten Probleme in den SnapVault Beziehungen beheben. Die Fehlerbehebungsschritte für
SnapMirror Beziehungen gelten auch für SnapVault Beziehungen.

"Technischer Bericht 4015: SnapMirror Configuration and Best Practices for ONTAP 9.1, 9.2"
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