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Konfiguration des Storage-Systems für Disaster
Recovery

Konfiguration von SRA für SAN- und NAS-Umgebungen

Sie sollten die Speichersysteme einrichten, bevor Sie Storage Replication Adapter (SRA)
für Site Recovery Manager (SRM) ausführen.

Konfiguration von SRA für SAN-Umgebungen

Was Sie brauchen

Die folgenden Programme sollten auf dem geschützten Standort und dem Wiederherstellungsstandort
installiert sein:

• SRM

Dokumentation zur Installation von SRM befindet sich auf der VMware Site.

"VMware Site Recovery Manager - Dokumentation"

• SRA

Der Adapter ist auf SRM installiert.

Schritte

1. Vergewissern Sie sich, dass die primären ESXi-Hosts mit den LUNs im primären Speichersystem am
geschützten Standort verbunden sind.

2. Überprüfen Sie, ob die LUNS in Initiatorgruppen sind, für die die ostype Option auf dem primären
Storage-System auf „VMware“ gesetzt ist.

3. Überprüfen Sie, ob die ESXi-Hosts am Wiederherstellungsstandort über eine geeignete iSCSI-Verbindung
zur Storage Virtual Machine (SVM) verfügen. Die ESXi-Hosts am sekundären Standort sollten Zugriff auf
den sekundären Standortspeicher haben, und die ESXi-Hosts am primären Standort sollten Zugriff auf den
primären Standortspeicher haben.

Dazu müssen Sie entweder überprüfen, ob auf den ESXi Hosts lokale LUNs auf der SVM verbunden sind
iscsi show initiators, oder den Befehl auf den SVMs eingeben. Überprüfen Sie den LUN-Zugriff
auf die zugeordneten LUNs auf dem ESXi-Host, um die iSCSI-Konnektivität zu überprüfen.

Konfiguration von SRA für NAS-Umgebungen

Was Sie brauchen

Die folgenden Programme sollten auf dem geschützten Standort und dem Wiederherstellungsstandort
installiert sein:

• SRM

Dokumentation zur Installation von SRM finden Sie auf der VMware-Website.
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"VMware Site Recovery Manager - Dokumentation"

• SRA

Der Adapter wird auf SRM und dem SRA Server installiert.

Schritte

1. Überprüfen Sie, ob die Datenspeicher am geschützten Standort virtuelle Maschinen enthalten, die bei
vCenter Server registriert sind.

2. Überprüfen Sie, ob die ESXi-Hosts am geschützten Standort die NFS-Exporte-Volumes von der Storage
Virtual Machine (SVM) gemountet haben.

3. Überprüfen Sie, ob gültige Adressen wie die IP-Adresse, der Hostname oder der FQDN, auf denen die
NFS-Exporte vorhanden sind, im Feld NFS-Adressen angegeben sind, wenn Sie den Array Manager-
Assistenten zum Hinzufügen von Arrays zu SRM verwenden.

4. `ping`Überprüfen Sie mit dem Befehl auf jedem ESXi Host am Recovery-Standort, ob der Host über einen
VMkernel Port verfügt, der auf die IP-Adressen zugreifen kann, die für NFS-Exporte der SVM verwendet
werden.

Konfiguration von SRA für hochskalierte Umgebungen

Sie sollten die Storage-Timeout-Intervalle gemäß den empfohlenen Einstellungen für
Storage Replication Adapter (SRA) so konfigurieren, dass sie in stark skalierten
Umgebungen optimal funktionieren.

Einstellungen für Speicheranbieter

Sie sollten für eine skalierte Umgebung die folgenden Zeitüberschreitungswerte für SRM einstellen:

Erweiterte Einstellungen Timeout-Werte

StorageProvider.resignatureTimeout Erhöhen Sie den Wert der Einstellung von 900
Sekunden auf 12000 Sekunden.

storageProvider.hostRescanDelaySec 60

storageProvider.hostRescanRepeatCnt 20

storageProvider.hostRescanTimeoutSec Legen Sie einen hohen Wert fest (z. B. 99999).

Sie sollten auch die StorageProvider.autoResignatureMode Option aktivieren.

Weitere Informationen zum Ändern der Einstellungen für Storage Provider finden Sie in der VMware-
Dokumentation.

"Dokumentation zu VMware vSphere: Ändern der Storage Provider-Einstellungen"

2

https://docs.vmware.com/en/Site-Recovery-Manager/index.html
https://docs.vmware.com/en/Site-Recovery-Manager/8.7/com.vmware.srm.admin.doc/GUID-E4060824-E3C2-4869-BC39-76E88E2FF9A0.html


Speichereinstellungen

Wenn Sie eine Zeitüberschreitung drücken, erhöhen Sie die Werte von storage.commandTimeout und
storage.maxConcurrentCommandCnt auf einen höheren Wert.

Das angegebene Zeitüberschreitungsintervall ist der Höchstwert. Sie müssen nicht warten, bis
die maximale Zeitüberschreitung erreicht ist. Die meisten Befehle sind innerhalb des
festgelegten maximalen Timeout-Intervalls abgeschlossen.

Weitere Informationen finden Sie in der VMware-Dokumentation zum Ändern der SAN-Provider-Einstellungen.

"Dokumentation zum VMware Site Recovery Manager: Storage-Einstellungen ändern"
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