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Anforderungen und Richtlinien

Erfahren Sie mehr uber die Versionsunterstutzung von
ONTAP SMB BranchCache

Beachten Sie, welche BranchCache-Versionen ONTAP unterstutzen.
ONTAP unterstitzt BranchCache 1 und den erweiterten BranchCache 2:

* Wenn Sie BranchCache auf dem SMB-Server fiir die Storage Virtual Machine (SVM) konfigurieren, kdbnnen
Sie BranchCache 1, BranchCache 2 oder alle Versionen aktivieren.

StandardmaRig sind alle Versionen aktiviert.

* Wenn Sie nur BranchCache 2 aktivieren, missen die Windows-Client-Rechner an Remote-Standorten
BranchCache 2 unterstitzen.

Nur SMB 3.0 oder hoher unterstitzt BranchCache 2.

Weitere Informationen zu BranchCache-Versionen finden Sie in der Microsoft TechNet-Bibliothek.

Verwandte Informationen

"Microsoft TechNet Bibliothek: technet.microsoft.com/en-us/library/"

Informieren Sie sich uber die Supportanforderungen fiir das
ONTAP SMB-Netzwerkprotokoll

Sie mussen die Netzwerkprotokollanforderungen fur die Implementierung von ONTAP
BranchCache kennen.

Die ONTAP BranchCache Funktion lasst sich tUber IPv4- und IPv6-Netzwerke mit SMB 2.1 oder hoher
implementieren.

Alle CIFS-Server und Zweigstellenmaschinen, die an der BranchCache-Implementierung beteiligt sind,
mussen das SMB 2.1- oder héher-Protokoll aktivieren. SMB 2.1 verfugt Gber Protokollerweiterungen, mit
denen Kunden an einer BranchCache Umgebung teilnehmen kénnen. Dies ist die SMB-
Mindestprotokollversion, die Unterstitzung von BranchCache bietet. SMB 2.1 unterstitzt Version
BranchCache Version 1.

Wenn Sie BranchCache Version 2 verwenden mochten, ist SMB 3.0 die minimal unterstitzte Version. Alle
CIFS-Server und Maschinen in Zweigstellen, die an einer BranchCache 2-Implementierung beteiligt sind,
muissen SMB 3.0 oder hoher aktivieren.

Wenn Kunden Gber Remote-Standorte verfiigen, wo einige Clients nur SMB 2.1 unterstiitzen, und einige der
Clients zudem SMB 3.0 unterstiitzen, kdnnen sie eine BranchCache-Konfiguration auf dem CIFS-Server
implementieren, die Caching-Untersttitzung Gber BranchCache 1 und BranchCache 2 bietet.

Obwohl die Microsoft BranchCache Funktion sowohl die HTTP-/HTTPS- als auch SMB-
@ Protokolle als Dateizugriffsprotokolle unterstitzt, unterstitzt ONTAP BranchCache nur die
Verwendung von SMB.


http://technet.microsoft.com/en-us/library/

Erfahren Sie mehr uber die Versionsanforderungen fur
ONTAP SMB und Windows-Hosts

ONTAP und Windows-Hosts in Zweigstellen missen bestimmte Versionsanforderungen
erfullen, bevor BranchCache konfiguriert werden kann.

Bevor Sie BranchCache konfigurieren, missen Sie sicherstellen, dass die ONTAP Version auf dem Cluster
und die teilnehmenden Zweigstellen-Clients SMB 2.1 oder héher unterstiitzen und die BranchCache Funktion
unterstitzen. Wenn Sie den Hosted Cache-Modus konfigurieren, miissen Sie auRerdem sicherstellen, dass
Sie einen unterstitzten Host fiir den Cache-Server verwenden.

BranchCache 1 wird auf den folgenden ONTAP-Versionen und Windows-Hosts unterstitzt:

» Content Server: Storage Virtual Machine (SVM) mit ONTAP
» Cache Server: Windows Server 2008 R2 oder Windows Server 2012 oder hoher

» Peer oder Client: Windows 7 Enterprise, Windows 7 Ultimate, Windows 8, Windows Server 2008 R2 oder
Windows Server 2012 oder héher

BranchCache 2 wird auf den folgenden ONTAP-Versionen und Windows-Hosts unterstitzt:

* Content Server: SVM mit ONTAP
» Cache-Server: Windows Server 2012 oder hoher

* Peer oder Client: Windows 8 oder Windows Server 2012 oder hoher

Erfahren Sie mehr uber die Grunde, warum ONTAP SMB
BranchCache-Hashes ungiltig macht

Wenn Sie lhre BranchCache-Konfiguration planen, sollten Sie die Grinde verstehen,
warum ONTAP-Hash-Funktionen als ungultig erklart werden. Es hilft Ihnen bei der
Entscheidung, welchen Betriebsmodus Sie konfigurieren sollten, und unterstiutzt Sie bei
der Auswahl, auf welchen Freigaben BranchCache aktiviert werden soll.

ONTAP muss die Hash-Werte von BranchCache managen, um die Giiltigkeit von Hashes zu gewahrleisten.
Wenn ein Hash nicht glltig ist, unglltig ONTAP den Hash und berechnet bei der nachsten Anforderung einen
neuen Hash. Dabei wird davon ausgegangen, dass BranchCache weiterhin aktiviert ist.
ONTAP erklart Hashes aus den folgenden Griinden fir ungultig:

* Der Serverschliissel wird geandert.

Wenn der Serverschlissel geandert wird, setzt ONTAP alle Hashes im Hash-Speicher unglltig.

» Ein Hash wird aus dem Cache entfernt, da die maximale Grélie des BranchCache-Hash-Speichers erreicht
wurde.

Dieser Parameter ist abstimmbar und kann entsprechend lhren geschéftlichen Anforderungen angepasst
werden.

 Eine Datei wird entweder tber SMB- oder NFS-Zugriff gedndert.



* Eine Datei, flr die berechnete Hashes vorhanden sind snap restore, wird mit dem Befehl
wiederhergestellt.

* Ein Volume, das SMB-Freigaben enthalt, fir die BranchCache aktiviert ist snap restore, wird mit dem
Befehl wiederhergestellt.

Erfahren Sie mehr uber die Auswahl des ONTAP SMB Hash
Store-Speicherorts

Bei der Konfiguration von BranchCache legen Sie fest, wo Hashes gespeichert werden
sollen und welche Grolde der Hash-Speicher sein soll. Wenn Sie die Richtlinien bei der
Auswahl des Hash-Speicherorts und der Grolde kennen, kdnnen Sie |hre BranchCache-
Konfiguration auf einer CIFS-fahigen SVM planen.

* Sie sollten den Hash-Speicher auf einem Volume suchen, in dem atime-Updates zul&ssig sind.

Die Zugriffszeit einer Hash-Datei wird verwendet, um haufig verwendete Dateien im Hash-Speicher zu
speichern. Wenn atime-Updates deaktiviert sind, wird die Erstellungszeit fur diesen Zweck verwendet. Es
ist vorzuziehen, Zeit zu verwenden, um haufig verwendete Dateien zu verfolgen.

* Es kdnnen keine Hash-Werte auf schreibgeschiitzte Dateisysteme wie SnapMirror Ziele und SnapLock
Volumes gespeichert werden.

* Wenn die maximale GroRRe des Hash-Speichers erreicht ist, werden altere Hashes gespllt, um Platz fir
neue Hashes zu schaffen.

Sie kénnen die maximale Grofke des Hash-Speichers erh6hen, um die Menge an Hashes zu reduzieren,
die aus dem Cache gesplt werden.

* Wenn das Volume, auf dem Sie Hashes speichern, nicht verfligbar oder vollstandig ist oder wenn es zu
Problemen mit der Cluster-internen Kommunikation kommt, bei der der BranchCache-Dienst keine Hash-
Informationen abrufen kann, stehen die BranchCache-Services nicht zur Verfugung.

Das Volume ist moglicherweise nicht verfligbar, da es offline ist oder weil der Storage-Administrator einen
neuen Speicherort fir den Hash-Speicher angegeben hat.

Dies verursacht keine Probleme mit dem Dateizugriff. Wenn der Zugriff auf den Hash-Speicher behindert
wird, gibt ONTAP dem Client einen Microsoft-definierten Fehler zurlick, der dazu fihrt, dass der Client die
Datei mithilfe der normalen SMB-Leseanforderung anfordert.

Verwandte Informationen

+ Konfigurieren von BranchCache auf Servern

+ Andern der BranchCache-Konfigurationen auf Freigaben

Erfahren Sie mehr iilber ONTAP SMB BranchCache-
Empfehlungen

Bevor Sie BranchCache konfigurieren, sollten Sie bestimmte Empfehlungen bei der
Entscheidung, welche SMB-Freigaben Sie BranchCache Caching aktivieren mdchten, im
Hinterkopf behalten.


https://docs.netapp.com/de-de/ontap/smb-admin/configure-branchcache-task.html
https://docs.netapp.com/de-de/ontap/smb-admin/modify-branchcache-config-task.html

Bei der Entscheidung, welchen Betriebsmodus Sie verwenden méchten, und bei welchen SMB-Freigaben
BranchCache aktiviert werden soll, sollten Sie die folgenden Empfehlungen beachten:

+ BranchCache bringt Vorteile, wenn die Daten haufiger Remote-Cache-Anderungen gespeichert werden.

» BranchCache Services profitieren von Freigaben, die Dateiinhalte enthalten, die von mehreren Remote-
Clients wiederverwendet oder durch Dateiinhalte verwendet werden, auf die ein einzelner Remote-
Benutzer wiederholt Zugriff hat.

« Erwagen Sie die Aktivierung der Cache-Speicherung flr schreibgeschiitzte Inhalte, z. B. Daten in
Snapshots und SnapMirror-Zielen.
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