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Hohere Performance von Microsoft Remote Copy

Informieren Sie sich uber die Leistungsverbesserungen von
Microsoft Remote Copy auf ONTAP SMB-Servern

Microsoft Offloaded Data Transfer (ODX), auch bekannt als ,Copy Offload”, ermoglicht
direkte Datentransfers innerhalb und zwischen kompatiblen Storage-Geraten, ohne die
Daten Uber den Host-Computer zu Ubertragen.

ONTAP unterstitzt ODX sowohl flir die SMB- als auch fiir SAN-Protokolle. Die Quelle kann entweder ein CIFS
Server oder eine LUN sein, und als Ziel kann entweder ein CIFS Server oder eine LUN dienen.

Bei Dateilbertragungen ohne ODX werden die Daten von der Quelle gelesen und Uber das Netzwerk an den
Client-Computer Ubertragen. Der Clientcomputer Ubertragt die Daten zurtick Uber das Netzwerk an das Ziel.
Zusammenfassend liest der Clientcomputer die Daten aus der Quelle und schreibt sie auf das Ziel. Bei der
Ubertragung von ODX-Dateien werden Daten direkt von der Quelle zum Ziel kopiert.

Da ODX Offloaded Kopien direkt zwischen Quell- und Ziel-Storage erstellt werden, ergeben sich erhebliche
Performance-Vorteile. Zu den Performance-Vorteilen gehdren eine schnellere Kopierzeit zwischen Quelle und
Ziel, eine geringere Ressourcenauslastung (CPU, Speicher) auf dem Client und eine geringere Auslastung der
Netzwerk-1/0-Bandbreite.

Bei SMB-Umgebungen ist diese Funktionalitdt nur verfligbar, wenn sowohl der Client als auch der Storage-
Server SMB 3.0 und die ODX-Funktion unterstitzen. Bei SAN-Umgebungen ist diese Funktionalitat nur
verfigbar, wenn sowohl der Client als auch der Storage-Server die ODX-Funktion unterstitzen. Client-
Computer, die ODX unterstitzen und ODX-fahig sind, nutzen die verlagerte Dateilbertragung automatisch und
transparent, wenn Dateien verschoben oder kopiert werden. ODX wird unabhangig davon verwendet, ob Sie
Dateien per Drag-and-Drop Uber den Windows Explorer ziehen oder Befehle zum Kopieren von Dateien
verwenden oder ob eine Client-Applikation Dateikopieanforderungen initiiert.

Verwandte Informationen
+ Erfahren Sie, wie Sie die Client-Antwortzeit durch die Bereitstellung automatischer Knotenverweise mit
Auto Location verbessern kénnen.

« "SMB-Konfiguration fur Microsoft Hyper-V und SQL Server"

Erfahren Sie mehr uber ODX auf ONTAP SMB-Servern

Bei der ODX Copy-Offload wird ein Token-basierter Mechanismus zum Lesen und
Schreiben von Daten innerhalb oder zwischen ODX-fahigen CIFS-Servern eingesetzt.
Anstatt die Daten Uber den Host zu leiten, sendet der CIFS-Server ein kleines Token, das
die Daten reprasentiert, an den Client. Der ODX-Client stellt dieses Token dem Ziel-
Server bereit. Dieser kann dann die mit diesem Token vertretenen Daten von der Quelle
zum Ziel Ubertragen.

Wenn ein ODX-Client erkennt, dass der CIFS-Server ODX-fahig ist, wird die Quelldatei getffnet und ein Token
vom CIFS-Server anfordert. Nach dem Offnen der Zieldatei verwendet der Client das Token, um den Server
anzuweisen, die Daten direkt von der Quelle auf das Ziel zu kopieren.


https://docs.netapp.com/de-de/ontap/smb-admin/improve-client-response-node-referrals-concept.html
https://docs.netapp.com/de-de/ontap/smb-admin/improve-client-response-node-referrals-concept.html
https://docs.netapp.com/de-de/ontap/smb-hyper-v-sql/index.html

@ Quelle und Ziel kdnnen sich je nach Umfang des Kopiervorgangs auf derselben Storage Virtual
Machine (SVM) oder auf unterschiedlichen SVMs befinden.

Das Token dient als Point-in-Time-Darstellung der Daten. Wenn Sie Daten beispielsweise zwischen den
Storage-Standorten kopieren, wird ein Token, das ein Datensegment darstellt, an den anfordernden Client
zurlickgegeben. Der Client kopiert diesen an das Ziel. Dadurch entfallt das Kopieren der zugrunde liegenden
Daten durch den Client.

ONTAP unterstitzt Token mit 8 MB Daten. ODX-Kopien mit einer Grélie von mehr als 8 MB werden mithilfe
mehrerer Token durchgefuhrt. Jedes Token entspricht dabei 8 MB an Daten.

Die folgende Abbildung erlautert die Schritte, die bei einem ODX Kopiervorgang erforderlich sind:
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1. Ein Benutzer kopiert oder verschiebt eine Datei mithilfe von Windows Explorer, einer
Befehlszeilenoberflache, einer Migration einer Virtual Machine oder einer Applikation Dateikopien oder
-Verschiebungen.

2. Der ODX-fahige Client (ibersetzt diese Ubertragungsanfrage automatisch in eine ODX-Anfrage.

Die an den CIFS-Server gesendete ODX-Anfrage enthalt eine Token-Anfrage.

3. Wenn ODX auf dem CIFS-Server aktiviert ist und die Verbindung tiber SMB 3.0 erfolgt, generiert der CIFS-

Server ein Token, das eine logische Darstellung der Daten auf dem Quellsystem ist.



4. Der Client erhalt ein Token, das die Daten darstellt und das mit der Schreibanforderung an den CIFS-Ziel-
Server sendet.

Dies sind die einzigen Daten, die von der Quelle an den Client und dann vom Client zum Ziel iber das
Netzwerk kopiert werden.

5. Das Token wird dem Storage-Subsystem Ubergeben.

6. Die SVM fuhrt den Kopiervorgang oder die Verschiebung intern durch.

Wenn die kopierte oder verschobene Datei grof3er als 8 MB ist, sind mehrere Token erforderlich, um die
Kopie durchzufiihren. Die Schritte 2 bis 6, wie zum Abschliel3en der Kopie ausgefiihrt.

Falls bei einer ODX Offloaded Copy ein Fehler auftritt, erfolgt der Kopier- und
Ververschiebungvorgang wieder auf die herkdmmlichen Lese- und Schreibvorgénge, um den

@ Kopier- oder Ververschiebungs-Vorgang durchzuflihren. Gleiches gilt, wenn der CIFS-Ziel-
Server ODX oder ODX nicht unterstitzt, wenn der Copy- oder Move-Vorgang dann auf die
herkdmmlichen Lese- und Schreibvorgange zurlickgreift, wenn der Copy- oder
Verschiebevorgang durchgefihrt wird.

Voraussetzungen fur die Verwendung von ODX auf ONTAP
SMB-Servern

Bevor ODX fur die Auslagerung von Kopien mit der SVM (Storage Virtual Machine)
eingesetzt werden kann, mussen bestimmte Anforderungen unbedingt bekannt sein.
Anforderungen an die ONTAP-Version

ONTAP Versionen unterstitzen ODX bei Copy-Offloaded.

Anforderungen an die SMB-Version
* ONTAP unterstiitzt ODX mit SMB 3.0 und héher.
* SMB 3.0 muss auf dem CIFS Server aktiviert sein, bevor ODX aktiviert werden kann:
o Durch die Aktivierung von ODX ist auch SMB 3.0 mdglich, falls noch nicht aktiviert.
o Wenn SMB 3.0 deaktiviert wird, wird auch ODX deaktiviert.
Windows Server- und Client-Anforderungen

Bevor Sie ODX flir Copy-Offloaded verwenden kénnen, muss der Windows-Client die Funktion unterstiitzen.

Das "NetApp Interoperabilitatsmatrix"enthalt die neuesten Informationen zu unterstiitzten Windows-Clients.

Volume-Anforderungen

* Die Quell-Volumes muissen mindestens 1.25 GB betragen.

» Bei Verwendung von komprimierten Volumes muss der Komprimierungstyp anpassungsfahig sein und es
muss nur die Grofie der Komprimierungsgruppe 8K unterstitzt werden.

Der Typ der sekundaren Komprimierung wird nicht unterstutzt.


https://mysupport.netapp.com/matrix

Richtlinien zur Verwendung von ODX auf ONTAP SMB-
Servern

Bevor ODX zur Copy-Offload eingesetzt werden kann, miussen Sie sich mit den
Richtlinien im Klaren sein. Beispielsweise mussen Sie wissen, welche Volume-Typen Sie
ODX verwenden kénnen, und Sie sollten die Uberlegungen zu ODX im Cluster und
zwischen Clustern verstehen.

Volume-Richtlinien

* ODX kann bei der Copy-Offload-Funktion mit den folgenden Volume-Konfigurationen nicht genutzt werden:

> Die GroRe des Quellvolumens ist kleiner als 1.25 GB
Die Volume-Grofie muss 1.25 GB oder mehr betragen, um ODX zu verwenden.
o Schreibgeschitzte Volumes

ODX wird nicht fur Dateien und Ordner auf Load-Sharing-Spiegeln oder in SnapMirror oder SnapVault
Ziel-Volumes eingesetzt.

> Wenn das Quell-Volume nicht dedupliziert wird

* ODX-Kopien werden nur fur Cluster-interne Kopien unterstitzt.

Mit ODX kénnen Sie keine Dateien oder Ordner auf ein Volume in einem anderen Cluster kopieren.

Andere Richtlinien

* In SMB-Umgebungen missen diese Dateien fir den Offloaded Data Transfer mit ODX 256 kb oder mehr
liegen.

Kleinere Dateien werden mittels eines herkdmmlichen Kopiervorgangs Ubertragen.
* Bei der Offloaded Data Transfer wird die Deduplizierung als Teil des Kopierprozesses verwendet.

Wenn beim Kopieren oder Verschieben von Daten keine Deduplizierung auf SVM Volumes durchgefihrt
werden soll, sollte die ODX Copy-Offload fir diese SVM deaktiviert werden.

 Die Applikation, die den Datentransfer durchfihrt, muss zur Untersttitzung von ODX geschrieben werden.
Zu den Applikationsprozessen, die ODX unterstiitzen, gehéren unter anderem:

o Hyper-V-Verwaltungsvorgange, wie das Erstellen und Konvertieren virtueller Festplatten (VHDs), das
Verwalten von Snapshots und das Kopieren von Dateien zwischen virtuellen Maschinen

o Betrieb in Windows Explorer
o Windows PowerShell Kopierbefehle

o Kopierbefehle flir Windows-Befehle

Robocopy an der Windows-Eingabeaufforderung unterstitzt ODX.



@ Die Applikationen missen auf Windows-Servern oder Clients ausgefiihrt werden, die ODX
unterstitzen.

+ Weitere Informationen zu unterstiitzten ODX-Anwendungen auf Windows-Servern und -Clients finden
Sie in der Microsoft TechNet-Bibliothek.

Verwandte Informationen

"Microsoft TechNet Bibliothek: technet.microsoft.com/en-us/library/"

Anwendungsfalle fur ODX auf ONTAP SMB-Servern

Bei der Verwendung von ODX auf SVMs sollten Sie sich die Anwendungsfalle bewusst
sein, damit Sie unter den Umstanden, unter denen ODX lIhnen Performance-Vorteile
bietet, die Ergebnisse erkennen konnen.

Windows-Server und -Clients, die ODX unterstitzen, nutzen den Copy-Offload als Standardfunktion zum
Kopieren von Daten zwischen Remote-Servern. Wenn der Windows-Server oder -Client keine ODX oder eine
ODX-Copy-Offload unterstitzt, kbnnen der Kopier- oder Verladevorgang wieder auf herkdbmmliche Lese- und
Schreibvorgange fur den Kopier- oder Verschiebevorgang zurickgreift.
In den folgenden Anwendungsfallen werden ODX Kopien und Verschiebungen unterstitzt:
* Intra-Volume
Die Quell- und Zieldateien oder LUNs befinden sich innerhalb desselben Volumes.

« Zwischen Volumes, demselben Node, gleiche SVM

Die Quell- und Zieldateien oder LUNs befinden sich auf verschiedenen Volumes, die sich auf demselben
Node befinden. Die Daten sind Eigentum derselben SVM.

» Zwischen Volumes, verschiedenen Nodes, dieselbe SVM

Die Quell- und Zieldateien oder LUNs befinden sich auf verschiedenen Volumes, die sich auf
unterschiedlichen Nodes befinden. Die Daten sind Eigentum derselben SVM.

« Zwischen SVM, demselben Node

Die Quell- und Zieldatei bzw. die LUNs befinden sich auf verschiedenen Volumes, die sich auf demselben
Node befinden. Im Besitz der Daten befinden sich unterschiedliche SVMs.

» Zwischen SVMs, unterschiedliche Nodes

Die Quell- und Zieldatei bzw. die LUNs befinden sich auf verschiedenen Volumes, die sich auf
unterschiedlichen Nodes befinden. Im Besitz der Daten befinden sich unterschiedliche SVMs.

» Cluster zwischen Clustern

Die Quell- und Ziel-LUNs befinden sich auf unterschiedlichen Volumes, die sich auf verschiedenen Nodes
Uber die Cluster befinden. Dies wird nur fur SAN unterstitzt und funktioniert nicht fur CIFS.

Es gibt einige weitere spezielle Anwendungsfalle:


http://technet.microsoft.com/en-us/library/

* Bei der ONTAP ODX Implementierung kdnnen mit ODX Dateien zwischen SMB-Freigaben und virtuellen
FC- oder iSCSI-Attached-Laufwerken kopiert werden.

Mit Windows Explorer, Windows CLI, PowerShell, Hyper-V oder anderen Applikationen, die ODX
unterstiitzen, kdnnen Dateien durch eine nahtlose Verschiebung von ODX Kopien zwischen SMB-
Freigaben und verbundenen LUNs kopiert oder verschoben werden, sofern sich SMB-Freigaben und LUNs
im selben Cluster befinden.

* Hyper-V stellt weitere Anwendungsfalle fir den ODX Copy-Offload zur Verfigung:

o Mithilfe des ODX Copy-Offload-Pass-Through mit Hyper-V kénnen Daten innerhalb oder zwischen
VHD-Dateien (Virtual Hard Disk) kopiert oder Daten zwischen zugewiesenen SMB-Shares und
verbundenen iSCSI-LUNSs innerhalb desselben Clusters kopiert werden.

Damit kdnnen Kopien von Gastbetriebssystemen an den zugrunde liegenden Storage weitergegeben
werden.

o Bei der Erstellung von VHDs mit fester Grofie wird ODX zur Initialisierung der Festplatte mit Nullen
verwendet, wobei ein bekannter Token mit dem Namen ,Zeroed* verwendet wird.

> Wenn sich der Quell- und Ziel-Storage auf demselben Cluster befindet, wird eine ODX Copy Offload flur
die Storage-Migration bei Virtual Machines eingesetzt.

Um von den Anwendungsfallen fir einen ODX Copy-Offload-Pass-Through mit Hyper-V zu
profitieren, muss das Gastbetriebssystem ODX unterstitzen. Und die Festplatten des

@ Gastbetriebssystems missen SCSI-Festplatten sein, die durch Storage (SMB oder SAN)
unterstitzt werden, der ODX unterstitzt. IDE-Festplatten auf dem Gastbetriebssystem
unterstitzen keine ODX-Pass-Through-Unterstitzung.

Aktivieren oder Deaktivieren von ODX auf ONTAP SMB-
Servern

ODX lasst sich auf Storage Virtual Machines (SVMs) aktivieren oder deaktivieren. Der
Standard soll die Unterstutzung fur einen ODX Copy-Offload ermoglichen, wenn SMB 3.0
ebenfalls aktiviert ist.

Bevor Sie beginnen
SMB 3.0 muss aktiviert sein.

Uber diese Aufgabe

Wenn Sie SMB 3.0 deaktivieren, deaktiviert ONTAP auch SMB ODX. Wenn Sie SMB 3.0 erneut aktivieren,
mussen Sie SMB ODX manuell neu aktivieren.

Schritte
1. Legen Sie die Berechtigungsebene auf erweitert fest: set -privilege advanced

2. Fihren Sie eine der folgenden Aktionen aus:



Falls eine ODX Copy-Offload sein soll: Geben Sie den Befehl ein...

Aktiviert vserver cifs options modify -vserver
vserver name -copy-offload-enabled
true

Deaktiviert vserver cifs options modify -vserver

vserver name -copy-offload-enabled
false

3. Kehren Sie zur Administrator-Berechtigungsebene zuriick: set -privilege admin

Beispiel
Das folgende Beispiel ermdglicht den ODX Copy-Offload auf SVM vs1:

clusterl::> set -privilege advanced

Warning: These advanced commands are potentially dangerous; use them
only when directed to do so by technical support personnel.

Do you wish to continue? (y or n): y

clusterl::*> vserver cifs options modify -vserver vsl -copy-offload
—-enabled true

clusterl::*> set -privilege admin

Verwandte Informationen
Verfugbare Serveroptionen


https://docs.netapp.com/de-de/ontap/smb-admin/server-options-reference.html
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