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Routing in einer SVM managen

Erfahren Sie mehr uber SVM-Routing im ONTAP Netzwerk

Die Routing-Tabelle fur eine SVM bestimmt den Netzwerkpfad, den die SVM flr die
Kommunikation mit einem Ziel verwendet. Es ist wichtig zu verstehen, wie Routing-
Tabellen funktionieren, so dass Sie Netzwerkprobleme verhindern kénnen, bevor sie
auftreten.

Die Routingregeln lauten wie folgt:

* ONTAP leitet Datenverkehr Uber die am haufigsten verfligbare Route.

* ONTAP leitet den Datenverkehr Uber eine Standard-Gateway-Route (mit 0 Bit Netzmaske) als letztes
Resort weiter, wenn keine speziellen Routen verflgbar sind.

Bei Routen mit demselben Ziel, derselben Netmask und Metrik kann nicht garantiert werden, dass das System
nach einem Neustart oder nach einem Upgrade die gleiche Route verwendet. Dies ist insbesondere ein
Problem, wenn Sie mehrere Standardrouten konfiguriert haben.

Es empfiehlt sich, fiir eine SVM nur eine Standardroute zu konfigurieren. Um Stérungen zu vermeiden, sollten
Sie sicherstellen, dass die Standardroute alle Netzwerkadressen erreichen kann, die Uber eine spezifischere

Route nicht erreichbar sind. Weitere Informationen finden Sie unter"NetApp Knowledge Base: SU134 — Der
Netzwerkzugriff kann durch eine falsche Routing-Konfiguration in Clustered ONTAP unterbrochen werden"

Erstellen Sie statische Routen fur das ONTAP-Netzwerk

Sie kdnnen innerhalb einer Storage Virtual Machine (SVM) statische Routen erstellen, um
zu steuern, wie LIFs das Netzwerk fur Outbound-Datenverkehr verwenden.

Wenn Sie einen Routeneintrag erstellen, der einer SVM zugeordnet ist, wird diese Route von allen LIFs
verwendet, die sich im Besitz der angegebenen SVM befinden und sich im gleichen Subnetz wie das Gateway
befinden.

Schritt

‘network route create Erstellen Sie mit dem Befehl eine Route.

network route create -vserver vs(O -destination 0.0.0.0/0 -gateway
10.61.208.1

Erfahren Sie mehr Uber network route create in der "ONTAP-Befehlsreferenz".

Aktivieren Sie Multipath-Routing fur das ONTAP-Netzwerk

Wenn mehrere Routen dieselbe Metrik fur ein Ziel haben, wird nur eine der Routen fur
ausgehenden Datenverkehr ausgewahlt. Dies flhrt dazu, dass andere Routen fur das


https://kb.netapp.com/Support_Bulletins/Customer_Bulletins/SU134
https://kb.netapp.com/Support_Bulletins/Customer_Bulletins/SU134
https://docs.netapp.com/us-en/ontap-cli/network-route-create.html

Senden von ausgehendem Datenverkehr nicht genutzt werden. Sie kdnnen das
Multipath-Routing so aktivieren, dass die Lastverteilung Uber alle verfugbaren Routen im
Verhaltnis zu ihren Kennzahlen erfolgt, im Gegensatz zum ECMP-Routing, das die
Lastverteilung Uber die verfugbaren Routen derselben Metrik ausgleicht.

Schritte
1. Melden Sie sich bei der erweiterten Berechtigungsebene an:

set -privilege advanced
2. Multipath-Routing aktivieren:
network options multipath-routing modify -is-enabled true

Das Multipath-Routing ist fur alle Nodes im Cluster aktiviert.

network options multipath-routing modify -is-enabled true

Erfahren Sie mehr Gber network options multipath-routing modify in der "ONTAP-
Befehlsreferenz".

Loschen Sie statische Routen aus dem ONTAP-Netzwerk

Sie konnen eine nicht bendtigte statische Route von einer Storage Virtual Machine (SVM)
|0schen.

Schritt

‘network route delete Loschen Sie mit dem Befehl eine statische Route.

Im folgenden Beispiel wird eine statische Route geldscht, die SVM vs0 mit einem Gateway von 10.63.0.1 und
einer Ziel-IP-Adresse von 0.0.0.0/0 verkniipft ist:

network route delete -vserver vsO -gateway 10.63.0.1 -destination
0.0.0.0/0

Erfahren Sie mehr Uber network route delete in der "ONTAP-Befehlsreferenz".

Anzeigen von ONTAP Routing-Informationen

Sie kdonnen Informationen Uber die Routing-Konfiguration fur jede SVM auf lhrem Cluster
anzeigen. So kdnnen Sie Routingprobleme im Zusammenhang mit
Verbindungsproblemen zwischen Client-Applikationen oder -Services und einer LIF auf
einem Node im Cluster diagnostizieren.


https://docs.netapp.com/us-en/ontap-cli/network-options-multipath-routing-modify.html
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Schritte

1. Mit dem network route show Befehl werden Routen innerhalb einer oder mehrerer SVMs angezeigt.
Das folgende Beispiel zeigt eine in der vsO SVM konfigurierte Route:

network route show
(network route show)
Vserver Destination Gateway Metric

0.0.0.0/0 172.17.178.1 20

2. Mitdem network route show-1ifs Befehl konnen Sie die Zuordnung von Routen und LIFs innerhalb
einer oder mehrerer SVMs anzeigen.

Das folgende Beispiel zeigt LIFs mit Routen, die sich im Besitz der vsO0 SVM befinden:

network route show-1lifs
(network route show-1ifs)

Vserver: vsO0

Destination Gateway Logical Interfaces

0.0.0.0/0 172.17.178.1 cluster mgmt,
LIF-b-01 mgmtl,
LIF-b-02 mgmtl

Erfahren Sie mehr Uber network route show und network route show-1ifs in der "ONTAP-
Befehlsreferenz".

3. Verwenden Sie den network route active-entry show Befehl, um installierte Routen auf einem
oder mehreren Nodes, SVMs, Subnetzen oder Routen mit angegebenen Zielen anzuzeigen.

Das folgende Beispiel zeigt alle installierten Routen auf einer bestimmten SVM:
network route active-entry show -vserver Datal
Vserver: Datal

Node: node-1
Subnet Group: 0.0.0.0/0

Destination Gateway Interface Metric Flags
127.0.0.1 127.0.0.1 lo 10 UHS
127.0.10.1 127.0.20.1 losk 10 UHS
127.0.20.1 127.0.20.1 losk 10 UHS

Vserver: Datal


https://docs.netapp.com/us-en/ontap-cli/search.html?q=network+route+show
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Node:
Subnet Group:

node-1
£fd20:8ble:b255:814e::/64

Destination Gateway Interface Metric Flags
default fd20:8ble:b255:814e::1

eld 20 UGS
£fd20:8ble:b255:814e::/64

link#4 eld 0 UucC

Vserver: Datal
Node: node-2
Subnet Group: 0.0.0.0/0
Destination Gateway Interface Metric Flags
127.0.0.1 127.0.0.1 lo 10 UHS
Vserver: Datal
Node: node-2
Subnet Group: 0.0.0.0/0
Destination Gateway Interface Metric Flags
127.0.10.1 127.0.20.1 losk 10 UHS
127.0.20.1 127.0.20.1 losk 10 UHS
Vserver: Datal
Node: node-2
Subnet Group: fd20:8ble:b255:814e::/64
Destination Gateway Interface Metric Flags
default fd20:8ble:b255:814e::1

eld 20 UGS
£d20:8ble:b255:814e::/64

link#4 e0d uc

£fd20:8ble:b255:814e::1 1link#4 eld UHL

11 entries were displayed.

Erfahren Sie mehr Gber network route active-entry show in der "ONTAP-Befehlsreferenz".

Entfernen Sie dynamische Routen aus Routing-Tabellen fur
das ONTAP-Netzwerk

Wenn ICMP-Umleitungen fur IPv4 und IPv6 empfangen werden, werden dynamische
Routen zur Routing-Tabelle hinzugefugt. Standardmaflig werden die dynamischen
Routen nach 300 Sekunden entfernt. Wenn Sie dynamische Routen fur einen anderen
Zeitraum beibehalten mochten, konnen Sie den Zeitwert andern.


https://docs.netapp.com/us-en/ontap-cli/network-route-active-entry-show.html

Uber diese Aufgabe

Sie kénnen den Timeout-Wert zwischen 0 und 65,535 Sekunden einstellen. Wenn Sie den Wert auf 0 setzen,
laufen die Routen nie ab. Durch das Entfernen dynamischer Routen wird ein Verlust der Verbindung durch die
Persistenz unguiltiger Routen verhindert.

Schritte
1. Zeigt den aktuellen Zeitliberschreitungswert an.
o Fur IPv4:

network tuning icmp show

o Fur IPv6:

network tuning icmp6 show

2. Andern Sie den Timeout-Wert.
o Fur IPv4:

network tuning icmp modify -node node name -redirect-timeout

timeout value

o Fir IPv6:

network tuning icmp6 modify -node node name -redirect-vé6-timeout

timeout value

3. Uberpriifen Sie, ob der Zeitiiberschreitungswert korrekt geandert wurde.
o Fur IPv4:

network tuning icmp show

o Fur IPv6:

network tuning icmp6 show

Erfahren Sie mehr Giber network tuning icmp in der "ONTAP-Befehlsreferenz".


https://docs.netapp.com/us-en/ontap-cli/search.html?q=network+tuning+icmp
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