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Volumedaten mit NVE oder NAE verschlusseln

Erfahren Sie mehr uber die Verschlusselung von ONTAP
Volume-Daten mit NVE

Ab ONTAP 9.7 ist die Aggregat- und Volume-Verschlusselung standardmallig aktiviert,
wenn Sie Uber die VE-Lizenz und die integrierte oder externe Schllsselverwaltung
verfugen. Fur ONTAP 9.6 und eine frihere Version konnen Sie die Verschlusselung auf
einem neuen Volume oder auf einem vorhandenen Volume aktivieren. Bevor Sie die
Volume-Verschlusselung aktivieren kdnnen, mussen Sie die VE-Lizenz und die aktivierte
Schlusselverwaltung installiert haben. NVE entspricht FIPS-140-2 Level 1.

Aktivieren Sie die Verschlusselung auf Aggregatebene mit
VE-Lizenz in ONTAP

Ab ONTAP 9.7 sind neu erstellte Aggregate und Volumes standardmafig verschlisselt,
wenn Sie Uber "VE-Lizenz"ein integriertes oder externes Verschliusselungsmanagement
verfugen. Ab ONTAP 9.6 konnen Sie mithilfe der Verschlusselung auf Aggregatebene
dem enthaltenden Aggregat Schlussel zuweisen, damit die Volumes verschlisselt
werden konnen.

Uber diese Aufgabe

Wenn Sie eine Inline- oder eine Hintergrund-Deduplizierung auf Aggregatebene durchfihren mochten, muss
die Verschlisselung auf Aggregatebene verwendet werden. Deduplizierung auf Aggregatebene wird
ansonsten von NVE nicht unterstitzt.

Ein Aggregat, das fur die Verschlisselung auf Aggregatebene aktiviert ist, wird als NAE Aggregat (flir NetApp
Aggregatverschlisselung) bezeichnet. Alle Volumes in einem NAE-Aggregat missen mit NAE- oder NVE-
Verschllsselung verschlisselt sein. Bei der Verschlisselung auf Aggregatebene werden die im Aggregat
erstellten Volumes standardmaflig mit NAE-Verschlisselung verschlisselt. Sie knnen die Standardeinstellung
fur die Verwendung von NVE-Verschlisselung tberschreiben.

Klartextvolumen werden in NAE-Aggregaten nicht unterstutzt.

Bevor Sie beginnen
Sie mussen ein Cluster-Administrator sein, um diese Aufgabe auszufihren.

Schritte
1. Aktivieren oder Deaktivieren der Verschlisselung auf Aggregatebene:
An... Befehl

Erstellen Sie ein NAE Aggregat mit storage aggregate create -aggregate
ONTAP 9.7 oder hoher aggregate name -node node name


https://docs.netapp.com/de-de/ontap/encryption-at-rest/install-license-task.html

Erstellen Sie ein NAE-Aggregat mit storage aggregate create -aggregate
ONTAP 9.6 aggregate name -node node name -encrypt-with
-aggr—-key true

Konvertieren Sie ein nicht-NAE Aggregat storage aggregate modify -aggregate
in ein NAE Aggregat aggregate name -node node name -encrypt-with
-aggr-key true

Konvertieren Sie ein NAE Aggregat in ein storage aggregate modify -aggregate

nicht-NAE Aggregat aggregate name -node node name -encrypt-with
-aggr-key false

Erfahren Sie mehr Uber storage aggregate modify im "ONTAP-Befehlsreferenz" .

Mit dem folgenden Befehl wird die Verschlisselung auf Aggregatebene aktiviert aggr1:

o ONTAP 9.7 oder hoher:

clusterl::> storage aggregate create -aggregate aggrl

o ONTAP 9.6 oder friher:

clusterl::> storage aggregate create -aggregate aggrl -encrypt-with
—aggr-key true
Erfahren Sie mehr liber storage aggregate create in der "ONTAP-Befehlsreferenz".
2. Vergewissern Sie sich, dass das Aggregat flr die Verschliisselung aktiviert ist:
storage aggregate show -fields encrypt-with-aggr-key

Mit dem folgenden Befehl wird Gberprift, ob die aggr1 Verschlisselung aktiviert ist:

clusterl::> storage aggregate show -fields encrypt-with-aggr-key

aggregate encrypt-aggr-key
aggr0 _vsim4 false
aggrl true

2 entries were displayed.

Erfahren Sie mehr liber storage aggregate show in der "ONTAP-Befehlsreferenz".

Nachdem Sie fertig sind

Fihren Sie den volume create Befehl aus, um die verschliisselten Volumes zu erstellen.


https://docs.netapp.com/us-en/ontap-cli/storage-aggregate-modify.html
https://docs.netapp.com/us-en/ontap-cli/storage-aggregate-create.html
https://docs.netapp.com/us-en/ontap-cli/storage-aggregate-show.html?q=storage+aggregate+show

Wenn Sie einen KMIP-Server zum Speichern der Schlussel fiir einen Node verwenden, sendet ONTAP bei der
Verschlisselung eines Volumes automatisch ,schiebt” einen Verschlisselungsschlissel an den Server.

Aktivieren Sie die Verschlusselung auf einem neuen Volume
in ONTAP

Sie kdnnen die volume create Verschlisselung fur ein neues Volume mit dem Befehl
aktivieren.

Uber diese Aufgabe

Sie kénnen Volumes mit NetApp Volume Encryption (NVE) und ab ONTAP 9.6 mit NetApp Aggregate
Encryption (NAE) verschliisseln. Weitere Informationen zu NAE und NVE finden Sie im Ubersicht tiber
Volume-Verschlisselung.

Erfahren Sie mehr Uber die in diesem Verfahren beschriebenen Befehle im "ONTAP-Befehlsreferenz".

Das Verfahren zur Aktivierung der Verschlisselung auf einem neuen Volume in ONTAP variiert abhangig von
der verwendeten ONTAP Version und der spezifischen Konfiguration:

* Wenn Sie ab ONTAP 9.4 cc-mode beim Einrichten des integrierten Schliisselmanagers aktivieren,
volume create werden Volumes, die Sie mit dem Befehl erstellen, automatisch verschlisselt,
unabhangig davon, ob Sie angeben -encrypt true.

* In ONTAP 9.6 und friiheren Versionen missen Sie —encrypt true mit volume create Befehlen
verwenden, um die Verschlisselung zu aktivieren (vorausgesetzt, Sie haben nicht aktiviert cc-mode).

* Wenn Sie ein NAE-Volume in ONTAP 9.6 erstellen mdchten, missen Sie NAE auf Aggregatebene
aktivieren. Aktivieren Sie die Verschlisselung auf Aggregatebene mit der VE-LizenzWeitere Informationen
zu dieser Aufgabe finden Sie unter.

* Ab ONTAP 9.7 werden neu erstellte Volumes standardmaRig verschlisselt, wenn Sie Gber das "VE-
Lizenz"integrierte oder externe Verschllisselungsmanagement verfigen. StandardmaRig sind neue
Volumes, die in einem NAE-Aggregat erstellt werden, vom Typ NAE anstatt von NVE aus.

° Wenn Sie in ONTAP 9 7 und neueren Versionen -encrypt true dem volume create Befehl
hinzufligen, um ein Volume in einem NAE-Aggregat zu erstellen, erhalt das Volume anstelle von NAE
eine NVE-Verschlisselung. Alle Volumes in einem NAE-Aggregat mussen entweder mit NVE oder NAE
verschlUsselt sein.

@ Klartext-Volumes werden in NAE-Aggregaten nicht unterstitzt.

Schritte

1. Erstellen Sie ein neues Volume, und geben Sie an, ob die Verschlisselung auf dem Volume aktiviert ist.
Wenn das neue Volume sich in einem NAE-Aggregat befindet, ist das Volume standardmaRig ein NAE-

Volume:
Zu erstellen... Befehl
Ein NAE Volume volume create -vserver SVM name -volume volume name

-aggregate aggregate name


https://docs.netapp.com/de-de/ontap/encryption-at-rest/configure-netapp-volume-encryption-concept.html
https://docs.netapp.com/de-de/ontap/encryption-at-rest/configure-netapp-volume-encryption-concept.html
https://docs.netapp.com/us-en/ontap-cli/
https://docs.netapp.com/de-de/ontap/encryption-at-rest/install-license-task.html
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Ein NVE Volume volume create -vserver SVM name -volume volume name
-aggregate aggregate name -encrypt true

In ONTAP 9.6 und friher, wo NAE nicht unterstitzt wird,
-encrypt true gibt an, dass das Volume mit NVE

@ verschlisselt werden soll. In ONTAP 9.7 und héher, wo Volumes
in NAE-Aggregaten erstellt werden, —encrypt true setzt den
Standardverschliisselungstyp von NAE auller Kraft, um
stattdessen ein NVE-Volume zu erstellen.

Nur-Text-Lautstarke volume create -vserver SVM name -volume volume name
-aggregate aggregate name -encrypt false

Erfahren Sie mehr Gber volume create in der "ONTAP-Befehlsreferenz".
2. Vergewissern Sie sich, dass Volumes fir die Verschlisselung aktiviert sind:
volume show -is-encrypted true

Erfahren Sie mehr Uber volume show in der "ONTAP-Befehlsreferenz".

Ergebnis

Wenn Sie einen KMIP-Server zum Speichern der Schlussel fur einen Node verwenden, ,sendet* ONTAP bei
der Verschlusselung eines Volumes automatisch einen Verschlisselungsschlissel an den Server.

Aktivieren Sie NAE oder NVE auf einem vorhandenen
ONTAP -Volume

Sie kdnnen die volume move start volume encryption conversion start
Verschlusselung fur ein vorhandenes Volume mit dem Befehl oder mit dem Befehl
aktivieren.

Uber diese Aufgabe

Sie kdnnen die volume encryption conversion start Befehl, um die Verschlisselung eines
vorhandenen Volumes direkt zu aktivieren, ohne das Volume an einen anderen Ort verschieben zu missen.
volume move start Befehl.

Aktivieren Sie die Verschlusselung auf einem vorhandenen Volume mit dem Befehl
zur Konvertierung der Volume-Verschliisselung

Sie kénnen die volume encryption conversion start Befehl, um die Verschlisselung eines
vorhandenen Volumes ,vor Ort“ zu aktivieren, ohne das Volume an einen anderen Speicherort verschieben zu
mussen.

Nachdem Sie eine Konvertierung gestartet haben, muss diese abgeschlossen sein. Falls wahrend des
Vorgangs ein Performance-Problem auftritt, kbnnen Sie den volume encryption conversion pause
Befehl ausfuhren, um den Vorgang anzuhalten, und den volume encryption conversion resume
Befehl, um den Vorgang fortzusetzen.


https://docs.netapp.com/us-en/ontap-cli/volume-create.html
https://docs.netapp.com/us-en/ontap-cli/volume-show.html

(D Sie kénnen nicht volume encryption conversion start zum Konvertieren eines
SnapLock-Volumes verwenden.

Schritte
1. Verschlisselung auf einem vorhandenen Volume aktivieren:

volume encryption conversion start -vserver SVM name -volume volume name
Erfahren Sie mehr Gber volume encryption conversion start in der "ONTAP-Befehlsreferenz".

Mit dem folgenden Befehl wird die Verschllisselung auf einem vorhandenen Volume aktiviert vol1:
clusterl::> volume encryption conversion start -vserver vsl -volume voll

Das System erstellt einen Verschllisselungsschlissel fir das Volume. Die Daten auf dem Volume werden
verschlUsselt.

2. Uberpriifen Sie den Status des Konvertierungsvorgangs:
volume encryption conversion show
Erfahren Sie mehr Gber volume encryption conversion show in der "ONTAP-Befehlsreferenz".

Mit dem folgenden Befehl wird der Status des Konvertierungsvorgangs angezeigt:

clusterl::> volume encryption conversion show

Vserver Volume Start Time Status

vsl voll 9/18/2017 17:51:41 Phase 2 of 2 is in progress.

3. Wenn der Konvertierungsvorgang abgeschlossen ist, Uberprifen Sie, ob das Volume fir die
Verschllsselung aktiviert ist:

volume show -is-encrypted true
Erfahren Sie mehr Uber volume show in der "ONTAP-Befehlsreferenz".

Der folgende Befehl zeigt die verschlisselten Volumes an clusterl:

clusterl::> volume show -is-encrypted true

Vserver Volume Aggregate State Type Size Available Used

vsl voll aggr2 online RWw 200GB 160.0GB 20%


https://docs.netapp.com/us-en/ontap-cli/volume-encryption-conversion-start.html
https://docs.netapp.com/us-en/ontap-cli/volume-encryption-conversion-show.html
https://docs.netapp.com/us-en/ontap-cli/volume-show.html

Ergebnis

Wenn Sie einen KMIP-Server zum Speichern der Schlussel fur einen Node verwenden, sendet ONTAP bei der
Verschlisselung eines Volumes automatisch ,schiebt® einen Verschlisselungsschlissel an den Server.

Aktivieren Sie die Verschliusselung auf einem vorhandenen Volume mit dem Befehl
Volume move Start

Sie kénnen die volume move start Verschlisselung mit dem Befehl durch das Verschieben eines
vorhandenen Volumes aktivieren. Sie kdnnen dasselbe oder ein anderes Aggregat verwenden.

Uber diese Aufgabe

* Ab ONTAP 9.8 kdnnen Sie volume move start die Verschlisselung auf einem SnapLock oder
FlexGroup Volume aktivieren.

* Wenn Sie ab ONTAP 9.4 ,cc-Mode" aktivieren, wenn Sie den integrierten Schllisselmanager einrichten,
volume move start werden die mit dem Befehl erstellten Volumes automatisch verschlisselt. Sie
mussen nicht angeben -encrypt-destination true.

» Ab ONTAP 9.6 kénnen Sie mithilfe der Verschllisselung auf Aggregatebene dem enthaltenden Aggregat
Schlissel zuweisen, damit die Volumes verschoben werden kénnen. Ein mit einem eindeutigen Schllssel
verschlisseltes Volume wird als ,NVE Volume* bezeichnet (d. h., es verwendet NetApp Volume
Encryption). Ein mit einem Aggregatschlissel verschlisseltes Volume wird als NAE Volume (fir NetApp
Aggregate Encryption) bezeichnet. Klartext-Volumes werden in NAE-Aggregaten nicht unterstitzt.

* Ab ONTAP 9.14.1 kénnen Sie ein SVM Root-Volume mit NVE verschlisseln. Weitere Informationen finden
Sie unter Konfiguration der NetApp-Volume-Verschlisselung auf einem SVM-Root-Volume.

Bevor Sie beginnen

Sie mussen ein Cluster-Administrator sein, um diese Aufgabe durchzuflihren, oder ein SVM-Administrator, an
den der Cluster-Administrator die Berechtigungen delegiert hat.

"Delegieren von Berechtigungen zum Ausfihren des Befehls zum Verschieben von Volumes"

Schritte

1. Verschieben Sie ein vorhandenes Volume und geben Sie an, ob die Verschlisselung auf dem Volume
aktiviert ist:

Konvertieren... Befehl
Ein Klartext-Volume auf ein NVE volume move start -vserver SVM name -volume
Volume volume name -destination-aggregate aggregate name

—encrypt-destination true

Ein NVE oder Klartext Volume auf  volume move start -vserver SVM name -volume
ein NAE Volume (vorausgesetzt, die volume name -destination-aggregate aggregate name

Verschlusselung auf -encrypt-with-aggr-key true
Aggregatebene ist auf dem
Zielsystem aktiviert)

Ein NAE-Volume auf ein NVE volume move start -vserver SVM name -volume
Volume volume name -destination-aggregate aggregate name
-encrypt-with-aggr-key false


https://docs.netapp.com/de-de/ontap/encryption-at-rest/delegate-volume-encryption-svm-administrator-task.html

Ein NAE Volume auf ein Klartext- volume move start -vserver SVM name -volume

Volume volume name -destination-aggregate aggregate name
—encrypt-destination false -encrypt-with-aggr-key
false

Ein NVE Volume auf ein Klartext-  volume move start -vserver SVM name -volume

Volume volume name -destination-aggregate aggregate name

—-encrypt-destination false

Erfahren Sie mehr Uber volume move start in der "ONTAP-Befehlsreferenz".

Mit dem folgenden Befehl wird ein Klartext-Volume vol1 mit dem Namen in ein NVE Volume konvertiert:

clusterl::> volume move start -vserver vsl -volume voll -destination

-aggregate aggr2 -encrypt-destination true

Wenn die Verschllsselung auf Aggregatebene auf dem Ziel aktiviert ist, konvertiert der folgende Befehl ein
NVE- oder nur-Text- "vol1 Volume mit dem Namen in ein NAE-Volume:

clusterl::> volume move start -vserver vsl -volume voll -destination
-aggregate aggr2 -encrypt-with-aggr-key true

Mit dem folgenden Befehl wird ein NAE-Volume vol2 mit dem Namen in ein NVE Volume konvertiert:

clusterl::> volume move start -vserver vsl -volume vol2 -destination
-aggregate aggr2 -encrypt-with-aggr-key false

Mit dem folgenden Befehl wird ein NAE-Volume vo12 mit dem Namen in ein Klartext-Volume konvertiert:

clusterl::> volume move start -vserver vsl -volume vol2 -destination

-aggregate aggr2 -encrypt-destination false -encrypt-with-aggr-key false

Mit dem folgenden Befehl wird ein NVE Volume mit dem Namen vol2 in ein Klartext-Volume konvertiert:

clusterl::> volume move start -vserver vsl -volume vol2 -destination
-aggregate aggr2 -encrypt-destination false

. Zeigen Sie den Verschlisselungstyp von Cluster Volumes an:

volume show -fields encryption-type none|volume|aggregate

Das encryption-type Feld ist ab ONTAP 9.6 verflgbar.


https://docs.netapp.com/us-en/ontap-cli/volume-move-start.html

Erfahren Sie mehr Uber volume show in der "ONTAP-Befehlsreferenz".

Der folgende Befehl zeigt den Verschlisselungstyp von Volumes in an cluster?2:

cluster2::> volume show -fields encryption-type

vserver volume encryption-type

vsl voll none
vs2 vol?2 volume
vs3 vol3 aggregate

3. Vergewissern Sie sich, dass Volumes fiir die Verschlisselung aktiviert sind:
volume show -is-encrypted true
Erfahren Sie mehr Gber volume show in der "ONTAP-Befehlsreferenz".

Der folgende Befehl zeigt die verschlisselten Volumes an cluster2:

cluster2::> volume show -is-encrypted true

Vserver Volume Aggregate State Type Size Available Used

vsl voll aggr2 online RW 200GB 160.0GB 20%

Ergebnis

Wenn Sie einen KMIP-Server zur Speicherung der Verschlisselungsschlissel fir einen Node verwenden,
Ubertragt ONTAP bei der Verschllisselung eines Volumes automatisch einen Verschlisselungsschlissel an
den Server.

Konfigurieren Sie NVE auf einem ONTAP SVM-Root-Volume

Ab ONTAP 9.14.1 kdnnen Sie die NetApp Volume Encryption (NVE) auf einem Storage
VM (SVM) Root-Volume aktivieren. Mit NVE wird das Root-Volume mit einem eindeutigen
SchlUssel verschlusselt, was fur mehr Sicherheit auf der SVM sorgt.

Uber diese Aufgabe
NVE auf einem SVM-Root-Volume kann nur aktiviert werden, nachdem die SVM erstellt wurde.

Bevor Sie beginnen

* Das SVM-Root-Volume darf sich nicht auf einem mit der NetApp-Aggregatverschlisselung (NAE)
verschlUsselten Aggregat befinden.

« Sie mlssen die Verschlisselung mit dem Onboard Key Manager oder einem externen Schlisselmanager
aktiviert haben.


https://docs.netapp.com/us-en/ontap-cli/volume-show.html
https://docs.netapp.com/us-en/ontap-cli/volume-show.html

» Sie mussen ONTAP 9.14.1 oder hoher ausfliihren.

* Um eine SVM, die ein mit NVE verschlisseltes Root-Volume enthalt, zu migrieren, missen Sie das SVM-
Root-Volume nach Abschluss der Migration in ein Klartextvolume konvertieren und anschliefiend das SVM-
Root-Volume neu verschlisseln.

> Wenn das Zielaggregat der SVM Migration NAE verwendet, Gbernimmt das Root-Volume
standardmafig NAE.

» Wenn sich die SVM in einer SVM-Disaster-Recovery-Beziehung befindet:

> Verschlisselungseinstellungen auf einer gespiegelten SVM werden nicht an das Ziel kopiert. Wenn Sie
NVE auf dem Quell- oder Zielsystem aktivieren, missen Sie NVE auf dem gespiegelten SVM Root-
Volume separat aktivieren.

o Wenn alle Aggregate im Ziel-Cluster NAE verwenden, verwendet das SVM Root-Volume NAE.

Schritte
Sie kénnen NVE auf einem SVM Root-Volume mit der ONTAP CLI oder mit System Manager aktivieren.

CLI

Sie kdnnen NVE auf dem Root-Volume der SVM aktivieren oder das Volume zwischen den Aggregaten
verschieben.

Verschliisseln Sie das Root-Volume
1. Konvertieren Sie das Root-Volume in ein verschliisseltes Volume:

volume encryption conversion start -vserver svm name -volume volume

2. Bestatigen Sie, dass die Verschliisselung erfolgreich war. In volume show -encryption-type
volume wird eine Liste aller Volumes mit NVE angezeigt.

Verschliisseln Sie das SVM-Root-Volume durch Verschieben
1. Volume-Verschiebung initiieren:

volume move start -vserver svm name -volume volume -destination-aggregate
aggregate -encrypt-with-aggr-key false -encrypt-destination true

Erfahren Sie mehr Uber volume move in der "ONTAP-Befehlsreferenz".

2. Bestatigen Sie den volume move erfolgreichen Vorgang mit dem volume move show Befehl. In
volume show -encryption-type volume wird eine Liste aller Volumes mit NVE angezeigt.

System Manager
1. Navigieren Sie zu Storage > Volumes.

2. Wahlen Sie neben dem Namen des SVM-Root-Volumes, das Sie verschlisseln mochten, : dann
Bearbeiten.

3. Wahlen Sie unter der Uberschrift Speicherung und Optimierung die Option Verschliisselung
aktivieren.

4. Wahlen Sie Speichern.


https://docs.netapp.com/us-en/ontap-cli/search.html?q=volume+move

Konfigurieren Sie NVE auf einem ONTAP -Knoten-Root
-Volume

Ab ONTAP 9.8 kdnnen Sie NetApp Volume Encryption zum Schutz des Root-Volumes
des Nodes verwenden.

Uber diese Aufgabe

(D Dieses Verfahren gilt fiir das Root-Volume des Nodes. Sie gilt nicht fiir SVM-Root-Volumes.
Root-Volumes der SVM kénnen durch Verschliisselung auf Aggregatebene gesichert werden,
undAb ONTAP 9.14.1 ist NVE der Fall

Sobald die Verschllisselung des Root-Volumes beginnt, muss sie abgeschlossen sein. Sie kdnnen den
Vorgang nicht unterbrechen. Nach Abschluss der Verschlisselung kénnen Sie dem Root-Volume keinen
neuen Schllssel zuweisen und keine sichere Loschung durchfihren.

Bevor Sie beginnen
* |hr System muss eine HA-Konfiguration verwenden.

* Das Root-Volume des Nodes muss bereits erstellt werden.

* |hr System muss Uber einen integrierten Schllisselmanager oder einen externen
Verschlisselungsmanagement-Server mit dem Key Management Interoperability Protocol (KMIP)
verfugen.

Schritte
1. Verschlisseln Sie das Root-Volume:

volume encryption conversion start -vserver SVM name -volume root vol name
2. Uberpriifen Sie den Status des Konvertierungsvorgangs:
volume encryption conversion show
3. Nach Abschluss des Konvertierungsvorgangs muss Uberprift werden, ob das Volume verschlisselt ist:
volume show -fields

Das folgende zeigt eine Beispielausgabe fir ein verschlisseltes Volume.

::> volume show -vserver xyz -volume vol0 -fields is-encrypted
vserver volume is-encrypted
Xy Z vol0 true
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Regierung unterliegt den Einschrankungen gemaf Unterabschnitt (b)(3) der Klausel ,Rights in Technical Data
— Noncommercial ltems* in DFARS 252.227-7013 (Februar 2014) und FAR 52.227-19 (Dezember 2007).

Die hierin enthaltenen Daten beziehen sich auf ein kommerzielles Produkt und/oder einen kommerziellen
Service (wie in FAR 2.101 definiert) und sind Eigentum von NetApp, Inc. Alle technischen Daten und die
Computersoftware von NetApp, die unter diesem Vertrag bereitgestellt werden, sind gewerblicher Natur und
wurden ausschlie3lich unter Verwendung privater Mittel entwickelt. Die US-Regierung besitzt eine nicht
ausschlieBliche, nicht Gbertragbare, nicht unterlizenzierbare, weltweite, limitierte unwiderrufliche Lizenz zur
Nutzung der Daten nur in Verbindung mit und zur Unterstitzung des Vertrags der US-Regierung, unter dem
die Daten bereitgestellt wurden. Sofern in den vorliegenden Bedingungen nicht anders angegeben, durfen die
Daten ohne vorherige schriftliche Genehmigung von NetApp, Inc. nicht verwendet, offengelegt, vervielfaltigt,
geandert, aufgefiihrt oder angezeigt werden. Die Lizenzrechte der US-Regierung fir das US-
Verteidigungsministerium sind auf die in DFARS-Klausel 252.227-7015(b) (Februar 2014) genannten Rechte
beschrankt.

Markeninformationen

NETAPP, das NETAPP Logo und die unter http://www.netapp.com/TM aufgefihrten Marken sind Marken von
NetApp, Inc. Andere Firmen und Produktnamen kénnen Marken der jeweiligen Eigentiimer sein.
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