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Benutzer managen

Lizenzen Zu Haben

Fügen Sie eine Lizenz hinzu

Wenn Sie gerade eine Lizenz für ein kostenpflichtiges Abonnement erhalten haben,
folgen Sie bitte Workflow für die ersten Schritte mit einem kostenpflichtigen Abonnement.
Sie geben Ihren Lizenzschlüssel als Teil des Workflows ein.

Wenn Sie SaaS Backup bereits verwenden, können Sie mit diesen Schritten zusätzliche Lizenzen hinzufügen.

Bildungsdomains können eine Lizenz für Lehrkräfte und eine separate Lizenz für Studierende haben.

Schritte

1.
Klicken Sie Auf  Im linken Navigationsbereich.

2.
Klicken Sie Auf  In der rechten Ecke.

3. Geben Sie die Lizenzinformationen ein.

4. Klicken Sie Auf Abonnement Validieren.

5. Klicken Sie Auf Weiter.

6. Klicken Sie Auf Speichern.

Die Abonnementinformationen aktualisieren

Nach dem Kauf einer Add-on-Lizenz oder einer Abonnementverlängerung können Sie
Ihre Abonnementdaten innerhalb von SaaS Backup aktualisieren.

Jede normale Benutzer-Mailbox, ob geschützt oder ungeschützt, verbraucht eine Lizenz.
Freigegebene Postfächer verbrauchen keine Lizenz.

Schritte

1. Klicken Sie im linken Navigationsbereich auf Services.

2.
Klicken Sie Auf  In der rechten Ecke.

3. Klicken Sie neben den Abonnementdetails auf Update.

4. Geben Sie denselben Benutzernamen und dasselbe Passwort ein, den Sie beim ersten Login verwendet
haben.

5. Klicken Sie Auf Absenden.

Freigabe einer Benutzerlizenz

Jeder normale oder Archiv-Mailbox-Benutzer, ob geschützt oder ungeschützt, verbraucht
eine Lizenz. Wenn eine Lizenz für einen bestimmten Benutzer nicht mehr benötigt wird,
können Sie die Lizenz freigeben, damit sie neu zugewiesen werden kann. Wenn eine
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Benutzerlizenz freigegeben wird, wird der Benutzer in die ungeschützte Stufe verschoben
und die Backups für diesen Benutzer werden eingestellt.

Freigegebene Postfächer verbrauchen keine Lizenz.

Schritte

1.
Klicken Sie Auf  Neben Ihrer SaaS Backup Benutzer-id oben links.

2. Wählen Sie KONTOEINSTELLUNGEN.

3. KLICKEN SIE AUF BEIBEHALTEN UND LÖSCHEN.

4. Geben Sie unter Release License den Kontonamen für den Benutzer ein, dessen Lizenz Sie freigeben
möchten.

5. Wenn das Konto gefunden wird, wählen Sie es in der Liste mit automatisch ausgefüllten Daten aus, und

klicken Sie auf .

6. Fügen Sie bei Bedarf weitere Konten hinzu.

7. Klicken Sie Auf Freigabe.

8. Klicken Sie auf Ja, geben Sie die Lizenz(en) frei.

9. Klicken Sie Auf Bestätigen.

Regeln

Neue Regeln erstellen

Anhand von Regeln können Sie Benutzer automatisch auf eine vorausgewählte Backup-
Tier basierend auf vordefinierten Kriterien verschieben.

Sie können Regeln für Microsoft Exchange Online, OneDrive for Business, SharePoint Online und Microsoft
Office 365 Gruppen erstellen.

Sie müssen einen benutzerdefinierten Filter auf Ihre Daten anwenden, bevor Sie eine Regel erstellen können.
Angewendete Filter werden unterhalb des Symbols Filter angezeigt. NetApp SaaS Backup für Microsoft 365
Standardfilter werden grau angezeigt. Benutzerdefinierte Filter werden hellblau

angezeigt.

Erstellen Sie einen benutzerdefinierten Filter

Sie können mehrere Regeln erstellen. Die Regeln werden in der Reihenfolge angewendet, in der sie in der
Liste Regeln verwalten angezeigt werden.

Schritte

1. Klicken Sie im Dashboard auf die oben genannte Zahl UNGESCHÜTZT in der Box des Dienstes, für den
Sie Regeln erstellen möchten.
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Wenn kein benutzererstellter Filter angewendet wird,  Wird nicht angezeigt.

2. Klicken Sie Auf Filter.

3. Klicken Sie auf das Dropdown-Menü Auswählen und wählen Sie Ihren Filter aus. Ein Suchfeld wird
angezeigt.

4. Geben Sie Ihre Suchkriterien ein.

5. Klicken Sie Auf Filter Anwenden.

6. Klicken Sie Auf Regel Erstellen.

7. Geben Sie einen Namen für die Regel ein.

8. Wählen Sie für Zielgruppe die Ebene aus, in die Benutzer verschoben werden sollen, die die Kriterien der
Regel erfüllen.

9. Wählen Sie auf vorhandene Elemente anwenden aus, wenn die Regel sofort auf alle ungeschützten
Elemente angewendet werden soll. Wenn diese Option nicht ausgewählt ist, wird die Regel bei der
nächsten Entdeckung neuer Elemente auf neu entdeckte Elemente und ungeschützte Elemente
angewendet.

10.

Wenn Sie mehrere Regeln haben, können Sie auf das klicken  Um eine Regel in der Liste nach oben
oder unten zu verschieben. Die Regeln werden in der Reihenfolge angewendet, in der sie in der Liste
angezeigt werden.

Vorhandene Regeln anwenden

Anhand von Regeln können Sie Benutzer automatisch auf eine vorausgewählte Backup-
Tier basierend auf vordefinierten Kriterien verschieben.

Sie können vorhandene Regeln auf ungeschützte Elemente anwenden, die Reihenfolge ändern, in der Regeln
angewendet werden, und Regeln löschen.

Schritte

1. Klicken Sie im Dashboard auf die oben genannte Zahl UNGESCHÜTZT in der Box des Dienstes, für den
Sie Regeln erstellen möchten.

2. Klicken Sie Auf Filter.
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3. Klicken Sie Auf Regeln. Die vorhandenen Regeln werden angezeigt.

4. Klicken Sie auf Jetzt anwenden, um die Regel auf vorhandene ungeschützte Elemente anzuwenden.

Regeln löschen

Wenn Sie keine bestehende Regel mehr benötigen, können Sie sie löschen. Wenn Sie
außerdem eine Sicherheitsgruppe löschen müssen, die in einer Regel verwendet wird,
müssen Sie die Regel mit der Sicherheitsgruppe löschen, bevor die Sicherheitsgruppe
entfernt werden kann.

Schritte

1. Klicken Sie im Dashboard auf die oben genannte Zahl UNGESCHÜTZT in der Box des Dienstes, für den
Sie Regeln erstellen möchten.

2. Klicken Sie Auf Filter.

3. Klicken Sie Auf Regeln. Die vorhandenen Regeln werden angezeigt.

4.
Klicken Sie Auf  Um die Regel zu löschen. Der Status der Elemente, auf die die Regel bereits
angewendet wurde, wird beim Löschen der Regel nicht geändert.

Sicherheitsgruppen

Fügen Sie Sicherheitsgruppen hinzu

Sicherheitsgruppen können als Filteroptionen verwendet werden, um Ihre Daten
anzuzeigen und Regeln zu erstellen.

Sie können bis zu 3 Sicherheitsgruppen hinzufügen. Sie können dann Ihre Sicherheitsgruppen als
Filteroptionen im SaaS Backup verwenden.

Neue Sicherheitsgruppen müssen durch AutoSync oder eine manuelle Synchronisierung erkannt werden,
bevor sie hinzugefügt werden können.https://docs.microsoft.com/en-us/office365/admin/email/create-edit-or-
delete-a-security-group?view=o365-worldwide["Erstellen, bearbeiten oder löschen Sie eine Sicherheitsgruppe
im Admin Center"].

Schritte

1. Klicken Sie auf KONTOEINSTELLUNGEN.

2. Klicken Sie auf SICHERHEITSGRUPPEN.

3. Geben Sie im Suchfeld den Namen der Sicherheitsgruppe ein, die Sie hinzufügen möchten.
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4. Klicken Sie Auf Hinzufügen.

Löschen von Sicherheitsgruppen

Wenn eine Sicherheitsgruppe in einer benutzerdefinierten Regel verwendet wird, kann sie
nicht gelöscht werden. Sie müssen die benutzerdefinierte Regel entfernen und dann die
Sicherheitsgruppe löschen.Regeln werden gelöscht

Schritte

1. Klicken Sie auf KONTOEINSTELLUNGEN.

2. Klicken Sie auf SICHERHEITSGRUPPEN.

3. Klicken Sie auf das Löschsymbol neben der Gruppe, die Sie entfernen möchten.
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