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Berechtigungen

Zusatzliche Servicekonten hinzuftigen

Bei Bedarf kdnnen Sie zusatzliche Service-Konten hinzufligen, um die Backup-
Performance zu verbessern. Mit Servicekonten konnen gleichzeitige Backups effizient
durchgefuhrt werden.

Schritte
1. Melden Sie sich beim Microsoft 365 Management Portal mit einem Konto mit Administratorrechten an.

2. Klicken Sie auf das Startsymbol der App und dann auf Admin.
3. Klicken Sie auf der linken Seite auf Benutzer und dann auf Aktive Benutzer.
4. Klicken Sie auf Benutzer hinzufiigen, um ein neues Konto zu erstellen.
5. Fullen Sie das Formular gemaf den Anweisungen unten aus.
> Verwenden Sie Lassen Sie mich das Passwort erstellen.

o Deaktivieren Sie Andern Sie das Passwort fiir diesen Benutzer, wenn er sich zum ersten Mal
anmelden.

o Wahlen Sie die Rolle Customized Administrator aus.
o Wahlen Sie Exchange Administrator und SharePoint Administrator aus.
o Wahlen Sie Benutzer ohne Produktlizenz erstellen.

6. Wenn Exchange-Backups mit neu erstellten Servicekonten ausgefiihrt werden sollen, weisen Sie diesen
neu erstellten Servicekonten die Exchange-Berechtigungen zu."Konfigurieren von Impersonationen”

@ SaaS Backup weist auf OneDrive und SharePoint Sites automatisch die Berechtigungen zu,
mussen sie also nicht zugewiesen werden.

@ Sie kdnnen Multi-Faktor-Autorisierung (MFA) fur dieses Konto aktivieren.

Synchronisieren Sie Benutzerberechtigungen mit Azure
Active Directory

Sie kénnen lhre Benutzerberechtigungen manuell mit Azure Active Directory aus SaaS
Backup fur Microsoft 365 synchronisieren.

Schritte

1.
Klicken Sie Auf (%" SERVICES [y jinken Navigationsbereich.
2. Klicken Sie auf den Link Microsoft 365.

I:] Microsoft Office 365 >

3. Klicken Sie Auf Berechtigungen Neu Entdecken.
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Wenn Berechtigungen flr einen Dienst erkannt werden, wird der Dienst mit der Option aktiv angezeigt.

Erteilen Sie Berechtigungen fur die Aktivierung von
freigegebenen Mailboxen

Sie kdnnen Berechtigungen zum Aktivieren von freigegebenen Mailboxen innerhalb von
NetApp SaaS Backup fur Microsoft 365 erteilen.

Schritte
1.
Klicken Sie Auf (%" SERVICES | jinken Navigationsbereich.
2. Klicken Sie auf den Link Microsoft 365.

I:] Microsoft Office 365 >

Klicken Sie Auf Zustimmung Erteilen.

A

COMNSENT

Sie werden zur Authentifizierung auf die Azure-Autorisierungsseite umgeleitet.

. Wahlen Sie Ihr Mandantenkonto aus.

. Die Berechtigungen akzeptieren. |Ihre freigegebenen Postfacher werden wahrend des nachsten

geplanten Auto Sync erkannt oder Sie kdnnen eine Sync Now durchfihren. Wenn Sie Jetzt
synchronisieren, dauert es ein paar Minuten, bis lhre gemeinsamen Mailboxen entdeckt werden.

. Um auf freigegebene Postfacher nach einem Auto Sync oder einem Sync Now zuzugreifen, gehen Sie

wie folgt vor:

& Klicken Sie Auf (25" SERVICES | jinken Navigationsbereich.
b. Klicken Sie Auf Microsoft Exchange Online.

c. Klicken Sie auf die Anzahl ungesicherter Mailboxen.

d. Klicken Sie auf die Registerkarte Shared.
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