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Einstellungen verwalten

Backup-Richtlinien

SaaS Backup für Microsoft 365 verfügt über drei vordefinierte Tiers von Backup-
Richtlinien. Diese Richtlinieebenen variieren in der Backup-Häufigkeit und dem
Aufbewahrungszeitraum, je nachdem, ob Sie SaaS Backup Storage oder BYOS
verwenden.

Sie können Daten zwischen den drei Richtlinien verschieben, jedoch können Sie keine neuen Richtlinien
erstellen oder die Parameter der vordefinierten Tiers ändern.

Backup-Richtlinien für von SaaS Backup bereitgestellten Storage

Backup-Richtlinie Sicherungshäufigkeit Standardaufbewahrungszeitraum
für Daten

Tier 1 Einmal alle 12 Stunden 3 Jahre

Ebene 2 Einmal alle 18 Stunden 3 Jahre

Ebene 3 Einmal alle 24 Stunden 3 Jahre

Als Administrator können Sie den Aufbewahrungszeitraum für über SaaS Backup
bereitgestellten Storage bis zu einem unbegrenzten Zeitraum ändern. Bei aktivem Abonnement
speichert SaaS Backup die Backup-Daten für den Aufbewahrungszeitraum.

Backup-Richtlinien für BYOS

BYOS ist nur für bestehende Kunden vorgesehen.

Backup-Richtlinie Sicherungshäufigkeit Standardaufbewahrungszeitraum
für Daten

Tier 1 Einmal alle 12 Stunden Unbegrenzt

Ebene 2 Einmal alle 18 Stunden Unbegrenzt

Ebene 3 Einmal alle 24 Stunden Unbegrenzt

Backup-Einstellungen

Sie können Ihre Backup-Einstellungen aktualisieren, um verschiedene Backup-Optionen
zu steuern. Die verfügbaren Backup-Einstellungen variieren je nach Service.

Backup-Einstellungen pro Service
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Backup-
Einstellu
ng

Beschreibung Aktiviert Verfügbar in…

Automati
sche
Synchron
isierung

Aktiviert die automatische geplante Synchronisierung
von neu hinzugefügten oder gelöschten Benutzern,
OneDrives oder Websitesammlungen alle 24 Stunden.

Standardmäßig • Microsoft
Exchange
Online

• Microsoft
SharePoint
Online

• Microsoft
OneDrive für
Unternehmen

• Microsoft 365
Gruppen

Aktiviere
n Sie
OneNote
Backup

Ermöglicht die Sicherung von OneNote-Notebooks. Manuell • Microsoft
SharePoint
Online

• Microsoft
OneDrive für
Unternehmen

Aktiviere
n Sie die
Wiederh
erstellun
g
wiederhe
rstellbare
r Objekte

Ermöglicht dem Benutzer, wiederherstellbare Elemente
von Microsoft Exchange wiederherzustellen.

Manuell • Microsoft
Exchange
Online

Backup
von
wiederhe
rstellbare
n
Elemente
n
aktiviere
n

Ermöglicht das Backup von Microsoft Exchange
wiederherstellbaren Elementen. Nur die Tier 1-Backup-
Richtlinie ermöglicht das Backup wiederherstellbarer
Elemente.

Manuell • Microsoft
Exchange
Online

Inklusive
Workflow
s

Umfasst Workflows im Backup. Manuell • Microsoft
SharePoint
Online

• Microsoft 365
Gruppen
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Backup-
Einstellu
ng

Beschreibung Aktiviert Verfügbar in…

Listenan
sichten
Einschlie
ßen

Enthält Listenansichten im Backup. Manuell • Microsoft
SharePoint
Online

• Microsoft 365
Gruppen

Versions
verlauf
Einschlie
ßen

Ermöglicht die Wartung mehrerer Dateiversionen im
Backup.

Diese Einstellung gilt nur für einzelne
Dateien. Sie gilt nicht für ganze Ordner,
Ebenen oder Dienste.

Standardmäßig • Microsoft
SharePoint
Online

• Microsoft
OneDrive für
Unternehmen

• Microsoft 365
Gruppen

Anzahl
der
Versione
n

Legt die Anzahl der zu pflegen Backup-Dateiversionen
fest. Standardmäßig wird die aktuellste Version
automatisch gesichert, auch wenn diese Einstellung
nicht aktiviert ist.

Sind standardmäßig
auf 20 festgelegt

• Microsoft
SharePoint
Online

• Microsoft
OneDrive für
Unternehmen

• Microsoft 365
Gruppen

Backup-Einstellungen aktualisieren

Schritte

1. Klicken Sie im linken Navigationsbereich auf Services.

2. Klicken Sie Auf Microsoft 365.

3.
Klicken Sie unter Dienste verwalten auf das Symbol Backup-Einstellungen  Neben dem Dienst, den
Sie aktualisieren müssen. Eine Liste der für den ausgewählten Dienst verfügbaren Backup-Einstellungen
wird angezeigt.

4. Wählen Sie die gewünschten Backup-Einstellungen aus.

5. Klicken Sie Auf Bestätigen.
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Legen Sie Benachrichtigungen fest

Sie können Benutzer zu Kontobenachrichtigungen hinzufügen und anschließend die
einzelnen Benachrichtigungen auswählen, die jeder Benutzer erhalten soll. Sie können
beispielsweise auswählen, dass ein Benutzer bei jedem Wiederherstellungsfehler eine E-
Mail-Benachrichtigung erhält.

Schritte

1. Klicken Sie auf KONTOEINSTELLUNGEN.

2. Klicken Sie auf BENACHRICHTIGUNGSVERWALTUNG.

3. Geben Sie die E-Mail-Adresse des Kontos ein, das Sie Benachrichtigungen erhalten möchten.

4. Klicken Sie Auf Benachrichtigungen Hinzufügen. Der Benutzer wird in der Liste der Konten für
Benachrichtigungen hinzugefügt.

5. Wählen Sie die einzelnen Benachrichtigungen aus, die der Benutzer empfangen soll.

6. Klicken Sie Auf Speichern.

Berechtigungen

Zusätzliche Servicekonten hinzufügen

Bei Bedarf können Sie zusätzliche Service-Konten hinzufügen, um die Backup-
Performance zu verbessern. Mit Servicekonten können gleichzeitige Backups effizient
durchgeführt werden.

Schritte

1. Melden Sie sich beim Microsoft 365 Management Portal mit einem Konto mit Administratorrechten an.

2. Klicken Sie auf das Startsymbol der App und dann auf Admin.

3. Klicken Sie auf der linken Seite auf Benutzer und dann auf Aktive Benutzer.

4. Klicken Sie auf Benutzer hinzufügen, um ein neues Konto zu erstellen.

5. Füllen Sie das Formular gemäß den Anweisungen unten aus.

◦ Verwenden Sie Lassen Sie mich das Passwort erstellen.

◦ Deaktivieren Sie Ändern Sie das Passwort für diesen Benutzer, wenn er sich zum ersten Mal
anmelden.

◦ Wählen Sie die Rolle Customized Administrator aus.

◦ Wählen Sie Exchange Administrator und SharePoint Administrator aus.

◦ Wählen Sie Benutzer ohne Produktlizenz erstellen.

6. Wenn Exchange-Backups mit neu erstellten Servicekonten ausgeführt werden sollen, weisen Sie diesen
neu erstellten Servicekonten die Exchange-Berechtigungen zu."Konfigurieren von Impersonationen"

SaaS Backup weist auf OneDrive und SharePoint Sites automatisch die Berechtigungen zu,
müssen sie also nicht zugewiesen werden.

Sie können Multi-Faktor-Autorisierung (MFA) für dieses Konto aktivieren.
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Synchronisieren Sie Benutzerberechtigungen mit Azure Active Directory

Sie können Ihre Benutzerberechtigungen manuell mit Azure Active Directory aus SaaS
Backup für Microsoft 365 synchronisieren.

Schritte

1.
Klicken Sie Auf  Im linken Navigationsbereich.

2. Klicken Sie auf den Link Microsoft 365.

3. Klicken Sie Auf Berechtigungen Neu Entdecken.

Wenn Berechtigungen für einen Dienst erkannt werden, wird der Dienst mit der Option aktiv angezeigt.

Erteilen Sie Berechtigungen für die Aktivierung von freigegebenen Mailboxen

Sie können Berechtigungen zum Aktivieren von freigegebenen Mailboxen innerhalb von
NetApp SaaS Backup für Microsoft 365 erteilen.

Schritte

1.
Klicken Sie Auf  Im linken Navigationsbereich.

2. Klicken Sie auf den Link Microsoft 365.

3. Klicken Sie Auf Zustimmung Erteilen.

Sie werden zur Authentifizierung auf die Azure-Autorisierungsseite umgeleitet.

4. Wählen Sie Ihr Mandantenkonto aus.

5. Die Berechtigungen akzeptieren. Ihre freigegebenen Postfächer werden während des nächsten
geplanten Auto Sync erkannt oder Sie können eine Sync Now durchführen. Wenn Sie Jetzt
synchronisieren, dauert es ein paar Minuten, bis Ihre gemeinsamen Mailboxen entdeckt werden.

6. Um auf freigegebene Postfächer nach einem Auto Sync oder einem Sync Now zuzugreifen, gehen Sie
wie folgt vor:

a.
Klicken Sie Auf  Im linken Navigationsbereich.

b. Klicken Sie Auf Microsoft Exchange Online.
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c. Klicken Sie auf die Anzahl ungesicherter Mailboxen.

d. Klicken Sie auf die Registerkarte Shared.

Rollenbasierter Kontozugriff

Zuweisen von Administratorrollen zu Benutzerkonten

Sie können Benutzerkonten Administratorrollen zuweisen, um ausgewählten Benutzern
Administratorrechte für einen oder mehrere Dienste zu gewähren.

Sie können Benutzern die folgenden Rollen zuweisen:

• Global Tenant: Gewährt allen Services, Speicherzielen und Lizenzaktualisierungen Administratorrechte
(Erneuerung/Upgrade).

• Exchange Administrator: Gewährt nur Microsoft Exchange Online Administratorrechte. Andere Dienste
können nicht angezeigt oder geändert werden.

• OneDrive Administrator: Gewährt nur Microsoft OneDrive for Business Administratorrechte. Andere
Dienste können nicht angezeigt oder geändert werden.

• SharePoint Administrator: Erteilt nur Microsoft SharePoint Online Administratorrechte. Andere Dienste
können nicht angezeigt oder geändert werden.

Schritte

1.
Klicken Sie auf das Einstellungssymbol  Neben Ihrer Benutzer-ID oben links auf dem Bildschirm.

2. Klicken Sie auf KONTOEINSTELLUNGEN.

3. Klicken Sie auf ROLLENVERWALTUNG.

4.
Klicken Sie auf das  Symbol.

5. Geben Sie die E-Mail-Adresse für den Benutzer ein, den Sie hinzufügen möchten.

6. Klicken Sie auf das Dropdown-Menü, um die Rolle auszuwählen. Sie können einem Benutzer eine oder
mehrere Rollen zuweisen.

7. Klicken Sie Auf Bestätigen.

Aktualisieren von Administratorrollen, die Benutzerkonten zugewiesen sind

Wenn ein Update an den Administratorrollen eines Benutzers vorgenommen wird, wird
der Benutzer automatisch von SaaS Backup für Microsoft 365 abgemeldet. Wenn sich
der Benutzer wieder anmeldet, werden Aktualisierungen der Administratorrolle im Konto
des Benutzers angezeigt.

Schritte

1.
Klicken Sie auf das Einstellungssymbol  Neben Ihrer Benutzer-ID oben links auf dem Bildschirm.

2. Klicken Sie auf KONTOEINSTELLUNGEN.

3. Klicken Sie auf ROLLENVERWALTUNG.

4. Klicken Sie neben dem Benutzernamen, den Sie aktualisieren möchten, auf Benutzer aktualisieren.
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5. Klicken Sie auf das Dropdown-Menü, um die Rolle auszuwählen. Sie können einem Benutzer eine oder
mehrere Rollen zuweisen.

6. Klicken Sie Auf Bestätigen.

Löschen Sie alle Administratorrollen aus einem Benutzerkonto

Wenn alle Administratorrollen aus einem Benutzerkonto gelöscht werden, wird der
Benutzer automatisch von SaaS Backup für Microsoft 365 abgemeldet.

Schritte

1.
Klicken Sie auf das Einstellungssymbol  Neben Ihrer Benutzer-ID oben links auf dem Bildschirm.

2. Klicken Sie auf KONTOEINSTELLUNGEN.

3. Klicken Sie auf ROLLENVERWALTUNG.

4. Klicken Sie neben dem Benutzernamen, den Sie entfernen möchten, auf Benutzer löschen.

5. Klicken Sie Auf Ja.
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