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Service-Management

Aktivieren Sie einen Dienst

Bei Bedarf können Sie einen oder mehrere SaaS Backup für Microsoft 365-Dienste
aktivieren. Microsoft Exchange Online oder Microsoft SharePoint Online müssen aktiviert
sein, bevor Sie Microsoft 365-Gruppen aktivieren können.

Schritte

1.
Klicken Sie Auf  Im linken Navigationsbereich.

2. Klicken Sie auf den Link Microsoft 365.

3. Klicken Sie neben dem Dienst, den Sie aktivieren möchten, auf Aktivieren.

4. Klicken Sie Auf Bestätigen.

Deaktivieren eines Dienstes

Bei Bedarf können Sie eine oder mehrere Ihrer SaaS Backup für Microsoft 365-Dienste
deaktivieren. Wenn Sie einen Service deaktivieren, werden alle damit verbundenen
Zeitpläne entfernt und es wird kein weiteres Backup durchgeführt. Sie können weiterhin
das letzte Backup anzeigen, das vor der Deaktivierung aufgetreten ist, und weiterhin
Wiederherstellungen durchführen.

Schritte

1.
Klicken Sie Auf  Im linken Navigationsbereich.

2. Klicken Sie auf den Link Microsoft 365.

3.

Klicken Sie Auf  Neben dem Dienst, den Sie deaktivieren möchten.

4. Klicken Sie Auf Bestätigen.

Aktivieren Sie den Support

Bei Erwerb von SaaS Backup über NetApp ist der Support standardmäßig aktiviert. Wenn
Sie SaaS Backup über einen Cloud Marketplace wie AWS erworben haben, müssen Sie
den Support aktivieren. Durch die Aktivierung des Supports können Sie über das Telefon-
, Online-Chat- oder Web-Ticketing-System auf technischen Support zugreifen.

Wenn Sie ein Upgrade von einer Testversion von SaaS Backup durchführen, können Sie den Support
entweder vor oder nach Abschluss des Upgrade-Prozesses aktivieren.
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Bevor Sie beginnen

Um den Support zu aktivieren, müssen Sie über eine NetApp SSO-Benutzer-ID und ein Passwort verfügen.
Wenn Sie kein NetApp SSO-Konto besitzen, besuchen Sie http://register.netapp.com Um sich für eine zu
registrieren. Nach Bearbeitung Ihrer Anfrage erhalten Sie eine E-Mail-Benachrichtigung mit Ihren NetApp
SSO-Anmeldedaten. Es dauert etwa 24 Stunden, die Anfrage zu bearbeiten und die E-Mail-Benachrichtigung
zu senden.

Schritte

1.
Klicken Sie Auf  Im linken Navigationsbereich.

2.
Klicken Sie auf das Einstellungssymbol .

3. Klicken Sie im Feld Support aktivieren auf Aktivieren.

4. Geben Sie Ihren NetApp SSO-Benutzernamen und Ihr Passwort ein.

5. Klicken Sie Auf Aktivieren.

Der Support-Status lautet jetzt aktiv.

Erkennung neuer Mailboxen, Sites und Gruppen

Neue Postfächer (einschließlich freigegebene und archivierte Postfächer), Standorte,
Gruppen und Teams, die von SaaS Backup entdeckt werden müssen, müssen zwischen
SaaS Backup und Ihrem Microsoft 365 Konto synchronisiert werden. Standardmäßig
erfolgt die Synchronisierung automatisch alle 24 Stunden. Wenn Sie jedoch Änderungen
vornehmen und die Erkennung vor dem nächsten geplanten Auto Sync durchführen
möchten, können Sie eine sofortige Synchronisierung starten.

Schritte

1.
Klicken Sie Auf  Im linken Navigationsbereich.

2.
Klicken Sie auf das Symbol für die Microsoft 365-Einstellungen.

3. Klicken Sie neben dem Dienst, den Sie synchronisieren möchten, auf Jetzt synchronisieren.

Neue Benutzer, freigegebene Postfächer und Archivmailboxen werden erkannt und in einem
ungeschützten Zustand hinzugefügt. Wenn neu erkannte Benutzer, freigegebene Postfächer oder
Archivmailboxen gesichert werden sollen, müssen Sie die Sicherungsrichtlinie der Benutzer von
ungeschützt in eine der vordefinierten Tier-Gruppen ändern.

4. Klicken Sie Auf Bestätigen.

5. Klicken Sie auf Auftragsfortschritt anzeigen, um den Fortschritt zu überwachen. Wenn der Job
abgeschlossen ist, können Sie unter Zuletzt abgeschlossene Aufträge auf den Job klicken, um die
Anzahl der Benutzer anzuzeigen, die während der Synchronisierung hinzugefügt oder entfernt wurden.
Änderungen an Benutzerkonten werden wie folgt angezeigt:

◦ Neu entdeckte Benutzer gibt die Anzahl unveränderter Benutzerkonten an.

◦ Deaktivierte Benutzer gibt die Anzahl der gelöschten Benutzerkonten an.

◦ Neu hinzugefügte Benutzer gibt die Anzahl neuer Benutzerkonten an.
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Löschen Sie einen Benutzer, eine Websitesammlung oder
eine Microsoft 365-Gruppe

Sie können alle Daten, die einem Benutzer, einer Websitesammlung oder einer Microsoft
365-Gruppe zugeordnet sind, vollständig entfernen. Gelöscht Daten können sieben Tage
lang wiederhergestellt werden. Nach sieben Tagen werden die Daten dauerhaft gelöscht
und die Benutzerlizenz wird automatisch freigegeben.

Schritte

1.
Klicken Sie auf das Konfigurationssymbol  Neben Ihrer SaaS Backup Benutzer-id oben links.

2. Wählen Sie KONTOEINSTELLUNGEN.

3. KLICKEN SIE AUF BEIBEHALTEN UND LÖSCHEN.

4. Wählen Sie unter Daten löschen im Dropdown-Menü die Option Art des Dienstes (Exchange, OneDrive
oder SharePoint) aus.

5. Suchen Sie nach dem Benutzer, der Websitesammlung oder der Microsoft 365-Gruppe, die Sie löschen
möchten. Geben Sie für Microsoft Exchange Online oder OneDrive for Business den Namen des
Benutzers oder der Microsoft 365-Gruppe ein. Geben Sie für SharePoint Online den Namen der
Websitesammlung ein. + HINWEIS: Wenn der Benutzer eine Archiv-Mailbox hat, wird der Benutzername
der Archiv-Mailbox durch "in-Place Archive" vorfixiert.

6.
Wenn das Suchergebnis wieder angezeigt wird, klicken Sie auf das  So wählen Sie den Benutzer, die
Websitesammlung oder die Microsoft 365-Gruppe aus.

7. Klicken Sie Auf Speichern.

8. Klicken Sie auf Ja, um zu bestätigen, dass Sie die Daten löschen möchten.

Moderne Authentifizierung Aktivieren

Microsoft 365 zielt auf Oktober 2021 ab, um die grundlegende Authentifizierung in
Exchange Online zu depretieren. Nach Abschreibungsfehlern können Ausfälle der
Erkennung für Microsoft 365 Gruppen sowie für freigegebene und archivierte Postfächer
auftreten.

Sie können die moderne Authentifizierung jederzeit aktivieren.

Neue Kunden müssen nichts Unternehmen. Moderne Authentifizierung ist aktiviert, wenn Sie sich anmelden.

Bestehende Kunden müssen Maßnahmen ergreifen. Befolgen Sie die folgenden Anweisungen, um die
moderne Authentifizierung zu aktivieren.

Um die moderne Authentifizierung zu aktivieren, melden Sie sich mit Ihren Anmeldedaten für
das Mandantenkonto an. Der Kontoname ist in den Service-Einstellungen von Microsoft 365 zu
finden (siehe Option 2 Schritte unten). Stellen Sie sicher, dass die globale Administratorrolle
diesem Konto zugewiesen ist. Nachdem die moderne Authentifizierung erfolgreich aktiviert
wurde, können Sie die Rolle „globaler Administrator“ aus dem Administratorbenutzer entfernen.

Option 1 in Schritten
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1. Melden Sie sich bei SaaS Backup für Microsoft 365 an. Die folgende Meldung wird
angezeigt.

2. Wählen Sie Bestätigen, um die moderne Authentifizierung zu aktivieren.

3. Alle Berechtigungen akzeptieren. Moderne Authentifizierung ist jetzt aktiviert. Das ZZZ config Service-
Konto wurde entfernt.

Option 2 in Schritten

1. Unter SaaS Backup for Microsoft 365 finden Sie Einstellungen > Serviceeinstellungen > Microsoft 365-

Serviceeinstellungen.

2. Wählen Sie Moderne Authentifizierung Aktivieren
.

3. Alle Berechtigungen akzeptieren. Moderne Authentifizierung ist jetzt aktiviert. Das ZZZ config Service-
Konto wurde entfernt.
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Wenn Sie eine Fehlerbenachrichtigung erhalten, können Sie erneut versuchen, die moderne Authentifizierung
zu aktivieren.

Support erhalten Sie per E-Mail an saasbackupsupport@netapp.com.

Weitere Informationen finden Sie unter "Basic Authentication and Exchange Online – Update für September
2021".
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