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Migrieren

Migrationsoptionen und unterstutzte Pfade

Mithilfe der SnapCenter Windows PowerShell Cmdlets kdnnen Sie die Metadaten des
SnapCenter Plug-in fur VMware vSphere vom Windows-basierten SnapCenter Server auf
das Linux-basierte SnapCenter Plug-in fur die virtuelle Appliance VMware vSphere
migrieren.
Migrationsoptionen
Es gibt zwei Migrationsoptionen:

* Migration von SnapCenter

Sie mussen Metadaten fiir Folgendes aus Windows-basierten SnapCenter migrieren:

> VM-konsistente Backups, die vom SnapCenter Plug-in fir VMware vSphere durchgefiihrt wurden,
wenn das Plug-in als Windows-basierte Komponente von SnapCenter ausgefiihrt wurde.

o Applikationskonsistente Datensicherungsmetadaten von virtualisierten Datenbanken oder
Dateisystemen, die durch ein applikationsbasiertes Plug-in von SnapCenter mit Unterstlitzung durch
das SnapCenter Plug-in fur VMware vSphere durchgeflhrt wurden, wenn das Plug-in als Windows-
basierte Komponente von SnapCenter ausgefuhrt wurde.

Zur Migration verwenden Sie das Cmdlet "Windows SnapCenter PowerShell" invoke-
SCVOVAMigration.

Sie kdnnen Metadaten nur von SnapCenter 4.0 oder héher migrieren.
* Migration von VSC

Sie kénnen VSC 6.2.x (SMVI) Metadaten fur Backup-Jobs migrieren, die nicht in SnapCenter integriert
sind.

Far die Migration verwenden Sie das NetApp ToolChest: NetApp Import Utility fir SnapCenter und die
Virtual Storage Console. Denken Sie daran, die Migrationsoption VSC zu SnapCenter auszuwahlen.

Metadaten lassen sich nur zu vorhandenen Backups migrieren. Wenn Sie beispielsweise keine Backups

haben, kdnnen Sie nicht nur Richtlinien migrieren.

Unterstutzte Migrationspfade

Siehe "SnapCenter Plug-in fiur VMware vSphere — Versionsinformationen" Weitere Informationen zu
unterstitzten Upgrade- und Migrationspfaden.

Migrationsubersicht

Der Migrationsbefehl migriert nur Metadaten von SnapCenter 4.0 und héher. Wenn Sie
eine frihere Version von SnapCenter verwenden, mussen Sie vor der Migration zuerst
ein Upgrade durchfihren.


https://docs.netapp.com/de-de/sc-plugin-vmware-vsphere-45/scpivs44_release_notes.html

Was wird migriert

SnapCenter-Metadaten, die Storage-Systeme, benutzerdefinierte Drosselungen und E-Mail-Einstellungen in
der SnapCenter Konfigurationsdatei, Richtlinien, Ressourcengruppen, Backup-Metadaten und Mounts umfasst
(Die Migration schlagt fehl, wenn sie Prescripts oder Postscripts verwendet.)

Was nicht migriert wird

* Pre- und Post-Scripts, die fiir Ressourcengruppen konfiguriert sind

* Wiederherstellung von aktiven Gastdateien, Anmeldedaten fur die Wiederherstellung von Gastdateien und
Proxy-VMs

* Benutzerdefinierte Konfigurationseinstellungen im scbr.override Konfigurationsdatei

» Wenn Sie die Migration starten, wenn eine Sitzung zur Wiederherstellung einer Gastdatei aktiv ist, wird die
Sitzung geloscht und die angehangte Festplatte wird nicht abgehangt. Sie miissen die angehangte
Festplatte moglicherweise manuell [6schen.

SnapCenter-Hosts werden ausgesetzt

Um eine erfolgreiche Migration zu gewahrleisten, werden mit dem Migrationsbefehl alle bei SnapCenter
registrierten Hosts unterbrochen. Nach Abschluss der Migration werden die SnapCenter-Hosts wieder
aufgenommen.

Wo Metadaten gespeichert werden

Metadaten fir applikationsbasierte VMDK-Backups werden im SnapCenter Server-Repository gespeichert.
Metadaten flr VM- und Datastore-Backups werden im SnapCenter VMware Plug-in MySQL Repository
gespeichert.

Migrations-Workflow

Sie mussen das Windows PowerShell Cmdlet verwenden invoke-SCVOVAMigration FUr jede Instanz des
SnapCenter VMware Plug-ins, das bei SnapCenter registriert ist.

Das Cmdlet fuhrt Folgendes aus:

1. Setzt alle Zeitplane aus, um Fehler bei der Migration zu vermeiden. Nach einer erfolgreichen Migration
werden die Zeitplane automatisch wieder aktiviert.

2. Migriert Storage-Verbindungen und Metadaten

3. Erstellung von Backup-Zeitplanen flr Backups nach der Migration

4. Deinstalliert das vorhandene SnapCenter Plug-in fur VMware vSphere vom Windows Host.
Wenn das SnapCenter VMware Plug-in auf dem SnapCenter Server Host installiert ist und der Schutz fir
das SnapCenter Repository konfiguriert ist, wird bei der Migration auch das auf Windows basierende Plug-
in-Paket, das das SnapCenter Plug-in fir VMware vSphere und das SnapCenter Plug-in fir Windows
enthalt, deinstalliert. Anschlie3end wird die neueste Version des SnapCenter-Plug-ins fir Windows neu
installiert, um den Repository-Schutz zu unterstitzen. Der Host-Typ in der SnapCenter-GUI andert sich von
,vsphere® zu ,Windows*.

5. Entfernt den vSphere-SnapCenter und die Ressourcengruppen aus dem Windows Server.

6. Aktiviert die Sicherungsjobs auf dem Linux-basierten SnapCenter VMware Plug-in.



7. Registrieren des vSphere Hosts fur das SnapCenter VMware Plug-in mit SnapCenter, um
applikationsspezifische Backups von virtualisierten Datenbanken und Dateisystemen zu unterstitzen
(Anwendung uber VMDK-Backups).

Voraussetzungen fur die Migration

Stellen Sie vor der Migration zum SnapCenter Plug-in fur VMware vSphere sicher, dass
alle Voraussetzungen erfullt sind.

» Sie mussen SnapCenter Server 4.2 oder héher ausflhren.
» Sie mussen Administratoranmeldedaten verwenden.

» Das SnapCenter Plug-in fur die virtuelle VMware vSphere Appliance muss mit aktiviertem SnapCenter
VMware Plug-in und einer Registrierung in vCenter implementiert werden.

* Auf dem SnapCenter VMware Plug-in Dashboard muss der Status des SnapCenter Plug-ins fir VMware
vSphere ,verbunden® sein.

« Sie missen einen Linux-Typ als Anmeldedaten mit dem Konto erstellt haben, das bei der Bereitstellung
des SnapCenter-VMware-Plug-ins angegeben wurde.

+ Alle Wiederherstellungs-Sessions von Gastdateien missen geldéscht werden.
» SnapCenter-Hosts mussen mit IP-Adressen und nicht vollstandig qualifizierten Domanennamen (FQDN)
konfiguriert sein.

In einer Linked-Modus-Umgebung mussen Sie alle verknUpften Knoten zusammen migrieren.

* Die Namen fiir Storage-VMs mussen fir Management-LIFs aufgelést werden. Wenn Sie hinzufligen etc
Host-Eintrage fur Speicher-VM-Namen in SnapCenter missen Sie Uberprifen, dass sie auch von der
virtuellen Appliance aus l6sbar sind.

Migration vom Windows-basierten SnapCenter Plug-in fur
VMware vSphere

Wenn Sie das Windows-basierte VMware Plug-in fur SnapCenter verwenden und die
Funktionen des SnapCenter Plug-ins fur die virtuelle VMware vSphere Appliance nutzen
mochten, miussen Sie die virtuelle Appliance implementieren und Ihre Backup-Metadaten
migrieren.

Bevor Sie beginnen
* |hre Backups von virtualisierten Datenbanken und Dateisystemen missen in SnapCenter integriert sein.

* Wenn es sich bei dem SnapCenter Server um eine VM handelt, empfiehlt es sich, vor einem Upgrade
einen VMware basierten Snapshot zu erstellen.

« Stellen Sie sicher, dass der SnapCenter-Server aktualisiert wird. Siehe "SnapCenter Plug-in fir VMware
vSphere — Versionsinformationen" Weitere Informationen zu unterstitzten Upgrade-Pfaden.

Uber diese Aufgabe
Es gibt vier grundlegende Schritte:

1. Laden Sie das SnapCenter Plug-in fir VMware vSphere herunter . ova Datei:


https://docs.netapp.com/de-de/sc-plugin-vmware-vsphere-45/scpivs44_release_notes.html
https://docs.netapp.com/de-de/sc-plugin-vmware-vsphere-45/scpivs44_release_notes.html

2. Unterbrechen Sie Backup-Jobs fir das Windows-basierte SnapCenter VMware Plug-in.
3. Das SnapCenter Plug-in fir VMware vSphere OVA implementieren

4. Migrieren Sie die Windows-basierten VMware Backup-Metadaten.
Schritte
1. Laden Sie das SnapCenter Plug-in fiir VMware vSphere herunter . ova Datei:

a. Loggen Sie sich auf der NetApp Support Site ein ("https://mysupport.netapp.com/products/index.html").

b. Wahlen Sie aus der Liste der Produkte SnapCenter Plug-in fiir VMware vSphere und klicken Sie
dann auf die Schaltflache NEUESTE VERSION HERUNTERLADEN.

C. Laden Sie die herunter . ova Datei in einer beliebigen VM

2. Unterbrechen Sie Sicherungsauftrage.

Stellen Sie sicher, dass in dem Windows-basierten SnapCenter Plug-in fir VMware vSphere keine Backup-
Jobs ausgeflhrt werden.

3. Das SnapCenter Plug-in fir VMware vSphere OVA implementieren

Da es sich um eine neue Installation des Linux-basierten SnapCenter VMware Plug-ins handelt, befolgen
Sie die Schritte zur Bereitstellung des OVA.

"Implementieren Sie das SnapCenter Plug-in fur VMware vSphere"
"Nach der Implementierung erforderliche Betriebsablaufe und Probleme"
4. Migrieren Sie die Windows-basierten VMware Backup-Metadaten.

"Migrieren Sie Windows-basierte VMware Backup-Metadaten mit SnapCenter"

Migrieren Sie Windows-basierte VMware Backup-Metadaten
mit SnapCenter

Mit den SnapCenter Windows PowerShell Cmdlets kdnnen Sie SnapCenter VM-
konsistente Backup-Metadaten und SnapCenter applikationskonsistent fur virtualisierte
Daten-Backup-Metadaten in das SnapCenter Plug-in fur die virtuelle VMware vSphere
Appliance migrieren.

Schritte

1. Sichern Sie die MySQL Datenbank, und kopieren Sie dann das Backup an einen anderen Speicherort, um
sicherzustellen, dass es aufgrund der Aufbewahrungsrichtlinie nicht geléscht wird.

"Sichern Sie das SnapCenter Plug-in fir VMware vSphere MySQL Datenbank"

2. Melden Sie sich beim VMware vSphere Web-Client an, und Uberprifen Sie, ob keine Jobs ausgefihrt
werden.
3. Melden Sie sich mit dem SnapCenter Admin-Benutzernamen bei der SnapCenter-Benutzeroberflache an.

Verwenden Sie keinen anderen Benutzernamen, um sich anzumelden, selbst wenn dieser Benutzername
Uber alle Berechtigungen verfiigt, da dies zu einem Migrationsfehler fihren kann.


https://mysupport.netapp.com/products/index.html
https://docs.netapp.com/de-de/sc-plugin-vmware-vsphere-45/scpivs44_deploy_snapcenter_plug-in_for_vmware_vsphere.html
https://docs.netapp.com/de-de/sc-plugin-vmware-vsphere-45/scpivs44_post_deployment_required_operations_and_issues.html
https://docs.netapp.com/de-de/sc-plugin-vmware-vsphere-45/scpivs44_migrate_from_snapcenter_backup_metadata_to_the_virtual_appliance.html
https://docs.netapp.com/de-de/sc-plugin-vmware-vsphere-45/scpivs44_back_up_the_snapcenter_plug-in_for_vmware_vsphere_mysql_database.html

4. Klicken Sie im linken Navigationsbereich der Windows SnapCenter-Benutzeroberflache auf Einstellungen,
dann auf die Registerkarte Credential und dann auf Hinzufiigen, um Anmeldeinformationen fur die
virtuelle Appliance hinzuzufligen.

5. Erstellen Sie den Namen des Durchlaufs als Anmeldeinformationen, die im Cmdlet “Invoke-
SCOVAMigration “verwendet werden sollen.

@ Sie mussen Linux fiir das Feld Authentifizierung auswahlen.

In diesem Schritt werden die Zugangsdaten hinzugefiigt, die SnapCenter Server flr den Zugriff auf die
virtuelle Appliance wahrend der Migration verwendet.

6. Offnen Sie ein Windows PowerShell Fenster, und fiihren Sie die folgenden Cmdlets aus:
Open-SmConnection

invoke-SCVOVAMigration -SourceSCVHost <0ld-SCV-host-IP> -DestinationSCVOVAHost
<new-appliance-IP> -OVACredential <appliance-credentials>
-ByPassValidationCheck -Overwrite -ContinueMigrationOnStorageError
-ScheduleOffsetTime <time-offset>

Eine Ubersicht Gber den Migrations-Workflow finden Sie unter "Migrations-Workflow"

Der optional -Overwrite Parameter ermdglicht eine schnellere Migration in grof3en
Umgebungen. Dieser Parameter tberschreibt die Daten in der MySQL-Datenbank auf dem
SnapCenter Plug-in fir VMware vSphere Host. Verwenden Sie das nicht -Overwrite

@ Parameter mehrmals. Wenn Ihre Migration eine Teilmigration war, verwenden Sie die
-Overwrite Bei einem anderen Parameter werden moglicherweise vorhandene migrierte
Daten Uberschrieben. Wenn Sie ausfiihren invoke-SCVOVAMigration Mehr als einmal ohne
das -Overwrite Parameter, zuvor migrierte Daten werden dupliziert.

Verwenden Sie den Parameter ZeitplandeOffsetTime, wenn sich der SnapCenter-Quell-Host
und der Host des virtuellen SnapCenter VMware-Zielgerats in verschiedenen Zeitzonen

@ befinden. Der Wert kann ein positiver oder negativer Zeitversatz sein, um die geplanten Backup-
Laufzeiten anzupassen. Geben Sie den Zeitunterschied im Format hh: Mm:ss an; z. B. 06:00:00
oder -06:00:00 fur einen negativen Wert.

Nach der Migration

Probleme, die nach der Migration von Backup-Metadaten zum SnapCenter Plug-in fur
VMware vSphere auftreten kdnnen

» Bundle flur Migrationsprotokolle
Laden Sie das Bundle mit dem Migrationsprotokoll von herunter App Data/MigrationLog Verzeichnis
im SnapCenter-Installationsordner. Bewahren Sie das Migrations-Log-Bundle auf, bis Sie sicher sind, dass
die Migration erfolgreich war.

* Jobdetails im Dashboard

Informationen zu den migrierten Backups werden im Fensterbereich ,Letzte Jobs“ von VMware vSphere



Web Client aufgefuihrt. Detaillierte Informationen werden jedoch erst dann im Dashboard angezeigt, wenn
Backups nach der Migration durchgefiihrt werden.

Authentifizierungsfehler

Wenn Sie keine Administratoranmeldedaten verwenden, kann es zu einem Authentifizierungsfehler
kommen.

"Management von Authentifizierungsfehlern"
Backup-Namen

Sicherungsnamen vor der Migration haben das Format RGName HostName Timestamp. Beispiel:
-NAS DS RG perflserver 07-05-2019 02.11.59.9338.

Backup-Namen nach der Migration haben das Format RGName Timestamp.

Beispiel: -NAS VM RG 07-07-2019 21.20.00.0609.

Vor- und Nachskripte

Skripte, die fir Ressourcengruppen konfiguriert sind, werden nicht migriert. Da Skripts, die fir Windows-
Systeme geschrieben wurden, mdglicherweise nicht auf der Linux-basierten virtuellen Appliance
ausgefuhrt werden, missen Sie nach der Migration moglicherweise alle oder einen Teil der Skripte neu
erstellen und diese Skripte hinzufiigen. Beispielsweise sind Dateipfade in Windows nicht in Linux
vorhanden, und eine Aufruf fir ein .bat Batch-Datei funktioniert in Linux nicht.

Eine Losung besteht darin, ein vorhandenes Windows-basiertes Skript auf die Linux-basierte virtuelle
Appliance zu legen und zu testen, ob das Skript ohne Anderungen funktioniert. Wenn dies nicht richtig
funktioniert, ersetzen Sie jeden Windows-basierten Befehl im Skript durch einen entsprechenden Linux-
kompatiblen Befehl.

Anmeldedaten fiir die Wiederherstellung von Gastdateien

Die Anmeldedaten zur Wiederherstellung der Gastdatei werden nicht migriert. Daher missen Sie nach der
Migration neue Anmeldeinformationen fir eine Gastdatei erstellen.

scbr.override Konfigurationsdatei

Wenn Sie Einstellungen im festgelegt haben scbr.override Konfigurationsdatei; anschliefsiend missen
Sie diese Datei auf die virtuelle SnapCenter VMware Plug-in-Appliance verschieben und den Web-Client-
Service neu starten.

Upgrade applikationsbasierter Plug-ins fiir SnapCenter

Wenn Sie das SnapCenter VMware Plug-in verwenden, um andere SnapCenter Plug-ins zu unterstitzen,
mussen Sie diese Plug-ins auf 4.2 oder hdher aktualisieren.

Deinstallieren Sie SnapCenter Server
Wenn Sie SnapCenter nur fur die VM-konsistente oder absturzkonsistente Datensicherung verwenden,

kénnen Sie SnapCenter Server auf dem Windows Host deinstallieren, nachdem alle VM-Backups zum
SnapCenter VMware Plug-in migriert wurden



Korrigieren Sie ,,Bad Gateway“-Fehler wahrend der
Migration

Es gibt mehrere Grinde, warum Sie einen Fehler ,Bad Gateway“ haben konnten.

Szenario 1

Sie haben dem SnapCenter Plug-in fiir VMware vSphere manuell Dateien oder andere Inhalte hinzugefiigt und
dann versucht, zu migrieren. In diesem Szenario ist nicht genligend Speicherplatz im Gerat fir den
Migrationsprozess vorhanden.

Um diesen Fehler zu beheben, entfernen Sie alle manuell hinzugefligten Dateien.

Szenario 2

Das SnapCenter Plug-in fir die VMware vSphere-Verbindung wurde angehalten oder der Service wurde
wahrend der Migration beendet.

Das SnapCenter Plug-in fir VMware vSphere Verbindungsstatus muss wahrend des Migrationsprozesses
,verbunden® sein. Sie kdnnen die Konfiguration fur die Zeitdauer auch manuell in der virtuellen Appliance
aktualisieren.

Management von Authentifizierungsfehlern

Wenn Sie die Administratoranmeldedaten nicht verwenden, erhalten Sie mdglicherweise
einen Authentifizierungsfehler nach der Bereitstellung des SnapCenter Plug-ins fur
VMware vSphere oder nach der Migration. Wenn ein Authentifizierungsfehler auftritt,
mussen Sie den Dienst neu starten.

Schritte

1. Melden Sie sich Uber das Format bei der Management-GUI von SnapCenter VMware Plug-in an
https://<OVA-IP-address>:8080.

2. Starten Sie den Dienst neu.


https://<OVA-IP-address>:8080
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