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Storage-Management

Erweitern Sie lhren Storage

Bevor Sie VMs sichern oder wiederherstellen kdnnen, mussen Sie Storage-Cluster oder
Storage-VMs hinzufugen. Durch Hinzuflugen von Storage kann das SnapCenter Plug-in
fur VMware vSphere Backup- und Restore-Vorgange in vCenter erkennen und managen.

* Welche GUI verwendet werden soll
Verwenden Sie den VMware vSphere Client, um Storage hinzuzufiigen.
* GroflRe LUNs

Das SnapCenter Plug-in fur VMware vSphere 4.5 und hdher unterstitzt Datastores mit grolRen LUN-
Grofden bis zu 128 TB auf ASA Aggregaten. Bei gro3en LUNs unterstitzt SnapCenter nur Gber Thick
Provisioning bereitgestellte LUNs, um Latenz zu vermeiden.

* VMware Virtual Volumes (VVols)

Sie mussen das VVols Storage-System zunachst den ONTAP Tools fir VMware vSphere hinzufiigen und
dann dem SnapCenter Plug-in fir VMware vSphere hinzufligen.

Weitere Informationen finden Sie unter "ONTAP Tools fur VMware vSphere"

Bevor Sie beginnen

Der ESXi Server, das SnapCenter VMware Plug-in und jedes vCenter missen zur gleichen Zeit synchronisiert
werden. Wenn Sie versuchen, Speicher hinzuzufligen, aber die Zeiteinstellungen fiir Ihre vCenters nicht
synchronisiert sind, schlagt der Vorgang maéglicherweise mit einem Java-Zertifikatfehler fehl.

Uber diese Aufgabe

Das SnapCenter VMware Plug-in fuhrt Backup- und Restore-Vorgange auf direkt verbundenen Storage-VMs
und auf Storage-VMs in einem Storage-Cluster aus.

Wenn Sie das SnapCenter VMware Plug-in zur Unterstitzung applikationsbasierter Backups auf
VMDKs verwenden, missen Sie Uber die Benutzeroberflache von SnapCenter die Details zur
Storage-Authentifizierung eingeben und die Speichersysteme registrieren.

» Bei vCenters im Linked-Modus missen Sie jedem vCenter separat Storage-Systeme hinzufligen.

* Wenn Sie SVMs hinzufiigen, missen die Namen von Storage-VMs den Management-LIFs zugewiesen
werden.

Wenn Sie in SnapCenter Eintrage zur Datei ,etc\Hosts" fur Storage-VM-Namen hinzugeflgt haben,
mussen Sie sicherstellen, dass diese auch von der virtuellen Appliance aufgeldst werden kénnen. Wenn
dies nicht der Fall ist, sollten Sie ahnliche Eintrage zur etc/Hosts-Datei innerhalb der Appliance hinzufligen.

Wenn Sie eine Storage-VM mit einem Namen hinzufligen, der nicht zur Management-LIF auflést, schlagen
geplante Backup-Jobs fehl, da das Plug-in keine Datenspeicher oder Volumes auf dieser Storage-VM
finden kann. Falls dies der Fall ist, figen Sie entweder die Storage VM zur SnapCenter hinzu und geben
Sie die Management-LIF an, oder figen Sie einen Cluster hinzu, der die Storage-VM enthalt, und geben
Sie die Cluster-Management-LIF an.


https://docs.netapp.com/vapp-98/index.jsp

* Details zur Storage-Authentifizierung werden nicht zwischen mehreren Instanzen des SnapCenter VMware
Plug-ins oder zwischen Windows SnapCenter Server und dem SnapCenter Plug-in in in vCenter
gemeinsam genutzt.

Schritte
1. Klicken Sie im linken Navigator-Bereich des vSphere-Clients auf Storage Systems.

2. Wahlen Sie auf der Seite Speichersysteme die Option Hinzufligen aus.

3. Geben Sie im Assistenten * Storage System* die grundlegenden Speicher-VM oder Cluster-Informationen
ein, wie in der folgenden Tabelle aufgeflhrt:

Fiir dieses Feld... Do this...

Storage-System Geben Sie die IP-Adresse eines Storage-Clusters
oder einer Storage-VM des FQDN oder
Management LIF ein.
Das SnapCenter VMware Plug-in unterstitzt nicht
mehrere Storage-VMs mit demselben Namen in
verschiedenen Clustern.

Authentifizierungsmethode Wahlen Sie entweder Anmeldeinformationen oder
Zertifikat aus. Es werden zwei Arten von Zertifikaten
unterstitzt:

- "KANN signiertes Zertifikat"
- "Selbstsigniertes Zertifikat"

Benutzername Dieses Feld wird angezeigt, wenn Sie
Anmeldeinformationen als
Authentifizierungsmethode auswahlen. Geben Sie
den ONTAP-Benutzernamen ein, mit dem Sie sich
bei der Storage-VM oder beim Cluster anmelden.

Passwort Dieses Feld wird angezeigt, wenn Sie
Anmeldeinformationen als
Authentifizierungsmethode auswahlen. Geben Sie
das Passwort fiir die Storage-VM oder das Cluster-
Login ein.

Zertifikat Dieses Feld wird angezeigt, wenn Sie Zertifikat als
Authentifizierungsmethode auswahlen. Wahlen Sie
die Zertifikatdatei aus.

Privater Schllssel Dieses Feld wird angezeigt, wenn Sie Zertifikat als
Authentifizierungsmethode auswéahlen. Wahlen Sie
die Datei mit dem privaten Schlissel aus.

Protokoll Wahlen Sie das Storage-Protokoll aus.

Port Port, den das Speichersystem akzeptiert.
- 443 fur HTTPS-Verbindung
- 80 fur HTTP-Verbindung

Zeituberschreitung Geben Sie die Anzahl der Sekunden ein, die das
SnapCenter-VMware-Plug-in warten soll, bevor Sie
den Vorgang absetzen. Die Standardeinstellung ist
60 Sekunden.


https://kb.netapp.com/Advice_and_Troubleshooting/Data_Protection_and_Security/SnapCenter/How_to_configure_a_CA_signed_certificate_for_storage_system_authentication_with_SCV
https://kb.netapp.com/Advice_and_Troubleshooting/Data_Protection_and_Security/SnapCenter/How_to_configure_a_self-signed_certificate_for_storage_system_authentication_with_SCV

Fiir dieses Feld... Do this...

Bevorzugte IP Wenn die Storage VM Uber mehrere Management-
IP-Adressen verfiigt, aktivieren Sie dieses
Kontrollkastchen und geben Sie die IP-Adresse ein,
die das SnapCenter-VMware-Plug-in verwenden
soll.
Hinweis: Verwenden Sie keine eckigen Klammern
(I, wenn Sie die IP-Adresse eingeben.

Einstellungen fir Ereignismanagement-System Wenn Sie EMS-Meldungen an das Syslog-

(EMS) und AutoSupport Speichersystem senden méchten oder wenn Sie
AutoSupport-Meldungen fiir den angewendeten
Schutz, abgeschlossene
Wiederherstellungsvorgange oder fehlgeschlagene
Vorgange an das Speichersystem senden mochten,
aktivieren Sie das entsprechende Kontrollkastchen.

Aktivieren Sie das Kontrollkastchen AutoSupport-
Benachrichtigung fiir fehlgeschlagene Vorgange
an das Speichersystem senden und das
Kontrollkastchen * SnapCenter-Serverereignisse in
syslog®, um AutoSupport-Benachrichtigungen zu
aktivieren.

Protokollieren von SnapCenter-Serverereignissen  Aktivieren Sie das Kontrollkéstchen, um Ereignisse
Zu syslog flr das SnapCenter VMware Plug-in zu
protokollieren.

AutoSupport-Benachrichtigung senden fir Aktivieren Sie das Kontrollkdstchen, wenn
Fehlgeschlagener Vorgang zum Speichersystem AutoSupport-Benachrichtigungen fur
fehlgeschlagene Datensicherungsauftrage
angezeigt werden sollen.
Sie mussen auch AutoSupport auf der Storage VM
aktivieren und die AutoSupport E-Mail-Einstellungen
konfigurieren.

4. Klicken Sie Auf Hinzufligen.

Wenn Sie ein Storage-Cluster hinzugefligt haben, werden alle Storage-VMs in diesem Cluster automatisch
hinzugefugt. Automatisch hinzugefiigte Speicher-VMs (manchmal auch ,implizite“ Speicher-VMs genannt)
werden auf der Cluster-Ubersichtsseite mit einem Bindestrich (-) anstelle eines Benutzernamens
angezeigt. Benutzernamen werden nur fir explizite Speichereinheiten angezeigt.

Management von Storage-Systemen

Bevor Sie VMs oder Datastores mithilfe des VMware vSphere Clients sichern oder
wiederherstellen konnen, mussen Sie den Storage hinzufugen.

Andern Sie Storage-VMs
Mit dem VMware vSphere Client kénnen Sie die Konfigurationen der Cluster und Storage-VMs, die im

SnapCenter Plug-in fir VMware vSphere registriert und fir VM-Datensicherungsvorgange verwendet werden,
andern.



Wenn Sie eine Storage-VM andern, die automatisch als Teil eines Clusters hinzugefiigt wurde (manchmal auch
als implizite Storage-VM bezeichnet), dann andert sich diese Storage-VM in eine explizite Storage-VM und
kann separat geldscht werden, ohne die restlichen Storage-VMs in diesem Cluster zu andern. Auf der Seite
Storage Systems wird der Benutzername als N/A angezeigt, wenn die Authentifizierungsmethode Uber das
Zertifikat erfolgt. Benutzernamen werden nur fir explizite Speicher-VMs in der Cluster-Liste angezeigt und
lassen das ExplicitSVM-Flag auf true gesetzt. Alle Storage-VMs werden immer unter dem zugehdrigen Cluster
aufgefihrt.

@ Wenn Sie Storage-VMs flr applikationsbasierte Datensicherungsvorgange lber die SnapCenter
GUI hinzugefligt haben, missen Sie diese Storage-VMs Uber dieselbe GUI andern.

Schritte
1. Klicken Sie im linken Navigator-Fenster des SCV-Plug-ins auf Speichersysteme.

2. Wahlen Sie auf der Seite Speichersysteme die zu andernde Speicher-VM aus und wahlen Sie dann
Bearbeiten.

3. Geben Sie im Fenster Speichersystem bearbeiten die neuen Werte ein und klicken Sie dann auf
Aktualisieren, um die Anderungen anzuwenden.

Edit Storage System X

Storage System |.sti1{]dnvsinhunsﬁﬁEwm_cﬂ.gdl.engmb.netm |
Platform [Fas -|
Authiaritication Mithod ® Credentials (O Certificate
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Password |'Smra ge system password |
Protocal |.H-|TP5 |

it 443 |

Timeout |.Eﬂ Secnndsl
(| preferred IP |.F'referrecl P |

Event Management System(EMS) & AutoSupport Setting

] Log Snapcenter server events to syslog
[ ] 3end AutoSupport Notification for failed operation to storage system

‘ CANCEL ‘ | UPDATE |




Storage-VMs entfernen

Sie kdnnen den VMware vSphere-Client verwenden, um Storage-VMs aus dem Inventar in vCenter zu
entfernen.

@ Wenn Sie Storage-VMs flr applikationsbasierte Datensicherungsvorgange Uber die SnapCenter
GUI hinzugefugt haben, missen Sie diese Storage-VMs Uber dieselbe GUI andern.

Bevor Sie beginnen

Sie mussen alle Datenspeicher in der Storage-VM unmounten, bevor Sie die Storage-VM entfernen kénnen.

Uber diese Aufgabe
Wenn eine Ressourcengruppe Backups enthalt, die sich auf einer Speicher-VM befinden, die Sie entfernen,
dann schlagen nachfolgende Backups fur diese Ressourcengruppe fehl.
Schritte
1. Klicken Sie im linken Navigator-Fenster des SCV-Plug-ins auf Speichersysteme.

2. Wahlen Sie auf der Seite Storage Systems die zu entfernenden Speicher-VM aus und klicken Sie dann
auf Léschen.

3. Aktivieren Sie im Bestatigungsfeld Speichersystem entfernen das Kontrollkastchen fiir Speichersysteme
I6schen und klicken Sie dann zur Bestatigung auf Ja.
Hinweis: nur ESXi 7.0U1 und neuere Versionen werden unterstiitzt.

"Starten Sie den VMware vSphere-Client-Service neu".

Andern Sie die konfigurierte Storage-Zeitiiberschreitung

Auch wenn Backups in der Vergangenheit erfolgreich ausgefuhrt wurden, werden sie
madglicherweise fehlschlagen, wenn das SnapCenter Plug-in fur VMware vSphere auf das
Storage-System warten muss, Uber dem konfigurierten Zeitraum der Zeituberschreitung.
Wenn diese Bedingung eintritt, kdnnen Sie die konfigurierte Zeitiberschreitung erhéhen.

Méoglicherweise tritt der Fehler auf Unable to discover resources on SCV: Unable to get
storage details for datastore <xxx>..

Schritte
1. Klicken Sie im VMware vSphere-Client auf Storage-Systeme.

2. Wabhlen Sie auf der Seite Speichersysteme das zu bearbeitendes Speichersystem aus und klicken Sie auf
Bearbeiten.

3. Erhohen Sie im Feld Timeout die Anzahl der Sekunden.

Fir groRe Umgebungen wird 180 Sekunden empfohlen.


https://docs.netapp.com/de-de/sc-plugin-vmware-vsphere-49/scpivs44_manage_the_vmware_vsphere_web_client_service.html
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