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Managen Sie das SnapCenter Plug-in fur VMware
vSphere Appliance

Starten Sie den VMware vSphere-Client-Service neu

Wenn sich der SnapCenter VMware vSphere Client falsch verhalt, mussen Sie
mdglicherweise den Browser-Cache I6schen. Wenn das Problem weiterhin besteht,
starten Sie den Web-Client-Service neu.

Starten Sie den VMware vSphere-Client-Service in einem Linux-vCenter

Bevor Sie beginnen
Sie mussen vCenter 7.0U1 oder hoher ausfihren.

Schritte
1. Verwenden Sie SSH, um sich bei der vCenter Server Appliance als Root anzumelden.

2. Greifen Sie mit dem folgenden Befehl auf die Appliance-Shell oder DIE BASH-Shell zu:
shell

3. Beenden Sie den Web-Client-Service mit dem folgenden HTML5-Befehl:
service-control --stop vsphere-ui

4. Ldéschen Sie alle veralteten HTML5-Scvm-Pakete auf vCenter mithilfe des folgenden Shell-Befehls:
etc/vmware/vsphere-ui/vc-packages/vsphere-client-serenity/

rm —-rf com.netapp.scv.client-<version number>
(D Entfernen Sie die Pakete VASA oder vCenter 7.x und hoher nicht.

5. Starten Sie den Web-Client-Dienst mit dem folgenden HTML5-Befehl:

service-control --start vsphere-ui

Offnen Sie die Wartungskonsole

Die Wartungskonsole fur das SnapCenter Plug-in fur VMware vSphere ermoglicht das
Management lhrer Applikations-, System- und Netzwerkkonfigurationen. Sie konnen |hr
Administratorpasswort, das Wartungspasswort, das Generieren von Support Bundles und
das Starten der Remote Diagnostics andern.

Bevor Sie beginnen

Bevor Sie das SnapCenter-Plug-in fir den VMware vSphere-Dienst beenden und neu starten, sollten Sie alle
Zeitplane unterbrechen.



Uber diese Aufgabe

* Im SnapCenter-Plug-in fir VMware vSphere 4.6P1 missen Sie beim ersten Installieren des SnapCenter-
Plug-ins fiir VMware vSphere ein Passwort angeben. Wenn Sie von Version 4.6 oder friher auf Version
4.6P1 oder hoher aktualisieren, wird das frihere Standardpasswort akzeptiert.

« Sie mlssen ein Passwort fur den Benutzer ,diag” festlegen, wahrend Sie die Ferndiagnose aktivieren.

Um die Root-Benutzerberechtigung zum Ausflihren des Befehls zu erhalten, verwenden Sie sudo
<command>.

Schritte

1. Wahlen Sie im VMware vSphere-Client die VM aus, auf der sich das SnapCenter-Plug-in fir VMware
vSphere befindet.

2. Wahlen Sie auf der Registerkarte Zusammenfassung der virtuellen Appliance Remote Console starten
aus, um ein Fenster der Wartungskonsole zu 6ffnen.

Melden Sie sich mit dem standardmafligen Benutzernamen fir die Wartungskonsole an maint Und das
Passwort, das Sie bei der Installation festgelegt haben.

Si - VMware Remote Console
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Maintenance Console : "“SnapCenter Plug-in for UMware uSphere"

Discovered interfaces: eth0 (ENABLED)

Main Menu:
) Application Configuration
) System Configuration
) Network Configuration
) Support and Diagnostics

Exit

Enter your choice:

3. Sie koénnen folgende Vorgange durchfiihren:
> Option 1: Anwendungskonfiguration
Zusammenfassung des SnapCenter-Plug-ins fir VMware vSphere anzeigen Starten oder Stoppen des
SnapCenter-Plug-ins fir VMware vSphere-Service Anmeldenamen oder Kennwort fiir SnapCenter-
Plug-in fir VMware vSphere andern MySQL-Kennwort sichern und wiederherstellen, MySQL-Backups

konfigurieren und auflisten

o Option 2: Systemkonfiguration



Starten Sie die virtuelle Maschine neu
Fahren Sie die virtuelle Maschine herunter
Andern Sie das Benutzerpasswort ,Wartung*
Zeitzone andern

NTP-Server dndern

Aktivieren Sie den SSH-Zugriff

Erhdhen der GroRRe der Jail-Festplatte (/jail)
Upgrade

Installation der VMware Tools

MFA-Token generieren

@ MFA ist immer aktiviert, Sie kénnen MFA nicht deaktivieren.

o Option 3: Netzwerkkonfiguration

Anzeigen oder Andern von IP-Adresseinstellungen Anzeigen oder Andern von Einstellungen fiir die
Suche nach Domanennamen Anzeigen oder Andern statischer Routen Ubergeben von Anderungen
Ping a Host

o Option 4: Support und Diagnose

Support Bundle generieren Access Diagnostic Shell Remote-Zugriff fir Diagnosezugriff erzeugen Core
Dump Bundle generieren

Andern Sie das Kennwort des SnapCenter-Plug-ins fiir
VMware vSphere uber die Wartungskonsole

Wenn Sie das Administratorkennwort fur die Verwaltungsbenutzeroberflache des
SnapCenter Plug-in for VMware vSphere nicht kennen, konnen Sie Uber die
Wartungskonsole ein neues Kennwort festlegen.

Bevor Sie beginnen

Bevor Sie das SnapCenter-Plug-in fir VMware vSphere anhalten und neu starten, sollten Sie alle Zeitplane
unterbrechen.

Uber diese Aufgabe

Informationen zum Zugriff auf die Wartungskonsole und zur Anmeldung finden Sie unter "Offnen Sie die
Wartungskonsole".

Schritte

1. Wahlen Sie im VMware vSphere-Client die VM aus, auf der sich das SnapCenter-Plug-in fir VMware
vSphere befindet.

2. Wahlen Sie auf der Registerkarte Zusammenfassung der virtuellen Appliance Remote Console starten
aus, um ein Fenster der Wartungskonsole zu 6ffnen, und melden Sie sich dann an.

Informationen zum Zugriff auf die Wartungskonsole und zur Anmeldung finden Sie unter "Offnen Sie die
Wartungskonsole".



51 - Whiware Remote Console

Maintenance Console : "SnapCenter Plug—in for UMware uSphere"

Discovered interfaces: eth® (ENABLED)
Main Menu:
Application Configuration
System Configuration
Metwork Configuration
Support and Diagnostics

¥ ) Exit

Enter your choice: _

3. Geben Sie ,1“ fur die Anwendungskonfiguration ein.
4. Geben Sie ,4“ ein, um den Benutzernamen oder das Kennwort zu andern.

5. Geben Sie das neue Passwort ein.

Der Service der virtuellen SnapCenter VMware Appliance wird angehalten und gestartet.

Erstellen und Importieren von Zertifikaten

Das SnapCenter Plug-in fur VMware vSphere verwendet SSL-Verschlisselung zur
sicheren Kommunikation mit dem Client-Browser. Wahrend dies verschlUsselte Daten
uber das Netzwerk, die Erstellung eines neuen selbst signiertes Zertifikat, oder mit Ihrer
eigenen Certificate Authority (CA) Infrastruktur oder eine Drittanbieter-CA ermdglicht,
stellt sicher, dass das Zertifikat ist einzigartig fur Ihre Umgebung.

Weitere Informationen finden Sie unter "KB-Artikel: Erstellen und/oder importieren Sie ein SSL-Zertifikat in
SnapCenter Plug-in fir VMware vSphere" .

Heben Sie das SnapCenter Plug-in fur VMware vSphere vom
vCenter ab

Wenn Sie den SnapCenter-Plug-in fur VMware vSphere-Dienst in einem vCenter im
verknUpften Modus beenden, sind Ressourcengruppen nicht in allen verkntpften vCenter
verfugbar, selbst wenn der SnapCenter-Plug-in fur VMware vSphere-Dienst in den
anderen verknupften vCenter ausgefuhrt wird.

Sie mussen die Registrierung des SnapCenter-Plug-ins fir VMware vSphere-Erweiterungen manuell
aufheben.


https://kb.netapp.com/Advice_and_Troubleshooting/Data_Protection_and_Security/SnapCenter/How_to_create_and_or_import_an_SSL_certificate_to_SnapCenter_Plug-in_for_VMware_vSphere_(SCV)
https://kb.netapp.com/Advice_and_Troubleshooting/Data_Protection_and_Security/SnapCenter/How_to_create_and_or_import_an_SSL_certificate_to_SnapCenter_Plug-in_for_VMware_vSphere_(SCV)

Schritte

1. Navigieren Sie auf dem Linked vCenter, bei dem der SnapCenter-Plug-in fiir VMware vSphere-Dienst
angehalten ist, zum Manager Managed Object Reference (MOB).

2. Wabhlen Sie in der Option Eigenschaften in der Spalte Wert die Option Inhalt aus, und wahlen Sie dann im
nachsten Bildschirm in der Spalte Wert die Option ExtensionManager aus, um eine Liste der registrierten
Erweiterungen anzuzeigen.

3. Deaktivieren Sie die Registrierung der Erweiterungen com.netapp.scv.client Und
com.netapp.aegis.

Deaktivieren und aktivieren Sie das SnapCenter Plug-in fuar
VMware vSphere

Wenn Sie die SnapCenter Datensicherungsfunktionen nicht mehr benétigen, mussen Sie
die Konfiguration des SnapCenter-Plug-ins fur VMware vSphere andern. Wenn Sie
beispielsweise das Plug-in in einer Testumgebung implementiert haben, miussen Sie die
SnapCenter-Funktionen in dieser Umgebung moglicherweise deaktivieren und in einer
Produktionsumgebung aktivieren.

Bevor Sie beginnen
» Sie mussen Uber Administratorrechte verfiigen.

« Stellen Sie sicher, dass keine SnapCenter-Jobs ausgefuhrt werden.

Uber diese Aufgabe

Wenn Sie das SnapCenter-Plug-in fur VMware vSphere deaktivieren, werden alle Ressourcengruppen
angehalten, und das Plug-in wird als Erweiterung in vCenter aufgehoben.

Wenn Sie das SnapCenter-Plug-in fir VMware vSphere aktivieren, wird das Plug-in als Erweiterung in vCenter
registriert, alle Ressourcengruppen befinden sich im Produktionsmodus und alle Zeitplane sind aktiviert.

Schritte

1. Optional: Sichern Sie das SnapCenter Plug-in fur VMware vSphere MySQL Repository, falls Sie es in einer
neuen virtuellen Appliance wiederherstellen méchten.

"Sichern Sie das SnapCenter Plug-in fir VMware vSphere MySQL Datenbank".

2. Melden Sie sich beim SnapCenter Plug-in for VMware vSphere Verwaltungsbenutzeroberflache im Format
https://<OVA-IP-address>:8080 . Melden Sie sich mit dem zum Zeitpunkt der Bereitstellung
festgelegten Administratorbenutzernamen und -kennwort sowie dem mithilfe der Wartungskonsole
generierten MFA-Token an.

Die IP-Adresse des SnapCenter-Plug-ins flir VMware vSphere wird angezeigt, wenn Sie das Plug-in
bereitstellen.

3. Wahlen Sie im linken Navigationsbereich Configuration aus, und deaktivieren Sie dann die Option Service
im Abschnitt Plug-in Details, um das Plug-in zu deaktivieren.
4. Bestatigen Sie Ihre Auswahl.

o Wenn Sie das SnapCenter-Plug-in flir VMware vSphere nur zum Durchfiihren von VM-konsistenten
Backups verwendet haben


https://docs.netapp.com/de-de/sc-plugin-vmware-vsphere/scpivs44_back_up_the_snapcenter_plug-in_for_vmware_vsphere_mysql_database.html

Das Plug-in ist deaktiviert, und es ist keine weitere Aktion erforderlich.

> Wenn Sie das SnapCenter Plug-in fir VMware vSphere verwendet haben, um applikationskonsistente
Backups durchzufihren

Das Plug-in ist deaktiviert und eine weitere Bereinigung erforderlich.

i. Melden Sie sich bei VMware vSphere an.
i. Schalten Sie die VM aus.

ii. Klicken Sie im linken Navigationsbildschirm mit der rechten Maustaste auf die Instanz des
SnapCenter-Plug-ins fir VMware vSphere (den Namen der Datei, die bei der Bereitstellung der
.ova virtuellen Appliance verwendet wurde), und wahlen Sie von Festplatte I6schen aus.

iv. Melden Sie sich bei SnapCenter an und entfernen Sie den vSphere-Host.

Entfernen Sie das SnapCenter Plug-in fur VMware vSphere

Wenn Sie die SnapCenter-Datenschutzfunktionen nicht mehr verwenden mussen,
mussen Sie das SnapCenter-Plug-in fur VMware vSphere deaktivieren, um die
Registrierung von vCenter aufzuheben, dann das SnapCenter-Plug-in fur VMware
vSphere aus vCenter entfernen und die Ubrig gebliebenen Dateien manuell |0schen.

Bevor Sie beginnen
« Sie mlssen Uber Administratorrechte verfligen.

« Stellen Sie sicher, dass keine SnapCenter-Jobs ausgeflhrt werden.

Schritte

1. Melden Sie sich beim SnapCenter Plug-in for VMware vSphere Verwaltungsbenutzeroberflache im Format
https://<OVA-IP-address>:8080 .

Die IP-Adresse des SnapCenter-Plug-ins fir VMware vSphere wird angezeigt, wenn Sie das Plug-in
bereitstellen.

2. Wahlen Sie im linken Navigationsbereich Configuration aus, und deaktivieren Sie dann die Option Service

im Abschnitt Plug-in Details, um das Plug-in zu deaktivieren.
3. Melden Sie sich bei VMware vSphere an.

4. Klicken Sie im linken Navigationsbildschirm mit der rechten Maustaste auf die Instanz des SnapCenter-
Plug-ins fur VMware vSphere (den Namen der Datei, die bei der Bereitstellung der . tar virtuellen
Appliance verwendet wurde), und wahlen Sie von Festplatte I6schen aus.

5. Wenn Sie mit dem SnapCenter Plug-in fur VMware vSphere andere SnapCenter-Plug-ins fur
applikationskonsistente Backups unterstiitzt haben, melden Sie sich bei SnapCenter an, und entfernen Sie
den vSphere-Host.

Nachdem Sie fertig sind

Die virtuelle Appliance wird weiterhin bereitgestellt, aber das SnapCenter Plug-in fliir VMware vSphere wird
entfernt.

Nach dem Entfernen der Host-VM flr das SnapCenter-Plug-in fur VMware vSphere bleibt das Plug-in
moglicherweise in vCenter aufgeflhrt, bis der lokale vCenter Cache aktualisiert wird. Da das Plug-in entfernt
wurde, kénnen auf diesem Host jedoch keine SnapCenter VMware vSphere Vorgange durchgefihrt werden.



Wenn Sie den lokalen vCenter-Cache aktualisieren mochten, stellen Sie zunachst sicher, dass sich die
Appliance auf der Seite SnapCenter-Plug-in fir VMware vSphere-Konfiguration in einem deaktivierten Zustand
befindet, und starten Sie dann den vCenter-Webclientdienst neu.
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