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Rest-APIs
Uberblick

Sie kdnnen das SnapCenter Plug-in fur VMware vSphere REST-APIs verwenden, um
allgemeine Datensicherungsvorgange auszufuhren. Das Plug-in hat verschiedene
Swagger-Webseiten von den Windows SnapCenter-Swagger-Webseiten.

+ REST-API-Workflows werden fir folgende Operationen auf VMs und Datastores dokumentiert. Dazu
verwendet die REST-APIs fir VMware vSphere:
o Fligen Sie Storage-VMs und -Cluster hinzu, andern oder lI6schen Sie sie
o Ressourcengruppen erstellen, andern und I6schen
o Backup von geplanten und On-Demand-VMs
o Wiederherstellung vorhandener VMs und geléschter VMs
o Wiederherstellung von VMDKs
> Anschlielen und Trennen von VMDKs
o Mounten und Unmounten von Datastores
> Laden Sie Jobs herunter und erstellen Sie Berichte
o Integrierte Zeitplane andern
o Konfigurieren Sie den sekundaren Schutz fir ASA r2
» Operationen, die von DEN REST-APIs fir VMware vSphere nicht unterstutzt werden
o Wiederherstellung von Gastdateien
o Installation und Konfiguration des SnapCenter Plug-ins fur VMware vSphere

> Weisen Sie Benutzern RBAC-Rollen oder -Zugriff zu

* uri Parameter
Der uri Parameter gibt immer einen Wert von ,Null“ zurtck.

* Zeitlberschreitung bei der Anmeldung

Die standardmaRige Zeitliberschreitung betragt 120 Minuten (2 Stunden). In den vCenter-Einstellungen
kénnen Sie einen anderen Timeout-Wert konfigurieren.

« Token-Management
REST-APIs verwenden aus Sicherheitsgriinden ein obligatorisches Token, das mit jeder Anforderung
Ubergeben wird und in allen API-Aufrufen zur Client-Validierung verwendet wird. DIE REST-APIs fir

VMware vSphere erhalten das Token mithilfe der VMware-Authentifizierungs-APIl. VMware stellt das
Token-Management bereit.

Um das Token zu erhalten, verwenden Sie /4.1/auth/login REST APl und Bereitstellung der vCenter
Anmeldedaten.

* API-Versionsbezeichnungen

Jeder REST-API-Name enthalt die SnapCenter-Versionsnummer, in der die REST-API zum ersten Mal



freigegeben wurde. Zum Beispiel die REST APl /4.1/datastores/{moref}/backups Wurde erstmals
im SnapCenter 4.1 veroffentlicht.

REST-APIs in zukinftigen Versionen werden in der Regel abwartskompatibel sein und je nach Bedarf an
neuen Funktionen angepasst werden.

Greifen Sie uber die Swagger API-Webseite auf REST-APIs
zu

REST-APIs sind Uber die Swagger Webseite zuganglich. Sie kdbnnen auf die Swagger-
Webseite zugreifen, um entweder den SnapCenter-Server oder das SnapCenter-Plug-in
fur VMware vSphere REST-APIs anzuzeigen und einen API-Aufruf manuell auszufihren.
Verwenden Sie das SnapCenter Plug-in fur VMware vSphere REST-APIs, um VMs und
Datastores zu steuern.

Das Plug-in hat verschiedene Swagger-Webseiten von den SnapCenter-Serverdolch-Webseiten.

Bevor Sie beginnen

Um auf das SnapCenter Plug-in for VMware vSphere REST-APIs zuzugreifen, stellen Sie sicher, dass Sie Gber
die IP-Adresse oder den Hostnamen des SnapCenter Plug-in for VMware vSphere verfligen.

(D Das Plug-in unterstitzt nur REST APIs zur Integration mit Applikationen anderer Anbieter.
PowerShell Commandlets oder CLI werden nicht unterstitzt.

Schritte
1. Geben Sie in einem Browser die URL ein, um auf die Plug-in Swagger Webseite zuzugreifen:

https://<SCV_IP>:8144/api/swagger-ui/index.html
(D Verwenden Sie nicht die folgenden Zeichen in DER REST-API-URL: +, ., % Und &.

Beispiel
Access SnapCenter Plug-in fir VMware vSphere REST-APIs:

https://<SCV_IP>:8144/api/swagger-ui/index.html
https://0OVAhost:8144/api/swagger-ui/index.html
Melden Sie sich mit dem vCenter-Authentifizierungsmechanismus an, um das Token zu generieren.

2. Wabhlen Sie einen API-Ressourcentyp aus, um die APls in diesem Ressourcentyp anzuzeigen.

REST-API-Workflows zum Hinzufiigen und Andern von
Storage-VMs
Zum Hinzufligen und Andern von Storage-VM-Vorgangen mit dem SnapCenter Plug-in

fur VMware vSphere REST-APIs mussen Sie die vorgegebene Sequenz von REST-API-
Aufrufen befolgen.



Flgen Sie fir jede REST-API hinzu https://<server>:<port> An der Vorderseite der REST-API zu

einem vollstandigen Endpunkt

So fligen Sie Storage-VM-Vorgange hinzu:

Schritt
1

REST API

/4.1/storage-system

Kommentare

Add Storage System Flgt die
angegebene Storage-VM zum
SnapCenter-Plug-in fir VMware
vSphere hinzu.

Flhren Sie den folgenden Workflow aus, um Vorgange fir Storage-VMs zu andern:

Schritt
1

REST API

/4.1/storage-system

/4.1/storage-system

Kommentare

getSvmAll Ruft die Liste aller
verfligbaren Storage VMs ab.
Beachten Sie den Namen der
Speicher-VM, die Sie andern
mochten.

Modify Storage System Andert
die angegebene Storage-VM.
Ubergeben Sie den Name aus
Schritt 1 zusatzlich zu allen
anderen erforderlichen Attributen.

REST-API-Workflows zum Erstellen und Andern von

Ressourcengruppen

Zum Erstellen und Andern von Gruppenoperationen tiber das SnapCenter Plug-in fir
VMware vSphere REST-APIs missen Sie die vorgegebene Sequenz von REST-API-

Aufrufen befolgen.

Flgen Sie fur jede REST-API hinzu https://<server>:<port> An der Vorderseite der REST-API zu

einem vollstandigen Endpunkt

Gehen Sie zum Erstellen von Ressourcengruppen wie folgt vor:

Schritt
1

REST API

/4.1/policies

Kommentare

Get Policies Ruft die Liste der
VMware vSphere Client-Richtlinien
ab. Beachten Sie die RichtlinielD,
die Sie beim Erstellen der
Ressourcengruppe und der
Richtlinie Frequency verwenden
mdchten. Wenn keine Richtlinien
aufgefihrt sind, verwenden Sie das
Create Policy RESTAPI zur
Erstellung einer neuen Richtlinie



Schritt REST API

2 /4.1/resource-groups

Gehen Sie wie folgt vor, um Ressourcengruppen zu andern:

Schritt REST API

1 /4.1/resource-groups

2 /4.1/policies

3 /4.1/resource-groups/
{resouceGroupld}

Kommentare

Create a Resource Group
Erstellt eine Ressourcengruppe mit
der angegebenen Richtlinie. Geben
Sie die RichtlinielD aus Schritt 1
ein und geben Sie zusatzlich zu
allen anderen erforderlichen
Attributen die Richtlinie Frequenz
-Details ein. Sie kbnnen den
sekundaren Schutz mit dieser
REST-API aktivieren.

Kommentare

Get List of Resource
Groups Ruft die Liste der VMware
vSphere Client Ressourcengruppen
ab. Beachten Sie die
resourceGrouplD, die Sie andern
mochten.

Wenn Sie die zugewiesenen
Richtlinien andern méchten, Get
Policies Ruft die Liste der
VMware vSphere Client-Richtlinien
ab. Beachten Sie die Policy ID, die
Sie beim Andern der
Ressourcengruppe und der
Richtlinie Frequency verwenden
mochten.

Update a Resource Group
Andert die angegebene
Ressourcengruppe. Ubergeben Sie
die resourceGrouplD von Schritt
1. Ubergeben Sie optional die
policylD aus Schritt 2 und geben
Sie zusatzlich zu allen anderen
erforderlichen Attributen die
Frequency-Details ein.

REST-API-Workflow fur Backup nach Bedarf

Um Backup-Vorgange On-Demand mit dem SnapCenter Plug-in fur VMware vSphere
REST-APIs durchzufuhren, mussen Sie die vorgegebene Sequenz von REST-API-

Aufrufen befolgen.

Flgen Sie fur jede REST-API hinzu https://<server>:<port> An der Vorderseite der REST-API zu

einem vollstandigen Endpunkt



Schritt REST API Kommentare

1 /4.1/resource-groups Get List of Resource
Groups Ruft die Liste der VMware
vSphere Client Ressourcengruppen
ab. Beachten Sie die
resourceGrouplD und die Policy
ID fiir die Ressourcengruppe, die
Sie sichern mdchten.

2 /4.1/resource- Run a backup on a Resource
groups/backupnow Group Sichert die
Ressourcengruppe nach Bedarf.
Ubergeben Sie die
resourceGrouplD und die policyld
aus Schritt 1.

REST-API-Workflow zur Wiederherstellung von VMs

Um VM-Backups mit dem SnapCenter Plug-in for VMware vSphere REST-APIs
wiederherzustellen, befolgen Sie die erforderliche Abfolge von REST-API-Aufrufen, wie
unten beschrieben.

Flgen Sie fir jede REST-API hinzu https://<server>:<port> An der Vorderseite der REST-API zu
einem vollstandigen Endpunkt

Schritt REST API Kommentare
1 Gehen Sie zu Suchen Sie den VM-moref aus der
http://<vCenter-IP>/mob URL der von VMware gemanagten

Objekte. Beachten Sie den moref
fur die VM, die Sie wiederherstellen
mochten.

2 /4.1/vm/ {moref}/backups Get VM Backups Ruft eine Liste
von Backups fir die angegebene
VM ab. Ubergeben Sie den moref
von Schritt 1. Beachten Sie die
Backupid des Backups, das Sie
wiederherstellen mochten.

3 /4.1/vm/backups/{backupId} Get snapshot locations Ruft
/ den Speicherort des Snapshots fur
snapshotlocations das angegebene Backup ab.

Ubergeben Sie die Backupid aus
Schritt 2. Beachten Sie die
snapshotStandorteList
Informationen.



Schritt REST API

4 /4.1/vm/ {moref}/backups/
availableesxhosts

5 /4.1/vm/{moref}/backups/
{backupId}/restore

Kommentare

Get available ESX Hosts
Ruft die Informationen fir den Host
ab, auf dem das Backup
gespeichert ist. Beachten Sie die
verfiigbarEsxHostsList
Informationen.

Restore a VM from a backup
Stellt das angegebene Backup
wieder her. Geben Sie die
Informationen aus den Schritten 3
und 4 im Attribut restoreLocations
weiter.

Wenn es sich bei der
VM-Sicherung um
ein partielles Backup

CD handelt, legen Sie
den fest restartvM
Parameter auf
Jfalse”.

Sie kdonnen keine

® o
wiederherstellen, die

eine Vorlage ist.

REST-API-Workflow zur Wiederherstellung geloschter VMs

Um die Restore-Vorgange fur VM-Backups mit dem SnapCenter Plug-in fur VMware
vSphere REST-APIs durchzufihren, mussen Sie die vorgeschriebene Sequenz von

REST-API-Aufrufen befolgen.

Flgen Sie fur jede REST-API hinzu https://<server>:<port> An der Vorderseite der REST-API zu

einem vollstdndigen Endpunkt

Schritt REST API

1 Gehen Sie zu
http://<vCenter-IP>/mob

Kommentare

Suchen Sie die VM-UUID aus der
URL der von VMware gemanagten
Objekte. Beachten Sie die UUID fir
die VM, die Sie wiederherstellen
mdchten.



Schritt REST API Kommentare

2 /4.1/vm/{uuid}/backups Get VM Backups Ruft eine Liste
von Backups fir die angegebene
VM ab. Geben Sie die UUID von
Schritt 1. Beachten Sie die
Backupid des Backups, das Sie
wiederherstellen mochten.

3 /4.1/vm/backups/{backupId} Get snapshot locations Ruft
/ den Speicherort des Snapshots fir
snapshotlocations das angegebene Backup ab.

Ubergeben Sie die Backupid aus
Schritt 2. Beachten Sie die
snapshotStandorteList

Informationen.
4 /4.1/vm/{moref}/backups/ Get available ESX Hosts
availableesxhosts Ruft die Informationen fiir den Host

ab, auf dem das Backup
gespeichert ist. Beachten Sie die

verfiigbarEsxHostsList
Informationen.
5 /4.1/vm/{uuid}/backups/ Restore VM from a backup
{backupId}/restore using uuid or restore a

deleted VM Stellt das
angegebene Backup wieder her.
Geben Sie die UUID von Schritt 1.
Ubergeben Sie die Backupid aus
Schritt 2. Geben Sie die
Informationen aus den Schritten 3
und 4 im Attribut restoreLocations
weiter. Wenn es sich bei der VM-
Sicherung um ein partielles Backup
handelt, legen Sie den fest
restartVvM Parameter auf ,false”.
Hinweis: eine VM, die eine Vorlage
ist, kann nicht wiederhergestellt
werden.

REST-API-Workflow zur Wiederherstellung von VMDKs

Um Restore-Vorgange fur VMDKs mit dem SnapCenter Plug-in fir VMware vSphere
REST-APIs durchzufuhren, mussen Sie die vorgeschriebene Sequenz von REST-API-
Aufrufen befolgen.

Flgen Sie fir jede REST-API hinzu https://<server>:<port> An der Vorderseite der REST-API zu
einem vollstandigen Endpunkt



Schritt
1

REST API

Gehen Sie zu
http://<vCenter-IP>/mob

/4.1/vm/{moref}/backups

/4.1/vm/backups/ {backupId}
/

snapshotlocations

/4.1/vm/{moref}/backups/
vmdklocations

/4.1/vm/{ moref}/backups/
{backupIid}/
availabledatastores

/4.1/vm/{moref}/backups/
availableesxhosts

Kommentare

Suchen Sie den VM-moref aus der
URL der von VMware gemanagten
Objekte. Beachten Sie den moref
fur die VM, in der sich die VMDK
befindet.

Get VM Backups Ruft eine Liste
von Backups fiir die angegebene
VM ab. Ubergeben Sie den moref
von Schritt 1. Beachten Sie die
Backupid des Backups, das Sie
wiederherstellen mochten.

Get snapshot locations Ruft
den Speicherort des Snapshots fur
das angegebene Backup ab.
Ubergeben Sie die Backupid aus
Schritt 2. Beachten Sie die
snapshotStandorteList
Informationen.

Get Vmdk Locations Ruft eine
Liste von VMDKSs fiir die
angegebene VM ab. Beachten Sie
die vmdk-StandorteList
-Informationen.

Get Available Datastores
Ruft eine Liste von Datenspeichern
ab, die fir den
Wiederherstellungsvorgang
verfugbar sind. Ubergeben Sie den
moref von Schritt 1. Ubergeben Sie
die Backupid aus Schritt 2.
Beachten Sie die
DatastoreNameList-Informationen.

Get available ESX Hosts
Ruft die Informationen fiir den Host
ab, auf dem das Backup
gespeichert ist. Ubergeben Sie den
moref von Schritt 1. Beachten Sie
die verfugbarEsxHostsList
Informationen.



Schritt
7

REST API

/4.1/vm/{moref}/backups/

{backupId}/restorevmdks

Kommentare

Restore a VMDK from a
backup Stellt die angegebene
VMDK aus dem angegebenen

Backup wieder her. Geben Sie im
Attribut esxHost die Informationen
aus availEsxHostsList in Schritt 6

weiter. Geben Sie die

Informationen von den Schritten 3

bis 5 an das Attribut VMDKs
RestoreLocations weiter:

* Geben Sie im Attribut
RestoresFromLocation die
Informationen aus
snapshotStandorteList in
Schritt 3 weiter.

Geben Sie im Attribut VMDKs-
ToRestore die Informationen
aus VMDKs-StandorteList in
Schritt 4 weiter.

Geben Sie im Attribut
restoreToDatastore die
Informationen aus
DatastoreNamelList in Schritt 5
weiter.

REST-API-Workflows zum Verbinden und Trennen von

VMDKs

Um mithilfe des SnapCenter Plug-ins fir VMware vSphere REST-APIs Verbindungen zu
und Abtrennen von VMDKSs durchzufuhren, mussen Sie die vorgeschriebene Sequenz
von REST-API-Aufrufen befolgen.

Flgen Sie fir jede REST-API hinzu https://<server>:<port> An der Vorderseite der REST-API zu

einem vollstandigen Endpunkt

Gehen Sie wie folgt vor, um VMDKs anzuhangen:

Schritt
1

REST API

Gehen Sie zu
http://<vCenter-IP>/mob

Kommentare

Suchen Sie den VM-moref aus der
URL der von VMware gemanagten
Objekte. Beachten Sie den moref
fur die VM, an die Sie eine VMDK
anhangen mdchten.



Schritt
2

REST API

/4.1/vm/{moref}/backups

/4.1/vm/{moref}/backups/
{backupId}/vmdklocations

/4.1/vm/{moref}/attachvmdk
s

Gehen Sie zum Trennen von VMDKs wie folgt vor:

Schritt
1

10

REST API

Gehen Sie zu
http://<vCenter-IP>/mob

/4.1/vm/{moref}/backups

Kommentare

Get VM Backups Ruft eine Liste
von Backups fir die angegebene
VM ab. Ubergeben Sie den moref
von Schritt 1. Beachten Sie die
Backupid des Backups, das Sie
wiederherstellen mochten.

Get VMDK Locations Ruft eine
Liste von VMDKSs fir die
angegebene VM ab. Bestehen Sie
die Backupid aus Schritt 2 und den
moref aus Schritt 1. Beachten Sie
die vimdk-StandorteList
-Informationen.

Attach VMDKs Flgt die
angegebene VMDK an die
urspringliche VM an. Bestehen Sie
die Backupid aus Schritt 2 und
den moref aus Schritt 1. Geben
Sie die VMDKs StandorteListe
von Schritt 3 bis zum Attribut
VMDKSs Locations weiter.

Um eine VMDK an
eine andere VM
anzuhangen,

@ Ubergeben Sie den
moref der Ziel-VM
im altersVmMoref
Attribut.

Kommentare

Suchen Sie den VM-moref aus der
URL der von VMware gemanagten
Objekte. Beachten Sie den moref

fur die VM, auf der Sie eine VMDK
abtrennen mdchten.

Get VM Backups Ruft eine Liste
von Backups fir die angegebene
VM ab. Ubergeben Sie den moref
von Schritt 1. Beachten Sie die
Backupid des Backups, das Sie
wiederherstellen méchten.



Schritt REST API

3 /4.1/vm/{moref}/backups/
{backupId}/vmdklocations

4 /4.1/vm/{moref}/detachvmdk
s

Kommentare

Get VMDK Locations Ruft eine
Liste von VMDKSs fir die
angegebene VM ab. Bestehen Sie
die Backupid aus Schritt 2 und den
moref aus Schritt 1. Beachten Sie
die vimdk-StandorteList
-Informationen.

Detach VMDKs Trennt die
angegebene VMDK. Ubergeben
Sie den moref von Schritt 1. Geben
Sie die VMDK vmdk-
StandorteListe Details von Schritt
3 bis zum VMDKs ToDetach
-Attribut.

REST-API-Workflows zum Mounten und Unmounten von

Datastores

Um Mount- und Unmount-Vorgange fur Datastore-Backups mit dem SnapCenter Plug-in
fur VMware vSphere REST-APIs durchzufihren, missen Sie die vorgegebene Sequenz

von REST-API-Aufrufen befolgen.

Flgen Sie fur jede REST-API hinzu https://<server>:<port> An der Vorderseite der REST-API zu

einem vollstandigen Endpunkt

Folgen Sie zum Mounten von Datastores diesem Workflow:

Schritt REST API

1 Gehen Sie zu
http://<vCenter-IP>/mob

2 /4.1/datastores/{moref}/
backups

Kommentare

Suchen Sie den Datastore-moref
aus der URL von VMware Managed
Objects. Beachten Sie den moref
fur den Datastore, den Sie mounten
mdchten.

Get the list of backups
for a datastore Ruft eine Liste
von Backups fir den angegebenen
Datastore ab. Ubergeben Sie den
moref von Schritt 1. Beachten Sie
die Backupid, die Sie montieren
mochten.
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Schritt
3

REST API

/4.1/datastores/backups/
{backupId}/snapshotlocator
S

/4.1/datastores/{moref}/
avallableEsxHosts

/4.1/datastores/backups/
{backupId}/mount

Kommentare

Get the list of Snapshot
Locations Ruft Details zum
Speicherort des angegebenen
Backups ab. Ubergeben Sie die
Backupid aus Schritt 2. Beachten
Sie den Datastore und den
Standort aus der Liste
snapshotStandorteList.

Get the list of Available
Esxi Hosts Ruft die Liste der
ESXi Hosts ab, die fir Mount-
Vorgange verflgbar sind.
Ubergeben Sie den moref von
Schritt 1. Beachten Sie die
verfiigbarEsxHostsList
Informationen.

Mount datastores for a
backup Bindet das angegebene
Datastore-Backup ein. Ubergeben
Sie die Backupid aus Schritt 2.
Geben Sie die Informationen in den
Attributen Datastore und location
an snapshotLocationsList In
Schritt 3. Geben Sie im Attribut
esxHostName die Informationen
aus availEsxHostsList in Schritt 4
weiter.

Folgen Sie zum Unmounten von Datastores diesem Workflow:

Schritt
1

REST API

/4.1/datastores/backups/
{backupId}/mounted

/4.1/datastores/unmount

Kommentare

Get the list of mounted
datastores. Beachten Sie den
Datenspeicher moref(s), den Sie
unmounten mochten.

UnMount datastores for a
backup Hangt das angegebene
Datastore-Backup ab. Ubergeben
Sie den Datenspeicher moref(s)
aus Schritt 1.

REST-APIs zum Herunterladen von Jobs und zum
Generieren von Berichten

Zum Generieren von Berichten und Herunterladen von Protokollen fur VMware vSphere
Client-dobs mithilfe des SnapCenter Plug-ins fir VMware vSphere REST-APIs mussen
SIE DIE REST-API-Aufrufe fur VMware vSphere verwenden.

12



Flgen Sie fir jede REST-API hinzu https://<server>:<port> An der Vorderseite der REST-API zu
einem vollstandigen Endpunkt

Verwenden Sie die folgenden REST-APIs im Abschnitt Jobs, um detaillierte
Informationen Uber Jobs zu erhalten:

REST API Kommentare

/4.1/jobs Get all jobs Ruft die Job-Details flir mehrere Jobs
ab. Sie kdnnen den Umfang der Anforderung
eingrenzen, indem Sie einen Jobtyp angeben, z. B.
backup, mountBackup, Oder restore.

/4.1/jobs/{1id} Get job details Ruft detaillierte Informationen fir
den angegebenen Job ab.

Verwenden Sie die folgende REST-API im Abschnitt Jobs zum Herunterladen von
Jobprotokollen:

REST API Kommentare

/4.1/jobs/{id}/logs getJobLogsById ladt die Protokolle fur den
angegebenen Job herunter.

Verwenden Sie die folgenden REST-APIs im Abschnitt Berichte zum Generieren
von Berichten:

REST API Kommentare

4.1/reports/protectedvM Get Protected VM List Erhalten Sie in den
letzten sieben Tagen eine Liste der geschitzten VMs.

/4.1/reports/ Get Unprotected VM List Erhalten eine Liste

unProtectedvM der ungeschutzten VMs in den letzten sieben Tagen.

REST-API-Workflow zum Andern integrierter Zeitplane

Um integrierte Zeitplane fur VMware vSphere Client-dJobs mit dem SnapCenter Plug-in fur
VMware vSphere REST-APIs zu andern, missen Sie die vorgeschriebene Sequenz von
REST-API-Aufrufen befolgen.

Integrierte Zeitplane sind die Zeitplane, die als Teil des Produkts bereitgestellt werden, z. B. der Zeitplan fir
den MySQL-Datenbank-Dump. Sie kdnnen die folgenden Zeitplane andern:

Schedule-DatabaseDump

Schedule-PurgeBackups

Schedule-AsupDataCollection

Schedule-ComputeStorageSaving

Schedule-PurgedJobs

Flgen Sie fur jede REST-API hinzu https://<server>:<port> An der Vorderseite der REST-API zu
einem vollstandigen Endpunkt

13



Schritt REST API Kommentare

1 /4.1/schedules Get all built-in Zeitplane
erhalten eine Liste der Jobplane,
die urspringlich im Produkt
bereitgestellt wurden. Notieren Sie
sich den Planungsnamen, den Sie
andern mochten, und den
zugeordneten cron-Ausdruck.

2 /4.1/schedules Modify any built-in
schedule Andert den benannten
Zeitplan. Ubergeben Sie den
Planungsnamen aus Schritt 1 und
erstellen Sie einen neuen cron-
Ausdruck fur den Zeitplan.

REST-API zum Markieren von eingeklemmten Jobs als
fehlgeschlagen

Um Job-IDs fur VMware vSphere-Client-Jobs mit dem SnapCenter Plug-in fur VMware
vSphere REST-APIs zu finden, missen DIE REST-API-Aufrufe fur VMware vSphere
verwendet werden. Diese REST-APIs wurden im SnapCenter Plug-in fur VMware
vSphere 4.4 hinzugefugt.

Flgen Sie fur jede REST-API https://<server>:<port>" an der Vorderseite der REST-API hinzu, um einen
vollstandigen Endpunkt zu bilden.

Verwenden Sie die folgende REST-API im Abschnitt Jobs, um Jobs zu andern, die sich in einem laufenden
Zustand befinden, in einen fehlgeschlagenen Status:

REST API Kommentare

/4.1/jobs/{id}/failJobs Wenn Sie die IDs von Jobs Ubergeben, die im
laufenden Zustand hangen bleiben, failJobs
markiert diese Jobs als fehlgeschlagen. Um Jobs zu
identifizieren, die im laufenden Status hangen
geblieben sind, verwenden Sie die
Benutzeroberflache des Job-Monitors, um den Status
jedes Jobs und die Job-ID anzuzeigen.

REST-APIs zur Erstellung von Pruifprotokollen

Sie konnen die Audit-Log-Details von Swagger Rest APIs sowie die SCV Plugin-
Benutzeroberflache sammelin.

Unten sind die Swagger Rest APIs angegeben:

1. ERHALTEN Sie 4.1/Audit/Logs: Erhalten Sie Audit-Daten fir alle Protokolle
2. GET 4.1/Audit/logs/{filename}: Get Audit-Daten flr eine bestimmte Protokolldatei
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3. NACH 4.1/Audit/Verify: Prifung des Prifprotokolls auslésen
4. GET 4.1/Audit/config: Get the Audit and syslog Server config

5. PUT 4.1/Audit/config: Aktualisieren Sie die Audit- und syslog-Server-Konfiguration

Um Prifprotokolle fiir VMware vSphere Client-Jobs mit dem SnapCenter Plug-in fir VMware vSphere REST-
APIs zu generieren, missen REST-API-Aufrufe fur VMware vSphere verwendet werden.

Flgen Sie fir jede REST-API hinzu https://<server>:<port>/api An der Vorderseite der REST-API zu
einem vollstandigen Endpunkt

Verwenden Sie die folgenden REST-APIs im Abschnitt Jobs, um detaillierte Informationen Gber Jobs zu
erhalten:

REST API

4.

4.

1/audit/logs

1/audit/logs/{filename}

.1/audit/verify

.1/audit/syslogcert

Kommentare
Gibt Audit-Log-Dateien mit Integritatsdaten zuriick

Erhalten Sie eine spezifische Audit-Log-Datei mit
Integritatsdaten

Lost die Uberprifung des Audits aus

Aktualisiert das Syslog-Serverzertifikat
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