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Schutz von Oracle Datenbanken

Flugen Sie Hosts hinzu und installieren Sie das SnapCenter
Plug-in fur die Oracle-Datenbank

Auf der Seite ,Host hinzufugen“ konnen Sie Hosts hinzufligen, und dann das SnapCenter
Plug-ins Paket fur Linux oder SnapCenter Plug-ins Package fur AlX installieren. Die Plug-
ins werden automatisch auf den Remote-Hosts installiert.

Sie kénnen einen Host hinzufligen und Plug-in-Pakete fir einen einzelnen Host oder fir ein Cluster
installieren. Wenn Sie das Plug-in auf einem Cluster (Oracle RAC) installieren, wird das Plug-in auf allen
Knoten des Clusters installiert. Fir Oracle RAC One Node sollten Sie das Plug-in sowohl auf aktiven als auch
auf passiven Knoten installieren.

Schritte
1. Klicken Sie im linken Navigationsbereich auf Hosts.

2. Vergewissern Sie sich, dass die Registerkarte verwaltete Hosts ausgewahlt ist.
3. Klicken Sie Auf Hinzufiigen.
4. Fuhren Sie auf der Seite Hosts die folgenden Aktionen durch:

a. Wahlen Sie im Feld Hosttyp den Hosttyp aus.

b. Geben Sie im Feld Hostname den vollstandig qualifizierten Domanennamen (FQDN) oder die IP-
Adresse des Hosts ein.

c. Geben Sie im Feld Anmeldeinformationen die von Ihnen erstellten Anmeldeinformationen ein.
Wahlen Sie im Abschnitt Plug-ins zum Installieren auswahlen die zu installierenden Plug-ins aus.
(Optional) Klicken Sie auf Weitere Optionen und geben Sie die Details an.

Klicken Sie Auf Absenden.
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Uberpriifen Sie den Fingerabdruck, und klicken Sie dann auf Bestitigen und Senden.
In einer Cluster-Einrichtung sollten Sie den Fingerabdruck aller Nodes im Cluster Uberprufen.

9. Uberwachen Sie den Installationsfortschritt.

Erstellung von Backup-Richtlinien fur Oracle Datenbanken

Bevor Sie SnapCenter zum Backup von Oracle-Datenbankressourcen verwenden,
mussen Sie eine Backup-Richtlinie fur die Ressource oder die Ressourcengruppe
erstellen, die Sie sichern mdchten.

Schritte
1. Klicken Sie im linken Navigationsbereich auf Einstellungen.

2. Klicken Sie auf der Seite Einstellungen auf Richtlinien.
3. Wahlen Sie Oracle Database aus der Dropdown-Liste aus.
4. Klicken Sie Auf Neu.



5. Geben Sie auf der Seite Name den Namen und die Beschreibung der Richtlinie ein.
6. Fuhren Sie auf der Seite Sicherungstyp die folgenden Schritte durch:

a. Wahlen Sie den Sicherungstyp als Online- oder Offline-Backup aus.

b. Legen Sie die Zeitplanhaufigkeit fest.

c. Wenn Sie das Backup mit Oracle Recovery Manager (RMAN) katalogisieren méchten, wahlen Sie
Katalog-Backup mit Oracle Recovery Manager (RMAN) aus.

d. Wenn Sie Archivprotokolle nach Backup beschneiden mdchten, wahlen Sie Prune Archivprotokolle
nach Backup aus.

e. Geben Sie die Einstellungen fir das Archivprotokoll zum Léschen an.
7. Geben Sie auf der Seite Aufbewahrung die Aufbewahrungseinstellungen an.

8. Geben Sie auf der Seite Skript den Pfad und die Argumente des Prescript oder Postscript ein, das Sie vor
oder nach dem Backup ausfiihren mochten.

9. Wahlen Sie auf der Seite Verifizierung den Backup-Zeitplan aus, fiir den Sie den Uberpriifungsvorgang
durchfihren méchten, und geben Sie den Pfad und die Argumente des Prescript- oder Postscript ein, das
Sie vor bzw. nach dem Uberpriifungsvorgang ausfiihren méchten.

10. Uberprifen Sie die Zusammenfassung und klicken Sie auf Fertig stellen.

Erstellen von Ressourcengruppen und Anhangen von
Oracle-Backup-Richtlinien

Eine Ressourcengruppe ist der Container, dem Sie Ressourcen hinzufugen mussen, die
Sie sichern und schitzen mdchten.

Mit einer Ressourcengruppen kdnnen Sie alle Daten sichern, die einer bestimmten Anwendung zugeordnet
sind. Fir jeden Datenschutzauftrag ist eine Ressourcengruppen erforderlich. Sie missen der
Ressourcengruppe auch eine oder mehrere Richtlinien zuordnen, um den Typ des Datensicherungsauftrags zu
definieren, den Sie ausfiihren mdchten.

Schritte

1. Klicken Sie im linken Navigationsbereich auf Ressourcen und wahlen Sie dann das entsprechende Plug-
in aus der Liste aus.

2. Klicken Sie auf der Seite Ressourcen auf Neue Ressourcengruppe.

3. Fuhren Sie auf der Seite Name die folgenden Aktionen durch:

Fiir dieses Feld... Tun Sie das...

Name Geben Sie einen Namen fir die Ressourcengruppe
ein.

Tags Geben Sie eine oder mehrere Bezeichnungen ein,

die Ihnen bei der spateren Suche nach der
Ressourcengruppe helfen.



Fiir dieses Feld... Tun Sie das...

Verwenden Sie fur Snapshot-Kopie das Aktivieren Sie dieses Kontrollkastchen, und geben
benutzerdefinierte Namensformat Sie ein benutzerdefiniertes Namensformat ein, das
fur den Snapshot-Namen verwendet werden soll.

Ziel der Archivprotokolldatei Geben Sie die Ziele der Archivprotokolldateien an.

4. Wahlen Sie auf der Seite Ressourcen einen Hostnamen aus der Dropdown-Liste Host und Ressourcentyp
aus der Dropdown-Liste Ressourcentyp aus.

5. Wahlen Sie die Ressourcen im Abschnitt Verfiigbare Ressourcen aus und klicken Sie dann auf den
rechten Pfeil, um sie in den Abschnitt Ausgewahlte Ressourcen zu verschieben.

6. Fuhren Sie auf der Seite Richtlinien die folgenden Schritte aus:
a. Wahlen Sie eine oder mehrere Richtlinien aus der Dropdown-Liste aus.

b.
Klicken Sie in der Spalte Zeitplane konfigurieren auf * * * fur die Richtlinie, die Sie konfigurieren
mochten.

c. Konfigurieren Sie im Dialogfeld Add Schedules for Policy_Policy_Name_ den Zeitplan, und klicken Sie
dann auf OK.

7. Fuhren Sie auf der Seite Uberpriifung die folgenden Schritte aus:
a. Wahlen Sie den Uberpriifungsserver aus.
b. Wéhlen Sie die Richtlinie aus, fiir die Sie Inren Uberpriifungsplan konfigurieren méchten, und klicken
Sie dann auf * *

c. Wahlen Sie entweder Verifizierung nach Backup ausfiihren oder geplante Verifizierung
ausfiihren.

d. Klicken Sie auf OK.

8. Wahlen Sie auf der Benachrichtigungsseite aus der Dropdown-Liste E-Mail-Praferenz die Szenarien aus,
in denen Sie die E-Mails versenden mochten.

9. Uberpriifen Sie die Zusammenfassung und klicken Sie dann auf Fertig stellen.

Sichern Sie auf Azure NetApp Files laufende Oracle
Datenbanken

Wenn eine Ressource noch nicht zu einer Ressourcengruppe gehort, konnen Sie die
Ressource auf der Seite Ressourcen sichern.

Schritte
1. Wahlen Sie im linken Navigationsbereich Ressourcen aus, und wahlen Sie dann das entsprechende Plug-
in aus der Liste aus.
2. Wabhlen Sie auf der Seite Ressource aus der Dropdown-Liste Ansicht die Option Datenbank aus.

3. Wahlen Sie auf der Seite Ressource Benutzerdefiniertes Namensformat fiir Snapshot-Kopie
verwenden aus, und geben Sie dann ein benutzerdefiniertes Namensformat ein, das Sie flir den
Snapshot-Namen verwenden mdchten.



4. Fuhren Sie auf der Seite Richtlinien die folgenden Schritte aus:
a. Wahlen Sie eine oder mehrere Richtlinien aus der Dropdown-Liste aus.

b.
Wiahlen Sie ** ¥ in der Spalte Configure Schedules fur die Richtlinie aus, fir die Sie einen Zeitplan
konfigurieren mochten.

c. Konfigurieren Sie im Dialogfeld Add Schedules for Policy Policy Name den Zeitplan, und wahlen Sie
dann OK aus.

5. Fuhren Sie auf der Seite Uberpriifung die folgenden Schritte aus:
a. Wahlen Sie den Uberpriifungsserver aus.

b. Wahlen Sie die Richtlinie aus, fiir die Sie Inren Uberprifungsplan konfigurieren méchten, und klicken

Sie dann auf** *

c. Wahlen Sie entweder Verifizierung nach Backup ausfiihren oder geplante Verifizierung
ausfiihren.

d. Klicken Sie auf OK.

6. Wahlen Sie auf der Benachrichtigungsseite aus der Dropdown-Liste E-Mail-Praferenz die Szenarien aus,
in denen Sie die E-Mails versenden mdchten.

7. Uberpriifen Sie die Zusammenfassung und klicken Sie dann auf Fertig stellen.
8. Wahlen Sie Jetzt sichern.
9. Fuhren Sie auf der Seite Backup die folgenden Schritte aus:

a. Wenn der Ressource mehrere Richtlinien zugeordnet sind, wahlen Sie aus der Dropdown-Liste Policy
die Richtlinie aus, die Sie flr die Sicherung verwenden maochten.

b. Klicken Sie Auf Backup.

10. Uberwachen Sie den Fortschritt des Vorgangs, indem Sie auf Monitor > Jobs klicken.

Erstellen Sie ein Backup von Oracle Ressourcengruppen

Sie kdnnen die Ressourcengruppen sichern, die aus mehreren Ressourcen bestehen.
Fur alle in der Ressourcengruppe definierten Ressourcen wird ein Sicherungsvorgang in
der Ressourcengruppe durchgeflhrt.

Schritte

1. Wahlen Sie im linken Navigationsbereich Ressourcen aus, und wahlen Sie dann das entsprechende Plug-
in aus der Liste aus.

2. Wahlen Sie auf der Seite Ressourcen in der Liste Ansicht die Option Ressourcengruppe aus.

3. Wahlen Sie auf der Seite Ressourcengruppen die Ressourcengruppe aus, die Sie sichern mochten, und
wahlen Sie dann Jetzt sichern aus.

4. Fuhren Sie auf der Seite Backup die folgenden Schritte aus:

a. Wenn der Ressourcengruppe mehrere Richtlinien zugeordnet sind, wahlen Sie aus der Dropdown-Liste
Policy die Richtlinie aus, die Sie fur das Backup verwenden moéchten.

b. Wahlen Sie Backup.

5. Uberwachen Sie den Vorgangsfortschritt, indem Sie Monitor > Jobs auswahlen.



Stellen Sie Oracle Datenbanken wieder her

Bei einem Datenverlust kbnnen Sie mit SnapCenter Daten von einem oder mehreren
Backups auf Ihrem aktiven Dateisystem wiederherstellen und dann die Datenbank
wiederherstellen.

Schritte

1. Klicken Sie im linken Navigationsbereich auf Ressourcen und wahlen Sie dann das entsprechende Plug-
in aus der Liste aus.

2. Wahlen Sie auf der Seite Ressourcen entweder Datenbank oder Ressourcengruppe aus der Liste
Ansicht aus.

3. Wahlen Sie die Datenbank oder die Ressourcengruppe aus der Liste aus.

4. Wahlen Sie in der Ansicht Manage Copies die Option Backups aus dem primaren Speichersystem aus.

Wahlen Sie das Backup aus der Tabelle aus, und klicken Sie dann auf * * “ .
6. Flhren Sie auf der Seite ,Wiederherstellungsumfang® die folgenden Aufgaben durch:

a. Wahlen Sie RAC aus, wenn Sie ein Backup einer Datenbank in der RAC-Umgebung ausgewahilt
haben.

b. Fihren Sie folgende Aktionen durch:

i. Wahlen Sie Alle Datendateien aus, wenn Sie nur die Datenbankdateien wiederherstellen
mochten.

i. Wahlen Sie Tablespaces, wenn Sie nur die Tablespaces wiederherstellen mochten.

ii. Wahlen Sie Protokolldateien wiederholen aus, wenn Sie die Redo-Protokolldateien der Data
Guard Standby- oder Active Data Guard-Standby-Datenbanken wiederherstellen mochten.

iv. Wahlen Sie Pluggable Databases aus und geben Sie die PDBs an, die Sie wiederherstellen
mochten.

v. Wahlen Sie Pluggable Database (PDB) Tablespaces aus, und geben Sie dann die PDB und die
Tablespaces dieser PDB an, die Sie wiederherstellen mochten.

vi. Wahlen Sie Datenbank auf demselben Host wiederherstellen, auf dem die Sicherung erstellt
wurde, wenn Sie die Datenbank auf demselben SQL Server wiederherstellen mochten, auf dem
die Backups durchgefihrt werden.

vii. Wahlen Sie Wiederherstellen der Datenbank auf einem alternativen Host, wenn Sie mochten,
dass die Datenbank auf einem anderen SQL-Server auf demselben oder einem anderen Host
wiederhergestellt wird, auf dem Backups durchgefuhrt werden.

vii. Wahlen Sie Datenbankstatus andern, falls erforderlich fiir Wiederherstellung und
Wiederherstellung, um den Status der Datenbank in den Zustand zu andern, der fur die
Wiederherstellung und Wiederherstellung erforderlich ist.

ix. Wahlen Sie erzwingen in place Restore aus, wenn Sie in den Szenarien, in denen neue
Datendateien nach dem Backup hinzugefiigt werden, oder wenn LUNs zu einer LVM-
Laufwerksgruppe hinzugefligt, geléscht oder neu erstellt werden sollen, in-place-Wiederherstellung
durchflihren méchten.

7. Wahlen Sie auf der Seite ,Recovery Scope“ eine der folgenden Optionen aus:
a. Wahlen Sie Alle Protokolle, wenn Sie die letzte Transaktion wiederherstellen mochten.

b. Wahlen Sie bis SCN (System Change Number), wenn Sie eine Wiederherstellung auf eine bestimmte
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SCN durchfihren mochten.

c. Wahlen Sie Datum und Uhrzeit, wenn Sie sich auf ein bestimmtes Datum und eine bestimmte Uhrzeit
wiederherstellen mochten.

d. Wahlen Sie Keine Wiederherstellung, wenn Sie nicht wiederherstellen mochten.

e. Wahlen Sie Geben Sie externe Archivprotokollspeicherorte an, wenn Sie den Speicherort der
externen Archivprotokolldateien angeben mochten.

Geben Sie auf der Seite Pre-Ops und Post Ops die erforderlichen Details an.

Wahlen Sie auf der Benachrichtigungsseite aus der Dropdown-Liste E-Mail-Praferenz die Szenarien aus,
in denen Sie die E-Mails versenden mochten.

Uberpriifen Sie die Zusammenfassung und klicken Sie dann auf Fertig stellen.

Uberwachen Sie den Fortschritt des Vorgangs, indem Sie auf Monitor > Jobs klicken.

Wiederherstellen von Tabellen mit Point-in-Time Recovery

Sie kdnnen eine Teilmenge an beschadigten oder abfallenen Tablespaces wiederherstellen, ohne die anderen
Tablespaces in der Datenbank zu beeintrachtigen. SnapCenter verwendet RMAN fir die Durchfihrung des
Point-in-Time Recovery (PITR) der Tabellen.

Schritte

1.

Klicken Sie im linken Navigationsbereich auf Ressourcen und wahlen Sie dann das entsprechende Plug-
in aus der Liste aus.

. Wahlen Sie auf der Seite Ressourcen entweder Datenbank oder Ressourcengruppe aus der Liste

Ansicht aus.

3. Wahlen Sie die Datenbank des Typs Einzelinstanz (mandantenfahig) aus.

. Wahlen Sie aus der Ansicht Kopien verwalten im Speichersystem Backups aus.

Wenn die Sicherung nicht katalogisiert ist, sollten Sie die Sicherung auswahlen und auf Katalog klicken.

Wahlen Sie die katalogisierte Sicherung aus, und klicken Sie dann auf * * b .

. FGhren Sie auf der Seite ,Wiederherstellungsumfang“ die folgenden Aufgaben durch:

a. Wahlen Sie RAC aus, wenn Sie ein Backup einer Datenbank in einer RAC-Umgebung ausgewahlt
haben.

b. Wahlen Sie Tablespaces, wenn Sie nur die Tablespaces wiederherstellen mochten.

c. Wahlen Sie Datenbankstatus andern, falls erforderlich fiir Wiederherstellung und
Wiederherstellung, um den Status der Datenbank in den Zustand zu andern, der fiir die
Wiederherstellung und Wiederherstellung erforderlich ist.

. Wahlen Sie auf der Seite ,Recovery Scope* eine der folgenden Optionen aus:

a. Wahlen Sie bis SCN (System Change Number), wenn Sie eine Wiederherstellung auf eine bestimmte
SCN durchfihren méchten.

b. Wahlen Sie Datum und Uhrzeit, wenn Sie sich auf ein bestimmtes Datum und eine bestimmte Uhrzeit
wiederherstellen mochten.

. Geben Sie auf der Seite Pre-Ops und Post Ops die erforderlichen Details an.

. Wahlen Sie auf der Benachrichtigungsseite aus der Dropdown-Liste E-Mail-Praferenz die Szenarien aus,

in denen Sie die E-Mails versenden mochten.
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Uberprifen Sie die Zusammenfassung und klicken Sie dann auf Fertig stellen.

Uberwachen Sie den Wiederherstellungsprozess mithilfe der Seite Monitor > Jobs.

Wiederherstellen steckbarer Datenbanken uber zeitpunktgenaues Recovery

Sie kdnnen eine steckbare Datenbank (PDB) wiederherstellen, die beschadigt oder verworfen wurde, ohne die
andere DBs in der Container-Datenbank (CDB) zu belasten. SnapCenter nutzt RMAN fur die Durchfiihrung
von Point-in-Time Recoverys (PITR) der PDB.

Schritte

1.

Klicken Sie im linken Navigationsbereich auf Ressourcen und wahlen Sie dann das entsprechende Plug-
in aus der Liste aus.

. Wahlen Sie auf der Seite Ressourcen entweder Datenbank oder Ressourcengruppe aus der Liste

Ansicht aus.

3. Wahlen Sie die Datenbank des Typs Einzelinstanz (mandantenfahig) aus.
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. Wahlen Sie aus der Ansicht Kopien verwalten im Speichersystem Backups aus.

Wenn die Sicherung nicht katalogisiert ist, sollten Sie die Sicherung auswahlen und auf Katalog klicken.

Wahlen Sie die katalogisierte Sicherung aus, und klicken Sie dann auf * * “ .

. Fuhren Sie auf der Seite ,Wiederherstellungsumfang“ die folgenden Aufgaben durch:

a. Wahlen Sie RAC aus, wenn Sie ein Backup einer Datenbank in einer RAC-Umgebung ausgewahlt
haben.

b. Je nachdem, ob Sie die PDB oder Tablespaces in einer PDB wiederherstellen mdchten, fihren Sie
eine der folgenden Aktionen aus:

= Wahlen Sie Pluggable Databases (PDBs) aus, wenn Sie eine PDB wiederherstellen mdchten.

= Wahlen Sie Pluggable Database (PDB) Tablespaces aus, wenn Sie Tablespaces in einer PDB
wiederherstellen mochten.

. Wahlen Sie auf der Seite ,Recovery Scope* eine der folgenden Optionen aus:

a. Wahlen Sie bis SCN (System Change Number), wenn Sie eine Wiederherstellung auf eine bestimmte
SCN durchflihren méchten.

b. Wahlen Sie Datum und Uhrzeit, wenn Sie sich auf ein bestimmtes Datum und eine bestimmte Uhrzeit
wiederherstellen mochten.

. Geben Sie auf der Seite Pre-Ops und Post Ops die erforderlichen Details an.

. Wahlen Sie auf der Benachrichtigungsseite aus der Dropdown-Liste E-Mail-Praferenz die Szenarien aus,

in denen Sie die E-Mails versenden mdchten.
Uberpriifen Sie die Zusammenfassung und klicken Sie dann auf Fertig stellen.

Uberwachen Sie den Wiederherstellungsprozess mithilfe der Seite Monitor > Jobs.

Klonen Sie das Backup von Oracle Datenbanken

Sie konnen SnapCenter verwenden, um eine Oracle Datenbank mithilfe des Backups der
Datenbank zu klonen.

Schritte



. Klicken Sie im linken Navigationsbereich auf Ressourcen und wahlen Sie dann das entsprechende Plug-

in aus der Liste aus.

. Wahlen Sie auf der Seite Ressourcen entweder Datenbank oder Ressourcengruppe aus der Liste

Ansicht aus.

3. Wahlen Sie die Datenbank aus.

10.

" Wihlen Sie die Datensicherung aus, und klicken Sie dann auf * *

. Wahlen Sie auf der Seite ,Manage Copies“ das Backup vom primaren Speichersystem aus.

m

. Wahlen Sie auf der Seite Name aus, ob Sie eine Datenbank (CDB oder nicht-CDB) klonen oder eine

steckbare Datenbank (PDB) klonen méchten.

. Geben Sie auf der Seite Standorte die erforderlichen Details an.

Wenn die ANF-Volumes der Oracle-Datenbank in einem manuellen QOS-Kapazitatspool konfiguriert sind,
geben Sie die QOS fur die geklonten Volumes an.

Wenn keine QOS fiir die geklonten Volumes angegeben wird, wird die QOS des Quell-Volume verwendet.
Wenn der automatische QOS-Kapazitatspool verwendet wird, wird der angegebene QOS-Wert ignoriert.

. FlGhren Sie auf der Seite Anmeldeinformationen einen der folgenden Schritte aus:

a. Wahlen Sie unter Credential Name for sys user die Credential aus, die zum Definieren des System-
Benutzerpassworts der Clone-Datenbank verwendet werden soll.

b. Wahlen Sie fur den Namen der ASM-Instanz Credential None aus, wenn die OS-Authentifizierung fur
die Verbindung mit der ASM-Instanz auf dem Clone-Host aktiviert ist.

Wahlen Sie andernfalls die Oracle ASM-Zugangsdaten aus, die entweder mit einem ,sys“-Benutzer
oder einem Benutzer mit ,sysasm“-Berechtigung fir den Clone-Host konfiguriert sind.

. Geben Sie auf der Seite Pre-Ops den Pfad und die Argumente der Verordnungen an und andern Sie im

Abschnitt Einstellungen flir Datenbankparameter die Werte der vorinstallierten Datenbankparameter, die
zum Initialisieren der Datenbank verwendet werden.

Auf der Post-Ops-Seite sind standardmafig Recover Database und until Cancel ausgewahlt, um die
geklonte Datenbank wiederherzustellen.

a. Wenn Sie until Cancel auswahlen, fiihrt SnapCenter die Wiederherstellung durch, indem es die letzte
Protokollsicherung mit der ungebrochenen Sequenz von Archivprotokollen nach der Datensicherung,
die zum Klonen ausgewahlt wurde, einrichtet.

b. Wenn Sie Datum und Uhrzeit auswahlen, stellt SnapCenter die Datenbank bis zu einem bestimmten
Datum und einer bestimmten Uhrzeit wieder her.

c. Wenn Sie until SCN auswahlen, stellt SnapCenter die Datenbank bis zu einem bestimmten SCN
wieder her.

d. Wenn Sie externe Archivprotokollspeicherorte angeben auswahlen, identifiziert und hangt
SnapCenter die optimale Anzahl von Protokollsicherungen basierend auf der angegebenen SCN oder
dem ausgewahlten Datum und der ausgewahlten Uhrzeit ein.

e. Standardmalig ist das Kontrollkdstchen Neue DBID erstellen* aktiviert, um eine eindeutige Nummer
(DBID) fur die geklonte Datenbank zu generieren, die sie von der Quelldatenbank unterscheidet.

Deaktivieren Sie das Kontrollkastchen, wenn Sie der geklonten Datenbank die DBID der
Quelldatenbank zuweisen mdchten. Wenn Sie in diesem Szenario die geklonte Datenbank im externen
RMAN-Katalog registrieren mdchten, in dem die Quelldatenbank bereits registriert ist, schlagt der
Vorgang fehl.
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f. Aktivieren Sie das Kontrollkdstchen * tempfile flr temporaren Tablespace erstellen*, wenn Sie ein
tempfile fur den temporaren Standardtabulraum der geklonten Datenbank erstellen méchten.

g. Fugen Sie in Enter sql entries to apply when Clone is created die sql-Eintrage hinzu, die Sie
anwenden mochten, wenn der Clone erstellt wird.

h. Geben Sie unter Enter Scripts to run after Clone Operation den Pfad und die Argumente des
Postscripts an, die Sie nach dem Clone-Vorgang ausfiihren méchten.

Wabhlen Sie auf der Benachrichtigungsseite aus der Dropdown-Liste E-Mail-Praferenz die Szenarien aus,
in denen Sie die E-Mails versenden mdchten.

12. Uberpriifen Sie die Zusammenfassung, und wahlen Sie dann Fertig stellen.

13. Uberwachen Sie den Vorgangsfortschritt, indem Sie Monitor > Jobs auswahlen.

Klonen einer sofort anschlieBbaren Datenbank

Sie kdnnen eine steckbare Datenbank (PDB) auf einem anderen oder demselben Ziel-CDB auf demselben
Host oder einem anderen Host klonen. Sie konnen die geklonte PDB auch auf einem gewlinschten SCN oder
Datum und Uhrzeit wiederherstellen.

Schritte

1.

Klicken Sie im linken Navigationsbereich auf Ressourcen und wahlen Sie dann das entsprechende Plug-
in aus der Liste aus.

. Wahlen Sie auf der Seite Ressourcen entweder Datenbank oder Ressourcengruppe aus der Liste

Ansicht aus.

3. Wahlen Sie die Datenbank des Typs Einzelinstanz (mandantenfahig) aus.

" Wihlen Sie die Sicherung aus, und klicken Sie dann auf * *

. Wahlen Sie auf der Seite ,Manage Copies“ das Backup vom primaren Speichersystem aus.

L B

. Wahlen Sie auf der Seite Name die Option PDB Clone aus, und geben Sie die weiteren Details an.
. Geben Sie auf der Seite Standorte die erforderlichen Details an.

. Geben Sie auf der Seite Pre-Ops den Pfad und die Argumente der Verordnungen an und andern Sie im

Abschnitt Einstellungen fur Datenbankparameter die Werte der vorinstallierten Datenbankparameter, die
zum Initialisieren der Datenbank verwendet werden.

. Auf der Post-Ops-Seite ist until Cancel standardmaRig ausgewahlt, um die Wiederherstellung der

geklonten Datenbank durchzufiihren.

a. Wenn Sie until Cancel auswahlen, fiihrt SnapCenter die Wiederherstellung durch, indem es die letzte
Protokollsicherung mit der ungebrochenen Sequenz von Archivprotokollen nach der Datensicherung,
die zum Klonen ausgewahlt wurde, einrichtet.

b. Wenn Sie Datum und Uhrzeit auswahlen, stellt SnapCenter die Datenbank bis zu einem bestimmten
Datum und einer bestimmten Uhrzeit wieder her.

c. Wenn Sie externe Archivprotokollspeicherorte angeben auswahlen, identifiziert und hangt
SnapCenter die optimale Anzahl von Protokollsicherungen basierend auf der angegebenen SCN oder
dem ausgewahlten Datum und der ausgewahlten Uhrzeit ein.

d. Standardmalig ist das Kontrollkdstchen Neue DBID erstellen* aktiviert, um eine eindeutige Nummer
(DBID) fur die geklonte Datenbank zu generieren, die sie von der Quelldatenbank unterscheidet.

Deaktivieren Sie das Kontrollkastchen, wenn Sie der geklonten Datenbank die DBID der
Quelldatenbank zuweisen mdéchten. Wenn Sie in diesem Szenario die geklonte Datenbank im externen
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1.
12.

RMAN-Katalog registrieren mdchten, in dem die Quelldatenbank bereits registriert ist, schlagt der
Vorgang fehl.

e. Aktivieren Sie das Kontrollkastchen * tempfile fir temporaren Tablespace erstellen*, wenn Sie ein
tempfile fur den temporaren Standardtabulraum der geklonten Datenbank erstellen méchten.

f. Flgen Sie in Enter sql entries to apply when Clone is created die sql-Eintrage hinzu, die Sie
anwenden mochten, wenn der Clone erstellt wird.

g. Geben Sie unter Enter Scripts to run after Clone Operation den Pfad und die Argumente des
Postscripts an, die Sie nach dem Clone-Vorgang ausfiihren méchten.

Wabhlen Sie auf der Benachrichtigungsseite aus der Dropdown-Liste E-Mail-Praferenz die Szenarien aus,
in denen Sie die E-Mails versenden mdchten.

Uberpriifen Sie die Zusammenfassung, und wahlen Sie dann Fertig stellen.

Uberwachen Sie den Vorgangsfortschritt, indem Sie Monitor > Jobs auswahlen.

Teilen Sie einen Oracle-Datenbankklon auf

Sie kdnnen SnapCenter verwenden, um eine geklonte Ressource von der Ubergeordneten Ressource zu
trennen. Der geteilte Klon ist unabhangig von der Ubergeordneten Ressource.

Schritte

1.

Klicken Sie im linken Navigationsbereich auf Ressourcen und wahlen Sie dann das entsprechende Plug-
in aus der Liste aus.

. Wahlen Sie auf der Seite Ressourcen in der Liste Ansicht die Option Datenbank aus.

Wahlen Sie die geklonte Ressource aus (z. B. Datenbank oder LUN), und klicken Sie dann auf * * m

. Uberpriifen Sie die geschétzte GréRe des zu teilenden Klons und den benétigten Speicherplatz auf dem

Aggregat, und klicken Sie dann auf Start.

. Uberwachen Sie den Fortschritt des Vorgangs, indem Sie auf Monitor > Jobs klicken.

Split-Klon einer steckbaren Datenbank

Sie kénnen eine geklonte Plug-in-Datenbank (PDB) mit SnapCenter teilen.

Schritte

1.

Klicken Sie im linken Navigationsbereich auf Ressourcen und wahlen Sie dann das entsprechende Plug-
in aus der Liste aus.

. Wahlen Sie die Quellcontainer-Datenbank (CDB) aus der Ressourcen- oder Ressourcengruppenansicht

aus.

3. Wahlen Sie in der Ansicht Kopien verwalten die Option Clones aus den primaren Speichersystemen aus.
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Wahlen Sie den PDB-Klon (targetCDB:PDBClone) aus, und klicken Sie dann auf * * m

. Uberpriifen Sie die geschéatzte GroRe des zu teilenden Klons und den benétigten Speicherplatz auf dem

Aggregat, und klicken Sie dann auf Start.

. Uberwachen Sie den Fortschritt des Vorgangs, indem Sie auf Monitor > Jobs klicken.
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